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About this document

When to use this document

This document is the primary source of information for the DMS-100 SSP
AIN Service Enablers product.

The document is a response to a customer request that Nortel Networks
consolidate descriptive information into one document. This document
maintains the nature of the documents most frequently used in the past,
especially those related to provisioning the AIN Service Enablers SSP for
triggers, responses, and post-response translations.

Electronically stored documents

For each electronically stored version of this document, there is one electronic
master copy that is accessible to all approved users. All other copies, hard or
soft, are considered uncontrolled.

How to check the version and issue of this document

The version and issue of the document are indicated by numbers, for example,
01.01.

The first two digits indicate the version. The version number increases each
time the document is updated to support a new software release. For example,
the first release of a document is 01.01. In the next software release cycle, the
first release of the same document is 02.01.

The second two digits indicate the issue. The issue number increases each time
the document is revised but released again in the same software release cycle.
For example, the second release of a document in the same software release
cycle is 01.02.

To determine the version of this document that applies to the software in your
office and how documentation for your product is organized, check the release
information in Product Documentation Directory, NTP 297-8991-001.
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Structure of this document

The document is structured as follows:

Volume 1, Part I: Introduction. This part provides an overview of the AIN
Service Enablers product, including the call model and agent support. This part
also provides a product developments summary since NA0O7.

Volume 1, Part II: Functional Description. This part provides a functional
overview of:

* AIN Service Enablers

* the generic SSP procedures

» supported triggers and events

+ the Send To Resource interface to the Intelligent Peripheral (STR-IP)
* SCP messaging

» use of AIN Service Enablers for toll-free service

Volume 1, Part I1I: Interactions. This part lists and describes general trigger
and event interactions, and AIN Service Enablers interactions with AIN
Essentials, STR-IP, toll-free service, and Automatic Code Gapping (AGC).

Volume 2, Part I: Planning and Engineering. This part describes AIN
hardware requirements and outlines the technical specification such as
standards, performance measurements, capacity allocation, messaging
requirements, and error handling.

Volume 2 Part II: Provisioning. This part contains the provisioning
information that was formerly in the Provisioning Cookbook and the Response
Translations Guide. These documents were incorporated into the same format
for this document. The chapters in this section provide examples of trigger,
response, and post-response translations datafill.

Volume 3, Part I: Billing. This part describes Automatic Message Accounting
(AMA) as it applies to AIN and illustrates the module codes.

Volume 3, Part II: Operations, administration and maintenance. This part
describes OMs and logs that are supported by AIN Service Enablers, and also
describes the network management feature called Automatic Call Gapping.
Several chapters in this part provide information on the command interface
(CI) tools for this product.

Volume 3, Part III: Requirements. This part presents the mapping of AIN
Service Enablers to the Bellcore specifications, and describes some elements
of product support.
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Document scope

This document describes AIN Service Enablers in terms of Functional Sets
(FS) and Functional Subsets (FSS).

FS and FSS example

The following example illustrates how FS and FSS definitions help describe
AIN Service Enablers functionality.

The Network Busy Event FS represents the function of a particular event, the
Network Busy (NB) event, and consists of the following FSSs:

* NB Event Detection and Processing FSS, to let the SSP detect the event

* Network Busy Event Request Message and Processing FSS, to let the SSP
generate a query message to the SCP

* Generic Analyze Route Message and Processing FSS, to let the SSP
process one of the possible responses from the SCP

* Disconnect Message and Processing FSS, to let the SSP process another of
the possible responses from the SCP

Notice that the NB Event Detection and Processing FSS is specific to the FS.
It provides an integral unit of AIN functionality that enables a unique
service-related feature.

Other FSSs, such as the Generic Analyze Route Message and Processing FSS
and the Disconnect Message and Processing FSS, are used by other FSs.

FS and FSS definitions
FSs and FSSs are groups of functionally associated requirements for the
Service Switching Point (SSP), the SSP/SCP interface, and the SSP/IP
interface. The elements of an FSS or FSSs contribute to a common purpose or
action (functionality). FS and FSS definitions comply with Bellcore
documents GR-1298, GR-1299 and GR-1129, as well as toll-free service
document GR-2892.

An FSS possesses an integral unit of AIN functionality that either enables a
unique service-related feature on an SSP, or provides a common base for other
functional groups. Each FSS is a group of specifically related Bellcore
requirements.

An FS consists of several FSSs and represents a stand-alone function, such as
an event, or a building-block used to create a stand-alone function, such as a
generic message processing.
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Document structure and organization

Major sections or chapter titles in this document comply with the FS that is
being implemented. Subsections comply to the FSSs within that FS.
Subsections can also contain additional information that is not included in the
FSS:s.

Structure and organization example

In keeping with FS definitions, this document describes events in two
chapters; one for the originating call model and one for the terminating call
model.

Section 8.3 , “Network Busy event,” on page 383 describes the
Network Busy event, which implements the Network Busy Event FS.
Chapter 8 contains one section for each event it describes. Since each event
implements an FS, the chapter has a section for each FS.

The Network Busy event section contains six subsections:

* Arming the Network Busy event

* NB event detection and processing

* Network Busy event request message and processing

* Analyze Route message and processing

* Disconnect message and processing

* Send To Resource message and processing

Each subsection represents either an FSS that makes up the FS, or additional
information.

References in this document
The following documents are referred to in this document:

* 297-1001-455, Office Parameters Reference Manual (volumes 1, 2)
* 297-1001-825, DMS-100 Glossary

* 297-1411-350, E911 Emergency Service

o 297-1421-010, Subscriber Services Product Guide

e 297-2051-104, MDC SMDI Setup and Operation

* 297-2401-360, ISDN Primary Rate Interface Translation Guide

*  297-5161-021, Advanced Intelligent Network Essentials Service
Implementation Guide

* 297-5161-510, AIN Release 0.1 SSP Complete Maintenance Guide
*  297-8003-350, North American DMS-100 Translations Guide
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297-8003-808, North American DMS-100 Service Order Reference
Manual

297-8003-814, North American DMS-100 Operational Measurements
Reference Manual

297-8003-840, North American DMS-100 Log Reports Reference Manual
297-8003-855, NA DMS-100 Office Parameters Reference Manual
297-8981-021, DMS-100/200 LRN-LNP Service Implementation Guide

What precautionary messages mean

The types of precautionary messages used in Nortel Networks documents
include attention boxes and danger, warning, and caution messages.

An attention box identifies information that is necessary for the proper
performance of a procedure or task or the correct interpretation of information
or data. Danger, warning, and caution messages indicate possible risks.

Examples of precautionary messages follow.

ATTENTION Information needed to perform a task

ATTENTION
When the unused DS-3 ports are not de-provisioned before a DS-1/VT
Mapper is installed, the DS-1 traffic will not be carried through the
DS-1/VT Mapper, even though the DS-1/VT Mapper is properly provi-
sioned.

CAUTION  Possibility of service interruption or degradation

CAUTION

Possible loss of service

Before continuing, confirm that you are removing the card
from the inactive unit of the peripheral module. Subscriber
service is lost when you remove a card from the active unit.
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DANGER Possibility of personal injury

DANGER

Risk of electrocution

Do not open the front panel of the inverter unless fuses F1,
F2, and F3 have been removed. The inverter contains high
voltage lines. Until the fuses are removed, the high voltage
lines are active, and you risk being electrocuted.

How commands, parameters, and responses are represented
Commands, parameters, and responses in this document conform to the
following conventions.

Input prompt (>)
An input prompt (>) indicates that the information that follows is a command:

>BSY

Commands and fixed parameters
Commands and fixed parameters that are entered at a MAP terminal are shown
in uppercase letters:

>BSY CTRL

Variables
Variables are shown in lowercase letters:

>BSY CTRL ctrl no

The letters or numbers that the variable represents must be entered. Each
variable is explained in a list that follows the command string.

Responses
Responses correspond to the MAP display and are shown in a different way:

FP 3 Busy CTRL 0: Command request has been submitted.
FP 3 Busy CTRL 0: Command passed.

The following excerpt from a procedure shows the command syntax used in
this document:

Busy the CTRL on the inactive plane by typing the following
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>BSY CTRL ctrl no

and then press the Enter key.

where

ctrl no is the number of the CTRL (0 or 1)
Example of a MAP response:

FP 3 Busy CTRL 0O: Command request has been submitted.
FP 3 Busy CTRL 0: Command passed
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Part|l Introduction

Part I: “Introduction” consists of the following:
Chapter 1:“Product overview”

Chapter 2:“Development summary”

Chapter 3:“Call model”

Chapter 4:“Agent support”
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1 Product overview

This document refers to two of Nortel Networks” AIN products for the
DMS-100 service switching point (SSP):

* AIN Essentials
¢ AIN Service Enablers

This chapter defines each of these products in terms of the Bellcore
specifications they implement.

1.1 AIN Essentials

AIN Essentials is a Nortel Networks AIN DMS-100 SSP product used to offer
AIN Essentials functionality to operating companies. Most of the AIN
Essentials functionality complies with the following:

*  Advanced Intelligent Network (AIN) 0.1 Switching Systems Generic
Requirements. TR-NWT-001284, Issue 1. Bellcore, August 1992.

* Advanced Intelligent Network (AIN) 0.1 Switch—Service Control Point

(SCP) Application Protocol Interface Generic Requirements.
TR-NWT-001285, Issue 1. Bellcore, August 1992.

Product release BCS36 introduced the AIN Essentials product.

1.2 AIN Service Enablers

AIN Service Enablers is another AIN DMS-100 SSP product that offers
AIN 0.2 functionality to operating companies. Most of the AIN 0.2
functionality complies with the following:

* AIN Telcordia specification GR-1298-CORE Issue 7 (GR1298) and
GR-1299-CORE Issue 7 (GR1299)

*  GR-1298-CORE, AINGR: Switching Systems, Issue 5, Bellcore
*  GR-1298-CORE, AINGR: Switching Systems, Issue 5, Bellcore

*  GR-1299-CORE, AINGR: Switch—Service Control Point (SCP)/Adjunct
Interface, Issue 5, Bellcore
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*  GR-1299-CORE, AINGR: Switch—Service Control Point (SCP)/Adjunct
Interface, Issue 5, Bellcore

*  GR-1129-CORE, AINGR: Switch—Intelligent Peripheral Interface (IPI),
Issue 2, Bellcore, July 1996

*  GR-1298-ILR, Advanced Intelligent Network (AIN) Switching Systems
Issues List Report, Bellcore

*  GR-2892-CORE, Switching and Signaling Generic Requirements for
Toll-Free Service using Advanced Intelligent Network, Issue 1, Bellcore,
April 1995

Note 1: In AIN Service Enablers, trigger Specific_Digit String (SDS) is
equivalent to AIN Essentials’ trigger public office dial plan (PODP).
Because both triggers share the same provisioning, TRAVER and other
provisioning tools use the term PODP to refer to AIN Service Enablers’
trigger SDS.

Note 2: In AIN Service Enablers, trigger Public_Feature Code (PFC) is
equivalent to AIN Essentials’ trigger PODPFeat. Because both triggers
share the same provisioning, TRAVER and other provisioning tools use the
term PODPFeat to refer to AIN Service Enablers’ trigger PFC.
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This chapter describes the DMS software activities required to develop the
AIN Service Enablers SSP product. Nortel Networks will develop this product
over several releases. Product release NAOO7 introduced the first AIN Service
Enablers SSP product.

2.1 What’s new in SNO6
This section provides an overview of the SN06 content for AIN Service

Enablers. Use this content for information purposes only. Nortel Networks
reserves the right to change the scope of the work or limits of the software
functionality.

SNO06 AIN development provided the following activities:

e TRMT Selector Support for Primary Trunk Group (A59040114)

* QAIN - Query AIN subscription data (QAIN)

* TCAPNM Calling Name Delivery After AIN TAT/AT on originating PTS
trunk (TCAPNMTAT)

» Trigger at Treatment (Trig_at_ TMT)

» OriginalCalledPartyid / RedirectingPartyid Parameter Support
(REDIRECTION_FRAMEWORK)

AIN Service Enablers for SNO6 is based on the following specifications:

» AIN Telcordia specification GR-1298-CORE Issue 7 (GR1298) and
GR-1299-CORE Issue 7 (GR1299)

2.1.1 TRMT Selector Support for Primary Trunk Group (A59040114)

The AIN Response package can provide a set of route lists and carrier that are
used by the SSP to identify the applicable route and complete the call. The
route lists and carriers provided are:

e Primary Trunk Group
e Alternate Trunk Group
e Secondary Alternate Trunk Group
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o Carrier
» Alternate Carrier
» Secondary Alternate Carrier

These Trunk Group indices map onto route list tuples in Office Route tables
such as OFRT, IBNRTE, IBNRT2. Analyze Route and Forward_Call are the
two AIN responses that can support Trunk Group information.

AIN supports a subset of route list selectors available in Office Route tables.
This activity supports the TRMT route selector if it is present in the selected
Primary Trunk Group route list. This activity also allows the SSP to select any
available route list elements provided by the SCP, if applicable, discarding the
TRMT selector.

2.1.1.1 Limitations
None

2.1.1.2 Optionality
TRMT Selector Support for Primary Trunk Group is controlled by the existing
Release 11 Base SOC - AIN0006.

2.1.2 QAIN - Query AIN Subscription Data (QAIN)
This activity implements the CI command QAIN.

The functionality of the QAIN command is to:

» Display the AIN/AINDN options associated with a DN/LEN/customer
group/trunk group/office for TRIGGRP as well as TRIGITM data models.

» Display the AINDENY options subscribed by the DN/LEN and customer
group.

» Display the number of lines in a customer group which are subscribed to
AIN/AINDN and AINDENY separately.

The QAIN command also supports multi user compatibility. Multiple
instances of the tool can be run in a switch.

2.1.2.1 Limitations
None

2.1.2.2 Optionality
QAIN (Query AIN Subscription Data) is controlled by SOC AIN0006 - Call
Management.
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2.1.3 TCAPNM Calling Name Delivery after AIN TAT/AT on originating PTS
Trunk (TCAPNMTAT)
This activity facilitates deployment of services based on AIN 0.2 platform.
The feature enables the DMS SPP to use a Calling Party DN provided in a
CallingPartyID parameter of the Authorize_Termination AIN SCP response
for calls originated over PTS trunks, as per requirements of the
TR-NWT-001285 document (R) - 2.6 -239.

In order to comply with TR-1188 and AIN 0.2 release requirements the
CallingPartyID provided by an SCP response, instead of an originating party
DN, is used in the query sent to the Residential Centralized DataBase in order
to get the name associated with the SCP provided CallingPartyID. The
retrieved name is displayed on the terminating party’s CLASS set. The called
party subscribes to both AIN 0.2 TAT/AT and the TCPNM CNAMD features.

2.1.3.1 Applicability

With the AIN 0.2 service, the Termination_Authorize (TAT) query is sent to
the AIN SCP when an attempt is made to terminate to the called party. The
AIN SCP instructs the terminating switch to connect to the Intelligent
Peripheral (IP), which plays announcements and prompts the originator for the
calling party pin. The IP collects the calling party pin and sends it to the AIN
SCP, which then sends the Authorize_Termination response message with the
CallingPartyID parameter to the terminating switch called party. The
TCAPNM activity uses the CallingPartylD parameter to display the calling
party name.

The centralized residence name database provides a name of up to 15
characters in length and a permanent privacy indicator. The information
retrieved from the database is passed back to the terminating switch ina TCAP
response package. When the Calling Number Presentation Indicator is
“Allowed” and the name is available in the TCAP Database, the name is
delivered to the called TCAPNM subscriber. Otherwise an unavailable
indication is given.

When the existing TCAPNM sub-option is set to LOCAL, the calling name is
either retrieved from the local DMS database or captured from the Party Info
Parm (PIP) parameter of ISUP IAM. When the TCAPNM sub-option is set to
NONLOCAL, the default value, the Local Lookup feature is turned off and
CNAM is executed accordingly.

When office parameter TCAP_INTERLATA_QUERY intable OFCVAR is set
to Y(es), both intraLATA and interLATA calls perform TCAP queries when
necessary. When this parameter is set to N(0), its default value, only
intraLATA calls perform TCAP queries.
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2.1.3.2 Limitations
None

2.1.3.3 Optionality
The TCAPNM Calling Name Delivery after AIN TAT/AT on originating PTS
Trunk activity is controlled via SOC option AIN00310.

2.1.4 Trigger at Treatment (Trig_at_TMT)

This activity supports triggering when treatment is encountered during the
Analyze Route (AR) response from the SCP.

When the call cannot route over the carriers selected from the SSP-based
carriers, the call routes to treatment. When an Interlata number attempts to
route over a Local Exchange Carrier (0110), trigger analysis is performed. If
no trigger is detected, then the call routes to treatment.

2.1.4.1 Limitations
None

2.1.4.2 Optionality
This functionality is controlled by base MPC functionality SOC option code
TELO0012.

2.1.5 OriginalCalledPartyid / RedirectingPartyid Parameter Support
(REDIRECTION_FRAMEWORK)

This activity manipulates the redirection history of the call if there is an AIN
redirection with the SCP redirection count set as “0”.

If the SCP sends the redirection count as “0”, the call looks as though the AIN
redirection is the first redirection of the call. Redirections earlier than the AIN
redirection with SCP redirection count as “0” should be ignored. AIN
redirection information is not supported for all variants of ISDN BRI. This
activity supports the parameters Original Called Number, Redirecting
Number, Original Redirecting Reason and Redirecting Reason as applicable to
different variants of BRI, for AIN redirections.

This activity also removes the HUNT-LOD AIN interaction limitation in
which, after LOD had occurred, encountering the terminating trigger on a
LODDN was not supported.

This activity also introduces office parameter
REDIRECTION_FRAMEWORK intable OFCVAR. This parameter gives the
operating company the option to have the new redirection framework
introduced by this activity or the earlier redirection framework.
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This activity supports the following redirection services:

« CFW
« KSH
« LOD
« UVM
« SDS
« AIN

2.1.5.1 Applicability

This activity does not change any functionality. However, the redirection
information sent to different variants of ISDN agents and for AIN query
building does have an impact.

If the redirection_count field in the redirection information parameter is set to
“0” by an SCP in a forward call or analyze route message, the redirections
earlier to AIN redirection in which the information is reset are not reflected in
the redirection information.

2.1.5.2 Limitations
None

2.1.5.3 Optionality

The functionality of the feature OriginalCalledPartyid/RedirectingPartyid
Parameter Support is managed via BASE SOC option AIN00310, AIN SE R11
- base.

2.2 What's new in NA0O19

This section provides an overview of the NA019 content for AIN Service
Enablers. Use this content for information purposes only. Nortel Networks
reserves the right to change the scope of the work or limits of the software
functionality.

NAO019 development provided the following activity:

* New Precedence Relationship Between AINDENY Line and AINDENY
Customer Group Options

2.2.1 New Precedence Relationship Between AINDENY Line and
AINDENY Customer Group Options
The AINDENY line and customer group options allow SFC, PFC and
Office-Wide PFC triggers to be denied to either individual DNs or whole
customer groups. Starting in NA019, any line option AINDENY “RESTORE
THD <TIID>" entries will override customer group AINDENY “DENY
THD” or “DENY ALL” entries. For example, if trigger “4 OFCPFC1” is
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denied to the customer group via a AINDENY tuple in table CUSTSTN, and
DN X has AINDENY line option “AINDENY RESTORE TIID 4 OFCPFC1”,
the OFCPFCL1 trigger will be allowed for that DN.

2.3 What's new in NAO18

This section provides an overview of the NA018 content for AIN Service
Enablers. Use this content for information purposes only. Nortel Networks
reserves the right to change the scope of the work or limits of the software
functionality.

NAO018 AIN development provided the following activities:

e DMS-100 AIN Support for the Continue Response to Infocol
(Info_Collected) Triggers (510479223)

» AIN Operator Services Trigger (A59040089)

» CAINTEST Robustness (A59039439)

» AIN Multi Point Code Compliancy on VToA Platform (A59040045)
» AIN Multi Point Code Compliancy on SLoA Platform (A59040055)

* Generic Address List parameter support, Generic Name parameter
support, and AIN TFS enhancement for 800P services (GALGNPTFS)

¢ AIN: Connect To Resource, Send To Resource Enhancements, software
optionality control AIN Service Enablers Release 10 (AIN00306)

» AIN CDPCODE trigger versus E800/800P interworking (A59040104)
* AIN Trunk Group Trigger Implementation (S10477755)

e AIN PING RING functionality

* Increasing the AIN MAX SERIAL TRIGGERS limit

AIN Service Enablers for NA018 is based on the following specifications:

» AIN Telcordia specification GR-1298-CORE Issue 7 (GR1298) and
GR-1299-CORE Issue 7 (GR1299)

2.3.1 DMS-100 AIN Support for the Continue response to Infocol triggers

(510479223)
This activity allows the DMS-100 North American (CNA18) software load to
accept a Continue response to an AIN Info_Collected query. This activity
makes the DMS-100 compliant with the AIN Telcordia specification
GR-1298-CORE Issue 7, which states that Continue responses should be
allowed for Info_Collected queries. The DMS-100 switch can already process
Continue responses for other AIN queries.

The accepting of a Continue response to Infocol triggers is controlled via SOC
option AIN000210. The AIN subscriber must have one of the allowed AIN
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Info_Collected triggers provisioned for the appropriate query to be launched
from the DMS-100 switch to the SCP. DMS switch datafill is not required to
start or stop the functionality provided by this activity.

2.3.1.1 Limitations

This activity is subject to existing DMS-100 AIN limitations for Continue
responses and Info_Collected triggers. These limitations include the
following:

» Thereisaserial triggering limit that prevents too many triggers from being
launched on the same call. This activity does not change that limit.

* The DMS-100 does not implement all possible AIN queries at the
Info_Collected PIC. This activity does not add any new Info_Collected
triggers.

* The DMS-100 creates one or more AMA billing records depending on the
presence of an AMASsIpID in the Continue response and also depending on
the sequence of AIN queries and responses that are hit during a call. This
activity does not change the rules for the creation of AMA records, nor
does it change the rules for how the AMA record fields are set.

* The DMS-100 allows or disallows the Continue response when it arrives
and certain features are active or in progress. These feature interactions are
detailed in the AIN Service Implementation Guide. These interactions are
not altered by this activity.

* The DMS-100 allows each of the Info_Collected triggers on a subset of
possible subscriber types (for example, lines or trunks). This activity does
not change those restrictions. Nor does this activity affect how each of the
trigger types is datafilled or detected.

2.3.1.2 AMA Billing

The DMS-100 switch outputs no, one, or two AMA records for a series of AIN
triggers / responses. If no AIN response contains an AMAsIpID parameter and
no other billing scenario is in place (SMDR, long distance call, Study records,
or ISDN Billing), then no record is output. If the response contains an
AMASsIpID parameter, the DMS-100 outputs a single merged AMA record by
default. If more than one query/response is hit and each response contains a
AMASsIpID parameter, the DMS merges the AMA records and prints a single
record.

In some scenarios, the DMS-100 outputs two AMA records. This activity has
not changed the rules regarding DMS-100 AMA record production, but this
activity now supports the possibility of multiple Info_collected triggers being
hit.

In most cases, the structure code of AIN AMA records is 220 and the call code
is 47. However, many datafill options affect these values and there are
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scenarios where some other SC or CC takes precedence over the default AIN
values.

2.3.1.3 Optionality
The Continue response to Infocol triggers is controlled via SOC option
AINO00210. This functionality is enabled by setting the SOC option to ON.

2.3.2 AIN Operator Services Trigger (A59040089)
This activity enables prefix triggers to escape triggering on a specific,
applicable pattern. This is done using an escape criteria, which is created by
this activity (for the prefix triggers). If the called digits’ prefix pattern matches
the datafilled digit pattern type, those calls escape triggering.

This activity also enhances the OPERSERYV trigger functionality by allowing
specific (non-prefix) digit patterns to escape from triggering. If the called
digits match the digit patterns in the tuple pointed to by ESCDIG, those calls
escape triggering for OPERSERYV triggers.

Table AINPRESC is created as part of this activity. This table stores the
information about the trigger to be escaped and the prefix digit patterns to be
escaped from triggering.

2.3.2.1 Limitations
:The following limitations are associated with this feature:

* DMS doesn’t allow for vertical service codes after prefix digits. Vertical
service codes cannot be used in table TIESCDIG.

» For calls involving ISUP, PRI trunk originators, or calls involving AIN
response translations, zero minus calls are escaped for both OM and 00M
patterns datafilled in table AINPRESC.

* For calls involving ISUP, PRI trunk originators, or calls involving AIN
response translations, zero minus calls with a carrier associated with it are
escaped for both CACOM and CACOO0OM patterns datafilled in table
AINPRESC.

e LEC calls are considered as non-carrier calls.

2.3.2.2 Optionality

SOC option AIN00311, ‘AIN SE R11 Pfx Pattern’, is introduced to control the
ESCPRFX and ESCDIG functionality. When SOC AIN00311 is in the IDLE
state, criteria checking is not performed.

2.3.3 CAINTEST Robustness (A59039439)

The purpose of this activity is to increase the robustness of the CAINTEST
functionality.
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:The following improvements have been made to CAINTEST:
» Multi-User functionality is restored.
* Mailbox de-allocation handling is resolved.

2.3.3.1 Limitations
For scenarios in which EDP messaging is to be simulated, the manual method
should be used for messaging. The RESPORD command should not be used.

2.3.3.2 Optionality
Not applicable

2.3.4 AIN Multi Point Code Compliancy on VToA Platform (A59040045)

and AIN Multi Point Code Compliancy on SLOA Platform (A59040055)
These activities enhance the AIN Enablers functionality to support the AIN
application on top of the SS7 Multi Point Code (MPC) platform. This is an
umbrella activity addressing the needs of AIN MPC compliancy on Subscriber
Lines over ATM (SLoA - now called Universal Access AALLi.e., UA-AAL1L)
and Voice & Telephony over ATM (VToA) platforms.

2.3.4.1 Limitations
None

2.3.4.2 Optionality
There is no specific SOC for this activity. The functionality is controlled by
base MPC functionality SOC option code TEL00012.

2.3.5 Generic Address List parameter support, Generic Name parameter
support, and AIN TFS enhancement for 800P services (GALGNPTFS)

This activity adds the following NA018 updates and documentation fixes to
the AIN Service Enablers product:

» Generic Address List parameter support
» Generic Name parameter support
* AIN TFS enhancement for 800P services

2.3.5.1 Generic Address List parameter support

This activity supports the Generic Address List (GAL) parameter in
compliance with requirements documented in GR1298 and GR1299 for the
AIN Service Enablers product. The GAL parameter contains up to five
Generic Addresses (GA). The GA is defined based on ISDNUP Signaling
Generic Address Parameter (GAP). For details of the GAL parameter, refer to
document GR-1299-CORE.

The optional parameter GAL is already supported in infoCollected and
infoAnalyzed query messages from SSP to SCP. The GAL is also supported in
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analyzeRoute (AR) and createCall (CC) responses from SCP to SSP. This
activity extends the support of the GAL to the following messages:

» terminationAttempt (TAT) query message from SSP to SCP
» forwardCall Response (FC) message from SCP to SSP

2.3.5.2 Generic Name parameter support

This activity supports the Generic Name (GN) parameter in compliance with
requirements documented in GR1298 and GR1299 for the AIN Service
Enablers product. The GN parameter was supported for terminationAttempt
(TAT), tBusy, tNoAnswer (TNOA) and termResourceAvailable TDP-R query
messages from SSP to SCP. However, the GN was not supported for
Responses from the SCP to the SSP. This activity supports GN for these
Responses. This parameter is based on the ISDNUP GN parameter.

This activity adds support for the GN parameter to the following response
messages from SCP to SSP:

» analyzeRoute (AR)

» authorizeTermination (AT)
» forwardCall (FC)

» offerCall (OC)

2.3.5.3 AIN TFS enhancement for 800P services

This sub-activity provides 800P equivalent functionality on AIN using AIN
TFS trigger for the Canadian market. Currently, E800 equivalent functionality
is already implemented on AIN using AIN TFS trigger for the US market.

2.3.5.4 Limitations
This activity has the following limitations:

For Generic Address List parameter support:

* A maximum of five GenericAddresses are supported in the GAL as per
GR1299.

» This activity supports only dialed number, destination number, completion
number, supplemental user provided calling address (failed screening),
supplemental user provided calling address (not screened), ported number,
and proprietary 800 Service Generic Address types.

» Ifthe GAL isreceived in aresponse message, it is used first to populate the
GAL in query message.

* Only the first GA is populated if there are multiple GAs with the same GA
type.

» If SCP sends unsupported/erroneous data for GAL or GN, the parameter is
discarded and an error is reported back to SCP.
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» This activity only supports AIN capable SCP (GR2892 compliant SCP). It
does not support E800 database or 800P database.

* The Feature Type Indicator (FTI) parameter supported by 800P is not
supported by this activity.

* The special routing (SR) parameter is added as the AIN extension
parameter to provide the southbound functionality required for the 800P
support.

» The generic address type supplemental user provided calling address
(failed screening) is not a requirement in PRI/BRI. Therefore, current
XPM software does not support this generic address. Even though this
activity is able to handle the generic address type, the sending of this type
of address is not possible in the current environment. In the future, when
XPM supports the generic address type, this functionality will
automatically be supported.

For AIN TFS enhancement for 800P services:

» The AIN TFS service software depends on the SDS trigger of the AIN. The
Tool Deny (TDN) service associated with table IBNXLA overrides the
SDS trigger. Hence, the AIN TFS calls originated from a private or
Centrex customer group go to treatment if the TDN option exists in table
IBNXLA. This is an existing restriction on the AIN TFS. This limitation
applies only to TDN as an option to table IBNXLA, not to TDN as a line
option to RES and POTS lines. The work around for this AIN TFS
limitation can be set up using three methods:

— Add the LARP option with the AIN TFS tuple in table TRIGITM

— Add appropriate datafill in table XLAMAP and associated translation
datafill

— Add appropriate datafill in table LATAXLA and associated translation
datafill

2.3.5.5 Optionality
This activity is controlled by existing SOC AIN00220. Also, the Generic
Name parameter is now controlled under SOC AIN00220.

2.3.6 Connect To Resource, Send To Resource Enhancements
The following message enhancements are provided by this activity:

* Connect To Resource Enhancements
* Send To Resource Enhancements
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Connect To Resource Enhancements consist of the following:

» the Destination Address parameter is supported to provide Connect To
Resource Intelligent Peripheral functionality

» the DPConverter parameter is supported to provide Dial Pulse (DP) to
Dual Tone Multi Frequency (DTMF) Conversion during CTR-IP
connection

Send To Resource Enhancements consist of the following:

* two new parameters in STR message Partyld and PartyOnHold are
supported

The PartyID parameter can have three values: Calling, Called, and
allParties:

— Calling - the Resource (Internal Resource/IP) is connected to the
Calling Party

— Called - the Resource is connected to the Called Party
— allParties - the Resource is connected to all the Parties in a Call

When the PartyOnHold parameter is present, the other party to which the
announcement is played is put on hold.

» Send to Resource in Open Transaction - The AIN Service enablers is
enhanced to support STR message from the SCP when there is an open
transaction during a stable call (talking state).

» Send To Resource in Query With Permission - The AIN is enhanced to
support STR message from the SCP in an Query With Permission (QWP)
package during a stable call (talking state). The resource is connected to
the agent specified in the CalledPartyld parameter in the STR message.
Resource Clear is sent back to the SCP after the end of user Interaction.
Disconnect and Continue messages in the Response package are supported
after Resource Clear.

2.3.6.1 Application

Connect To Resource and Send To Resource Enhancements enhances the AIN
service enablers functionality to support External Resources for CTR message
and new functionality for STR.

2.3.6.2 Limitations
Partyld and PartyOnHold is supported only for Timeout,
O_Disconnect_Called events and STR in open transaction.

2.3.6.3 Optionality
SOC AIN Service Enablers Release 10 (AIN00306) CTR in CPH (internal)
controls Connect to Resource functionality.
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2.3.7 AIN CDPCODE trigger versus E800/800P interworking

This activity allows the operating company to choose the precedence between
800 and CDP trigger. This precedence is controlled by using new office
parameter AIN_800CDP_PRECEDENCE and the Precedence option
AINPRECE against a customer group created by this activity. The precedence
between the 800/CDP trigger is determined by two options:

» office-wide option using the office parameter
e customer group option provisioned against a customer group

Note: This activity supports both E800 and 800P services.

When a subscriber from a customer group dials an access_code + 8XX Toll
Free number, the precedence between 800 and CDP trigger will be decided by
office parameter AIN_800CDP_PRECEDENCE and the Precedence option
AINPRECE administered against that customer group.

2.3.7.1 Limitations
None

2.3.7.2 Optionality

The behavior of feature 800/CDP trigger interworking is managed by SOC
option AIN00312, 'AIN SE R11 CDP-800'. When SOC option AIN00312 is
IDLE, 800 will have precedence over the CDP trigger, irrespective of the
office-wide and customer group options.

The new SOC AIN00312 depends on SOC AIN00220.

2.3.8 AIN Trunk Group Trigger Implementation (10477755)
The AIN Trunk Group Trigger (TKTERM) feature is implemented on the
Terminating Call Model (TCM) and is an enhancement to the AIN trigger
processing functionality.

Without datafilling LARP option for TKTERM trigger, Forward_Call
response may not be valid, except in scenarios where valid Primary Trunk
Group Id, Alternate Trunk Group Id, Second Alternate Trunk Group Id
parameters are received in the FC response and further translations are not
required.
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2.3.8.1 Limitations
Following are the limitations and restrictions of Trunk Group trigger:

» Population of the following parameters is not supported on the TKTERM
query message sent by SSP:

— CTRConnection

— AMASequenceNumber

— Ampl

— Amp2

— ExtensionParameter

— SAP

— STRConnection

— RTPSerivcelndicator
» Traver for Authorize_Termination response is not supported.
» Currently, DPT and SIPT trunks are not supported.

 TKTERM trigger is not supported for trunk agents which do not have
members in table TRKMEM.

* TKTERM trigger is only supported with the trigitm-model.

2.3.8.2 Optionality

The Trunk Group Trigger functionality is controlled by AIN0O0310 SOC
option. When the AIN00310 SOC option is turned on in the present load, this
functionality is available.

When the AIN00310 SOC option is set to IDLE state, the trunk group trigger
functionality is turned off.

2.3.9 AIN PING RING functionality
This activity enables the DMS-100 SSP to provide Ping Ring functionality for
AIN-based call forwarding calls. Currently, if a call is forwarded by receiving
a forward_call response from the SCP, the call forwarding agent is not alerted
by any reminder tone. This design provides support for the SSP to give a short
ring (approximately 0.5 sec.) called Ping Ring to the forwarding agent
involved in an AIN-based call forwarding call.

The Ping Ring functionality is provided for the call forwarding agent only
when the SCP sends a forward_call response for a termination_attempt (TAT)
trigger, requesting to provide the reminder ring to the call forwarding agent.
The call forwarding agent will not receive the reminder ring in any other
scenarios.
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2.3.9.1 Limitations
Ping Ring is applied only for physical line agents who are idle.

2.3.9.2 Optionality
The Ping Ring functionality is controlled by the AIN service enablers SOC
AIN00310.

2.3.10 Increasing the AIN MAX SERIAL TRIGGERS limit
This activity increases the maximum limit for office parameter
AIN_MAX_SERIAL_TRIGGERS (in table OFCENG) from 8 to 24.

2.3.10.1 Limitations

Following are the limitations that can be encountered even though the
AIN_MAX_SERIAL_TRIGGERS limit is set to a higher value in table
OFCENG:

» DMS software resources

» Interaction with call forwarding scenarios
* maximum number of virtual agents

e maximum number of timers

2.3.10.2 Optionality
Not applicable

2.4 What's new in NAO17

This section provides an overview of the NA017 content for AIN Service
Enablers. Use this content for information purposes only. Nortel Networks
reserves the right to change the scope of the work or limits of the software
functionality.

NAOQO17 AIN development provided the following activities:

» AIN: Timeout Requested Event (59028609), software optionality control
AIN Service Enablers Release 10 (AIN00302)

* AIN: O_Disconnect and O_Disconnect_Called Events (59028631),
software optionality control AIN Service Enablers Release 10 (AIN00301)

* Geodetic Location Parameter in AIN Triggers (59036223), and Generic
Digits List Parameter in AIN Trigger (59036234), software optionality
control AIN Service Enablers Release 10 (AIN00305)

» AIN Timeout Phase 11 (59037100), software optionality control AIN
Service Enablers Release 10 (AIN00302), and AIN O_Disconnect Phase
11 (59037082) software optionality control AIN Service Enablers Release
10 (AINO0301)
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AIN Resource Layer Re-Engineering (59037110), software optionality
control AIN Service Enablers Release 10 (AIN00307)

Office Public Feature Code Trigger Implementation (59037120), software
optionality control AIN Service Enablers Release 10 (AIN00309)

Advanced Intelligent Network Scope Change Tool (59037130), software
optionality control AIN Service Enablers Release 10 (AIN00308)

AIN: Connect To Resource, Send To Resource Enhancements, software
optionality control AIN Service Enablers Release 10 (AIN00306)

AIN Service Enablers for NA017 is based on the following specifications:

GR-1129-CORE, AINGR: Switch—Intelligent Peripheral Interface (IPI),
Issue 2, Bellcore

GR-1298-CORE, AINGR: Switching Systems, Issue 6, Bellcore

GR-1299-CORE, AINGR: Switch—Service Control Point (SCP)/Adjunct
Interface, Issue 6, Bellcore

GR-3017-CORE, Generic Requirements for an AIN-Based
Implementation of E9-1-1 Service, Issue 2, Bellcore

2.4.1 AIN: Timeout Requested Event (59028609)
When speech path is established for the call segment in which the Timeout call
party handling event is armed, the Timeout timer is started. The Timeout
EDP-Request is sent to the SCP when the timer expires. The message returned
by the SCP (only Disconnect supported by this activity) is processed. The
Disconnect response processing provides AIN Disconnect (AIND) treatment
to the controller and the call leg is taken down.

The Timeout functionality consists of the following:

Arming the Timeout event
Timeout event detection and processing
Timeout EDP-R query message processing

Response processing
- Disconnect message processing
- Continue message processing

Post-Query message handling and Error handling

2.4.1.1 Application

This activity implements the functionality for the DMS SSP to detect the
Timeout call party handling event as an EDP-Request and process the response
provided by the SCP.
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2.4.1.2 Limitations
This feature does not support the following:

» Calls involving more than three agents
» The following messages that can arm the Timeout event:
— Originate_Call
— Split_Leg
— Move_Leg
— Merge_Call
— Reconnect
— Disconnect_Leg
— Acknowledge

» Population of the following parameters on the Timeout Requested Event
query message sent by the SSP:

— Amp 1l

— Amp 2

— ExtensionParameter
2.4.1.3 Optionality

SOC AIN Service Enablers Release 10 - Timeout Event (AIN00302) controls
AIN: Timeout Requested Event functionality.

2.4.2 AIN: O_Disconnect and O_Disconnect_Called Events (59028631)

When an O_Disconnect event is armed and the Originator / Controlling party
disconnects after the call has been answered by the called party, an
O_Disconnect event is detected and an O_Disconnect EDP-R message is sent
to the SCP.

When an O_Disconnect_Called event is armed and the Terminator / Called
party disconnects, an O_Disconnect_Called event is detected and an
O_Disconnect EDP-R message is sent to the SCP.

The O_Disconnect and O_Disconnect_Called events functionality consists of
the following:

* Arming O_Disconnect or O_ Disconnect_Called or both events

» O_Disconnect or O_ Disconnect_Called event detection and processing

* O_Disconnect EDP-R query message processing

* Response processing

» Post-Query message handling and Error handling
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2.4.2.1 Application

O_Disconnect and O_Disconnect_Called Event enhances the AIN Service
Enablers functionality to support the detection of O_Disconnect (Calling) and
O_Disconnect_Called event.

2.4.2.2 Limitations
This feature does not support the following:
» Calls involving more than three agents
» Call hold and call transfer features
* The following messages:
— Disconnect_Leg
— Merge_Call
— Reconnect
* The following messages that can arm the O_Disconnect event:
— Merge_Call
— Reconnect
— Disconnect_Leg

» Population of the following parameters on the O_Disconnect Event query
message sent by the SSP:

— Amp 1l
— Amp 2
— ExtensionParameter

2.4.2.3 Optionality

SOC AIN Service Enablers Release 10 - (AIN00301) O_Disconnect Events
controls O_Disconnect and O_Disconnect_Called Requested Events
functionality.

2.4.3 Geodetic Location Parameter in AIN Triggers (59036223) and
Generic Digits List Parameter in AIN Trigger (59036234)

Activity 59036223 enhances the AIN Service Enablers functionality to support
the Generic Digits List Parameter and the Calling Geodetic Location
Parameter (CGLP) in the TAT query messages.

Activity 59036234 enhances the AIN Service Enablers functionality to support
the Generic Digits List Parameter (GDLP) and the Calling Geodetic Location
Parameter in the Info_Analyzed query messages.
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2.4.3.1 Application

Enhancements to the existing E911 services for wireless calls provide location
information in the form of longitude and latitude. This information is used by
the wireless switch to route the wireless call to the appropriate PSAP.

2.4.3.2 Limitations
Under the following conditions, the Calling Geodetic Location (CGL) and the
Generic Digits List (GDL) are not sent out in the TDP-R query:

» wire line emergency calls

* Info_Collected messages

» any triggers based on specific trunk type

» the parameters are not received in the incoming 1AM message for ISUP

» the call was set up with signaling other than SS7, (for example, ISDN Call
Setup message or PTS), and therefore, parameters are not received in the
incoming signaling

» for location-based services (if non-emergency call), when the CGL and the
GDL parameters are not received in the incoming IAM message

2.4.3.3 Optionality
Software optionality control AIN Service Enablers Release 10 - Geo Loc Parm
(AINO00305) controls Geodetic Location Parameters.

2.4.4 AIN Timeout Phase Il (59037100), and AIN O_Disconnect Phase Il
(59037082)
Activities 59037100 and 59037082 enhance the Timeout (59028609) and
O_Disconnect (59028631) features based on enhancements in GR1298
Issue-6. Activities 59037100 and 59037082 support new timeout timer
parameters and new messages for Timeout EDP-R.

2.4.4.1 Application

Activities 59037100 and 59037082 are an enhancement of Timeout
(59028609) and O_Disconnect and O_Disconnect_Called (59028631)
features.

2.4.4.2 Limitations
Activities 59037100 and 59037082 have the following limitations:

* The switch-based feature controller and the AIN controller cannot be the
same agent unless the switch-based feature is CWT or one of its varieties
(CwlI, CWC, CWO, TCW, CWD).

* When CHD is present on a terminator that has CWT, the CPH event armed
will be closed if the call lands on a busy agent which has CWT and CHD.

DSM-100 Family AIN SE Service Implementation Guide SNO7 (DMS)



20 Development summary

» The following messages are not supported:
— Originate_Call
— Split_Leg
— Move_Leg
— Merge_Call
— Reconnect
— Disconnect_Leg
— Acknowledge

» Population of the following parameters on the O_Disconnect Event query
message sent by the SSP

— Amp 1l
— Amp 2
— ExtensionParameter

2.4.4.3 Optionality
Software optionality control AIN Service Enablers Release 10 - Timeout
Event (AIN00302) controls AIN: Timeout Requested Event functionality.

Software optionality control AIN Service Enablers Release 10 - (AIN00301)
O_Disconnect Events controls O_Disconnect and O_Disconnect_Called
Requested Events functionality.

2.4.5 AIN Resource Layer Re-Engineering (59037110)

Visibility under this activity can be classified into the following functional
components:

» Memory Capacity Enhancement for AIN Resource Layer
e SOC Support
2.4.5.1 Application

Activity 59037110 enhances the AIN Resource Layer Capacity to support a
500,000-line DMS system.
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2.4.5.2 Limitations
The following limitation applies:

» The capacity increase applies only for TRIGITM interface, not the
TRIGGRP interface. To take advantage of the new higher limits,
TRIGGRP to TRIGITM conversion must be done.

2.4.5.3 Optionality
Software optionality control AIN Service Enablers Release 10 - AIN0O0307
Trig Cap Incr controls AIN Resource Layer Re-Engineering functionality.

2.4.6 Office Public Feature Code Trigger Implementation (59037120)
The AIN Office Public Feature Code (OFCPFC) Trigger feature is
implemented on the Originating Call Model (OCM) and is an enhancement to
the AIN trigger processing functionality.

2.4.6.1 Application

Trigger OFCPFC is detected if the dialed digits match the vertical service code
defined for that trigger item. When the trigger is detected, a query is launched
to the SCP requesting additional instructions for processing the call. Based on
the valid response received from the SCP, the call is processed further.

Option AINDENY is enhanced to store 15 entries instead of four as it was in
NAO15.

The AINDENY line options scope is extended to customer group. In table
CUSTSTN, AINDENY option can be assigned to customer group.

2.4.6.2 Limitations
The following limitations apply:

» Though the Office_Public_Feature_Code trigger is an office-wide trigger,
only RES and ISDN BRI agents encounter the trigger. While provisioning
trigger OFCPFC on an office, all the agents within that office will be
subscribed without any warning or errors. Checking for an agent will be
done only during run time (CallP) and only RES and ISDN BRI agents will
trigger.

* The OFCPFC trigger that is subscribed on an office will not support a
Continue response. If a continue response is received, the call will be
routed to AINF treatment.

» The AINDENY option, when used to deny triggers on a line, will deny a
maximum of 15 trigger item IDs.

2.4.6.3 Optionality

Software optionality control AIN Service Enablers Release 10 - (AIN00309)
Trigger Office_Public_Feature_Code controls office public feature code
Trigger Implementation functionality.
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2.4.7 Advanced Intelligent Network Scope Change Tool (59037130)
The functionality of AIN Scope Change Tool (AINSCT) is to:

» convert the existing line-based subscription of the PFC/SFC trigger in the
TRIGITM data model to a customer-group-based subscription in the
TRIGITM data model

» convert the existing line-based subscription of the PFC/SFC trigger in the
TRIGGRP data model to a customer-group-based subscription in the
TRIGITM data model

2.4.7.1 Application
Activity 59037130 implements AIN Scope Change Tool (AINSCT).

2.4.7.2 Limitations
The following limitations apply:

» A Convert sub-command will not add AINDENY and will print a warning
message conveying the same if all of the conditions listed below are
satisfied:

— An agent belongs to that customer group.

— The agent has no individual subscription to the PFC/SFC trigger
entered by the craftsperson.

— The agent has maximum number of AINDENY's subscribed on it.

* The AINSCT tool will not have a provision to undo the changes incurred
due to use of this tool. Any changes required must be done manually.

» Ifthe AINGRP entered in the CONVERT sub-command is associated with
tho PFC/SFC and CDPCODE triggers, then only the PFC/SFC trigger is
added to the RES GROUP. The CDPCODE trigger is not provisioned to
the RES GROUP because CDPCODE trigger is incompatible with the
RES group.

2.4.7.3 Optionality

Software optionality control AIN Service Enablers Release 10 - (AIN00308)
Scope Change Tool controls Advanced Intelligent Network Scope Change
Tool functionality.

2.4.8 AIN: Connect To Resource (59037140)
The Connect_To_Resource message is an SCP/Adjunct message sent to an
SSP in response to a midcall trigger or event. If the Connect_To_Resource is
received as a response to an event detected in the Origination Basic Call Model
(OBCM), then for a call in CC2 (CC2 is a Stable 2-Party call) the
Connect_To_Resource is valid only at the O_Mid_Call DP or after PIC 9
(O_Active) has been reached. If Connect_To_Resource is received as a
response to an event armed in Terminating Basic Call Model (TBCM), then for
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a call in CC2, Connect_To_Resource is valid only at the T_Mid_Call DP or
after PIC 16 (T_Active) has been reached.

2.4.8.1 Application

Activity 59037140 implements the functionality for the Service Switching
Point (DMS-100 SSP) to process the Connect_To_Resource (CTR) message.
The Connect_To_Resource message is returned in response to a midcall
trigger or event to connect a user (in talking state) to a resource.

2.4.8.2 Limitations
The following limitations apply:

» Connect_To_Resource message processing is supported only for Internal
Resource.

» Connect_To_Resource messages are received in response only for
Timeout, O_Disconnect, and O_DisconnectCalled queries.

» Connect_To_Resource is not supported for external resources such as IP.
» For O_Disconnect Event, CTR is supported only in Response Package.

2.4.8.3 Optionality
SOC AIN Service Enablers Release 10 - (AIN00306) CTR in CPH (internal)
controls Connect to Resource functionality.

2.5 What's new in NAO16

This section provides an overview of the NA016 content for AIN Service
Enablers. Use this content for information purposes only. Nortel Networks
reserves the right to change the scope of the work or limits of the software
functionality.

NAOQ016 AIN development provided the following activities:

e STR-Connection Timer (59028621), software optionality control AIN
Service Enablers Release 10 (AIN00303)

» Carrier Support for Send To Resource (59028643), and Send To Resource
(STR) Response Translations Modifications (59031410), software
optionality control AIN Service Enablers Release 10 (AIN00304)

e E911: Log and ISUP Enhancements (59029627)

AIN Service Enablers for NA01G6 is based on the following specifications:

* GR-1129-CORE, AINGR: Switch—Intelligent Peripheral Interface (IP1),
Issue 2, Bellcore

* GR-1298-CORE, AINGR: Switching Systems, Issue 5, Bellcore

¢ GR-1299-CORE, AINGR: Switch—Service Control Point (SCP)/Adjunct
Interface, Issue 5, Bellcore
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2.5.1 STR-Connection Timer (59028621)
The maximum duration of an IP connection is determined by the value
AIN_TSTRC_TIMER in table OFCENG and the default value of the
AIN_TSTRC_TIMER is 6 minutes. The supported range of the
AIN_TSTRC_TIMER is 0 to 60 minutes with one-minute increments.

2.5.1.1 Application
The maximum duration of connectivity to the IP is determined by the
TSTRCTimer parameter in the STR message.

2.5.1.2 Limitations
The following limitations apply:

* When the TSTRCTimer parameter received in the STR message has a
value between 61 minutes and 300 minutes, the timer value is set to 60
minutes.

* When two timers are running (one at local and another at remote), the first
timer to expire will release the connection to the IP and send a
ResourceClear with ClearCause ‘ipTimeout.” One example of this
condition is when the Remote SSP is running NAQO15 or earlier loads. In
this case, there is no way to find the cause of the timer expiry in the Remote
SSP.

* When the TSTRC timer is not started at the local SSP, the timer is not
started at the remote SSP even if the SOC AIN00303 state is ‘ON’ at the
remote SSP. This condition results in there being no timer control for the
IP connection.

2.5.1.3 Optionality
SOC AIN Service Enablers Release 10 - STR-Connection Timer (AIN00303)
controls STR-Connection Timer functionality.

2.5.2 Carrier Support for Send To Resource (59028643), and Send To

Resource (STR) Response Translations Modifications (59031410)
Activity 59028643 introduces Equal Access support for
Send_To_Resource-IP interaction, and support for Carrier, Alternate Carrier,
and Second Alternate Carrier in the Send_To_Resource message on the SSP.

Activity 59031410 implements a new translation pattern for processing the
Destination Address.

2.5.2.1 Application

Carrier parameters are used to set up calls to an Intelligent Peripheral that may
be located in a different LATA. The Destination Address in the STR message
is used to route to the IP.
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2.5.2.2 Limitations
None

2.5.2.3 Optionality

SOC AIN Service Enablers Release 10 — (AIN00304) Carrier STOR & STR
Translations, controls Carrier Support for Send To Resource, and Send To
Resource (STR) Response Translations Modifications functionality.

2.5.3 E911: Log and ISUP Enhancements (59029627)
Although this is not an AIN activity, it includes AIN Enhancements that affect
the following two areas:

» ESN retrieval from the ChargeNumber
» modifications to the E911229 log

2.6 What's new in NAO15

This section provides an overview of the NA015 content for AIN Service
Enablers. Use this content for information purposes only. Nortel Networks
reserves the right to change the scope of the work or limits of the software
functionality.

NAOQ15 AIN development provided the following activities:

» DP Converter for STR/IP and Collect Info (59022523), software
optionality control AIN Service Enablers Release 9 (AIN00292)

» Extended Ringing to External IP (59022498), software optionality control
AIN Service Enablers Release 9 (AIN00291)

» PFC Office Administration (59022533), software optionality control AIN
Service Enablers Release 9 (AIN00294)

» Enhancement to Line Attribute Response Processing (59022554 and
59022754), software optionality control AIN Service Enablers Release 9
(AIN00293)

AIN Service Enablers for NAO15 is based on the following specifications:

* GR-1129-CORE, AINGR: Switch—Intelligent Peripheral Interface (IPI),
Issue 2, Bellcore

* GR-1298-CORE, AINGR: Switching Systems, Issue 5, Bellcore

*  GR-1299-CORE, AINGR: Switch—Service Control Point (SCP)/Adjunct
Interface, Issue 5, Bellcore

2.6.1 DP Converter for STR/IP and Collect Info (59022523)
The DP Converter for STR/IP and Collect Info feature provides dial pulse
(DP) to dual-tone multifrequency (DTMF) conversion upon receiving the
DPConverter parameter set to TRUE in the Send_To_Resource/Collect Info
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message. This feature provides for sending both the dialed DP digits and the
equivalent DTMF tones to the terminator / intelligent peripheral (IP) and
terminating agent.

DP-to-DTMF conversion can be used for the following scenarios:

* The terminating access is an intelligent peripheral that can process only
DTMEF tones and provides a menu-driven service that uses DTMF tones
provided from the originator. Examples of such services are telephone
banking and ticket reservations.

» The originating line has dial pulse customer premise equipment.

2.6.1.1 Application
This feature allows dial pulse customer premise equipment to use the
menu-driven services of an intelligent peripheral.

2.6.1.2 Limitations
This feature does not support the following:

* ISDN or KSET line agents

» The DPConverter parameter, when received in the Update,
Connect_To_Resource, and Originate_Call Messages

2.6.1.3 Optionality
Software optionality control AIN Service Enablers Release 9 - DP Converter
(AIN00292) controls DP Converter for STR-IP and Collect Info functionality.

2.6.2 Extended Ringing to External IP (59022498)
The service switching point (SSP) processing of the Send_To_Resource
message was expanded to provide extended ringing functionality for the
O_No_Answer trigger and event by ACTID 59006320 in NA012. However,
this feature was limited to internal support and did not support connections to
a local or remote intelligent peripheral (IP). The T_No_Answer trigger and
event were not supported by that feature.

The Extended Ringing to External IP feature extends this capability to support
an intelligent peripheral. Also, this feature enhances the extended ringing
capability by providing support for T_NOoA triggers and events for resources
that are either local or remote to the SSP. When the destinationAddress
parameter is in the STR message, the announcement or digit collection uses
external resources. The absence of the destinationAddress parameter in the
STR message implies that the system processes the STR request using
resources internal to the SSP.

After receiving an O_No_Answer query or T_No_Answer query from the
service switching point for a given call, the service control point/adjunct
returns a Send_To_Resource (STR) message. As a response message, STR
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plays an announcement to the originator. As a conversation package, STR
plays an announcement and collects digits.

2.6.2.1 Application

Extended ringing functionality allows a service provider to continue to offer
the call to the called party while playing an announcement to and collecting

digits from the originator. When the called party answers, the announcement
stops and the calling party is connected to the called party.

2.6.2.2 Limitations
The following limitations apply:

» The system supports no triggers or events other than O_No_Answer and
T_No_Answer.

» The system does not support extended ringing capability when interacting
with conferencing features such as 3WC.

» For O_No_Answer, all call forwarding completes before the STR message
with the ExtendedRinging parameter processes.

» For call forwarding with T_No_Answer, the system processes the timer
that expires first (T_NoA or CFDA) and cleans up the other feature.

2.6.2.3 Optionality

Software optionality control AIN Service Enablers Release 9 - Extended
Ringing to External IP (AIN00291) controls extended ringing to external IP
functionality.

2.6.3 PFC Office Administration (59022533)
The SFC and PFC Customer group subscription features allow for assigning
public feature code (PFC) and specific feature code (SFC) trigger items to
customer groups. Individually subscribed triggers take precedence over
group-based subscribed triggers. Only RES and ISDN BRI agents are allowed
to trigger on PFC and SFC triggers that are subscribed at the customer group
level. This functionality is only implemented in the trigger item provisioning
interface.

Line option AINDENY is introduced by this activity. This line option allows
calls on individual lines to be excluded from triggering when the PFC and SFC
triggers are subscribed on the customer group.

Line option AINDENY provides a way of excluding individual lines from
triggering for:

» particular trigger item IDs of PFC or SFC trigger types

 all group-subscribed trigger items of PFC or SFC trigger types
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2.6.3.1 Application
This activity supports the per line exclusion of PFC and SFC services within a
customer group.

2.6.3.2 Limitations
The following limitations apply:

* The SFC and PFC Customer Group Subscription features only support
RES and ISDN BRI lines. While provisioning on a customer group, all the
agents within that customer group will be subscribed without any warning
or errors. The checking for an agent will only be done during run time
(CallP), and only RES and ISDN BRI agents will trigger.

* The SFC and PFC triggers that are subscribed on a customer group will not
support a Continue response. If a Continue response is received, the call
will route to AIN treatment.

e Option AINDENY can only be provisioned for 64k lines.

2.6.3.3 Optionality

Software optionality control AIN Service Enablers Release 9 - PFC Trig
Admin (AIN00294) controls the PFC/SFC Customer Group Subscription
feature and option AINDENY.

Note: AIN00294 also controls the LARP feature that follows.

2.6.4 Line Attribute Response Processing (59022554 and 59022754)
Line Attribute Response Processing (LARP) was enhanced to support N11 and
PFC triggers apart from the already existing SDS LARP support. The trigger
item provisioning interface implements trigger-specific line attributes by
datafilling the option LARP on an SDS/N11/PFC trigger item.

The LARP enhancement addresses the need to allow the response from the
SCP to a specific PFC and N11 trigger to bypass the originator’s line screening
by provisioning LARP. This allows the customer to overcome the toll
restrictions imposed by the originator’s line attribute.

To provision overriding line attributes for a trigger item, option LARP must be
datafilled in table TRIGITM. Option LARP is assigned on a per-trigger basis
to SDS. PFC and N11 triggers are defined in table TRIGITM. When this option
is present, the line attributes information datafilled in the option override the
originator’s line attributes.

Operating companies have the flexibility to let the response processing on a
trigger having overriding line attributes to be treated as a redirection or
no-redirection. This is achieved by introducing field REDIR in table
TRIGITM under option LARP. The operating company can override the
redirecting parameters (redirecting party 1D and redirecting reason) and charge
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number, normally derived by the SSP in the absence of redirecting parameter
and charge number, in the SCP analyze_route message. These values can be

datafilled as part of the forwarding attributes, which is optional under option
LARP in table TRIGITM.

The redirection and forwarding attributes are only applicable to option LARP
table TRIGITM.

2.6.4.1 Application

Line Attribute Response Processing feature allows LARP support for PFC and
N11 triggers along with the already existing SDS LARP support. TRAVER
support is also enhanced to simulate LARP for AIN Response Translations for
SDS/N11/PFC triggers.

2.6.4.2 Limitations
The following limitation applies:

» forwarding attributes. TRAVER support is only for the LARP simulation.

2.6.4.3 Optionality

Software optionality control AIN Service Enablers Release 9 - Line Attribute
Response Processing (59022554 and 59022754) enhanced to support PFC and
N11 triggers.

2.7 What's new in NAO14

This section provides an overview of the NA014 content for AIN Service
Enablers. Use this content for information purposes only. Nortel Networks
reserves the right to change the scope of the work or limits of the software
functionality.

NAOQ014 AIN development provided the following activities:

» AIN CarrierUsage Parameter Processing (59016521), software optionality
control AIN Service Enablers Release 8 (AIN0282)

» Term Resource Available Trigger Processing (59016005), software
optionality control AIN Service Enablers Release 8 (AIN00281)

AIN Service Enablers for NA014 is based on the following specifications:

* GR-1298-CORE, AINGR: Switching Systems, Issue 5, Bellcore

* GR-1299-CORE, AINGR: Switch—Service Control Point (SCP)/Adjunct
Interface, Issue 5, Bellcore

* GR-1129-CORE, AINGR: Switch—Intelligent Peripheral Interface (IPI),
Issue 2, Bellcore

* GR-2892-CORE, Switching and Signaling Generic Requirements for
Toll-Free Service using Advanced Intelligent Network, Issue 1, Bellcore
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2.7.1 CarrierUsage Parameter Processing (59016521)
This activity introduces parameter CarrierUsage in the SCP message. The
parameter allows the SSP to process carriers received in an SCP message as
preferred carriers rather than forced carriers. Examples of SCP messages are
Analyze_Route, Forward_Call, and Create_Call.

The value of parameter CarrierUsage and the call type decides what carrier
routes the call. The call type of a call is determined by the translators after
translating the digits in the CalledPartyID during response translations. The
translators use datafill in table LATAXLA. CarrierUsage functionality does
not look ahead to find the call type of the call.

Possible values for parameter CarrierUsage are:

» AlwaysOverride. This value forces the SSP to use the carrier(s) sent by the
SCP to route the call.

* InterlataOverride. When the call type is Interlata, this value informs the
SSP to use the carrier sent by the SCP to route the call. When the call type
is not Interlata, the SSP ignores the carrier sent by the SCP and uses the
carrier information in the SSP to route the call.

* OverridePICSOfNOCsSent. When the SCP sends CarrierUsage value
‘OverridePICsOfNOCsSent’, the SSP selects a valid carrier from the list
of carriers sent by the SCP. A valid carrier is a carrier that can carry the
type of traffic mentioned in parameter NatureOfCarrier. When the
NatureOfCarrier of a valid carrier matches the call type, the SSP uses that
carrier to route the call. When no carrier has a NatureOfCarrier that
matches the call type, the SSP uses carrier information from the SSP to
route the call.

2.7.1.1 Application
Parameter CarrierUsage allows the SSP to process carriers received in an SCP
message as preferred carriers rather than forced carriers.

2.7.1.2 Limitations
This activity does not support routing of equal access over private trunks after
receiving a message containing parameter CarrierUsage.

2.7.1.3 Optionality
Software optionality control AIN Service Enablers Release 8 CarrierUsage -
(AINO00282) controls CarrierUsage Parameter Processing functionality.

2.7.2 Term Resource Available Trigger Processing (59016005)

This activity applies to the AIN Terminating Call Model (TCM). The activity
enhances AIN Trigger Detection Point (TDP) processing.
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At the exit of the Select Facility PIC, the SSP can hit the terminating resource
available (TRA) trigger when the terminating resource is not busy.

Operating company personnel datafill the SSP to hit this trigger. Each
terminating agent has its own datafill. When the call hits this trigger, a query
goes to the SCP and requests further instructions on how to process the call.
The SSP intercepts the audible ring indication that is sent to the originating call
half and sends a TRA trigger query to the SCP. At the same time, the SSP
blocks power ringing to the terminating agent.

Based on the valid response received from the SCP, the call either terminates
on the called DN or forwards to another DN.

When the call does not hit this trigger, call processing continues to the next
point in call (PIC).

2.7.2.1 Application
The activity enhances AIN Trigger Detection Point (TDP) processing.

2.7.2.2 Limitations

This feature does not support:

» subscription and triggering based on the call type

» trunk subscription to TRA

* TRA for Attendant Console for subscription and encountering
 virtual DNs for subscription of trigger TRA

* manual line for subscription and encountering of trigger TRA

» AIN virtual directory number (VDN) for subscription and encountering of
trigger TRA

» onthe TRA query message sent by SSP, population of the parameters that
follow:

— CTRConnection

— AMASequenceNumber
— Ampl

— Amp2

— ExtensionParameter
— SAP

— STRConnection

» default routing. When the response from the SCP is not received by the
SSP, call processing continues by alerting the terminator.
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2.7.2.3 Optionality

Software optionality control AIN Service Enablers Release 8 - Term Resource
(AIN00281) controls Term Resource Available Trigger processing
functionality.

2.8 What's new in NAO13

This section provides an overview of the NA013 content for AIN Service
Enablers. Use this content for information purposes only. Nortel Networks
reserves the right to change the scope of the work or limits of the software
functionality.

NAO013 AIN development provided the following activities:

Create_Call (59011907),

SOC option code AIN Service Enablers Release 7 - (AIN00271)
multiple extended TCAP transactions (METT) in OCM (59013226),
SOC option code AIN Service Enablers Release 7 - (AIN00272)
AIN-dynamically controlled routing (DCR) interworking (59013169),
SOC option code AIN00060

AIN network tools support for NA013 (59013251)

Note: Feature Off-Hook Delay (OHD) Trigger on PX Trunks uses software
optionality control AIN00061. The DMS-100 product does not support this
feature.

AIN Service Enablers for NA013 is based on the following specifications:

GR-1298-CORE, AINGR: Switching Systems, Issue 4, Revision 1,
Bellcore, October 1998

GR-1299-CORE, AINGR: Switch—Service Control Point (SCP)/Adjunct
Interface, Issue 4, Revision 1, Bellcore, October 1998

GR-1129-CORE, AINGR: Switch—Intelligent Peripheral Interface (IPI),
Issue 2, Bellcore, July 1996

GR-2892-CORE, Switching and Signaling Generic Requirements for
Toll-Free Service using Advanced Intelligent Network, Issue 1, Bellcore,
April 1995

2.8.1 Create_Call (59011907)
This activity allows the SCP to request that the SSP create a connection
between a calling party and a called party. The Create_Call message is an SCP
event message. The SSP has no knowledge of this request.
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The Create_Call message comes in a query package from the SCP, and can
have one or more of the following messages:

* request report BCM event (RRBCME)
Note: See Chapter 20: “Limitations” on page 663.

» send notification
» automatic code gapping (ACG)

Parameters CallingPartyID and CalledPartylD must be present in the
Create_Call message. The originator identified by the CallingPartylD must
reside on the SSP that receives the Create_Call message. The terminator of the
call can be within the same SSP or can be outside of the SSP.

The switch uses AIN response translations to set up the call between the
calling party and the called parties.

2.8.1.1 Application

This feature allows the SCP to create a call based on SSP service logic. The
calling party can hit triggers starting at trigger detection point (TDP) 4 and up.
When the Create_Call message sets up the call, the originator ignores TDPs 1
and 3.

2.8.1.2 Limitations
The following limitations apply to this activity:

* The RRBCME message is not processed when it comes with the
Create_Call message.

» This feature does not support originators that are ISDN BRI, attendant
console, coin lines, data units, party lines, ACD, UCD, and DISA.
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* Analog display service interface (ADSI) phones are treated like analog
phones. This feature does not support enhancements to ADSI signaling
support agents.

» This activity does not support the following optional parameters in a
Create_Call message:

— ServiceProviderID
— ServiceContext

— CarrierUsage

— VerticalServiceCode
— AccessCode

— DisplayText

— WakeUpDuration
— OSlindicator

— AMAServiceproviderID
— Ampl

— Amp2

— ExtensionParameter
— GenericDigitsList

When the SSP receives one of the previously listed unsupported parameters,
the SSP discards the parameter and call processing continues.

2.8.1.3 Optionality
Software optionality code AIN Service Enablers Release 7 - Create_Call
(AIN00271) provides optionality for Create_Call functionality.

2.8.2 Multiple extended TCAP transactions in OCM (59013226)
This activity provides SSP support for multiple extended TCAP transactions

(METT) in the originating call half. This feature does not support METT in the
terminating call half. Multiple transactions, related to the same originating call
half, can remain open at the same time. Events related to different transactions
can remain armed simultaneously.

METT in OCM works with the following events:

* O_Called_Party Busy

*  O_Answer

* Network_Busy

* O_No_Answer
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METT functionality does not change the way that switched-based features
work with NELs. For more information, see the “Originating call model
events” chapter of the Advanced Intelligent Network Service Enablers: Service
Implementation Guide.

2.8.2.1 Application
This activity allows the SCP to arm multiple events in the same originating call
half.

2.8.2.2 Limitations
This functionality is impacted by the following existing limitations:

* The parameter AIN_MAX_SERIAL_TRIGGERS in table OFCENG
limits the number of EDP-Rs & TDP-Rs that can be sent in a call half. This
parameter has a default value of 6 and a maximum value of 8.

» The SSP can simultaneously attach eight timer resources to a call. The
number of O_NoA and T_NoA events or triggers and switch-based
features using timers, combined, can use eight timer resources at any given
instant in a call. Examples of switch-based features using timers are
CFDA, ISA, and NoA.

* Any O_No_Answer timer that expires while the SSP is waiting for a
response to an O_No_Answer EDP-R or TDP-R, must wait until the SCP
receives and processes the previous O_No_Answer response.

» The limitations of OCM NELSs apply to this activity.

2.8.2.3 Optionality
SOC option code AIN Service Enablers Release 7 - METT in OCM
(AIN00272) controls METT in OCM functionality.

2.8.3 AIN DCR interworking (59013169)

This activity gives operating companies more flexibility when routing DCR
calls that encounter AIN.

Note: This feature applies to the Canadian market only.

When an AIN response causes a retranslation or a redirection that results in a
new route, the routing history before the AIN query does not limit the use of
tandem routes. This activity supports DCR selectors DCRT and NODE during
AIN response processing.

Overflow traffic, separated by one or two links, can dynamically route from an
originating switch. Each switch of the DCR network provides traffic
congestion data to a network processor (NP) describing the resource use of the
switch. The NP uses this data to calculate alternate routing recommendations
for calls that overflow their direct route. The NP then provides the switches
with these recommendations.
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DCR applies an attribute to the call to block tandem calls that are two or more
links away from the destination at the tandem office or the destination office.
This attribute is called DCR handicap. When a call retranslates or redirects (for
example, as a result of AIN), the tandem office removes the DCR handicap.
Removal of the handicap can increase the completion rate of AIN calls.

2.8.3.1 Application
This activity gives telephone operating companies added flexibility in routing
DCR calls that encounter AIN.

2.8.3.2 Limitations

For DCR tandem calls (calls incoming on a DCR trunk), exception routes are
used when Second Leg Exception Routing (SLER) is ON. When SLER is OFF,
routing does not use exception routes. The AFR trigger, when datafilled in the
exception route list, is not encountered.

2.8.3.3 Optionality
Software optionality code (SOC) AIN00060, AIN DCR interworking, tracks
this feature.

Note: This SOC is part of the Advanced Intelligent Network Essentials
product.

2.8.4 AIN network tools support for NA013 (59013251)
This activity

» allows the AINTrace tool to select messages by operation code as well as
by agent

* provides an MSG syntax for AINTrace options SELECT and REMOVE

This activity allows AINTrace to trace:
» Create_Call messages
» the following subset of non call-related (NCR) messages:
— ACG
— Monitor_For_Change
— Update
Note: When users select Update, AINTrace provides information
on Update, Update_Data, Update_Request, and Update_Success.
— Update_Data
— Update_Request
— Update_Success
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2.8.4.1 Application
AlINTrace allows the operating company to check AIN messages and
parameters that the DMS-100 SSP supports.

2.8.4.2 Limitations
The following limitations apply to this activity:

* When users use the AINTrace tool to trace ACG messages, unless the
affected TID is traced as well, an ACG message received in a
multi-component message is not traced nor displayed. When the user
selects ACG, the AINTrace tool traces ACG messages only.

* AlINTrace is a single user tool.
2.8.4.3 Optionality

SOC option code AIN Service Enablers Release 7 - AIN Nettools support for
NAO013 (AIN00270) provides enhancements to AIN network tools.

2.9 What's new in NAO12

The information in this section provides an initial view of the NA012 content
for AIN Service Enablers. The content in this section should be used for
information purposes only. Nortel Networks reserves the right to change the
scope of the work or any limitations that are associated with the software.

NAO012 AIN Service Enablers development provided the following
capabilities:
» line attribute response processing (provisioning) (59008267)

SOC option code AIN Service Enablers Release 6 Base - (AIN00260)
» redirection interworking with events and trigger O_BNA (59010421)

SOC option code AIN Service Enablers Release 6 Base - (AIN00260)
* increase virtual ports (59006039)

SOC option code AIN Service Enablers Release 6 Base - (AIN00260)
» DFIL logs-report datafill error in RTECHAR (SR10206878)

SOC option code AIN Service Enablers Release 6 Base - (AIN00260)
» CAC dialing for equal access (SR10216514)

SOC option code AIN Service Enablers Release 6 Base - (AIN00260)
» AIN network tools upgrade (SR10202203)

SOC option code AIN Service Enablers Release 6 Base - (AIN00260)
» DisplayText for MADN/EBS [Auth_Term, Offer_Call] (SR10206792)

SOC option code AIN Service Enablers Release 6 AIN DisplayText -
(AIN00261)
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» DisplayText for BRI [Auth_Term, Offer_Call] (59006414)

SOC option code AIN Service Enablers Release 6, AIN DisplayText -
(AIN00261)

* Monitor_For_Change for hunt groups (59006290)

SOC option code AIN Service Enablers Release 6, Monitor for Change -
(AIN00262)

» Extended_Ringing parameter for internal send to resource (59006320)

SOC option code AIN Service Enablers Release 6, Extended_Ringing
Parameter Support - (AIN00263)

» UPDCI - Cl interface to simulate and test ‘Change status of MWI” Update
messages (SR10208883)

In NA012, AIN implements partial requirements from the following
specifications:

* GR-1298-CORE, AINGR: Switching Systems, Issue 4, Bellcore, July 1996

* GR-1299-CORE, AINGR: Switch—Service Control Point (SCP)/Adjunct
Interface, Issue 4, Bellcore, July 1996

* GR-1129-CORE, AINGR: Switch—Intelligent Peripheral Interface (IP1),
Issue 2, Bellcore, July 1996

* GR-2892-CORE, Switching and Signaling Generic Requirements for
Toll-Free Service using Advanced Intelligent Network, Issue 1, Bellcore,
April 1995

2.9.1 Line attribute response processing (provisioning) (59008267)
This feature allows line attributes to be assigned against individual SDS trigger
items in table TRIGITM. This better aligns the DMS AIN data model with the
Bellcore model for administering line attributes and facilitates future
generalization of this functionality to other trigger types.

Table PODPATTR was used in earlier releases for the administration of line
attributes for SDS triggers that are defined in either the trigger group or trigger
item provisioning interfaces. In NA012, table PODPATTR is only used to
administer line attribute assignments to SDS triggers that are defined in the
trigger group provisioning interface.

During an ONP, SDS trigger item definitions are enhanced to include relevant
line attribute assignment functionality that is equivalent to those associated
with trigger SDS in table PODPATTR (in the earlier software releases).

2.9.1.1 Application
When trigger SDS is encountered and the DMS-100 switch launches a query
to the SCP, the SCP can screen and modify the call characteristics such as the
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calling DN, the carrier, and the called DN. The originator could have class of
service or a pre-translator that restricts toll calls in a certain way (for example,
900, 976, all toll calls), specified by its line attribute in the SSP.

This feature enables the telephone operating company to specify a different
line attribute to be used when the trigger is encountered. The subscriber’s class
of service and pre-translator can be overridden for the service initiated by
trigger SDS. This bypasses any toll limitation exercised by the original line
attribute’s characteristics.

2.9.1.2 Limitations
AIN line attribute response processing (provisioning) (59008267) has no
limitations.

2.9.1.3 Optionality
AIN line attribute response processing (provisioning) (59008267) is controlled
under the SOC option AIN Service Enablers Release 6 - Base (AIN00260).

2.9.2 Redirection interworking with events and trigger O_BNA (59010421)
This activity provides better isolation between the originating and terminating
portions of an AIN call for events and triggers. It does not provide multiple
extended TCAP transactions within the same half call. This activity removes
the following limitations:

» when an originating half call is created, any existing open transactions are
closed during call redirection

» when an originating half call is created, existing triggers
O_Called_Party Busy and O_No_Answer are deactivated during call
redirection

* onatwo-party call, a Request_Report BCM_Event is closed when an
open transaction with NEL exists on the call

» when the O_No_Answer event or trigger is enabled on a call, the
T_No_Answer event does not arm, and trigger T_No_Answer does not
activate

2.9.2.1 Application
AIN originating and terminating-based services can run independently.

2.9.2.2 Limitations
Limitations for this activity are as follows:

» thisactivity provides functionality for multiple transactions, but it does not
provide multiple transactions within the half call capability

» triggers O_Called_Party Busy and O_No_Answer are not in effect on a
new call half created by any form of redirection
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 thisactivity does not enhance calls that originate from an attendant console
or calls that are extended by an attendant console

 this activity does not enhance call half independence for two-party calls
that are extended

2.9.2.3 Optionality
Redirection interactions with Busy/NoAnswer triggers is controlled by SOC
option AIN Service Enablers Release 5 - Base (AIN00250).

2.9.3 Increase virtual ports (59006039)
To allow AIN triggers and NELSs to work properly after redirections take place,
snapshots of the call data are saved when any of the following takes place:

» SDS with LARP

« PODPATTR
* NELs

* VFG
 DISA

» terminating trigger
» switch-based call forwarding

The number of snapshots that can be taken is 16, however, it is possible
(depending upon the call scenario) to exceed this limit. The existing
redirection chaining limit and AIN max serial triggers count remain
applicable.

When no more snapshots can be taken and a NEL is requested by the SCP, the
NEL is closed, otherwise the call is routed to no software resources treatment
(NOSR) and in both cases the AIN OM AUGPEXH increments.

This feature also lowers the maximum provisioned value for the office
parameter AIN_MAX_ SERIAL_TRIGGERS from 25 to 8. The required
value is 6 in Bellcore GR-1298.

2.9.3.1 Application

Bellcore GR-1298 specifies that AIN._ MAX_SERIAL_TRIGGERS will have
a maximum value of 6, that serves as the default value. The range of the
corresponding office parameter that operating company personnel are allowed
to datafill in table OFCENG is 1 to 8 (NA012 and up). During an NA012 ONP,
when the value of the office parameter AIN_MAX_SERIAL_TRIGGERS is
greater than 8 in the active table data format, that value is converted to 8 in the
inactive table data format.
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2.9.3.2 Limitations

The maximum provision value for office parameter

AIN_MAX_ SERIAL_TRIGGERS is reduced from 25 to 8. The provision
value of 8 remains over-compliant with the value of 6 required in Bellcore
GR-1298.

2.9.3.3 Optionality
This functionality is tracked by AIN Service Enablers Release 6 SOC option:
AINO00260, AIN SE R6 - Base.

2.9.4 DFIL logs-report datafill error in RTECHAR (SR10206878)
AIN response translations utilize ISDN translations in order to determine a
valid route based on SCP provided parameters. When an Analyze Route or
Forward Call response message is received at the SSP, the routing parameters
are converted to ISDN routing characteristics. These routing characteristics
are used to index table RTECHAR and determine a routing characteristic name
(RCNAME). Failure to derive an RCNAME will result in calls receiving
treatment as appropriate pretranslator mappings are not performed.

A new DFIL log titled “Datafill Error in table RTECHAR” will be used as an
aid to establish correct response translations datafill. If an RCNAME cannot
be derived during an Analyze Route or Forward Call processing, a DFIL log
will be output indicating the routing characteristics used to index table
RTECHAR.

2.9.4.1 Application
This enhancement aids in uncovering and diagnosing incorrect AIN response
processing translations datafill.

2.9.4.2 Limitations
None

2.9.4.3 Optionality
The AIN response processing DFIL log is controlled under the SOC option
AIN Service Enablers Release 6 - Base (AIN00260).

2.9.5 CAC dialing for equal access (SR10216514)
This activity modifies Analyze Route carrier selection for equal access casual
calls. When an Analyze Route response is received without parameter Carrier
or TrunkGroup, the call is routed to the CalledPartyID contained in the
message. Prior to NAQ12, carrier selection at the SSP involved selecting either
the carrier access code (CAC) dialed prior to encountering an AIN trigger or
the Carrier returned by a previous Analyze Route response within the same
call half (the one that arrives last is used). When neither of these carriers were
present, or they could not carry the type of traffic identified by the
CalledPartylID, the originators PIC or LPIC was used to route the call.
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Similarly, when the call could be routed by the LEC, the CAC or previously
returned carrier was not used.

Following the enhancements provided by this feature, when an
Analyze_Route response message without Carrier or TrunkGroup is returned
from the SCP, the call is always routed using the CAC or carrier returned by a
previous Analyze Route response message (the one that arrives last is used)
regardless of the CalledPartyID contents. When this carrier cannot carry the
traffic, the call is sent to treatment.

2.9.5.1 Application
This enhancement provides additional Bellcore compliance for EA casual calls
that encounter AIN.

2.9.5.2 Limitations
None

2.9.5.3 Optionality
The AIN equal access CAC dialing enhancements are controlled under the
SOC option AIN Service Enablers Release 6 - Base (AIN00260).

2.9.6 AIN network tools upgrade (SR10202203)

AlINTrace and TSTQuery functionality is enhanced in NA012 to support the
tracing and display of parameter DisplayText in an AuthTerm or OfferCall
response message and parameter ExtendedRinging support in an STR
response message.

2.9.6.1 Application

AlINTrace and TSTQuery functionality allows the operating company to verify
AIN Service Enablers messages and parameters that are supported by the
DSM-100 SSP. This feature provides the customer with the ability to view
messages as they are received and sent from the SSP.

2.9.6.2 Limitations

Messages and parameters supported by TSTQuery and AINTrace are limited
to those supported by the DMS-100 SSP. The set of queries that TRAVER
builds is limited to the set of the trigger detection points (TDPs) and triggers
that TRAVER supports. GAME should support all the parameters that are
supported by AINTrace and TSTQuery.

2.9.6.3 Optionality
The network tools enhancements activity is included under the SOC Option
Code AIN Service Enablers Release 5-Base (AIN00250).
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2.9.7 Support DisplayText for MADN/EBS [Auth_Term, Offer_Call]
(SR10206792)
Parameter DisplayText contains display information for the called party's
customer premises equipment (CPE) and can be received in an Authorize
Termination or Offer Call response message. Multiple appearance directory
number (MADN) is a Centrex capability for groups of business phones.

This activity manages the delivery of AIN DisplayText to members of MADN
groups, for all agents that support AIN Authorize Termination or Offer Call
response messages.

2.9.7.1 Application
This activity extends AIN-based calling name services to MADN customers.

2.9.7.2 Limitations
This feature does not extend AIN Display text support to MADN agents not
supported by AIN.

2.9.7.3 Optionality
AIN DisplayText for MADN is controlled under the SOC option AIN Service
Enablers Release 6 - BRI MDN DpTxt (AIN00261).

2.9.8 Support DisplayText for BRI [Auth_Term, Offer_Call] (59006414)
Parameter DisplayText contains display information for the called party's
customer premises equipment (CPE) and can be received in an Authorize
Termination or Offer Call message. This activity extends the delivery of
parameter Display Text information to ISDN NI-1, NI-2, and MFT agents.

2.9.8.1 Application
This activity extends AIN-based calling name services to BRI agents.

2.9.8.2 Limitations
Feature address, original called name, and the redirecting reason of AIN
DisplayText tags is not supported.

2.9.8.3 Optionality
AIN DisplayText for ISDN BRI agents is controlled under the SOC option
AIN Service Enablers Release 6 - BRI MDN DpTxt (AIN00261).

2.9.9 Monitor_For_Change for hunt groups (59006290)
This activity modifies existing SSP processing of the AIN monitor for change
message to support monitoring of Hunt groups. Prior to NA012, monitor for
change functionality enabled the SSP to process a monitor for change request
from the SCP to query the status, either busy or idle, of an analog line, or an
ISDN BRI line. In NA012 this functionality is enhanced to support monitoring
of hunt group status. The SCP can request the SSP to monitor a hunt group for
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a time period until the hunt group has changed to the desired status or until the
timer period expires.

The SCP sends the facility group ID in the monitor for change message to
monitor a hunt facility on the SSP.

2.9.9.1 Application

The feature allows the SCP to request that the SSP monitor the status of hunt
groups. The SCP can use this information for call completion services (for
example, an AIN-based network wide ring again feature).

2.9.9.2 Limitations
AIN monitor for change enhancement for hunt groups supports only multi-line
hunt groups.

2.9.9.3 Optionality
AIN monitor for change enhancement for hunt groups is controlled by the
SOC option AIN Service Enablers Release 6 - MonChngHuntGr (AIN00262).

2.9.10 Extended_Ringing parameter support (59006320)

The SSP processing of the Send_To_Resource message is expanded to provide
the extended ringing functionality for the O_No_Answer trigger and event.

The service provider can continue to offer the call to the called party when the
Send_To_Resource message is received in a Conversation package, while the
announcement is played, and to cancel the announcement when the called
party answers. The SCP/Adjunct can request this extended ringing capability
of the switch by including parameter ExtendedRinging in the
Send_To_Resource message. After receiving an O_No_Answer (O_NOA)
query from the service switching point (SSP) for a given call, the service
control point (SCP) or adjunct can return a Send_To_Resource (STR) message
to request that the SSP route the call to an internal resource. With ER
capability, the service provider can continue to provide ringing to the called
party, while the caller is played an announcement and prompted for digit
collection. When the called party answers the call during the play
announcement and collect digit phase, the announcement and digit collection
are cancelled and both calling and called party are connected.

2.9.10.1 Application

Service providers using the switch-based special delivery service (SDS) are
able to migrate their service onto the AIN platform, because the full behavioral
functionality is provided with the support of the extended ringing capability.

297-5161-022 Standard 11.04 December 2004



Development summary 45

2.9.10.2 Limitations
The following limitations are associated with the AIN extended ringing
feature:

» The extended ringing functionality is only allowed for Send_To_Resource
internally. The extended ringing capability is not supported for
connections to a local or remote IP.

» The extended ringing capability is supported for the AIN O_NOA trigger
and event. No other triggers or events are supported.

» Extended ringing is not supported when interacting with conference
features (for example, 3WC).

2.9.10.3 Optionality
Extended ringing functionality is provided under the AIN Service Enablers
Release-6 Software Option Code (AIN00263).

2.9.11 UPDCI - Cl interface to simulate and test ‘Change status of MWI’
Updatemessages (SR10208883)
UPDCI increments an existing CI tool, MWQ. MWQ is an existing tool that
allows operating companies to place messages in a queue (or remove them
from the queue) for Message waiting feature subscribers. AIN Update *‘Change
status of MWI1” messages introduced in NAO10, allowed the SCP to activate
and deactivate the message waiting indicator for a subscriber.

2.9.11.1 Application

This activity allows the operating company to place ‘change status of MWI’
Update messages in a queue (or remove them from the queue) on the switch,
without actually sending the messages from the SCP. The UPDCI interface
allows the operating company to verify the status of messages queued by an
Update message from the SCP and remove them from the queue.

Note: The UPDCI increment reuses the Update MWI software component
on the switch to queue messages and remove them from the queue. There is
no difference in functionality between a message that is queued through the
Update message or through UPDCI.

2.9.11.2 Limitations
UPDCI can simulate ‘change status of MWI” Update messages only for
Stuttered dial tone and lamp indications.

2.9.11.3 Optionality
The UPDCI activity is not optionalized.
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2.10 NAO11 development
The information in this section summarizes the NAO11 content for AIN

Service Enablers. Nortel Networks reserves the right to change the scope of the
work or limitations associated with the software.
NAOQ11 AIN development provided the following capabilities:
» AIN prefix triggers
— Specified_Carrier (SOC AIN00252)
— One_Plus_Prefix (SOC AIN00251)
— International (SOC AIN00253)
— Operator_Services (SOC AIN00254)
» the Offer_Call response message (SOC AIN00255)
» the expansion of table DNFEAT (LOC00256)
» secondary directory number subscription enhancement
» AIN on attendant console Send_To_Resource (STR) basic
» enhancements to network tools
— AlNTrace
— TSTQuery
— TRAVER, AINMQG option
» enhancements to TCAP TRID management
* AIN Primer (AIN 0.0) retirement
» SOC support for NAO11 functionality
» enhancements to automatic message accounting (AMA)

AIN Service Enablers for NA011 implements the following specifications:
* GR-1298-CORE, AINGR: Switching Systems, Issue 4, Bellcore, July 1996

* GR-1299-CORE, AINGR: Switch—Service Control Point (SCP)/Adjunct
Interface, Issue 4, Bellcore, July 1996

* GR-1129-CORE, AINGR: Switch—Intelligent Peripheral Interface (IPI),
Issue 2, Bellcore, July 1996

* GR-2892-CORE, Switching and Signaling Generic Requirements for
Toll-Free Service using Advanced Intelligent Network, Issue 1, Bellcore,
April 1995
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2.10.1 AIN prefix triggers (AJ5245)
AIN prefix triggers modifies the current AIN originating call model (OCM)
call processing to support the introduction of four prefix triggers:
Specified_Carrier, One_Plus_Prefix, International, and Operator_Services.

The four Prefix triggers are detected (although not all four are detected at the
same time) at the Info_Analyzed TDP, when one of the following scenarios
occurs:

» the customer dials a specific pattern of prefix digits before the main digit
string (the triggering source is a call that originates from a line)

» the SCP or adjunct response contains parameter Prefix or parameter nature
of number (the triggering source is an SCP response)

* an ISUP message contains CarrierSelectionInformation or the nature of
address field in parameter CalledPartyNumber (the triggering source is an
ISUP trunk)

* a PRI SETUP message contains specific parameters, such as
TransitNetworkSelector, or OperatorSystemAccess (the triggering source
is a PRI trk message)

For more detailed information on Prefix trigger detection see the following
references:

» trigger Specified_Carrier, see Section 7.10.3 “Specified_Carrier trigger
detection and processing” on page 339

» trigger One_Plus_Prefix, see Section 7.11.3 “One_Plus_Prefix trigger
detection and processing” on page 343

 trigger International, see Section 7.12.3 “International trigger detection
and processing” on page 347

» trigger Operator_Services, see Section 7.13.3 “Operator_Services trigger
detection and processing” on page 351

Operating company personnel can assign these triggers to individual
subscribers, a group, or to an entire central office using the trigger item
provisioning interface.

AIN prefix triggers implement parameter Prefix in SCP response messages
that allow trigger One_Plus_Prefix to be encountered.

2.10.1.1 Application

AIN prefix triggers gives the operating company added flexibility in routing
calls that meet the previous criteria depending on response information sent by
the SCP. This allows established service providers to resell local exchange
carrier (LEC) operator services to new providers (known as unbundling of
services).
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2.10.1.2 Limitations
Prefix trigger limitations are as follows:

Operating telephone company (OTC) carrier line origination calls can
encounter trigger Specified_Carrier on the available digit string
information. OTC and FGC (ISUP) trunk origination calls are not able to
encounter trigger Specified_Carrier because of a lack of information. The
information is missing because parameter carrier selection information
(CSI) is not available.

For ISDN BRI lines, Prefix triggers can only be assigned on an
LTID-basis. Prefix triggers cannot be assigned on a call type (CT) basis.

Attendant console and E911 agents are not supported.

10 “3 digits CIC” NPA NXX-XXXX and 101 “4 digits CIC” NPA
NXX-XXXX are invalid formats for NI-2 PRI trunks. Trigger
Specified_Carrier is not detected on these translated digits patterns.

An ACB/AR type call should not encounter Prefix triggers when the
ACB/AR SOC option, AIN00018, is idle (for example, when it has not
been activated).

ISUP trunk origination calls are not able to encounter trigger One Plus
because of a lack of information. The digit 1, when dialed from a line, is
be stripped off by translations prior to being outpulsed over an ISUP trunk.

2.10.1.3 Optionality
The following SOC option codes provide optionality for the Prefix triggers
functionality:

AIN Service Enablers Release 5 - Spfd Cxr Pfx (AIN00252), provides AIN
Service Enablers Specified_Carrier Prefix trigger functionality

AIN Service Enablers Release 5 - OnePlus Pfx (AIN00251), provides AIN
Service Enablers One_Plus_Prefix trigger functionality

AIN Service Enablers Release 5 - Intnl Pfx (AIN00253), provides AIN
Service Enablers International Prefix trigger functionality

AIN Service Enablers Release 5 - OperSvcs Pfx (AIN00254), provides
AIN Service Enablers Operator_Services Prefix trigger functionality

2.10.2 Offer_Call response message (AU3180)

This activity expands the response message set that is received by the SSP to
include the Offer_Call message. An Offer_Call message can be sent as a
response to the T_Busy trigger or event, or in a conversation message when
accompanied by a Request_Report BCM_Event. The called party must
subscribe to call waiting (for a non-1SDN line), or additional call offering (for
BRI) in order to use Offer_Call functionality.
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This activity modifies the T_Busy query by indicating in parameter
Busy_Type, whether or not the call can be offered.

The Offer_Call message requests the SSP to offer the call to the called party
(continue call processing and try to complete the call when possible). When
parameter Display_Text is present in the message, the SSP attempts to deliver
this information to the called party. Parameter Controlling_Leg_Treatment,
when present, allows the application of a distinctive alerting pattern to the
called party. When parameter CallingPartyID is included it is used in
subsequent call processing.

2.10.2.1 Application

The Offer_Call response provides flexibility in defining AIN terminating call
services associated with a called party busy condition. By allowing control
over the display text and alerting pattern, it is possible to provide more
customized information to users of call waiting or additional call offering
(switch-based) features.

2.10.2.2 Limitations
Parameters Ampl, Amp2, ServiceProviderID and ServiceContext are not
supported in the Offer_Call response message.

2.10.2.3 Optionality
SOC Option Code AIN Service Enablers Release 5 - Offer Call (AIN00255)
provides optionality for the Offer_Call response message functionality.

2.10.3 DNFEAT table expansion
This feature expands the capacity of table DNFEAT to allow up to 128 000
unique DNs, with an increased data space to hold the option specific data for
the DNS.

Table DNFEAT had a capacity of 16 382 unique DNs. Each option on a DN
that has DN-specific data, stores this information in a separate data area. This
data area had a capacity of 32 000 options. The introduction of this feature
increases capacity to store 128 000 unique DNs and 512 000 options.

2.10.3.1 Application

For the AIN product, this feature allows an increase in the number of DNs that
can subscribe to terminating call model (TCM) triggers, using the AINDN
option in table DNFEAT. Other features that make use of options in DNFEAT
can also make use of this increased capacity. Regardless of the number of AIN
trigger items assigned to a particular DN (using the AINDN option), only the
data area for a single option is consumed per DN for the AINDN option.

2.10.3.2 Limitations
Once the SOC code for this feature is turned ON, it cannot be reset to IDLE.
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2.10.3.3 Optionality
SOC Option Code (LOC00256) is required to utilize more than 32 767 entries
in table DNFEAT.

2.10.4 Secondary directory number subscription enhancement (AU3386)
AIN Service Enablers is enhanced to automatically propagate terminating AIN
subscriptions from the primary directory number of a line to any N or P type
secondary directory numbers on that line.

This enhancement affects provisioning and trigger criteria checking only.
There are no changes to query processing, response processing, or AMA
recording.

During the ONP process, the following events occur:
» subscriptions on type N or P secondary directory numbers are deleted

* awarning message is displayed when the subscription that is deleted is not
the same as that of the primary directory number (the warning message
shows the subscribing directory number and the AIN directory number
subscription information)

* no warning message is displayed when the subscription that is deleted is
the same as the primary directory number

2.10.4.1 Application

This activity reduces the cost of ownership by eliminating the need to
provision triggers on N or P type secondary directory numbers independently
of the primary directory numbers. This ensures AIN service provisioning is
more consistent with provisioning for switch-based features.

2.10.4.2 Limitations
There are no known limitations or restrictions associated with this activity.

2.10.4.3 Optionality

The secondary directory number subscription enhancement feature is included
under the base SOC Option Code AIN Service Enablers Release 5 - Base
(AIN00250).

2.10.5 AIN on attendant console - STR Basic (AJ5018)
This activity modifies AIN support for the attendant console agent. It permits
the handling of the Send_To_Resource response message for playing internal
(DMS-100 SSP) announcements.

2.10.5.1 Application

This activity allows consoles involved with GR-2892 calls (toll-free service)
to route to internal DMS-100 SSP announcements. This capability is a
necessary step towards the eventual replacement of E800 service with AIN.
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2.10.5.2 Limitations
Limitations and restrictions for this activity are as follows:

» The Send_To_Resource response to an external IP (using PRI, ISUP or any
other connection) is not supported.

» Digit collection of any type is not supported.

» Conversation-type packages are not supported (only response-type
packages are supported).

2.10.5.3 Optionality
AIN on Attendant Console - STR basic functionality is included under the base
SOC Option Code AIN Service Enablers Release 5 - Base (AIN00250).

2.10.6 Network tools enhancements (AU3182)
AlINTrace and TSTQuery functionality is enhanced to support the tracing and
display of the Offer_Call message, and queries for the prefix triggers.

AlINTrace is enhanced to observe (in real-time) messages as they are sent and
received. This activity extends the set of parameters that are supported by the
TRAVER AINMQG option.

2.10.6.1 Application
Applications for this activity are as follows:

» allows the operating company to verify AIN Service Enablers messages
and parameters that are supported by the DMS-100 SSP

» provides the customer with the ability to view messages as they are
received and sent from the SSP

» extends the level that the TRAVER AINMQG option simplifies the use of
the TSTQuery tool

2.10.6.2 Limitations

Messages and parameters supported by TSTQuery and AINTrace are limited
to those supported by the DMS-100 SSP. The set of queries that TRAVER
builds, is limited to the set of trigger detection points (TDPs) and triggers that
TRAVER supports.

2.10.6.3 Optionality
The network tools enhancements activity is included under the base SOC
Option Code AIN Service Enablers Release 5 - Base (AIN00250).

2.10.7 Enhancements to TCAP TRID management (AU3341)
This activity converts AIN applications to use identifier pools (IDPLS) to
allocate transaction identifiers. In previous releases transaction identifiers
were allocated through datafill in table TCAPTRID. The datafill required a
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generous allowance for the demands of peak activity periods, but it had to be
low enough so that it did not waste switch memory.

The IDPL system for managing transaction identifiers automatically increases
the pool size to meet switch demands.

2.10.7.1 Application

This activity alleviates the need to engineer datafill in table TCAPTRID for
AIN applications. The risk of AIN calls failing because of a lack of transaction
identifiers is eliminated.

2.10.7.2 Limitations
There are no known limitations for this activity.

2.10.7.3 Optionality
AIN TCAP TRID replacement is included under the base SOC Option Code
AIN Service Enablers Release 5 - Base (AIN00250).

2.10.8 AIN Primer (0.0) retirement (AU3201)
This activity disables the AIN Primer functionality on the DMS-100 SSP.

2.10.8.1 Application
AIN 0.0 Primer functionality that is retired by this feature consists of the
following five triggers:

o trigger *XX
 trigger directory number (DN)

* AIN 0.0 Off-Hook_Immediate (OHI) trigger for lines (this trigger is set up
using trigger DN)

» AIN 0.0 automatic flexible routing (AFR) trigger for trunks (this trigger is
set up using trigger DN)

e 3/6/10 digit POTS trigger

Prior to NAO11, the above functionality corresponded to the tracked SOC
option code AINO00OL. This SOC code is also retired by the present feature
work. Before they were retired, the AIN Primer triggers were set up by adding
AIN Primer-specific datafill in five general translations tables (DNROUTE,
subtable HNPACONT.HNPACODE, IBNXLA, IBNFEAT and KSETFEAT).
These triggers are retired in NAO11 in such a way that, although the existing
datafill is preserved during a software upgrade, a call to an AIN Primer trigger
IS sent to the “feature not allowed” (FNAL) treatment. Attempts to add entries
for AIN Primer triggers in any of these five tables (above) are blocked by the
table editor and SERVORD, and an error message is displayed explaining that
AIN 0.0 Primer has been retired as of NAO11.
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Upon detecting an AIN Primer trigger, TRAVER displays a message to inform
the user that an AIN Primer trigger has been encountered and that the call is
routed to the “feature not allowed” (FNAL) treatment because AIN Primer is
retired as of NAQO11.

AIN Primer triggers were originally introduced as an enhancement to the
private virtual network (PVN) functionality that was developed for MDC
translations. MDC PVN Services functionality is not affected by the retirement
of AIN Primer trigger functionality.

2.10.8.2 Limitations
All calls that encounter an AIN Primer trigger are routed to treatment.

2.10.8.3 Optionality
The AIN Primer (AIN 0.0) retirement activity is not optionalized.

2.10.9 Release 5 SOC support (AU3219)

NAOQ11 software optionality control (SOC) introduces support for the selective
activation and deactivation of major functions in NA011, including Offer_Call
and Prefix triggers.

This activity provides the ability to update SOC usage counters and
operational measurements for messages introduced in the NAO11 release.

2.10.9.1 Limitations
There are no known limitations for this activity.

2.10.9.2 Base SOC order code
The functions in release NA011 that are controlled under the Base SOC option
code (AIN Service Enablers Release 5 - Base (AIN00250) are as follows:

» AIN SE Network Tools Enhancements
* AIN SE AMA

* AIN SE Msg Enhancements

» AIN SE Attendant Console STR (Basic)
* AIN SE R5 SOC and OMs

2.10.9.3 Optionality

Release 5 SOC support is included under the base SOC Option Code AIN
Service Enablers Release 5 - Base (AIN00250).
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2.10.10 AIN AMA Enhancements (AF7743)

AIN AMA implements the required functionality to comply with GR-1298
and related ILRs for the following call processing functionality:

» prefix triggers
— Specific_Carrier
— One_Plus_Prefix
— International
— Operator_Services
» Offer_Call message

2.10.10.1 Application
AIN AMA enhancements are required to ensure proper revenue generating
ability.

2.10.10.2 Limitations
No known limitations or restrictions are associated with this activity.

2.10.10.3 Optionality
The AIN AMA enhancement activity is included under the base SOC Option
Code AIN Service Enablers Release 5 - Base (AIN00250).

2.10.11 Miscellaneous
This section describes functionality that is under development for NA011, but
is not assigned to a specific ACTID.

2.10.11.1 T_No_Answer trigger/event interaction with CFDA
When the T_No_Answer trigger/event and call forward don’t answer (CFDA,
CFD, and CFGD) feature are both provisioned, the feature with the shortest
no-answer timer is encountered. The feature with the longer no-answer timer
is encountered for the call. This behavior is compliant to GR-1298 [749v2]
-issue 4.

2.10.11.2 AIN Toll-free service ANI enhancements

Changes have been made in AIN toll-free service (TFS) to support a new ANI
digit pair. Use ANI code 25 to identify pay phone originated TFS calls, where
the toll free called number has been translated to a POTS routing number using
the TFS database.

Previously, ANI code 24 was used for all TFS calls that had been translated to
a POTS routing number, regardless of originator. Having a separate ANI code
for pay phone originated calls, including inmate telephone service and private
pay phones, is anticipated to simplify pay phone compensation for toll free
calls.
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Note: Only AIN TFS, as specified by Bellcore GR-2892, is covered by this
functionality.

2.10.11.3 Triggers OCPB and ONOA limitations
Triggers OCPB and ONOA can be detected on the originating party only.
Triggers OCPB and ONOA cannot be detected after a redirection occurs.

2.11 NAO10 development
AIN NAO010 development provided the following capabilities:

» an originating call model trigger: Channel_Setup PRI
» two terminating call model triggers: T_Busy and T_No_Answer
» aterminating call model event: T_Answer TCM
» acontrol message: Collect_Information
» enhancements to several AIN network tools
— AlNTrace
— TRAVER, and its AINMQG option
— TSTQuery

» extensions to the trigger item provisioning interface to allow provisioning
of triggers that apply to groups and lines

» enhancements to the Update, and Update_Success messages
» enhancements to Automatic Message Accounting (AMA)

» expanded SOC options

» AIN message processing upgrades

e Escape OHD intercom for CENTREX

» Service Administration

* PRI FIE Expansion

» ACR trunk group/carrier routing control enhancements

2.11.1 Channel_Setup_PRI trigger
Trigger Channel_Setup_PRI (PRIB) is an AIN trigger applicable to the
Info_Collected trigger detection point (TDP). This activity provides support
for provisioning trigger PRIB and its criteria.

Trigger PRIB is assigned on a PRI B-channel basis. Trigger PRIB works with
an escape code list. All incoming calls on a subscribed B-channel with digits
that do not correspond to the escape code list, trigger to the SCP database. For
trigger PRIB, the Info_Collected request message has its trigger criteria type
set to channelSetupPRI.
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This activity supports having AIN services subscribe to Primary Rate Interface
(PRI) B-channels.

The user can use table control to control subscription to trigger PRIB. The user
can assign trigger PRIB to a PRI B-channel that belongs to trunk group types
IBNT2 and PRA. This is done with table AINPRI.

2.11.1.1 Application

This activity allows sharing of PRI for multiple customers. These customers
can subscribe to different services, for example, office complex with shared
PBX.

This activity provides direct subscription to trigger Channel_Setup_PRI
instead of virtual area private networks (VAPN) trunks.

2.11.1.2 Limitations
The usefulness of trigger PRIB depends on the ability of the other end to
request the appropriate B-Channel.

Users can provision trigger Channel_Setup_PRI with the trigger item
provisioning interface only.

The call triggers when the selected B-channel at the Info_Collected TDP is
subscribed. Do not assign trigger Channel_Setup_PRI to agents that have
B-channel negotiation.

PRI looparound trunks do not support trigger PRIB. This limitation affects a
PRI call that originates from a DMS-100 SSP and terminates on a DMS-100
switch. When trigger PRIB is assigned to a PRI looparound trunk, the specific
call route cannot be determined unless all members have subscribed trigger
PRIB.

The call triggers when the selected RBS channel at the Info_Collected TDP is
subscribed. Trigger PRIB cannot be assigned to agents that have RBS channels
negotiation.

Trigger PRIB inherits the DMS switch limitations for the Info_Collected
message, for example, parameter AMP is not supported.

2.11.1.3 Development activities
The following activity introduces trigger Channel_Setup_PRI: AU2858.

2.11.2 T _Busy and T_No_Answer TCM triggers
This activity provides the operating company the ability to provide the
terminating subscribers with triggers T_Busy and T_No_Answer
functionality.
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2.11.2.1 Application
This activity extends AIN terminating call model (TCM) support triggers
T _Busy and T_No_Answer.

2.11.2.2 Development Activities
The following activity introduces triggers T_Busy and T_No_Answer:
AJ5080.

2.11.3 T_Answer TCM event

This activity adds support for the T_Answer event to the terminating call
model of AIN Service Enablers call processing.

The SSP encounters a T_Answer event when the EDP is armed and the SSP
receives indication that the terminating access has answered the call.

2.11.3.1 Application
This activity enables call completion services. It gives operating companies
more flexibility in developing AIN services in the terminating call half.

2.11.3.2 Limitations

This activity does not introduce limitations, however, it inherits conference,
three way call, VFG, and call forwarding interaction limitations. This activity
inherits the limitations of the Termination_Attempt message.

2.11.3.3 Development activities
The following activity introduces the T_Answer event: AU2784.

2.11.4 Collect_Information control message

The Collect_Information message is an AIN call control message that allows
the SCP to resume call processing at the Collect_Information point-in-call.
The Collect_Information message is received in either a Response package or
a Conversation package when it is accompanied by a

Request_Report BCM_Event message. This activity allows the
Collect_Information message as a reply to the following messages:

* Info_Analyzed

* Network_Busy

e O _Called_Party Busy

* O_No_Answer

The Collect_Information message can contain any combination of the
following parameters:

» AlternateDialingPlanind

*  AMA parameters
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* Ampl

e Amp2

» CallingPartylD

* CollectedDigits

» DPConverter

» ServiceContext

» ServiceProviderID

The SSP routes the call by translating the dialing plan elements in parameter
CollectedDigits against the dialing plan in force. The dialing plan in force is
determined by the triggering agent (line, trunk, VFG, DISA) and the presence
of a PODPATTR option assigned to a trigger. Parameter
AlternateDialingPlanind and its influence on establishing the dialing plan in
force are not supported by this activity.

Phase | of Collect_Information Message processing includes the capability to
process routing dial plan elements such as DNs and extension numbers as well
as a subset of Vertical Service Codes. The permitted set of supported Vertical
Service Code features in the dial plan elements are:

» CLASS Automatic Callback, for example, *66

» Calling Name/Number Delivery Blocking, for example, *67#6214321
* CLASS Automatic Recall

* AIN Specific/Public Feature Code Triggers

When the SCP specifies parameter CollectedDigits (that contains a complete
dial plan element conforming to the dial plan of the triggering agent), but the
dial plan element does not satisfy it, then the SSP collects digits until a
translation result is determined. For example, when CollectedDigits contains
the string *67, then the SSP prompts to collect the DN from the originator.

In addition to CollectedDigits processing, this activity provides the ability to
modify calling party data according to the SCP provided parameter,
CallingPartyID.

To allow the operating company personnel to validate Collect_Information
processing, TRAVER includes an AINRES option, that verifies the first dial
plan element in the CollectedDigits specified on the command line.

2.11.4.1 Application
This activity allows access to SSP functions.
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2.11.4.2 Limitations
The NA010 version of the Collect_Information message does not support the
following parameters:

» AlternateDialingP

* Plandind

» DPConverter
 Ampl

e Amp2

* ServiceContext
» ServiceProviderIlD

This activity provides the ability to return a vertical service code in parameter
CollectedDigits.

2.11.4.3 Development activities
The following activity introduces the Collect Information message: AJ5110.

2.11.5 AIN network tools

This activity adds support for AINTrace, TSTQuery, TRAVER, and manual
query generation (MQG) tools for the NA010 release. These enhancements
allow operating company personnel to monitor or simulate services using
these messages and parameters.

This activity neither adds nor removes restrictions that existed in NA0OO9 on
these tools.

This activity supports messaging changes made in NA010 under the following
features:

» AJ5080 Terminating triggers

» AJ5110 Collect Information

o AU2858 trigger Channel_Setup_PRI

* AU2901 GAME productization (AIN message processing upgrades)
Translation verification enhancements to TRAVER are part of these features

whereas network testing enhancements to TRAVER AINMQG option and the
AlINTrace tool are part of activity AU2813.

2.11.5.1 AINTrace
This activity provides enhancements to the AINTrace tool to support NA010
parameters and messages.
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2.11.5.1.1 Application AlNTrace is an essential tool used by operating
companies for diagnosing AIN network faults. To be effective the tool must
support all capabilities of the NA010 message set.

2.11.5.1.2 Limitations This tool does not support unidirectional
messages.

2.11.5.2 TSTQuery enhancements
TSTQuery enhancements let the tool support NA010 parameters and
messages.

2.11.5.2.1 Application  This tool assists in the debugging of the AIN
network.

2.11.5.3 TRAVER enhancements
TRAVER enhancements provide accurate simulations of the NA010 AIN call
processing.

2.11.5.3.1 Limitations TRAVER does not support BRI Feature
Activators, therefore TRAVER cannot detect trigger BRI FA.

2.11.5.4 Manual Query Generation

This activity enhances the TRAVER manual query generation (MQG) option
to let it use information collected with TSTQuery at the prefix triggers and
trigger Channel_Setup_PRI. This activity enhances TRAVER-MQG to
support valid AIN Service Enablers responses.

2.11.5.4.1 Applications The TRAVER MQG option simplifies the
testing and simulation of AIN call scenarios.

2.11.5.4.2 Limitations This activity does not support triggers at the
Network_Busy TDP.

2.11.6 Trigger items phase 2
The NAO010 activity, AINSE Service Admin Phase Il Triggers (CNA, CCM),

provides a GR-1298 compliant trigger item provisioning interface for
individual and group subscribed triggers (referred to as the DMS Trigger Item
Interface). The NAO01O release expands on the trigger item provisioning
interface developed in NAOQ9 for office based triggers.

The Trigger Item Interface supports all of the following AIN triggers:

» Off-hook_Immediate

o Off-Hook_Delay

e Shared_lInteroffice_Trunk

» Specific_Feature_Code
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e Public_Feature_Code

» Customized_Dialing_Plan

» Automatic_Flexible_Routing

e O _Called_Party Busy

* O_No_Answer

» Termination_Attempt

The Trigger Item provisioning interface supports the activation and

deactivation of subscriptions to trigger items, that are administrable through
table control and can be modified by the Update message from the SCP.

Existing SERVORD, line query tools, and TRAVER support has been
enhanced to support the subscription of agents to trigger items.

NAO010 development provided the following functionality:
* TRAVER support for trigger items
* SOC support for trigger items

» atool that automates the conversion of existing trigger group based datafill
to equivalent trigger item datafill

* increased trigger item capacity to 64K tuples

2.11.6.1 Exclusions

Triggers developed during or after NAO1O are supported in the trigger item
provisioning model only. Trigger item support for triggers developed during or
after NAO1O is considered part of the development for that trigger.

The mapping of parameter Update message SSPUserResourcelD to a DMS
identifier is not included in this activity, nor is the testing of Update message
functionality for triggers developed during or after NAO10.

Support for the trigger status tool is excluded.

2.11.6.2 Application
Trigger items conform to Bellcore GR-1298, and allow easier management of
AIN services.

By supporting a data model that facilitates the provisioning and management
of triggers on an individual basis, the operating companies are better able to
manage their AIN services on the SSP, an important attribute as more services
are implemented and the network complexity grows because of third party
service providers.
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2.11.6.3 Development activities
The following activities introduce Trigger Items phase 2: AU2932, AU2933
and AU2934.

2.11.7 Update and Update_Success message enhancements
The Update message from the SCP allows it to activate and deactivate
information in the SSP. The Update_Success message is the SSP response to
the Update message.

In the case of failures, the SSP responds with either an ApplicationError
message or a FailureReport message.

In NA010, with the completion of the trigger item data model, activation status
of trigger items for all triggers can be controlled with the Update message. In
addition, the Message Waiting indicator can be controlled with the Update
message.

This activity provides enhancements to Update message, Update_Success
message, call processing software, and to the following instances:

» supports call processing and non-call-processing messages and parameters
for NA010

» allows the Update message to continue writing to the necessary protected
data locations during an image dump

2.11.7.1 Application
This activity lets the SCP control voice mail notification.

2.11.7.2 Limitations
This activity has the following limitations:

» Activation status of trigger items assigned to a specific PRI B channel
cannot be controlled with the update message.

» Activation status of the trigger items assigned to a customer group cannot
be controlled with the update message.

» Update_Request message cannot change the activation status of triggers
subscribed and provisioned with the trigger item data model.
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2.11.8 SOC upgrade

The NAO010 Software Optionality Control (SOC) functionality introduces
controls to support selective activation and deactivation of major functions in
this release. The following SOC options are provided:

» AIN Service Enablers Release 4 - Base (AIN00240), controls access to
— AIN SE network tools enhancements
— AIN SE trigger items, phase 2
— AIN SE Update message waiting indicators
— AIN SE Update Success message waiting indicators

» AIN Service Enablers Release 4 - ISDN I/W (AIN00241), controls access
to:

— AIN SE PRI Channel Setup trigger

» AIN Service Enablers Release 4 - TCM Events (AIN00243), that controls
access to:

— AIN SE T_Answer Event
— AIN SE Collect Information call packaging

This activity provides the ability to update SOC usage counters for NA010
messages.

2.11.8.1 Development activities
The following activity introduces the NA010 SOC options: AU2902.

2.11.9 AMA enhancements

This activity provides upgrades and enhancements required to support NA010
functionality identified in the previous sections.

2.11.9.1 Development activities
The following activities introduce the NA010 AMA upgrades: AJ7505,
AJ7506, and AF7507.

2.11.10 AIN message processing upgrades

This activity provides upgrades to internal software to support call processing
and non-call processing messages and parameters introduced in NA010.

2.11.10.1 Development activities
The following activity introduces the AIN message processing upgrades:
AU2901.
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2.11.11 Escape OHD Intercom for Centrex
The Off-hook _Delay (OHD) escape for Intercom Call is an enhancement to
the current AIN processing of OHD triggers. It enables the SSP to escape
trigger Off-hook_Delay for intercom calls placed within the Centrex group.

In this activity, the AIN software is enhanced to support the escape of trigger
Off-hook_Delay for Intercom calls. An escape criteria is defined for OHD
triggers that prevents the call from triggering when calls are placed within
intercom range of a Centrex station.

2.11.11.1 Application

Trigger Off-hook_Delay can be assigned to lines within a Centrex group
However, there are many public AIN services that can be offered to a Centrex
station, that do not require a trigger to occur from the Centrex station when
calls are placed within the Intercom range.

2.11.11.2 Development activities
The following activity introduces Escape OHD Intercom for Centrex:
AU2867.

2.11.12 PRI FIE expansion

This activity allows DMS applications to receive FIEs up to 88 bytes from an
external node, connected by PRI, in an incoming facility message.

2.11.12.1 Application

AIN is the lead application requiring large FIEs, but the functionality provided
by this activity is generic and can be used by other PRI services or
applications.

2.11.12.2 Development activities
The following activities introduce PRI FIE expansion: AJ5132 and AJ5133.

2.11.13 EACR trunk group/carrier routing control enhancements
This NAO010 activity introduces office parameter AIN_ALT _ROUTE_SEL in
table OFCENG, that allows the telephone operating company to separate
control of route advance capability when routing a call over the trunk group
parameters or carrier parameters included in the Analyze_Route or
Forward_Call response.This feature is part of the AIN Service Enablers SSP
product.

2.11.13.1 Application
This feature is part of the AIN Service Enablers SSP product.

2.11.13.2 Associated Activities
The activity number for this feature is SR1013.

297-5161-022 Standard 11.04 December 2004



115

3 Call model

AIN Service Enablers implement the call model shown in Figure 1 on page 116
and Figure 2 on page 117. The basic call model consists of the originating call
model (OCM) and the terminating call model (TCM).

DSM-100 Family AIN SE Service Implementation Guide SNO6 (DMS)



116 Call model

Figure 1 Originating call model
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Figure 2 Terminating call model (continued)
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3.1 Points in Call

The OCM and the TCM consist of blocks called points in call (PIC). A PIC
identifies the state of the call processing and the required call information.

3.1.1 Trigger and event detection points
The OCM and the TCM contain trigger detection points (TDPs) and event
detection points (EDPs).

TDPs are stages in the call where the SSP checks to see whether the call meets
certain trigger criteria. When the call meets the trigger criteria for that TDP, the
SSP suspends call processing and queries the SCP for further instructions.
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When the call does not meet the trigger criteria, call processing proceeds to the
next PIC. A TDP can have several triggers, with each trigger having its own
criteria.

The SCP can respond to a trigger query with a Request Report BCM_Event
(RRBCME) message and a next event list (NEL) instructing the SSP to arm
one or more EDPs. When armed, EDPs are additional stages in the call where
the SSP can send messages to the SCP, informing the SCP that the event
occurred.

Events can be specified as notifications or as requests. Notifications
communicate events to the SCP or adjunct, but do not intervene in the call.
Requests communicate events to the SCP or adjunct and provide opportunities
for the SCP or adjunct to intervene in the call. For example, the O Answer
event is a notification, whereas the O Called Party Busy event and

O No_Answer event are requests.

When the SSP detects a requested event, the SSP sends the appropriate event
request message to the SCP or adjunct. The SSP then erases the NEL, allowing
the call to encounter any subsequent triggers in the call portion. When the SSP
detects a notification event, the NEL is kept active until the SSP, SCP, or
adjunct sends a Close message.

Operating company personnel assign triggers to individuals, groups, or to an
entire central office.

Table 1 and Table 2 on page 145 show the TDPs and EDPs for the OCMs and
TCMs.For these tables, shaded items are not supported. The table classifies
detection points as either requests (req.) or notifications (not.). Table 1 and
Table 2 on page 145 indicate whether triggers are individual (ind.), group, or
the entire office. For these tables, shaded items are not supported.

Table 1 Originating call model trigger and event detection points

Trigger item assignment

Detection Point Classification | Trigger Criteria Assigned to
Origination_Attempt | TDP Req Off_Hook _ call type non-ISDN line | ind.
(e1) Immediate

DN/CT

BRI TSP

BRI Interface

Authorized
(e2)

Origination_Attempt_ | TDP Req Origination__ No Called Party | non-ISDN line | ind.

Attempt Information
Authorized Dialed DN/CT

BRI Interface
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Table 1 Originating call model trigger and event detection points (Continued)

Trigger item assignment

Detection Point Classification | Trigger Criteria Assigned to
Info_Collected TDP Req Off_Hook _ call type, ind. non
(e3) Delay IBN trunk group, ISDN
ISUP line
(except those in
table ESC code)
PRI_B_ except those in | ind.
Channel table ESC code
(Channel_Set
up_PRI)
Shared_ call type, ind.
Interoffice digits,
Trunk escape table
Info_Analyzed TDP Req BRI_Feature_ | call type, BRI TSP ind.
(e4) Activation_ digits
Indicator
Network_ NSF with PRI Interface ind.
Services Facility Coding
Value =
Specified value
and the Service
Parameter
Value = Null or
Specified
Facility group
Specific_ digits, RES line ind.
Feature call Type X
Code BRI line
(Note 2)
BRI TSP
Public_ digits, RES line ind.
Feature call Type
Code
Customized_ | access code, customer group
Dialing_Plan 1-7 digit group
intercom code,
call type,
digits
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Table 1 Originating call model trigger and event detection points (Continued)

Trigger item assignment

Detection Point

Classification

Trigger

Criteria

Assigned to

Info_Analyzed
(e4) (continued)

Specified
Carrier

call type

non-ISDN
interface
BRI TSP
DN/CT
BRI
trunks

Ind.

all lines and
trunks using a
CDP oraBBG

group

entire office

office

One_Plus_
Prefix

call type

non-ISDN
interface
BRI TSP
DN/CT
BRI
trunks

Ind.

all lines and
trunks using a
CDP oraBBG

group

entire office

office

International

call type

non-ISDN
interface
BRI TSP
DN/CT
BRI
trunks

Ind.

all lines and
trunks using a
CDP oraBBG

group

entire office

office
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Table 1 Originating call model trigger and event detection points (Continued)

Trigger item assignment

Detection Point Classification | Trigger Criteria Assigned to
Info_Analyzed Operator_ call type non-ISDN Ind.
(e4) (continued) Services interface
BRI TSP
DN/CT
BRI
trunks
all lines and group
trunks using a
CDP oraBBG
entire office office
Specific_ NPA-NXX-XXX | entire office office
Digit_String X with NPA
mandatory,
31010
contiguous
digits,
call type,
escape code
N11 N11, entire office office
call type,
digits
O_Term_Seized EDP Not.
(e7)
O_Answer EDP Not.
(e8)
Network_Busy TDP Req Automatic_ call type lines, group
(e17) Flexible customer
Routing group,
trunks,
entire office
EDP Req
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Table 1 Originating call model trigger and event detection points (Continued)

Trigger item assignment

Detection Point Classification | Trigger Criteria Assigned to
O_Called_Party TDP Req O_Called line class code non_ISDN line | ind.
Busy Party_Busy maior class
(e19) J
exclusion list of
calling party
DNs
DN/CT
BRI TSP
BRI Interface
PRI Interface
all non-ISDN office
lines and
ISDN
interfaces
assignedtoan
SDS, orto the
entire SSP
EDP Req
O_No_Answer TDP Req O_No_ line class code non_ISDN line | ind.
(e33) Answer major class
exclusion list of
calling party
DNs
DN/CT
BRI TSP
BRI Interface
PRI Interface
all non-ISDN office
lines and
ISDN
interfaces
assignedtoan
SDS, or to the
entire SSP
EDP Req.
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Table 1 Originating call model trigger and event detection points (Continued)
Trigger item assignment
Detection Point Classification | Trigger Criteria Assigned to
O_Mid_Call TDP Req. O_Switch_ switchhook non-ISDN line | ind.
(e11) Hook_Flash_ | flash
Immediate
O_Feature_ BRI Feature BRI TSP ind.
Activator Activator
L BRI INterface
indication
O_Switch_ switchhook non-ISDN line | ind.
Hook_Flash_ | flash with digit
Specified collection
Code_Trigger
EDP Req. Switch_Hook | switchhook
_Flash flash detected
Feature FA detected
Activator
Timeout Timeout
detected
O_Suspended EDP Req. O_Suspend
(e12)
O_Disconnect EDP Req. O_
(e9) Disconnect
O_Disconnect_ EDP Req. o_
Called Disconnect_
(e9) Called

and PFC.

Note 1: The shaded areas are not currently supported.

Note 2: BRA MFT types of BRI lines are considered IBN lines and are not supported by triggers SFC

Table 2 Terminating call model trigger and event detection points

Trigger item assignment

Detection Point Classification | Trigger Criteria Assigned to
Termination_Attempt | TDP req. Termination_ | call type DN/CT ind.
(e20) Attempt
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Table 2 Terminati

ng call model trigger and event detection points (Continued)

Trigger item assignment
Detection Point Classification | Trigger Criteria Assigned to
Term_Resource TDP req. T_Busy non-ISDN line | ind.
é‘;az")ab'e EDP | req. BRI interface
T_Answer EDP Notify
(e24)
T _Busy TDP req. T _Busy non-ISDN line | ind.
(e30) EDP req. BRI interface
T_No_Answer TDP req. T_NoAnswer non-ISDN line | ind.
(e32) EDP | req. BRI interface
T_Mid_Call EDP req. Timeout Timeout
(e27) detected

Note: The shade

d areas are not currently supported.

3.1.2 Trigger precedence

The DMS-100 trigger item provisioning interface uses two different levels to
determine the first detected trigger when the criteria for many triggers is met
on the same call.

The first level uses the category of the trigger subscription. Triggers
subscribed to individuals are detected first, then those subscribed to groups,
then those subscribed to the office. When the criteria for many triggers is met
within one of these categories, the second level is used to determine
precedence.

The second level uses a predetermined priority for each trigger based on, for
example, Bellcore GR-1298. See Section 3.1.2.1.

3.1.2.1 Trigger precedence at Info_Analyzed TDP
At the Info_Analyzed TDP, trigger precedence is as follows:

Specific_Feature Code
Public Feature Code

Customized Dialing Plan
Specified Carrier
One Plus Prefix

International
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* Operator_Services
* Specific_Digit String
« NI1
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4 Agent support

AIN Service Enablers supports the agents listed in Table 2 through Table 11.

Supported agents can encounter NEL and STR messages to an intelligent

peripheral (IP).

The following table is a legend for the agent support tables found in this

chapter:

Table 1 Legend for agent support tables

Name

Abbreviation

Automatic_Flexible_Routing

AFR

Channel_Setup_PRI PRIB
Customized_Dialing_Plan CDP
Encounter T_Busy trigger (see Note) E_TBSY
Encounter T_No_Answer (see Note) E_TNOA
Encounter Termination_Attempt (see Note) E_TAT
Encounter Trunk Group Trigger ETKTERM
International INT

Line Class Code LCC

N11 N11

Not applicable N/A

Not supported N/S
O_Called_Party Busy OCPB
O_No_Answer ONOA
Off-hook_Delay OHD
Off-hook_Immediate OHI
One_Plus_Prefix OPP
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Table 1 Legend for agent support tables (Continued)

Name Abbreviation
Operator_Services 0os
Partially supported P/S
Public_Feature_Code PFC
Shared_Interoffice_Trunk SIT
Subscribe TKTERM Trigger STKTERM
Supported by Primary Rate Interface (PRI) looparound PL

trunks

Supported S
Specific_Digit_String SDS
Specific_Feature_Code SFC
Specified_Carrier SC
Subscribe to T_Busy S _TBSY
Subscribe to T_No_Answer S _TNOA
Subscribe to Termination_Attempt S TAT
Term_Resource _Available TRA
Trunk Group Type TGT

Note: Encounter a trigger implies - Call originated by the Agent can encounter the
specified Terminating trigger. The Terminating agent should be subscribed to the

specified Terminating trigger.

Table 2 and Table 3 on page 130 list POTS line trigger support.

Table 2 AIN Service Enablers POTS line trigger support (Part 1 of 2)

Type LCC Trigger (See the notes at the end of this table.)
OHI | OHD | PFC | SFC | CDP | SC | OPP | INT | OS SDS | N11 | AFR
1FR S S N/S N/S NA | S S S S S S S
Basic 1MR S S N/S N/S NA | S S S S S S S
PBX S S N/S N/S NA | S S S S S S S
Pex PBM S S N/S N/S NA |S S S S S S S
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Table 2 AIN Service Enablers POTS line trigger support (Part 1 of 2) (Continued)

Type LCC Trigger (See the notes at the end of this table.)
OHI | OHD | PFC | SFC | CDP | SC | OPP | INT | OS SDS | N11 | AFR
CCF N/S PL N/S N/S N/A S S S S S S S
(note 1)
CDF N/S PL N/S N/S N/A S S S S S S S
Coin (note 1)
CFD N/S PL N/S N/S N/A S S S S S S S
(note 1)
CSP N/S PL N/S N/S N/A S S S S S S S
(note 1)
ZMD N/S PL N/S N/S N/A S S S S S S S
(note 1)
ZMZPA | N/S PL N/S N/S N/A S S S S S S S
(note 1)
2WW N/S PL N/S N/S N/A S S S S S S S
(note 1)
EOW N/S PL N/S N/S N/A S S S S S S S
WATS (note 1)
ETW N/S PL N/S N/S N/A S S S S S S S
(note 1)
INW N/S PL N/S N/S N/A S S S S S S S
(note 1)
OWT N/S PL N/S N/S N/A S S S S S S S
(note 1)
2FR S S N/S N/S N/A S S S S S S P
(note 2)
Party 4FR S S N/S N/S N/A S S S S S S P
(note 2)
8FR N/S PL N/S N/S N/A PL | PL PL | PL PL PL PL
10FR N/S PL N/S N/S N/A PL | PL PL | PL PL PL PL
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Table 2 AIN Service Enablers POTS line trigger support (Part 1 of 2) (Continued)

Type

LCC

Trigger (See the notes at the end of this table.)

OHI | OHD

PFC

SFC

CDP | SC

OPP

INT | OS

SDS | N11

AFR

Note 1: Group-based subscription and individual subscription are not applicable.

Note 2: Office-based subscription only.There is no support for individual subscription and group based
subscription.

Note 3: Adding AIN to a POTS line with RES_SO_Simplification datafilled ON, converts the line to a
RES line.

Note 4: See Table 1 on page 127 for a description of the symbols used in this table.

Table 3 AIN Service Enablers POTS line trigger support (Part 2 of 2)

Type LCC Trigger (See the notes at the end of this table.)
OoCPB ONOA E_TAT | S_TAT | E_TBSY | S_TBSY | E_TNOA | S_TNOA
1FR S S S S S S S S
Basic
1MR S S S S S S S S
PBX S S S S S S S S
PBX
PBM S S S S S S S S
CCF N/S N/S S N/A S N/A S N/A
CDF N/S N/S S N/A S N/A S N/A
. CFD N/S N/S S N/A S N/A S N/A
Coin
CSP N/S N/S S N/A S N/A S N/A
ZMD N/S N/S S N/A S N/A S N/A
ZMZPA N/S N/S S N/A S N/A S N/A
2WW N/S N/S S N/A S N/A S N/A
EOW N/S N/S S N/A S N/A S N/A
WATS ETW N/S N/S S N/A S N/A S N/A
INW N/S N/S S N/A S N/A S N/A
OWT N/S N/S S N/A S N/A S N/A
2FR S S S N/S S N/S S N/S
4FR S S S N/S S N/S S N/S
Party | grR N/S N/S S N/S S N/S S N/S
10FR N/S N/S S N/S S N/S S N/S
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Table 3 AIN Service Enablers POTS line trigger support (Part 2 of 2) (Continued)

Type

LCC

Trigger (See the notes at the end of this table.)

OoCPB

ONOA

E_TAT

S_TAT

E_TBSY

S_TBSY

E_TNOA

S_TNOA

line.

Note 1: See Table 1 on page 127 for a description of the symbols used in this table.
Note 2: Adding AIN to a POTS line with RES_SO_ Simplification datafilled ON, converts the line to a RES

Table 4 AIN Service Enablers RES line trigger support (Part 1 of 2)

Type LCC Trigger (See the notes at the end of this table.)
OHI | OHD | PFC | SFC | CDP SC | OPP | INT | OS SDS | N11 AFR
Basic | 1FR S S S S S S S S S S S S
1MR S S S S S S S S S S S S
CCF N/S | S S S P S S S S S S P
(note 1) (note 2) | (note 3)
CDF N/S | S S S P S S S S S S P
(note 1) (note 2) | (note 3)
Con lcep [ws s |s |s [P s |s |s |s |s |s P
(note 1) (note 2) | (note 3)
CSP N/S | S S S P S S S S S S P
(note 1) (note 2) | (note 3)
ZMD N/S | S S S P S S S S S S P
(note 1) (note 3)
ZMZPA | N/IS | S S S P S S S S S S P
(note 1) (note 3)
2WW N/S | S S S S S S S S S S P
(note 3)
EOW N/S | S S S S S S S S S S P
WATS (note 3)
ETW N/S | S S S S S S S S S S P
(note 3)
INW N/S | S S S S S S S S S S P
(note 3)
OWT N/S | S S S S S S S S S S P
(note 3)
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Table 4 AIN Service Enablers RES line trigger support (Part 1 of 2) (Continued)

Type

LCC

Trigger (See the notes at the end of this table.)

OHI

OHD

PFC

SFC

CDP

SC

OPP

INT

0s

SDS

N11

AFR

Note 1: The switch supports Access Code, but not Feature Access Code and Intercom/Extension.

Note 2: The coin is collected based on a prequery call type.

Note 3: Office-based subscription only.There is no support for individual subscription and group based
subscription.

Note 4: See Table 1 on page 127 for a description of the symbols used in this table.

Table 5 AIN Service Enablers RES line trigger support (Part 2 of 2)

Type

LCC

Trigger (See the notes at the end of this table.)

OCPB

ONOA

E_TAT

S_TAT

E_TBSY

S_TBSY

E_TNOA

S_TNOA

Basic

1FR

S

S

S

1MR

Coin

CCF

CDF

CFD

CSP

ZMD

ZMZPA

WATS

2WW

EOW

ETW

INW

nlnl ol ol o o o ol o nolno|ln

nl ol oo ol o ol oo nln

nlnl ol o o o o oo no|ln

Nl o ool o ool no|n

nlnl ol o o o oo o nolno|ln

nlnl ol ol o o o ol o nolno|ln

Nl oo ol oo ol oo nln

owT

S

S

nlnlno o o o oo o nolno|ln

S

S

S

S

S

Note 1:

Office-based subscription only. The switch does not support Individual subscription and

group-based subscription.

Note 2: See Table 1 on page 127 for a description of the symbols used in this table.
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Table 6 AIN Service Enablers IBN line trigger support (Part 1 of 2)

Type LCC Trigger (See the notes at the end of this table.)
OHI | OHD | PFC SFC | CDP | SC OPP | INT | OS SDS | N11 | AFR
IBN S S N/A N/A | S S S S S S S S
M5009 S S N/A N/A | S S S S S S S S
M5112 S S N/A N/A | S S S S S S S S
M5209 S S N/A N/A | S S S S S S S S
Basic
M5212 S S N/A N/A | S S S S S S S S
M5216 N/A | S N/A N/A N/A N/A | N/A N/A | N/A N/A N/A | N/A
M5312 S S N/A NA | S S S S S S S S
M5316 N/A | S N/A N/A N/A N/A | N/A N/A | N/A N/A N/A | N/A
PSET S S N/A N/A | S S S S S S S S
DATA S S N/A NA | P S S S S S S P
(note 2)
PDATA S S N/A N/A P S S S S S S P
(note 2)
oth VLN N/A N/A N/A N/A N/A | S S S S S S P
e | (for (note 2)
RCF)
ISDNKS | S S N/A N/A | S S S S S S S S
ET-MFT
ISDNKS | S S S S S S S S S S S P
ET-BRI (note 2)
(note 3)
AC N/S PL N/A N/A PL PL PL PL PL P P PL
(note1)
Note 1: In this document, attendant console (AC) refers to the Nortel Networks Meridian digital centrex

(MDC) Attendant Console. AC support for SDS, N11 and Encounter TAT triggers support an STR response
of play announcement with internal switch resources only. All other STR requests are sent to AIN final
treatment. Mini Consoles are not supported.

Note 2: Office-based subscription only. Individual subscription and group subscription are not supported.

Note 3: Subscription to BRI LTID is equivalent to BRI TSP identified by Telcordia.

Note 4: See Table 1 on page 127 for a description of the symbols used in this table.
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Table 7 AIN Service Enablers IBN line trigger support (Part 2 of 2)

Type LCC Trigger (See the notes at the end of this table.)
OCPB ONOA E_TAT | S_TAT | E_TBSY | S_TBSY | E_TNOA | S_TNOA

IBN S S S S S S S S
M5009 S S S S S S S S
M5112 S S S S S S S S
M5209 S S S S S S S S

Basic
M5212 S S S S S S S S
M5216 N/A N/A S S S S S S
M5312 S S S S S S S S
M5316 N/A N/A S S S S S S
PSET S S S S S S S S
DATA S S S S S S S S
PDATA S S S S S S S S
VLN N/S N/S S N/A S N/A S N/A
(for RCF)

Other ISDNKSET-M | S S s s S S S S
FT
ISDNKSET-B S S S S S S S S
RI (note 3)
AC N/S N/S P N/S N/S N/S N/S N/S

(note 1)

Note 1: In this document, attendant console (AC) refers to the Nortel Networks Meridian digital centrex (MDC)
on an Attendant Console. AC support for triggers SDS, N11, and Encounter TAT, supports an STR response
of play announcement with internal resources only. All other STR requests are sent to AIN final (AINF)

treatment. Mini Consoles are not supported.

Note 2: Office-based subscription only. Individual subscription and group subscription are not supported.
Note 3: Subscription to BRI LTID is equivalent to BRI TSP identified by Telcordia.
Note 4: See Table 1 on page 127 for a description of the symbols used in this table.
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Table 8 AIN Service Enablers DN trigger support (Part 1 of 2)

Agent Trigger (See the notes at the end of this table.)

Type Class OHI OHD PFC CDP SDS N11 AFR
DISA IBN N/S S N/S N/S N/S N/S S
AIN IBN N/A N/A N/A N/A N/A N/A N/A
VDN NONIBN N/A N/A N/A N/A N/A N/A N/A

Note: See Table 1 on page 127 for a description of the symbols used in this table.
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Table 9 AIN Service Enablers DN trigger support (Part 2 of 2)

Agent Trigger (See the notes at the end of this table.)
Type Class OCPB ONOA E_TAT S_TAT E_TBSY | S_TBSY | E_TNOA | S_TNOA
DISA IBN N/A N/A N/S N/S S N/S S N/S
AIN IBN N/A N/A N/A S N/A N/S N/A N/S
VDN
NONIBN N/A N/A N/A S N/A N/S N/A N/S
Note: See Table 1 on page 127 for a description of the symbols used in this table.
Table 10 AIN Service Enablers trunk trigger support (Part 1 of 2)
Agent TGT Trigger (See the notes at the end of this table.)
OHD | SIT [ CS_ | CDP | SDS | SC | OPP | INT | OS N11 | AFR | ETKT | STKT
PRI ERM ERM
Integrated | IBNT1 | S N/A | NA | S S N/S | N/A N/S | NS | S S S N/S
Business
Network
(MF)
Integrated | IBNT1 | S N/A | NJA | S S S N/A S S S S S N/S
Business
Network
(ISUP)
Integrated | IBNT2 | S N/A | NJA | S S N/S | N/A N/S | N[S | S S S S
Business
Network
(MF)
Integrated | IBNT2 | S N/A | NA | S S S N/A S S S S S S
Business
Network
(ISUP)
Primary PRA S N/A | S S S S S S S S S S S
rate
interface
Primary IBNT2 | S N/A | S S S S S S S S S S S
rate
interface
Inter toll IT N/A P N/A | N/S S N/S | N/S N/S | N[S | S S S S
(MF)
BICC DPT | IT N/A P N/A | N/A S S N/S S S S S N/S N/S
Inter toll IT N/A P N/A | N/S S S N/A S S S S S S
(ISUP)
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Table 10 AIN Service Enablers trunk trigger support (Part 1 of 2) (Continued)
Agent TGT Trigger (See the notes at the end of this table.)
OHD | SIT [ CS_ | CDP | SDS | SC | OPP | INT | OS N11 | AFR | ETKT | STKT
PRI ERM ERM
Incoming T N/A N/A | NNA | NA | S N/S | N/S N/S | NS | S S S N/S
end office
(MF)
Incoming TI N/A N/A | NA | P S S N/A S S S S S N/S
end office (not
(ISUP) e 6)
Two-way T2 N/A N/A | NNA | NJA | S N/S | N/S N/S | N[S | S S S S
end office
(MF)
Two-way T2 N/A N/A | NA | P S S N/A S S S S S S
end office (not
(ISUP) e 6)
Accessto | ATC N/A N/A | NNA | NA | S N/S | N/S N/S | N[S | S S S S
carrier
(MF)
Accessto | ATC N/A N/A | NNA | NA | S S N/A S S S S S S
carrier
(ISUP)
PBX/DID P2 N/A N/A | NNA | NA | S S S S S S P S S
(note
7)
PBX/DID PX N/A N/A | NNA | NJA | S S S S S S P S S
(note
7)
Super SC N/A N/S | NNA | NJA | S N/A | N/A N/A | NNA | S N/S S N/S
CAMA (note
1)
Outgoing ocC N/A N/S | NNA | NJA | S N/A | N/A N/A | NNA | S PL S N/S
CAMA (note
2)
Cellular CELL | S N/S | NA | NJA | S N/S | N/S N/S | NS | P P S S
2A (MF) (note
4)
(note
7)
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Table 10 AIN Service Enablers trunk trigger support (Part 1 of 2) (Continued)

Agent TGT Trigger (See the notes at the end of this table.)
OHD | SIT [ CS_ | CDP | SDS | SC | OPP | INT | OS N11 | AFR | ETKT | STKT
PRI ERM ERM

Cellular ISUP S N/S | N/A | N/A S S N/A S S P P uu uu
2A (ISUP) | IT (note

(CELL 4)

2A (note

option 7)

)
Cellular PX N/A N/S | N/A | N/A S N/S | N/S N/S | N[S | S P uu uu
1/2B (MF) | (LOC (note

ALCM 4)

c=Y) (note

7)

Cellular ISUP S N/S | N/A | N/A S S N/A S S P P uu uu
1/2B IT (note
(ISUP) (CELL 4)

2B (note

option 7)

)
Virtual VAPN | S N/A | NA | P S S S S S NS | P S N/S
access to (not (note
private e b) 7)
network
Enhanced | E911 N/A N/A | N/A | N/A N/S N/S | N/S N/S | N/S N/S | N/S S N/S
911
Operator OoP N/A N/A | N/A | N/A S N/A | N/A N/A | NNA | S N/S S N/S

(note

2)
Operator ol N/A N/A | NNA | NJA | S S S S S S N/S S N/S
incoming (note

2)
TOPS TOPS | N/A N/A | N/A | N/A N/A N/A | N/A N/A | NJA | NJA | N/A N/S N/S
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Table 10 AIN Service Enablers trunk trigger support (Part 1 of 2) (Continued)

Agent TGT Trigger (See the notes at the end of this table.)

OHD | SIT | CS_ | CDP | SDS | SC | OPP | INT | OS N11 | AFR | ETKT | STKT
PRI ERM ERM

Note 1: When the call involves SuperCAMA LEAS and AIN, operating company personnel must
datafill the SuperCAMA trunk to carry equal access traffic. See document NTX710AA, LATA
Equal Access System, Digital Switching Systems DMS - 100 Family General Feature Description
for LEAS provisioning. When the SCP returns a Charge Number in its response after triggering,
then the Charge Number must also be in table TRKLATA. Furthermore, when the response is to
route the call directly to a DN, then operating company personnel must datafill table DNPIC or
DNLPIC depending on whether the call is INTER LATA or INTRA LATA. The switch does not
support N11 triggering for SuperCAMA trunks when it is a LEAS trunk.

Note 2: The switch blocks Operator Verification calls on Outgoing CAMA (OC), Operator (OP)
and Operator Incoming (Ol) trunks from triggering on any of the AIN triggers. In addition, the
switch also blocks Operator Number Identification (ONI) calls from triggering on any of the AIN
triggers. When an incoming OP, OC, or Ol call triggers N11, the switch supports all versions of
Analyze Route responses except the one that directs the call to route to an IXC.

Note 3: The switch supports returning a carrier in the Analyze Route response after triggering
at N11 for the type 2B MF CELL trunks only.

Note 4: Returning a carrier in the Analyze Route response after triggering at AFR is supported
for the type 2B MF CELL trunks only.

Note 5: CDP Access Code (AC) is supported, CDP Intercom/Extension (Ext) does not apply to
VAPN trunks, the switch does not support CDP Feature Access Code (FAC).

Note 6: An ISUP TI/T2 trunk call with an MBG parameter can encounter a CDP trigger.

Note 7: Office-based subscription only. The switch does not support Individual subscription and
group based subscriptions.

Note 8: See Table 1 on page 127 for a description of the symbols used in this table.

Table 11 AIN Service Enablers trunk trigger support (Part 2 of 2)

Agent TGT Trigger (See the notes at the end of this table.)
OoCPB ONOA E_TAT E_TBSY | S_TBSY | E_TNOA | S_TNOA

Integrated IBNTI N/S N/S S S N/S S N/S
Business

Network

Integrated IBNT2 N/S N/S S S N/S S N/S
Business

Network

Primary rate | PRI S S S S N/S S N/S
interface

BICC DPT IT N/S N/S S S N/S S N/S
Inter toll IT N/S N/S S S N/S S N/S
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Table 11 AIN Service Enablers trunk trigger support (Part 2 of 2) (Continued)

Agent TGT Trigger (See the notes at the end of this table.)
OCPB ONOA E_TAT E_TBSY | S_TBSY | E TNOA | S_TNOA

Incoming TI N/S N/S S S N/S S N/S
end office
Two-way T2 N/S N/S S S N/S S N/S
end office
Access to ATC N/S N/S S S N/S S N/S
carrier
PBX/DID P2 S S S S N/S S N/S
PBX/DID PX S S S S N/S S N/S
Super SC N/S N/S S S N/S S N/S
CAMA (note 1)
Outgoing ocC N/S N/S S S N/S S N/S
CAMA (note 2)
Cellular 2A CELL N/S N/S S S N/S S N/S
(MF)
Cellular 2A ISUPIT N/S N/S S S N/S S N/S
(ISUP) (CELL 2A

option)
Cellular1/2B | PX N/S N/S S S N/S S N/S
(MF) (LOCALC

MC =Y)
Cellular1/2B | ISUP IT N/S N/S S S N/S S N/S
(ISUP) (CELL 2B

option)
Virtual VAPN N/S N/S S S N/S S N/S
access to
private
network
Enhanced E911 N/S N/S S S N/S S N/S
911
Operator OP N/S N/S S S N/S S N/S

(note 2)
Operator Ol N/S N/S S S N/S S N/S
incoming (note 2)
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Table 11 AIN Service Enablers trunk trigger support (Part 2 of 2) (Continued)

Agent TGT Trigger (See the notes at the end of this table.)

OCPB | ONOA | E_TAT | E_TBSY | S_TBSY | E.TNOA | S_TNOA

Note 1: When the call involves superCAMA LEAS and AIN, operating company personnel must datafill
the superCAMA trunk to carry equal access traffic. When the SCP returns a charge number in it's
response after triggering, the charge number must also be in table TRKLATA. Furthermore, when the
response is to route the call directly to a DN, then operating company personnel must datafill table
DNPIC or DNLPIC depending on whether the call is INTER LATA or INTRA LATA. The switch does not
support N11 triggering for superCAMA trunks when it is a LEAS trunk.

Note 2: The switch blocks operator verification calls on outgoing CAMA (OC), operator (OP) and
operator incoming (Ol) trunks from triggering on any of the AIN triggers. In addition, the switch also
blocks operator number identification (ONI) calls from triggering on any of the AIN triggers. When an
incoming OP, OC, or Ol call triggers N11, the switch supports all versions of Analyze_Route responses
except the one that directs the call to route to an IXC.

Note 3: The switch supports returning a carrier in the Analyze Route response after triggering at N11
for the type 2B MF CELL trunks only.

Note 4: Returning a carrier in the Analyze Route response after triggering at AFR is supported for the
type 2B MF CELL trunks only.

Note 5: CDP access code (AC) is supported, CDP intercom/extension (Ext) does not apply to VAPN
trunks, the switch does not support CDP feature access code (FAC).

Note 6: An ISUP IT/TI/T2 trunk call with an MBG parameter can encounter a CDP trigger.

Note 7: Office-based subscription only. The switch does not support Individual subscription and group
based subscriptions.

Note 8: See Table 1 on page 127 for a description of the symbols used in this table.

Note: Northern Telecom North America primary rate interface (NTNA
PRI) North America PRI variants U449PRI and U459PRI are the only PRI
variants that are supported. All other PRI variants are not supported.

The national ISDN-2 primary rate interface (NI-2 PRI) is a variant of the
currently supported PRI agent. The AIN restrictions that apply to the NTNA
PRI variant also apply to the NI-2 PRI variant and to U449PRI/U459PRI.

Note: Though originating agents are supported, the detection of events
depends on the outgoing agents. For interswitch calls, the terminating
agents must be ISUP or PRI for the T No Answer event, as specified in
GR-1298.

The NI-2 PRI agent is supported by the following triggers:

* Off-Hook Delay

* Customized Dialing Plan

* Specified Carrier
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* One Plus_Prefix

* International

* Operator_Services

* Specific_Digit String

* Automatic_Flexible Routing

* Termination Attempt (while encountering)

4.1 Agent support for triggers O_Called_Party_Busy and
O_NoAnswer
The O _Called Party Busy trigger supports:

» only terminating ISUP and PRI trunks (see Table 12)

+ all terminating lines

Table 12 Terminating trunk agents supported by the O_Called_Party_Busy

trigger
Signaling Trunk Types
ISDN PRI
SS7 IT, ATC, TO, T2, IBNTO, IBNT2

The O_NoAnswer trigger supports:

* only terminating ISUP trunks, terminating PRI trunks and some
terminating PTS trunks (see Table 13)

 all terminating lines

Table 13 Terminating trunk agents supported by the O_NoAnswer trigger

Signaling Trunk Types

ISDN PRI

SS87 IT, ATC, TO, T2, IBNTO, IBNT2

PTS CELL, T2, IT, PX, SC, ATC, IBNTO, IBNT2

Note: When calls originate through public trunk subscription, then it is
possible to have duplicate subscription to the O Called Party Busy and the
O_NoAnswer triggers.

SS7 public trunks as originators are not supported for the
O Called Party Busy and O NoAnswer triggers. However, the originating
call can access these triggers though line subscription.
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The O Called Party Busy and the O NoAnswer triggers support PRI and
PBX-MF originating trunks subscription because these are private trunks.
Trigger duplicate subscription cannot occur for PRI and PBX-MF trunks
because the current implementation of the O Called Party Busy and

O NoAnswer triggers does not allow the originator (at a PBX switch) to
subscribe to these triggers through a line subscription.

4.2 Agent support for trigger Specific_Feature_Code

The Specific_Feature Code trigger supports RES and ISDN BRI agents.

Although the SFC trigger does not support POTS lines, the following tools
provide the ability to convert POTS lines to RES lines:

* ADO or NEW commands through SERVORD, which automatically covert
POTS lines to RES lines when assigning the AIN option

* the MAKRES tool of MAPCI

The RES SO SIMPLIFICATION office parameter enforces the ability to
convert POTS lines to RES lines. This parameter must be active to enable
automatic POTS to RES line conversion through the SERVORD tool.

Although the SFC trigger does not support POTS 1FR lines, the ability to
assign a specific AIN-group to a 1FR line is still allowed. Assignment of the
AIN group is independent of the specific trigger that the call may detect in
call-processing. So, when a 1FR POTS line with an individually assigned AIN
group finds trigger SFC, then runtime subscription checking bypasses the
trigger.

4.3 Agent Support for trigger Office Public Feature Code

OFCPFC is subscribed on an office-wide basis. All agents belonging to the
office subscribed to the OFCPFC trigger may also subscribe to the OFCPFC
trigger. Although the OFCPFC trigger is subscribed on an office wide basis,
not all agents belonging to the office will encounter the trigger. Only RES and
ISDN BRI agents belonging to a RES group encounter trigger OFCPFC.
Trigger OFCPFC is not supported by trunks.

4.3.1 Line Agents Support for trigger OFCPFC

Table 14 Supported Line Agents for trigger OFCPFC

Agent Type Line Class Code Encounter OFCPFC Subscribe OFCPFC
Trigger Trigger
POTS - Basic 1FR NS S
1MR NS S
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Table 14 Supported Line Agents for trigger OFCPFC

Agent Type Line Class Code Encounter OFCPFC Subscribe OFCPFC
Trigger Trigger
POTS - PBX PBX NS S
PBM NS S
POTS - Coin CCF NS S
CDF NS S
CFD NS S
CSP NS S
ZMD NS S
ZMZPA NS S
POTS - WATS 2WwW NS S
EOW NS S
ETW NS S
INW NS S
OWT NS S
POTS - Party 2FR NS S
4FR NS S
8FR NS S
10FR NS S
RES - Basic 1FR S S
1MR S S
RES - Coin CCF S S
CDF S S
CFD S S
CSP S S
ZMD S S
ZMZPA S S
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Table 14 Supported Line Agents for trigger OFCPFC

Agent Type Line Class Code Encounter OFCPFC Subscribe OFCPFC
Trigger Trigger
RES - WATS 2WW S S
EOW S S
ETW S S
INW S S
OWT S S
IBN - Basic IBN NS S
M5009 NS S
M5112 NS S
M5209 NS S
M5212 NS S
PSET NS S
IBN - Other DATA NS S
PDATA NS S
VLN (for RCF) NS S
ISDNKSET - MFT NS S
ISDNKSET - BRI- NS S
NI1/NI2 SET
AC (MDC) NS S
IBN - DISA NS S
AIN VDN NS S
4.3.2 Trunk Agents Support trigger OFCPFC
Table 15 Supported Trunk Agents for O_Disconnect event
Agent Type Trunk Group Type Encounter Subscribe
OFCPFC Trigger | OFCPFC Trigger
Integrated Business | IBNT1 NS NS
network IBNT2 NS NS
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Table 15 Supported Trunk Agents for O_Disconnect event

Agent Type Trunk Group Type Encounter Subscribe
OFCPFC Trigger | OFCPFC Trigger
Primary Rate PRI NS NS
Interface
Inter Toll IT NS NS
Incoming End Office | TI NS NS
Two-way End Office | T2 NS NS
Access to Carrier ATC NS NS
PBX/DID P2 NS NS
PX NS NS
Super CAMA SC NS NS
Outgoing CAMA oC NS NS
Cellular 2A (MF) CELL NS NS
Cellular 2A (ISUP) IUSP IT (CELL 2A Option) NS NS
Cellular 1/2B (MF) PX (LOCAL CMC =Y) NS NS
Cellular 1/2B (ISUP) | ISUP IT (CELL 2B Option) NS NS
Virtual Access to VAPN NS NS
Private Network
Enhanced 911 E911 NS NS
Operator OP NS NS
Operator Incoming Ol NS NS

4.4 Trunk agent support for Prefix triggers - Specified_Carrier,

One_Plus_Prefix, International, and Operator_Services

Call processing can detect prefix triggers Specified Carrier, One Plus Prefix,
International, and Operator_Services on incoming ISUP, NTNA/NI, and
4ESS/SESS PRI trunks only.

Trunks ISUP, NTNA/NI PRI, and 4UESS/5UESS PRI provide the messaging
parameters that allows the detection of the Prefix triggers.
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The following ISUP parameters allow call processing to detect triggers
Specified Carrier, International, and Operator Services:

» Carrier Selection Information parameter (to detect the Specified Carrier
trigger)

* Nature of Address field of Called Party Number parameter (to detect the
International and Operator Services trigger)

The following PRI SETUP message parameters allow call processing to detect
triggers Specified Carrier, One Plus Prefix, International and
Operator_Services:

 transit network selector (to detect trigger Specified Carrier)
+ CDN
* type of number and numbering plan (to detect trigger International)

» operator system access information element (to detect trigger
Operator_Services)

Call processing cannot detect the Specified Carrier, One Plus_Prefix,
International and Operator_Services triggers originating on E911 trunks. Call
processing cannot detect the One Plus_Prefix triggers originating on ISUP
trunks.

4.5 Agent support for toll-free service

AIN Service Enablers’ toll free service supports the same agents as does the
AIN Service Enablers’ SDS trigger. The agents supported are similar to those
supported by TR-533 E800. Specifically, AIN Service Enablers’ toll-free
service does not support the 8FR/10FR lines and TOPS trunks are supported
through looparound trunks.

Although they are supported by AIN, WATS lines and CCF coin lines are not
supported by Service Enablers’ toll free service.

4.6 Agent support for trigger PRIB
All North American PRI variants support trigger PRIB.

4.7 Agent support for OTS

The screening mechanism introduced by the O_CBP and O_ONoA trigger
screening (OTS) feature is supported on the same agents as those supported by
O _CPB and O NoA triggers. Assigning trigger items on a customer group
basis is supported for both lines and trunks. However, trunks that have access
to O_CPB and O_NoA triggers through a customer group will not query the
SCP when O_CPB and O_NoA triggers are hit. Trunks will only query the
SCP when they have subscribed themselves to O_CPB and O_NoA triggers.
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4.8 Agent support for Create_Call

The calling number in a Create Call message must be a local line agent. Only
line agents supported by AIN can be the originator. The following agents

cannot be Create Call originators:

The following tables list the supported line agents for AIN. The information
contained in these tables includes the level of support for each agent to be the

ISDN BRI

coin lines

attendant consoles

virtual agents

party lines

Note 1: Hunt group members are supported, but no hunting is performed.

Note 2: ADSI terminals are supported as analog agents. ADSI service is not

provided.

calling party for Create Call.

Table 16 POTS support

Type Line Class Code Create_Call
Basic 1FR S
1MR S
PBX PBX S
PBM S
Coin CCF N/S
CDF N/S
CFD N/S
CSP N/S
ZMD N/S
ZMZPA N/S
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Table 16 POTS support (Continued)

Type Line Class Code Create_Call
WATS 2WW S

EOW S

ETW S

INW S

OWT S
Party 2FR N/S

4FR N/S

8FR N/S

10FR N/S
sze 1: See Table 1 on page 127 for a description of the symbols used in this
table.

Table 17 RES support

Type Line Class Code Create_Call
Basic 1FR S
1MR S
Coin CCF N/S
CDF N/S
CFD N/S
CsP N/S
ZMD N/S
ZMZPA N/S
WATS 2WW S
EOW S
ETW S
INW S
OWT S
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Table 17 RES support (Continued)

Type Line Class Code Create_Call
Note: See Table 1 on page 127 for a description of the symbols used in this
table.
Table 18 IBN line support
Type Line Class Code Create_Call
Basic IBN S
M5009 S
M5112 S
M5208 S
M5209 S
M5212 S
M5312 S
PSET S
Other DATA N/S
DISA N/S
PDATA N/S
VLN (for RCF) N/S
ISDNKSET-MFT S
ISDNKSET-BRI N/S
AC N/S
Nglte: See Table 1 on page 127 for a description of the symbols used in this
table.

Table 19 DN Line support

Type Class Create_Call

DISA IBN N/S

AIN VDN IBN N/S
NONIBN N/S
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Table 19 DN Line support (Continued)

Type

Class

Create_Call

table.

Note: See Table 1 on page 127 for a description of the symbols used in this

4.9 Agent support for trigger Term_Resource_Available

Trigger Term_Resource Available (TRA) is subscribed on a DN basis. Trigger
TRA is not applicable on an office wide nor a customer group basis. Trigger
TRA cannot be subscribed on trunks.

The following table lists the supported line agents for trigger TRA.

Table 20 Supported Line Agents for trigger TRA

Agent Type Line Class Code Encounter TRA Subscribe TRA
Trigger Trigger
POTS - Basic 1FR S S
1MR S S
POTS - PBX PBX S S
PBM S S
POTS - Coin CCF S N/A
CDF S N/A
CFD S N/A
CSP S N/A
ZMD S N/A
ZMZPA S N/A
POTS - WATS 2WW S N/A
EOW S N/A
ETW S N/A
INW S N/A
OWT S N/A
POTS - Party 2FR S NS
4FR S NS
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Table 20 Supported Line Agents for trigger TRA

Agent Type Line Class Code Encounter TRA Subscribe TRA
Trigger Trigger

8FR S NS

10FR

Z
w

RES - Basic 1FR

1MR

RES - Coin CCF

CDF

CFD

CSP

ZMD

ZMZPA

RES - WATS 2WwW

EOW

ETW

INW

OWT

IBN - Basic IBN

M5009

M5112

M5209

M5212

PSET

IBN - Other DATA

nw|l vl ol O o v O vl N Vv v R nu R nulnl NV v v v n

PDATA

VLN (for RCF) N/A

n|l ol vl Ko O 0o 0 N N N R v N Vv v nu v nln nw

ISDNKSET - MFT
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Table 20 Supported Line Agents for trigger TRA

Agent Type Line Class Code Encounter TRA Subscribe TRA
Trigger Trigger
ISDNKSET - BRI- S S
NI1/NI2 SET
AC (MDC) NS NS
IBN - DISA S NS
AIN VDN N/A NS

The following tables list the supported trunk agents for trigger TRA.
Table 21 Supported Trunk Agents for Trigger TRA

Agent Type Trunk Group Type Encounter TRA Subscribe TRA
Trigger Trigger
Integrated Business | IBNT1 S NS
network IBNT2 S NS
Primary Rate PRI S NS
Interface
Inter Toll IT S NS
Incoming End Office | TI S NS
Two-way End Office | T2 S NS
Access to Carrier ATC S NS
PBX/DID P2 S NS
PX S NS
Super CAMA SC S NS
Outgoing CAMA ocC S NS
Cellular 2A (MF) CELL S NS
Cellular 2A (ISUP) IUSP IT (CELL 2A Option) S NS
Cellular 1/2B (MF) PX (LOCAL CMC =Y) S NS
Cellular 1/2B (ISUP) | ISUP IT (CELL 2B Option) S NS
Virtual Access to VAPN S NS
Private Network
Enhanced 911 E911 NS
Operator OP NS
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Table 21 Supported Trunk Agents for Trigger TRA

Agent Type Trunk Group Type Encounter TRA Subscribe TRA
Trigger Trigger
Operator Incoming (0] S NS

4.10 Agent support for CarrierUsage

Agent support for parameter CarrierUsage is based on the following criteria:

AIN supports the agents.

The PIC/LPIC feature supports the agents. This support is required so that
agent’s PIC and LPIC can trigger and can be used for routing (when
required) when parameter CarrierUsage is received in an SCP message.
Because trunks can be triggering agents, only those trunks that can have a
PIC assigned to them are supported. When the call originates on a trunk,
CarrierUsage functionality can use the PIC assigned to it (when required)
to route the call. Table TRKGRP provides PIC information. Trunks such
as PX and P2 trunks can have an Equal Access option assigned to them
using the specified PIC. For PRI trunks, table LTCALLS has an option that
specifies the PIC for the trunk.

Because the PIC/LPIC option can also be assigned to a customer group, all
customer groups that can have PIC/LPIC assignment are supported.

Because the PIC/LPIC option can be assigned to the customer group of the
trunk, IBNT1 and IBNT2 trunks are supported.

When unsupported agents of parameter CarrierUsage encounter a PODP
trigger with option PODPATRR/LARP assigned, CarrierUsage
functionality applies to those agents that are supported by
PODPATTR/LARP. Agents supported by the trigger SDS are supported by
PODPATTR/LARP.

Note 1: The DMS switch does not support the routing of equal access
calls over private trunks after receiving a message containing parameter
CarrierUsage.

Note 2: For agents who subscribed to option PIC with value CHOICE
set to N (No), when the carrier is selected using the CarrierUsage
algorithm, the call routes to DACD treatment. Even though carriers
were considered preferred carriers, the SCP provided carriers using the
CarrierUsage algorithm that overrode the originator’s switch based
attributes.

Note 3: Option LCHOICE of the subscriber is verified only when soc
EQAO00015 is ON. For routing intralata calls a check occurs for option
CHOICE.
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4.11 Agent support for resource monitoring

The following sections describe agent support for resource monitoring for
lines and hunt groups.

4.11.1 Resource monitoring for lines
Table 22 lists supported agents for resource monitoring for lines.

Table 22 Supported agents for resource monitoring for lines

Agent Type Line class code
POTS BASIC 1FR, 1IMR
COIN CCF, CDF, CFD, CSP, ZMD, ZMZPA
RES BASIC 1FR, 1IMR
COIN CCF, CDF, CFD, CSP, ZMD, ZMZPA
WATS 2WW, EOW, ETW, INW, OWT
IBN BASIC IBN, M5009, M5112, M5209, M5212, M5312, PSET
ISDN BRI BRAMFT, ISDNKSET
BRAFS (NI1)
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4.11.2 Resource monitoring for hunt groups
Table 23 lists supported agents for resource monitoring for hunt groups.

Table 23 Supported agents for resource monitoring for hunt groups

Agent
Class Type Line class code Monitor_for_Change (MLH Hunt groups)
BASIC 1FR S
1MR S
PBX PBX N/S
PBM N/S
CCF N/S
CDF N/S
COIN CFD N/S
CSP N/S
ZMD N/S
POTS ZMZPA N/S
2WW S
EOW S
WATS ETW S
INW S
OWT S
2FR N/S
PARTY 4FR N/S
8FR N/S
10FR N/S
Note: See Table 1 on page 127 for a description of the symbols used in this table.
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Table 23 Supported agents for resource monitoring for hunt groups (Continued)

Agent
Class Type Line class code Monitor_for_Change (MLH Hunt groups)
BASIC 1FR S
1MR S
CCF N/S
CDF N/S
COIN CFD N/S
CSP N/S
RES ZMD N/S
ZMZPA N/S
2WW S
EOW S
WATS ETW S
INW S
OWT S
Note: See Table 1 on page 127 for a description of the symbols used in this table.
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Table 23 Supported agents for resource monitoring for hunt groups (Continued)

Agent

Class

Type

Line class code

Monitor_for_Change (MLH Hunt groups)

IBN

BASIC

IBN

M5008

M5009

M5112

M5209

M5212

M5216

M5312

M5316

PSET

Display_PPhone

NI Ol ol o nolnn

OTHER

DATA

N/S

PDATA

N/S

VLN (for RCF)

N/A

ISDNKSET-MFT

N/S

ISDNKSET-BRI

S

AC

N/S

Note: See Table 1 on page 127 for a description of the symbols used in this table.
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4.12 Agent support for TKTERM trigger
Table 25 lists agent support for trunk group trigger functionality.

Table 24 Agent support for TKTERM trigger

Agent type Trunk Group Type | Encounter Trunk Subscribe
Group trigger TKTERM Trigger
Integrated Business Network IBNTO S S
Integrated Business Network IBNT2 S S
Integrated Business Network (see IBNTI S N/S
Note 2)
Primary Rate Interface PRI S S
InterToll IT S S
Outgoing End Office TO S S
Two-Way End Office T2 S S
Incoming End Office (see Note 2) TI S N/S
Access To Carrier ATC S S
PBX/DID P2 S S
PBX/DID PX S S
SuperCAMA SC S NS
OutgoingCAMA oC S NS
Cellular 2A(MF) CELL S S
Cellular 2A(ISUP) ISUP IT CELL 2A uu uu
option
Cellular 1/2B(MF) PX (LOCALCMC = | UU uu
Y)
Cellular 1/2B(ISUP) ISUP IT (CELL 2B uu uu
Option)

Note 1: These trunks are not supported for any AIN.

Note 2: All Emergency / Operator will not be able to subscribe to the Trunk Group Trigger, since these are
used for Emergency Services. Trunk Group Trigger is defined for the terminating Call Model, therefore can
exist only on the Outgoing Trunks. All trunk groups not listed are untested/unsupported.

Note 3: Currently DPT and SIPT trunks are not tested.
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Table 24 Agent support for TKTERM trigger

Agent type

Trunk Group Type

Encounter Trunk

Subscribe

Group trigger TKTERM Trigger

Virtual Access to Private Network (see | VAPN S NS
Note 1)

Enhanced 911 (see Note 2) E911 S NS
Operator (see Note 2) OP S NS
Operator Incoming (see Note 2) ol S NS
ISUP+(DPT) DPT uu uu
ISUP+(SIPT) SIPT uu uu

Note 1: These trunks are not supported for any AIN.

Note 2: All Emergency / Operator will not be able to subscribe to the Trunk Group Trigger, since these are
used for Emergency Services. Trunk Group Trigger is defined for the terminating Call Model, therefore can
exist only on the Outgoing Trunks. All trunk groups not listed are untested/unsupported.

Note 3: Currently DPT and SIPT trunks are not tested.
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4.13 Agent support for Update message waiting indicator

Table 25 lists agent support for Update message waiting indicator (MWI)
functionality.

Table 25 Agent support for Update MWI

Agent
Class Type Line class code Update
BASIC 1FR S
1MR S
PBX PBX N/S
PBM N/S
CCF N/S
CDF N/S
COIN CFD N/S
CSP N/S
ZMD N/S
POTS ZMZPA N/S
2WwW N/S
EOW N/S
WATS ETW N/S
INW N/S
OWT N/S
2FR N/S
PARTY 4FR N/S
8FR N/S
10FR N/S
Note: See Table 1 on page 127 for a description of the symbols used in this table.
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Table 25 Agent support for Update MWI

Agent
Class Type Line class code Update
BASIC 1FR S
1MR S
CCF N/S
CDF N/S
COIN CFD N/S
CSP N/S
RES ZMD N/S
ZMZPA N/S
2WW N/S
EOW N/S
WATS ETW N/S
INW N/S
OWT N/S
IBN S
M5009 S
M5112 S
BASIC M5209 S
M5212 S
M5312 S
IBN PSET S
DATA N/S
PDATA N/S
OTHER VLN (for RCF) N/S
ISDNKSET-MFT S
ISDNKSET-BRI S
AC N/S

Note: See Table 1 on page 127 for a description of the symbols used in this table.
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4.14 Agent Support for O_Disconnect and O_Disconnect_Called
Events

Table 26 Legend for agent support

Definition Meaning

Arm O_Disconnect O_Disconnect event can be armed when the
Event specified agent is the triggering agent.

Detect O_Disconnect O_Disconnect event can be detected when the
Event specified originating agent disconnects from an

active call in which O_Disconnect event is armed.

Arm O_Disconnect_Called event can be armed when the
O_Disconnect_Called specified agent is the triggering agent.

Event

Detect O_Disconnect O_Disconnect_Called event can be detected when
Event the specified agent disconnects from an active callin

which O_Disconnect_Called event is armed.

» For supported Line Agents for O Disconnect refer to 4.14.1

» For supported Trunk Agents for O Disconnect refer to 4.14.2

» For supported Line Agents for O Disconnect Called refer to 4.14.3

* For supported Trunk Agents for O_Disconnect Called refer to 4.14.4

4.14.1 Line Agents Support for O_Disconnect event

Table 27 Supported Line Agents for O-Disconnect event

Agent Type Line Class Code Arm O_Disconnect Detect O_Disconnect
event event
POTS - Basic 1FR S S
1MR S S
POTS - PBX PBX S S
PBM S S
POTS - Coin CCF S S
CDF S S
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Table 27 Supported Line Agents for O-Disconnect event

Agent Type Line Class Code Arm O_Disconnect Detect O_Disconnect
event event
CFD S S
CSP S S
ZMD S S
ZMZPA S S
POTS - WATS 2WW NS NS
EOW NS NS
ETW NS NS
INW NS NS
OWT NS NS
POTS - Party 2FR S S
4FR S S
8FR NS NS
10FR NS NS
RES - Basic 1FR S S
1MR S S
RES - Coin CCF S S
CDF S S
CFD S S
CSP S S
ZMD S S
ZMZPA S S
RES - WATS 2WW S S
EOW S S
ETW S S
INW S S
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Table 27 Supported Line Agents for O-Disconnect event

Agent Type Line Class Code Arm O_Disconnect Detect O_Disconnect
event event

OWT S S

IBN - Basic IBN S S
M5009 S S
M5112 S S
M5209 S S
M5212 S S
PSET S S

IBN - Other DATA S S
PDATA S S
VLN (for RCF) NS NS
ISDNKSET - MFT S S
ISDNKSET - BRI- S S
NI1/NI2 SET
AC (MDC) NS NS

IBN - DISA NS NS

AIN VDN NS NS

4.14.2 Trunk Agents Support for O_Disconnect event

Table 28 Supported Trunk Agents for O_Disconnect event

Agent Type Trunk Group Type Arm Detect
O_Disconnect O_Disconnect
event event

Integrated Business | IBNT1 S S

network

IBNT2 S S

Primary Rate PRI S S

Interface

Inter Toll IT S

Incoming End Office | Tl S
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Table 28 Supported

Trunk Agents for O_Disconnect event

Agent Type Trunk Group Type Arm Detect
O_Disconnect O_Disconnect
event event

Two-way End Office | T2 S S

Access to Carrier ATC S S

PBX/DID P2 S S

PX S S

Super CAMA SC NS NS

Outgoing CAMA oC NS NS

Cellular 2A (MF) CELL S S

Cellular 2A (ISUP) IUSP IT (CELL 2A Option) S S

Cellular 1/2B (MF) PX (LOCAL CMC =Y) S S

Cellular 1/2B (ISUP) | ISUP IT (CELL 2B Option) S S

Virtual Access to VAPN S S

Private Network

Enhanced 911 E911 NS NS

Operator OP NS NS

Operator Incoming Ol NS NS

4.14.3 Line Agents Support for O_Disconnect_Called event

Table 29 Supported Line

Agents for O-Disconnect_Called event

Agent Type Line Class Code | Arm Detect
O_Disconnect_Called | O_Disconnect_Called
event event

POTS - Basic 1FR S S

1MR S S

POTS - PBX PBX S S

PBM S S
POTS - Coin CCF S S
CDF S S
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Table 29 Supported Line Agents for O-Disconnect_Called event

Agent Type Line Class Code | Arm Detect
O_Disconnect_Called | O_Disconnect_Called
event event

CFD S S
CSP S S
ZMD S S
ZMZPA S S
POTS - WATS 2WW NS NS
EOW NS NS
ETW NS NS
INW NS NS
OWT NS NS
POTS - Party 2FR S S
4FR S S
8FR NS NS
10FR NS NS

RES - Basic 1FR S S

1MR S S

RES - Coin CCF S S

CDF S S
CFD S S
CSP S S
ZMD S S
ZMZPA S S
RES - WATS 2WW S S
EOW S S
ETW S S
INW S S
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Table 29 Supported Line Agents for O-Disconnect_Called event

Agent Type Line Class Code | Arm Detect
O_Disconnect_Called | O_Disconnect_Called
event event

OWT S S

IBN - Basic IBN S S

M5009 S S
M5112 S S
M5209 S S
M5212 S S
PSET S S
IBN - Other DATA S S
PDATA S S
VLN (for RCF) NS NS
ISDNKSET - MFT | S S
ISDNKSET -BRI- | S S
NI1/NI2 SET
AC (MDC) NS NS
IBN - DISA S NS
AIN VDN S NS

4.14.4 Trunk Agents Support for O_Disconnect_Called event

Table 30 Supported Trunk Agents for O_Disconnect_Called event

Agent Type Trunk Group Arm Detect
Type O_Disconnect_Called | O_Disconnect_Called
event event
Integrated Business | IBNT1 S S
network
IBNT2 S S
Primary Rate PRI S S
Interface
Inter Toll IT S S
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Table 30 Supported Trunk Agents for O_Disconnect_Called event

Agent Type Trunk Group Arm Detect

Type O_Disconnect_Called | O_Disconnect_Called
event event

Incoming End Office | Tl S NS

Two-way End Office | T2 S

Access to Carrier ATC S

PBX/DID P2 S NS
PX S NS

Super CAMA SC NS NS

Outgoing CAMA ocC NS NS

Cellular 2A (MF) CELL S S

Cellular 2A (ISUP) IUSP IT S S
(CELL 2A Option)

Cellular 1/2B (MF) PX S NS
(LOCAL CMC =Y)

Cellular 1/2B (ISUP) | ISUP IT S S
(CELL 2B Option)

Virtual Access to VAPN S S

Private Network

Enhanced 911 E911 NS NS

Operator OoP NS NS

Operator Incoming Ol NS NS

4.15 Agent Support for Timeout Event

» For supported Line Agents for Timeout refer to 4.15.1

» For supported Trunk Agents for Timeout refer to 4.15.2

4.15.1 Line Agents Support for Timeout event

Table 31 Supported Line Agents for Timeout event

Agent Type

Line Class Code

Arm Timeout event

Detect Timeout event

POTS - Basic

1FR

S

S
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Table 31 Supported Line Agents for Timeout event

Agent Type

Line Class Code

Arm Timeout event

Detect Timeout event

1MR

POTS - PBX

PBX

PBM

POTS - Coin

CCF

CDF

CFD

CsP

ZMD

ZMZPA

|l vl |l vl Ol Ol no| 0o n

n|l v |l Ol Ol o n

POTS - WATS

2WwW

pd
w

Z
w0

EOW

pd
w

Z
w

ETW

pd
(0)]

Z
w

INW

pd
w

Z
w0

OWT

pd
w

Z
w

POTS - Party

2FR

4FR

8FR

10FR

pd
(0)]

Z
w

RES - Basic

1FR

1MR

RES - Coin

CCF

CDF

CFD

CSP

ZMD

ZMZPA

nw|l v vl nl v no| v n

nw|l v vl vl vl no| v n
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Table 31 Supported Line Agents for Timeout event

Agent Type

Line Class Code

Arm Timeout event

Detect Timeout event

RES - WATS

2WwW

EOW

ETW

INW

OWT

IBN - Basic

IBN

M5009

M5112

M5209

M5212

PSET

IBN - Other

DATA

PDATA

|l |l oo oo O n

n|l |l oo vl oo n0on

VLN (for RCF)

pd
w

Z
w

ISDNKSET - MFT

(0]

(@)]

ISDNKSET - BRI-
NI1/NI2 SET

AC (MDC)

NS

NS

IBN - DISA

S

AIN VDN

S

4.15.2 Trunk Agents Support for Timeout event

Table 32 Supported Trunk Agents for Timeout event

Agent Type Trunk Group Type Arm Timeout Detect Timeout
event event
Integrated Business | IBNT1 S S
network
IBNT2 S S
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Table 32 Supported Trunk Agents for Timeout event

Agent Type Trunk Group Type Arm Timeout Detect Timeout
event event
Primary Rate PRI S S
Interface
Inter Toll IT S S
Incoming End Office | TI S S
Two-way End Office | T2 S S
Access to Carrier ATC S S
PBX/DID P2 S S
PX S S
Super CAMA SC NS NS
Outgoing CAMA oC NS NS
Cellular 2A (MF) CELL S S
Cellular 2A (ISUP) IUSP IT (CELL 2A Option) S S
Cellular 1/2B (MF) PX (LOCAL CMC =Y) S S
Cellular 1/2B (ISUP) | ISUP IT (CELL 2B Option) S S
Virtual Access to VAPN S S
Private Network
Enhanced 911 E911 S S
Operator OP NS NS
Operator Incoming Ol NS NS

4.16 Agent Support for Carrier Support for Send To Resource, and
STR Response Translation Events

» For supported Line Agents refer to 4.16.1

* For supported Trunk Agents refer to 4.16.2
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4.16.1 Line Agents Support for STR Carrier and Translation events

Table 33 Supported Line Agents for STR Carrier and Translation events

Agent Type

Line Class Code

Arm Events

Detect Events

POTS - Basic

1FR

1MR

POTS - PBX

PBX

PBM

POTS - Coin

CCF

CDF

CFD

CSP

ZMD

ZMZPA

POTS - WATS

2WW

EOW

ETW

INW

OWT

POTS - Party

2FR

4FR

n|l ool ool O o oo 0N v n v n v nu

n|l vl oo vl O O v ol nu N n nun nl nu

8FR

pd
w

Z
w0

10FR

pd
(0)]

Z
(7))

RES - Basic

1FR

1MR

RES - Coin

CCF

CDF

CFD

|l | v Ol n

|l | | vl n

DMS-100 Family AIN SE Service Implementation Guide, Volume 1

of 3 SNO7 (DMS) and up



174 Agent support

Table 33 Supported Line Agents for STR Carrier and Translation events

Agent Type

Line Class Code

Arm Events

Detect Events

CsP

ZMD

ZMZPA

RES - WATS

2WwW

EOW

ETW

INW

OWT

IBN - Basic

IBN

M5009

M5112

M5209

M5212

PSET

IBN - Other

DATA

PDATA

(920 I ¥ B I > I I > ¢ B N @2 B @ B @ B I 7 I I > I I ¢ B B ¢ B I @ I I O I I O T I ¢

(@20 I ¥ T I 7 I I ¢ Y ¢ B ¢ B @ B @ I I 7 B I > I I ¢ I B > B I @ I I 0 I IR O R I ¢

VLN (for RCF)

pd
w

Z
w

ISDNKSET - MFT

(0]

(@)]

ISDNKSET - BRI-
NI1/NI2 SET

AC (MDC)

NS

NS

IBN - DISA

AIN VDN
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4.16.2 Trunk Agents Support for STR Carrier and Translation events

Table 34 Supported Trunk Agents for STR Carrier and Translation events

Agent Type Trunk Group Type Arm Events Detect Events
Integrated Business | IBNT1 S S
network IBNTZ S S
Primary Rate PRI S S
Interface
Inter Toll IT S S
Incoming End Office | Tl S S
Two-way End Office | T2 S S
Access to Carrier ATC S S
PBX/DID P2 S S
PX S S
Super CAMA SC S S
Outgoing CAMA ocC NS NS
Cellular 2A (MF) CELL NS NS
Cellular 2A (ISUP) IUSP IT (CELL 2A Option) S S
Cellular 1/2B (MF) PX (LOCAL CMC =Y) NS NS
Cellular 1/2B (ISUP) | ISUP IT (CELL 2B Option) S S
Virtual Access to VAPN NS NS
Private Network
Enhanced 911 E911 NS NS
Operator OP NS NS
Operator Incoming Ol NS NS

4.17 Agent Support for Connect To Resource message processing

The AIN/CPH controller is the agent that initiated the CPH call and has Legld
0. The controller is connected to the resource when the agent type is supported
and the CTR message has a LegID of 0 or none. When the LegID in CTR

message is 1 or 2, the resource is connected to that agent.

» For supported Line Agents refer to 4.17.1

* For supported Trunk Agents refer to 4.17.2
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4.17.1 Line Agents Support for CTR

Table 35 Supported Line Agents for CTR

Agent Type

Line Class Code

CPH Controller

POTS - Basic

1FR

1MR

POTS - PBX

PBX

PBM

POTS - Coin

CCF

CDF

CFD

CSP

ZMD

ZMZPA

n|l vl vl vl O o o v n

POTS - WATS

2WW

pd
w

EOW

pd
w

ETW

Z
(0)]

INW

pd
w

OWT

pd
w

POTS - Party

2FR

4FR

8FR

10FR

RES - Basic

1FR

1MR

RES - Coin

CCF

CDF

CFD
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Table 35 Supported Line Agents for CTR

Agent Type

Line Class Code

CPH Controller

CsP

ZMD

ZMZPA

RES - WATS

2WwW

EOW

ETW

INW

OWT

IBN - Basic

IBN

M5009

M5112

M5209

M5212

PSET

IBN - Other

DATA

PDATA

(920 I 7> T I > I I > N ¢ B N @2 B @ B > B I 7 I I > I I ¢ B V> B I @ I IR O I IR O TR I ¢

VLN (for RCF)

pd
(0]

ISDNKSET - MFT

(0]

ISDNKSET - BRI-
NI1/NI2 SET

AC (MDC)

NS

IBN - DISA

AIN VDN
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4.17.2 Trunk Agents Support for CTR

Table 36 Supported Trunk Agents for CTR

Agent Type Trunk Group Type CPH Controller
Integrated Business | IBNT1 S
network IBNT2 S
Primary Rate PRI S
Interface
Inter Toll IT S
Incoming End Office | TI S
Two-way End Office | T2 S
Access to Carrier ATC S
PBX/DID P2 S
PX S
Super CAMA SC NS
Outgoing CAMA ocC NS
Cellular 2A (MF) CELL S
Cellular 2A (ISUP) IUSP IT (CELL 2A Option) S
Cellular 1/2B (MF) PX (LOCAL CMC =Y) S
Cellular 1/2B (ISUP) | ISUP IT (CELL 2B Option) S
Virtual Access to VAPN S
Private Network
Enhanced 911 E911 S
Operator OP NS
Operator Incoming ol NS
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Part Il Functional description

Part II: “Functional description” consists of the following chapters:
Chapter 5:“Functional overview”

Chapter 6:“Generic SSP procedures”

Chapter 7:“Originating call model triggers”

Chapter 8:“Originating call model events”

Chapter 9:“Terminating call model triggers”

Chapter 10:“Terminating call model events”

Chapter 17:“Connect To Resource”

Chapter 11:“Participant interactions”

Chapter 12:“Generic SCP-SSP interactions for Send To Resource”
Chapter 13:“Generic SSP-IP interactions for Send To Resource”
Chapter 14:“STR processing with an SSP resource”

Chapter 15:“STR connection to a local IP”

Chapter 16:“STR connection to a remote [P”

Chapter 18:“Toll-free service”

Chapter 19:“Error handling”

Chapter 20:“Limitations”
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5 Functional overview

AIN Service Enablers provides the customer with the following functionality:

L]

functionality that is upwards compatible with AIN Essentials

support for next event lists (NELs) and events listed in Table 1 on page 118
and Table 2 on page 123

Multiple extended TCAP transactions in OCM functionality
support for the triggers listed in Table 3 on page 115

Carrier Usage parameter processing

digit string escape codes for triggers

Send To Resource (STR) processing using an external intelligent
peripheral (IP) — (local and remote)

toll-free service (TFS) using AIN Service Enablers (GR-2892)
network traffic management

support for the encoding and decoding of the AIN Service Enablers
message set, including introduced message parameters and upgrades to
existing message parameters

logs and billing records that are specific to AIN Service Enablers
upgraded tools for the Service Enablers message set

— AINTrace

— TRAVER

operational measurements (OMs)

query tool functionality including QLEN, QDN, and QLT
control of software option AIN DCR Interworking

AIN DCR Interworking (Canadian market only)

— DCR handicap removal

— TRAVER support for AIN DCR Interworking
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— AFR trigger and Netbusy EDP-R interworking with DCR
— DCR route selector for AIN response processing

* Create Call functionality

An AIN Service Enablers trigger must occur before using NEL or
Send To Resource (STR) messages to an intelligent peripheral.

5.1 Use of AIN Essentials functionality

AIN Essentials was the first AIN SSP product to implement the basic AIN call
model.

AIN Service Enablers enhances the basic call model to include more complex
capabilities (for example, event detection and interaction with Intelligent
Peripherals). It requires AIN Essentials as a prerequisite and is being rolled out
over a number of software releases, beginning with NA007.

Note: New and upgraded message parameters that are available through
SOC option AIN00220 apply to both AIN Service Enablers messages and
AIN Essentials messages.

AIN Service Enablers supports the trigger equivalence to the AIN Essentials
program. This support includes equivalence to the following AIN Essential
functionality:

+ default routing

+ trigger criteria checking

5.1.1 Default routing

The software provides default routing for the SSP return on error, T1 timer
expiry messages, and ACG gapped calls. SOC option AIN0O0010 controls this
functionality. See Chapter 11:“Software optionality control” for details.

Note: The AIN00010 does not have any impact, if the R02 message set
(AIN 0.2) is used.

Operating company personnel can apply default routing to triggers SDS, N11,
Specified Carrier, One Plus Prefix, International, Operator Services, and
Termination Attempt. Whether or not a trigger subscribes to default routing,
when the call encounters either of the two errors that would invoke default
routing, the software applies AIN Final Treatment.

Operating company personnel can subscribe default routing on a per trigger
basis through the trigger group provisioned data model (table TRIGDIG and
TRIGINFO), or TRIGGER item provisioning data model (table TRIGITM).
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For more information about default routing, see the provisioning sections of
this document.

Default routing does not apply to EDP-R queries. Default routing does not take
place when either of the following situations occurs:

* when the T1 timer expires after sending an EDP-R query

* when any the system encounters an application error or network error
while attempting to send an EDP-R query

EXTENDED TRANSACTIONS: Foran O_NoAnswer EDP-R or TDP-R,
call processing continues to alert the called party. For an
O _Called Party Busy and Network Busy EDP-R, the software applies
the appropriate treatment to the originator. Examples of appropriate
treatment are busy or call rejection.

The software does not support default routing for triggers T Busy and

T NoAnswer. For T Busy TDP-R, the appropriate treatment is (such as busy
or call rejection) is applied to the originator. For T NoA TDP-R, call
processing continues to alert the called party.

5.1.2 Triggering criteria checking
AIN Service Enablers supports trigger criteria equivalent to AIN Essentials.

For datafill examples when using digit criteria, see Section 12.2 “Parameters
with adequate default values”.

The serial trigger count on a call is the sum of AIN Essentials triggers, AIN
Service Enablers triggers, and AIN Service Enablers events.

5.2 Events and next event list support

Table 1 on page 118 and Table 2 on page 123 list the supported events. Chapter
8:“Originating call model events” and Chapter 10:“Terminating call model
events” describe the events in detail.

5.2.1 Next event lists

A next event list (NEL) is a list of requested events for an open transaction that
operating company personnel maintain at the SSP. The service control point
(SCP) or adjunct requests these events using the Request Report BCM_Event
message.

For details on next event lists and the Request Report BCM_Event message,
see Section 6.2.1 “Event support” on page 197 and Section 6.6.12
“Request Report BCM_Event message and processing” on page 290.
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5.2.2 Multiple extended TCAP transactions in OCM

Multiple extended TCAP transactions (METT) related to the same originating
call half can remain open at the same time. Events related to different
transactions can remain armed simultaneously. For more information, refer to
Chapter 8:“Originating call model events”.

Note: Multiple extended TCAP transactions (METT) in OCM
functionality does not change the way that switched-based features work
with NELs.

5.3 Trigger support

This guide lists the supported triggers in Table 1 on page 118 and Table 3 on
page 115. Complete descriptions are in Chapter 7:“Originating call model
triggers” and Chapter 9:“Terminating call model triggers”.

There are changes to AIN trigger criteria checking to handle the encountering
of triggers during an open transaction due to a NEL or STR message to an
intelligent peripheral.

Transactions handled by AIN Service Enablers follow:

* non-persistent transaction: a transaction consisting of a single query and
response

* persistent transaction: a transaction that includes conversation in addition
to a query and response message pair

The presence of NELs implies a different class of transaction, the extended
transaction. An extended transaction is a persistent transaction that has an
active NEL.

Feedback from several operating companies indicates that it is desirable to
trigger during an extended transaction for Local Number Portability (LNP)
and AIN Essentials. This is contrary to global requirements [4] and [6] in
GR-1298-CORE. This operating company requirement is mandatory for AIN
Service Enablers to interact correctly with LNP.

The DMS-100 SSP allows triggering in the same call model as an extended
transaction.

For details concerning the triggering requirements during Send To Resource
(STR) messages, see Chapter 11:*“Participant interactions” to Chapter
16:“STR connection to a remote [P”

5.3.1 Trigger Term_Resource_Available

Trigger Term Resource Available (TRA) is enabled through datafill on the
SSP. Trigger TRA is detected at the TRA trigger detection point (TDP) at the
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exit of the Select Facility PIC when the terminating access is not busy. When
the trigger is detected, a query is launched to the SCP requesting additional
instructions for processing the call. The SSP intercepts the audible ring
indication gets sent to the originating call half and sends a TRA trigger query
to the SCP. Based on the valid response received from the SCP, the call either
terminates on the called DN or forwards to another DN.

For more information about trigger TRA, see Chapter
38:“Term Resource Available trigger”.

5.4 Send_To_Resource message

The Send To Resource (STR) message instructs the SSP to play an
announcement or send a tone to the originating party and, optionally, collect
digits. The system receives the STR message in either a response or a
conversation package.

The system supports the following forms of user interactions:

*  When the SCP receives new messages, they indicate either call
information to resource or call information from resource.

*  When the SSP receives an STR message in a response package, the SSP
sends a tone or plays an announcement to completion and disconnects the
call.

*  When the SSP receives an STR message in a conversation package, the
SSP sends a tone or plays an announcement and optionally collect digits.

*  When an STR message includes the DestinationAddress that is the DN of
an intelligent peripheral, the SSP establishes a connection with the
intelligent peripheral.

*  When the system receives an STR message for a leg of 3WC and requires
SSP digit translation, translation uses the data of the controlling party.

After an STR-connection links to the intelligent peripheral, the SCP and the
intelligent peripheral can exchange information through the SSP using the
Call Info From Resource and Call Info To Resource messages.

AIN Service Enablers introduces the intelligent peripheral to the AIN
configuration as specified by GR-1129-CORE, AINGR: Switch—Intelligent
Peripheral Interface (IPI) Generic Requirements, Issue 2, Bellcore, July 1996.

Figure 3 on page 186 provides a block diagram of the AIN Service Enablers
configuration.

When the intelligent peripheral is local to the SSP, interactions with the
intelligent peripheral use the integrated services digital network (ISDN)
primary rate interface (PRI). For example, when the STR message to SSP 2
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contained the DN for the intelligent peripheral, SSP 2 would use an ISDN PRI
to interact with the intelligent peripheral.

When the intelligent peripheral is not local to the SSP, interactions to the
intelligent peripheral use an ISUP connection between intermediate SSPs. For
example, when the STR message to SSP 1 contained the DN for the intelligent
peripheral, SSP 1would establish and use an ISUP connection to SSP 2, which
has a direct link to the intelligent peripheral.

An SSP can be physically connected to several intelligent peripherals, and one
intelligent peripheral can be physically connected to several SSPs. (For each
call, the SSP interacts with just a single intelligent peripheral.)

This guide describes STR and interactions with an intelligent peripheral in
Chapter 11: “Participant interactions” on page 479 to Chapter 16: “STR
connection to a remote IP” on page 577

Figure 3 Advanced intelligent network Service Enablers configuration
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5.5 Connect_To_Resource message

The Connect To Resource (CTR) message instructs the SSP to play an
announcement or send a tone to the originating party and, optionally, collect
digits. The system receives the CTR message in either a response or a
conversation package. The CTR message is similar in functionality to the STR
message, the difference being where in a call it occurs. The CTR is limited to
internal resources.

The system supports the following forms of user interactions:

*  When the SCP receives new messages, they indicate either call
information to resource or call information from resource.

*  When the SSP receives an CTR message in a response package, the SSP
sends a tone or plays an announcement to completion and disconnects the
call.

*  When the SSP receives an CTR message in a conversation package, the
SSP sends a tone or plays an announcement and optionally collect digits

5.6 Toll-free service

Service Enablers’ toll-free service implements the requirements of
GR-2892-CORE, Switching and Signaling Generic Requirements for Toll-Free
Service using Advanced Intelligent Network, Issue 1, Bellcore, April 1995.
This document identifies the subset of AIN 0.2 SSP functions and how they
are combined to provide toll-free service. See Chapter 18: “Toll-free service”
on page 629.

5.7 Dynamically controlled routing with AIN

Note: This functionality applies to the Canadian market only.

The dynamically controlled routing (DCR) feature actively routes overflow
traffic, separated by one or two links, from an originating switch. Each switch
of the DCR network provides traffic congestion data to a centralized processor
[network processor (NP)] that describes the resource usage of the switch. The
NP uses this data to calculate alternate routing recommendations for calls that
overflow their direct route. The NP provides the switches with these
recommendations.

5.7.1 Support for DCR handicap removal
The SSP removes the DCR handicap for calls redirected or retranslated by
AIN when an Analyze Route, a Forward Call, or a Collect Info response
occurs. Because of this handicap removal, calls incoming on a DCR trunk are
considered as first offered calls (that is, a new DCR call). When the SSP
removes the DCR handicap and the call is considered a new DCR call, the call
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can use DCR direct routes, direct tandem routes (when applicable), and
exception routes (whether SLER is ON or OFF).

When the SSP receives a Continue, an Offer_Call, an Authorize Termination,
or a Disconnect message in response to any valid TDP-R or EDP-R query, the
SSP does not remove the DCR handicap on the call incoming on a DCR trunk.

5.7.1.1 Handicap removal for STR-IP conversation message
When the SSP receives a Send To Resource to an external resource, the SSP
removes the DCR handicap. When the SSP receives a Send To Resource to
an internal resource, the SSP does not remove the DCR handicap.

When a Continue, an Authorize Termination, or an Offer Call response, with
an intermediate Send To Resource to an external resource occurs, the SSP
removes the DCR handicap during STR processing. This handicap removal
routes the call to an external resource (IP). When a Continue, an

Authorize Termination, or an Offer Call response, without an intermediate
Send To Resource to an external resource occurs, the SSP does not remove
the DCR handicap.

5.7.2 TRAVER support for AIN DCR interworking
The NAO13 product release enhances TRAVER to support AIN DCR
interworking.

5.7.2.1 TRAVER support for AIN response translations

The SSP removes the DCR handicap when an Analyze Route, a

Forward Call, a Collect_Info, or a Send To Resource message is received in
response to a trigger or EDP-R. Because of this handicap removal, calls
incoming on a DCR trunk are considered as first offered calls (that is, a new
DCR call). When the SSP removes the DCR handicap and the call is
considered a new DCR call, the output for the AIN response translations
TRAVER lists the DCR direct routes, the recommended tandem routes (when
applicable), and the exception routes (whether SLER is ON or OFF).

5.7.2.2 Traver support for DCR AFR trigger interworking

When a DCR call traverses through DCR routes and the call encounters an
automatic flexible route (AFR) pattern, TRAVER displays this traverse in both
the TRACE and NOTRACE portion.

5.7.3 Support for AFR trigger/Netbusy EDP-R interworking with DCR
A Netbusy EDP-R occurs when DCR blocks the call and a NETBUSY NEL is
armed.

Datafill the AFR trigger at the end of the DCR exception routes so that the call
hits the AFR trigger when all DCR routes are busy DCR routes include direct,
recommended tandem (when applicable), and exception routes. Operating
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company personnel can specify AFR at any location in the route list. When the
SSP encounters AFR in the route list, AFR trigger processing begins. The SSP
ignores route list entries that follow AFR.

5.7.4 Support for DCR route selector for AIN response processing
AIN response processing (AIN response translations and AIN response
routing) supports DCR selectors, DCRT and NODE. AIN response routing
includes routing using Primary Trunk Group, Alternate Trunk Group, and
Second Alternate Trunk Group parameters. DCRT and NODE selectors
point to table DESTNODE for routing. The DESTNODE tuple can have an ‘S’
selector, or a ‘T’ selector that index to other tables, or ‘“NIL’ indicating no
routes. When a ‘T’ selector indexes to other tables, the route list of the indexed
tuple is verified for AIN non-supported selectors.

5.8 Create_Call
This activity allows the SCP to request that the SSP create a connection
between a calling party and a called party. The Create Call message is an SCP
event message. The SSP has no knowledge of this request.

The Create Call message comes in a query package from the SCP, and can
have one or more of the following messages:

* request report BCM event (RRBCME)
Note: See Chapter 20: “Limitations” on page 671.

* send notification

* automatic code gapping (ACG)

Parameters CallingPartyID and CalledPartylD must be present in the
Create_Call message. The originator identified by the CallingPartyID must
reside on the SSP that receives the Create Call message. The terminator of the
call can be within the same SSP or can be outside of the SSP.

The switch uses AIN response translations to set up the call between the
calling party and the called parties.

5.8.1 Application
This feature allows the SCP to create a call based on SSP service logic. The
calling party can hit triggers starting at trigger detection point (TDP) 4 and up.
When the Create Call message sets up the call, the originator ignores TDPs 1
and 3.
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5.8.2 Limitations
The following limitations apply to this activity:

+ The RRBCME message is not processed when it comes with the
Create_Call message.

* This feature does not support originators that are ISDN BRI, attendant
console, coin lines, data units, party lines, ACD, UCD, and DISA.

* Analog display service interface (ADSI) phones are treated like analog
phones. This feature does not support enhancements to ADSI signaling
support agents.

» This activity does not support the following optional parameters in a
Create_Call message:

— ServiceProviderID
— ServiceContext

— VerticalServiceCode
— AccessCode

— DisplayText

— WakeUpDuration
— OSllIndicator

— AMAServiceproviderID
— Ampl

— Amp?2

— ExtensionParameter
— GenericDigitsList

When the SSP receives one of the previously listed unsupported parameters,
the SSP discards the parameter and call processing continues.

5.8.3 Optionality
SOC option code AIN Service Enablers Release 7 - Create Call (AIN00271)
provides optionality for Create Call functionality.

5.9 Network traffic management

Automatic Code Gapping (ACG) is a network management mechanism used
to control network congestion. When an SCP becomes congested with queries,
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it can request that an SSP slow down or stop sending queries for a desired
length of time. AIN ACG has the following features:

» alerting the SCP when an attempt to add to a control list fails because the
control list is full

* support of private-gap intervals and national-gap intervals

» supports global restores for both SCP and SMS control lists

See Chapter 8: “Network management” on page 287.

5.10 Messaging
AIN Service Enablers provides specific AIN 0.2 support for

* SSP and SCP call-related messages

* non call-related messages, such as ACG

5.10.1 SSP and SCP call-related messages
Separate FSSs in each FS describe SSP and SCP messages, where they apply.

5.10.2 Non call-related messages
AIN Essentials and AIN Service Enablers reference the automatic code
gapping (ACQG) list. To apply gapping to a number, the SCP sends a
unidirectional package using an AIN Essentials subsystem number (SSN), or
sends the ACG component accompanied by a call-related component in a
conversation or response package.

See Chapter 8: “Network management” on page 287 for details on ACG.

AIN Service Enablers defines the Update Request message to maintain
backward compatibility. The trigger status is applicable for both AIN
Essentials and AIN Service Enablers when the trigger group provisioning
model is used. As in AIN Essentials, support for Update_Request extends only
to a query package.

The Update message and the Update Success message were introduced in
NAO009. See Section 10.2 “Update message and processing” on page 314.

For monitor resource, there are three TCAP messages: Monitor For Change
SCP request message, Monitor Success switch response message and

Status Reported switch response message Communication between the SCP
and the SSP is by SS7 with TCAP user parts.

For information about the Monitor For Change query message, the
Monitor Success message and the Status Reported message, see Chapter 9:
“Resource monitoring” on page 293.
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Note 1: The user can use AINTrace to trace these messages.

Note 2: AlNTrace supports NCR messages ACG, MFC, Update,

Update Data, Update Request, Update Success, and Send Notification.
Other NCR messages are not supported by AINTrace (for example,
ACG_Overflow, ACG_Global Ctrl Restore,
ACG_Global Ctrl Restore Success, or Termination Notification)

5.11 TKTERM trigger

The AIN Trunk Group Trigger (TKTERM) feature is implemented on the
Terminating Call Model (TCM) and is an enhancement to the AIN trigger
processing functionality.

The following is a basic use case which shall be used as a basis for the
functionality provided using the Trunk Group Trigger Functionality.

* The subscriber A dials the called party digits.
* The call translates to go over a public/ private facility trunk group.

*  When a termination Attempt is made on the outgoing trunk group, the
trunk group_trigger is encountered.

* A Termination Attempt Query for the Trunk Group Trigger is launched to
the SCP, with the appropriate query parameters populated.

* The SCP may respond with a valid response to the Termination Attempt
Query for the Trunk Group_ Trigger. i.e. Valid responses to the TAT Query
for Trunk Group trigger are:

— Authorize Termination
— Disconnect

— Send To_ Resource

— Forward Call

If SCP Response doesn't arrive OR an invalid SCP response is received usual
Post Query handling will send appropriate error responses to the SCP and
progress the call according to default routing, if applicable or appropriate
treatment etc.

If one of the valid Responses with appropriate parameters is received, the
responses will be handled and the call will progress accordingly.

5.12 Parameter CarrierUsage

Parameter CarrierUsage allows the service switching point (SSP) to process
carriers received in an SCP message as preferred carriers rather than forced
carriers. Examples of SCP messages are: Analyze Route, Forward Call, and
Create Call.
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The value of parameter CarrierUsage and the call type decides what carrier
routes the call. The call type of a call is determined by the translators after
translating the digits in the CalledPartylD during response translations. The
translators use the datafill in table LATAXLA. CarrierUsage functionality
does not look ahead to find the call type of the call.

Possible values for parameter CarrierUsage follow:

AlwaysOverride. This value forces the SSP to use the carrier(s) sent by the
SCP to route the call.

InterlataOverride. When the call type is Interlata, this value informs the
SSP to use the carrier sent by the SCP to route the call. When the call type
is not Interlata, the SSP ignores the carrier sent by the SCP and uses carrier
information from the SSP to route the call.

OverridePICsOfNOCsSent. When the SCP sends CarrierUsage value
‘OverridePICsOfNOCsSent’, the SSP selects a valid carrier from the list
of carriers sent by the SCP. A valid carrier is a carrier that can carry the
type of traffic mentioned in parameter NatureOfCarrier. When the
NatureOfCarrier of a valid carrier matches the call type, the SSP uses that
carrier to route the call. When no carrier has a NatureOfCarrier that
matches the call type, the SSP uses carrier information from the SSP to
route the call.

5.13 Logs and billing records
For a description of logs used by AIN, see Chapter 27: “Logs for AIN” on
page 749. For a description of AIN-related billing, see Chapter 6: “Billing” on
page 227.

5.14 Provisioning

For information about provisioning AIN Service Enablers, see Part 11:
“Provisioning”.

5.15 Tools

The following tools work with AIN Service Enablers:

AlNTrace

TRAVER

query commands

TSTQuery

Scope Change Tool (AINSCT)

5.15.1 AINTrace

AlNTrace is a tool that lets a user display AIN CCS7 TCAP messages sent to
or from an SCP. Captured TCAP messages are displayed in hex format along
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with other related information. The information comes in the form of a log.
The log display appears in either hex format, text format, or both formats (hex
and text). See Chapter 21: “AIN message tracing tool” on page 463.

5.15.1.1 AlINTrace options
AlNTrace uses the following options:

* AlNTrace option HELP indicates that AINTrace can select messages by
certain message types or by agent.

* AlNTrace option SELECT contains a MSG syntax.
* AlNTrace option REMOVE contains a MSG syntax.
* AlNTrace option STATUS displays the messages that were selected.

5.15.2 TRAVER

TRAVER is a utility that enables operating company personnel to examine, for
maintenance and verification purposes, the translation and routing data of a
simulated AIN Service Enablers’ call. TRAVER displays the routing and
translation data for a single leg of a call. Operating company personnel specify
the originating and terminating agents of the call leg. TRAVER supports all
lines and trunk groups that the AIN SSP supports. TRAVER can optionally
store a query message into a file for subsequent import into the TSTQuery tool.
See Chapter 22:“Translation verification tool for AIN”.

5.15.3 Query commands
The query commands display AIN SSP information for DNs, LENs and
logical terminals that have subscribed to AIN. The query commands include
QLEN, QLENWRK, QDN, QDNWRK, QLT, QIT, QCUST, and QGRP. See
Chapter 25:“Other CI commands for AIN”.

5.15.4 TSTQuery
AIN Service Enablers supports TSTQuery. It processes R02 (AIN Service
Enablers) messages and RO1 (AIN Essentials) message components and

parameters. TSTQuery can also import query messages from a file the
TRAVER tool used to store. See Chapter 23:“TSTQUERY tool”.

5.15.5 Scope change tool (AINSCT)

The Scope change tool (AINSCT) converts an existing line based subscription
of PFC/SFC triggers in TRIGITM and TRIGGRP data models to a customer
group based subscription in TRIGITM data model.

5.16 Operational measurements

AIN Service Enablers perform traffic measurements and maintenance
measurements on AIN SSP calls. See Chapter 11:“Operational measurements
for AIN”.
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5.17 Limitations
See Chapter 20:“Limitations”.
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6 Generic SSP procedures

6.1 Overview
Chapter six describes AIN Service Enablers messages and procedures.

6.2 Generic trigger and event processing

The following section describes the implementation of the Generic Trigger and
Event Processing FS, and the generic SSP functionality that is common to the
detection and processing of all triggers and events

6.2.1 Event support

This function outlines that event detection points (EDP), requests and
notifications, the SPP supports. This function also outlines the generic
procedures when an extended transaction is open.

6.2.2 Trigger encountering

This function provides generic procedures for the SSP to follow when it
encounters a trigger. These procedures apply to all triggers and include ACG
control checking, timing issues, and continuity checks.

6.2.3 Trigger item assignment

This function provides the generic functionality for the SSP to support the
assignment of triggers to various SSP User Resources.

6.2.4 Serial triggering
This function provides the SSP with functionality to prevent an infinite trigger
loop among SSP and network resources.

AIN Service Enablers implements serial triggering through office parameter
AIN MAX SERIAL TRIGGERS, in table OFCENG.

See also Section 8.7 “Attendant console interactions with OCM events” on
page 396 and Section 8.8 “Serial triggering during extended transaction” on
page 396.
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6.2.4.1 Serial triggering and redirection parameters

The system uses any SCP redirection data to build the redirection parameters
(OriginalCalledPartyID, RedirectingPartylD, and RedirectionInformation) in
subsequent AIN query messages on the call.

RedirectingPartyID and RedirectionInformation parameters returned in
subsequent SCP responses override existing AIN redirecting party data and
increments the redirection counters.

6.2.4.2 Serial triggering and the CalledPartylD parameter

When the SCP returns a “950+ Call” call type in parameter Called PartyID, the
SSP uses the “950+ Call” call type to build the CalledPartylD parameter in
subsequent AIN query messages.

This return is applicable to the following lines
* coin lines
* hotel lines

* motel lines
The SSP sets the call type to “Subscriber” for all other originating agents.

6.2.5 Escape codes

This function permits subscribers to bypass a trigger. When a dialed number
matches an escape code criteria, the SSP does not query the SCP or adjunct.

Refer to the individual trigger chapters for trigger-specific information on
escape criteria.

6.2.6 AIN subsequent digit collection

This function provides the SSP with rules and procedures for digit collection
for a dialing plan.

6.2.7 Trigger precedence

This function outlines trigger precedence rules at Trigger Detection Points in
the originating and terminating call models.

6.2.8 Billing
Trigger and event call processing uses the AIN Billing system to generate and
maintain billing records for all calls. See Chapter 6: “Generic SSP procedures”
on page 197.

6.3 Interfaces

For the AIN Service Enablers SSP to communicate with an off-board
processor, standard communication protocols must be established. The AIN
Service Enablers SSP has the ability to send messages to an off-board
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processor over a SS7 network transport. SSP software supports the SS7
transport layer protocol. For the AIN Service Enablers SSP to send messages
across the SS7 transport layer, it must pass the information using an
application layer protocol. As required by GR-1298-CORE,

Advanced Intelligent Network (AIN) 0.2 Switching Systems Generic
Requirements.

The AIN Service Enablers software uses the TCAP application layer.

AIN Service Enablers SSP messages are passed between the SSP and
off-board processor in TCAP components within the following TCAP
packages types:

*  Query (query with permission to release)—to initiate a transaction
* Response—to terminate a transaction

» Conversation (conversation with permission to release)—to maintain a
transaction

* Abort—to terminate a transaction abnormally

* Unidirectional—to send messages that are not associated with a
transaction

TCAP packages sent by the SSP can contain one to four components (that is,
one to four AIN Service Enablers SSP messages). Response and conversation
packages received by the SSP contain up to four components. Unidirectional
packages contain only one component.

Further details of TCAP are not explained in this document. For further
information see Draft Proposed American National Standard for
Telecommunications - SS7 - TCAP, Issue 2 of T1.114, November 1991.

The following sections describe the various call-related, noncall-related and
abnormal messages passed between the AIN Service Enablers SSP and the
off-board processor.

6.4 Generic SSP query message processing

This section describes the implementation of the Generic SSP Message
Processing FSS.

This section describes the generic SSP functionality that is needed to create
and format messages from the SSP to the SCP or adjunct.

SCCP message segmentation provides a mechanism so that an increased
amount of TCAP data can be passed between the SSP and SCP. This is
achieved by splitting or segmenting the SCCP Extended Unit Data (XUDT)
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messages into smaller more manageable segments, sending them, and
reassembling them at the receiving end. The segmenting mechanism itself is
transparent to AIN.

Prior to NA009, AIN software only processed TCAP UDT messages up to
256 bytes. Starting in NA009, AIN software processes TCAP XUDT
messages up to 610 bytes. Message to the SSP must not exceed 610 bytes in
size, otherwise the SSP detects the following error: Fatal Protocol Error, Badly
Structured Transaction Portion. This error is handled according to Abnormal
Procedures as described in GR-1299. See Section 19.1.1 “Protocol errors” on
page 647.

Note: With SCCP segmentation, incoming AIN messages can be up to
1024 bytes long. However, all planned GR-1299 messages are less than the
maximum supported message size of 610 bytes. The limit of 610 bytes is
applied to minimize processor time and memory waste.

6.4.1 Generic SCCP procedure

This function provides low level generic SSP functionality to receive and send
Unit Data (UDT) messages, message segmentation and, SCCP parameter
population.

The SSP sends initial and subsequent SCCP UDT messages to the SCP. The
SSP also accepts and processes these messages from the SCP.

6.4.2 SCCP procedure for SSP initial message

This function provides the SCCP procedures for sending messages from the
SSP to the SCP by using Global Title Translation routing.

6.4.3 SCCP procedure for SSP subsequent message

This function provides the SCCP procedures for sending messages from the
SSP to the SCP once the Destination Point Code (DPC) and subsystem number
of the assisting SCP have been established from messages received from the
SCP.

6.4.4 Call-related query message processing

This function provides the SSP with transaction and component level
procedures for sending call related messages to the SCP, as well as population
rules for the SSP messages and parameters.

When a call meets the criteria at a TDP or EDP, the SSP sends a query message
to the SCP to ask for further instructions for call processing. Valid query
messages include

* Origination Attempt trigger request

* Info Collected trigger request
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Info Analyzed trigger request
Network Busy trigger request

O Called Party Busy trigger request
O _Called Party Busy event request
O_Answer event request

O No_Answer trigger request

O No_ Answer event request
O_Disconnect event query

O Disconnect Called event query
Termination Attempt

T Busy trigger request

T Busy event request

T No_ Answer trigger request

T No_Answer event request

T Answer event request
Term_Resource Available

Timeout event query

See Section 20.3 “Messaging and parameter limitations” on page 671 for
limitations associated with messaging.

In the following message parameter tables

the parameters are listed alphabetically, not in the order listed in the ASN.1

format of the message.

optional parameters have (O) after their name

mandatory parameters have (M) after their name
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6.4.4.1 Origination_Attempt trigger request message
Table 39 lists the parameters that make up the Origination Attempt message.

Table 39 Origination_Attempt message parameters

Parameter Description

ACGEncountered (O) See Section 6.4.4.19.2 on page 219.
AMASequenceNumber (O)

Amp1 (O)

Amp2 (O)

BearerCapability (M) See Section 6.4.4.19.4 on page 220.
CallingPartyID (O) See Section 6.4.4.19.11 on page 223.
Carrier (O) See Section 6.6.13.5 on page 299.
ChargeNumber (O) See Section 6.4.4.19.14 on page 227.

ChargePartyStationType (O) See Section 6.4.4.19.15 on page 230.

ExtensionParameter (O)

Lata (O) See Section 6.4.4.19.21 on page 234.

NotificationIndicator (O)

Sap (O)
TriggerCriteriaType (O) See Section 6.4.4.19.35 on page 246.
UserlD (M) See Section 6.4.4.19.36 on page 247.

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this
release.
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6.4.4.2 Info_Collected trigger request message
Table 40 lists the parameters that make up the Info Collected message.

Table 40 Info_Collected message parameters

Parameter

Description

AccessCode (O)

See Section 6.4.4.19.1 on page 218.

ACGEncountered (O)

See Section 6.4.4.19.2 on page 219.

AMASequenceNumber (O)

Amp1 (O)

Amp2 (O)

BearerCapability (M)

See Section 6.4.4.19.4 on page 220.

CallingPartyID (O)

See Section 6.4.4.19.11 on page 223.

Carrier (O)

See Section 6.4.4.19.7 “Carrier parameter”.

ChargeNumber (O)

See Section 6.4.4.19.14 on page 227.

ChargePartyStationType (O)

See Section 6.4.4.19.15 on page 230.

CollectedAddressinfo (O)

See Section 6.4.4.19.16 on page 231.

CollectedDigits (O)

See Section 6.4.4.19.17 on page 231.

ExtensionParameter (O)

GenericAddressList (O)

See Section 6.4.4.19.19 on page 232.

Lata (O)

See Section 6.4.4.19.21 on page 234.

OriginalCalledPartyID (O)

See Section 6.4.4.19.25 on page 238.

Prefix (O)

See Section 6.4.4.19.32 on page 245.

RedirectingPartyID (O)

See Section 6.4.4.19.25 on page 238.

RedirectionInformation (O)

See Section 6.4.4.19.25 on page 238.

Sap (O)

Tem (O)

release.

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this
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Table 40 Info_Collected message parameters (Continued)

Parameter

Description

TriggerCriteriaType (O)

See Section 6.4.4.19.35 on page 246.

UserlD (M)

See Section 6.4.4.19.36 on page 247.

VerticalServiceCode (O)

Functionality inherited from AIN Essentials.

release.

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this

6.4.4.3 Info_Analyzed trigger request message
Table 41 lists the parameters that make up the Info Analyzed trigger request

message.

Table 41 Info_Analyzed message parameters

Parameter

Description

AccessCode (O)

See Section 6.4.4.19.1 on page 218.

ACGEncountered (O)

See Section 6.4.4.19.2 on page 219.

AMASequenceNumber (O)

Amp1 (O)

Amp2 (O)

BearerCapability (M)

See Section 6.4.4.19.4 on page 220.

CalledPartyID (O)

See Section 6.4.4.19.8 on page 222.

Calling Geodetic Location (O)

See Section 6.4.4.19.10 on page 223

CallingPartyBGID (O)

See Section 6.4.4.19.12 on page 225.

CallingPartylD (O)

See Section 6.4.4.19.11 on page 223.

Carrier (O)

See Section 6.4.4.19.7 on page 221.

ChargeNumber (O)

See Section 6.4.4.19.14 on page 227.

ChargePartyStationType (O)

See Section 6.4.4.19.15 on page 230.

release.

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this
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Table 41 Info_Analyzed message parameters (Continued)

Parameter

Description

CollectedAddressinfo (O)

See Section 6.4.4.19.16 on page 231.

CollectedDigits (O)

See Section 6.4.4.19.17 on page 231.

CTRConnection

ExtensionParameter (O)

GenericAddressList (O)

See Section 6.4.4.19.19 on page 232.

Generic Digits List (O)

See Section 6.4.4.19.20 on page 233

NetworkSpecificFacilities (O)

See Section 6.4.4.19.23 on page 235.

Lata (O)

See Section 6.4.4.19.21 on page 234.

OriginalCalledPartyID (O)

See Section 6.4.4.19.25 on page 238.

Prefix (O)

See Section 6.4.4.19.32 on page 245.

RedirectingPartyID (O)

See Section 6.4.4.19.25 on page 238.

RedirectionIinformation (O)

See Section 6.4.4.19.25 on page 238.

Sap (0)

STRConnection (O)

Tcem (O) See Section 6.4.4.19.34 on page 245.
TriggerCriteriaType (O) See Section 6.4.4.19.35 on page 246.
UserlD (M) See Section 6.4.4.19.36 on page 247.

VerticalServiceCode (O)

Functionality inherited from AIN Essentials.

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this

release.
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6.4.4.4 Network_Busy event request message

Table 42 lists the parameters that make up the Network Busy event request

message.

Table 42 Network_Busy event request message parameters

Parameter Description

Amp1 (O)

Amp2 (O)

BearerCapability (M) See Section 6.4.4.19.4 on page 220.

ExtensionParameter (O)

NotificationIndicator (O) See Section 6.4.4.19.24 on page 238.

UserlD (M) See Section 6.4.4.19.36 on page 247.

(M): Mandatory parameter (O): Optional parameter

release.

Note: Parameters in shaded areas are not supported in this message for this

(M): Mandatory parameter (O): Optional parameter

release.

Note: Parameters in shaded areas are not supported in this message for this

6.4.4.5 Network_Busy trigger request message

Table 43 lists the parameters that make up the Network Busy trigger request

message.

Table 43 Network_Busy trigger request message parameters

Parameter Description

ACGEncountered (O) See Section 6.4.4.19.2 on page 219.
AMASequenceNumber (O)

Amp1 (O)

Amp2 (O)

BearerCapability (M) See Section 6.4.4.19.4 on page 220.

(M): Mandatory parameter (O): Optional parameter

Nclate: Parameters in shaded areas are not supported in this message for this
release.
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Table 43 Network_Busy trigger request message parameters (Continued)

Parameter

Description

CallingPartyID (O)

See Section 6.4.4.19.11 on page 223.

Carrier (O)

See Section 6.4.4.19.7 on page 221.

ChargeNumber (O)

See Section 6.4.4.19.14 on page 227.

ChargePartyStationType (O)

See Section 6.4.4.19.15 on page 230.

ExtensionParameter (O)

Lata (O)

See Section 6.4.4.19.21 on page 234.

OriginalCalledPartylD (O)

See Section 6.4.4.19.25 on page 238.

Prefix (O)

See Section 6.4.4.19.32 on page 245.

RedirectingPartyID (O)

See Section 6.4.4.19.25 on page 238.

RedirectionInformation (O)

See Section 6.4.4.19.25 on page 238.

Sap (O)

Tem (O)

TriggerCriteriaType (O)

See Section 6.4.4.19.35 on page 246.

UserlD (M)

See Section 6.4.4.19.36 on page 247.

release.

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this

6.4.4.6 O_Called_Party_Busy trigger request message

Table 44 lists the parameters that make up the O_Called Party Busy trigger

request message.

Table 44 O_Called_Party_Busy trigger request message parameters

Parameter

Description

ACGEncountered (O)

See Section 6.4.4.19.2 on page 219.

AMASequenceNumber (O)

release.

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this
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Table 44 O_Called_Party_Busy trigger request message parameters (Contin-

Parameter

Description

Amp1 (O)

Amp2 (O)

BearerCapability (M)

See Section 6.4.4.19.4 on page 220.

BusyCause (O)

See Section 6.4.4.19.5 on page 221.

CalledPartyID (O)

See Section 6.4.4.19.8 on page 222.

CallingPartyID (O)

See Section 6.4.4.19.11 on page 223.

Carrier (O)

See Section 6.4.4.19.7 on page 221.

ChargeNumber (O)

See Section 6.4.4.19.14 on page 227.

ChargePartyStationType (O)

See Section 6.4.4.19.15 on page 230.

CTRConnection

ExtensionParameter (O)

Lata (O)

See Section 6.4.4.19.21 on page 234.

OriginalCalledPartyID (O)

See Section 6.4.4.19.25 on page 238.

Prefix (O)

See Section 6.4.4.19.32 on page 245.

RedirectingPartyID (O)

See Section 6.4.4.19.25 on page 238.

RedirectionInformation (O)

See Section 6.4.4.19.25 on page 238.

Sap (O)

STRConnection (O)

See Section 6.4.4.19.33 on page 245.

TriggerCriteriaType (O)

See Section 6.4.4.19.35 on page 246.

UserlD (M)

See Section 6.4.4.19.36 on page 247.

release.

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this
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6.4.4.7 O_Called_Party_Busy event request message
Table 45 lists the parameters that make up the O Called Party Busy event
request message.

Table 45 O_Called_Party_Busy event request message parameters

Parameter Description

Amp1 (O)

Amp2 (O)

BearerCapability (M) See Section 6.4.4.19.4 on page 220.
BusyCause (O) See Section 6.4.4.19.5 on page 221.

ExtensionParameter (O)

NotificationIndicator (O) See Section 6.4.4.19.24 on page 238.

UserID (M) See Section 6.4.4.19.36 on page 247.

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this
release.

6.4.4.8 O_Answer event notification message
Table 46 lists the parameters that make up the O_Answer event notification
message.

Table 46 O_Answer event notification message parameters

Parameter Description

Amp1 (O)

Amp2 (O)

BearerCapability (M) See Section 6.4.4.19.4 on page 220.

ExtensionParameter (O)

NotificationIndicator (O) See Section 6.4.4.19.24 on page 238.

UserlD (M) See Section 6.4.4.19.36 on page 247.

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this
release.
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6.4.4.9 O_No_Answer trigger request message

Table 47 on page 210 lists the parameters that make up the O No Answer

trigger request message.

Table 47 O_No_Answer trigger request message parameters

Parameter

Description

ACGEncountered (O)

See Section 6.4.4.19.2 on page 219.

AMASequenceNumber (O)

Amp1 (O)

Amp2 (O)

BearerCapability (M)

See Section 6.4.4.19.4 on page 220.

CalledPartyID (O)

See Section 6.4.4.19.8 on page 222.

CallingPartyID (O)

See Section 6.4.4.19.11 on page 223.

Carrier (O)

See Section 6.4.4.19.7 on page 221.

ChargeNumber (O)

See Section 6.4.4.19.14 on page 227.

ChargePartyStationType (O)

See Section 6.6.13.18 on page 320.

CTRConnection

ExtensionParameter (O)

Lata (O)

See Section 6.4.4.19.21 on page 234.

OriginalCalledPartyID (O)

See Section 6.4.4.19.25 on page 238.

Prefix (O)

See Section 6.4.4.19.32 on page 245.

RedirectingPartyID (O)

See Section 6.4.4.19.25 on page 238.

RedirectionInformation (O)

See Section 6.4.4.19.25 on page 238.

Sap (0)

STRConnection (O)

TriggerCriteriaType (O)

See Section 6.4.4.19.35 on page 246.

UserlD (M)

See Section 6.4.4.19.36 on page 247.

release.

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this
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6.4.4.10 O_No_Answer event request message
Table 46, on page 209 lists the parameters that make up the O No Answer
event request message.

Table 48 O_No_Answer event request message parameters

Parameter Description

Amp1 (O)

Amp2 (O)

BearerCapability (M) See Section 6.4.4.19.4 on page 220.

ExtensionParameter (O)

NotificationIndicator (O) See Section 6.4.4.19.24 on page 238.

UserlD (M) See Section 6.4.4.19.36 on page 247.

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this
release.

6.4.4.11 O_Disconnect EDP-R query message
The following tabe lists all O Disconnect EDP-R query message parameters.

Table 49 O-Disconnect EDP-R messages parameters

Parameter Name

O-Disconnect Event
Query Parameter
Suport

O-Disconnect_Called
Event Query
Parameter Support

UserlD (M) Y Y
BearerCapability (M) | Y Y
LeglID (O) Y Y
PointincALL (O) Y Y
DisconnectCause (O) NS Y
Amp1 (O) NS NS
Amp2 (O) NS NS
ExttensionParameter NS NS

(O)
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Table 49 O-Disconnect EDP-R messages parameters

Parameter Name O-DisconnectEvent | O-Disconnect_Called
Query Parameter Event Query
Suport Parameter Support
Notificaton Indicator Y Y

Note: Bold with (M) are mandatory. Non-supported parameters are shown
highlighted.

6.4.4.12 Termination_Attempt message
Table 50 lists the parameters that make up the Termination Attempt message.

Table 50 Termination_Attempt message parameters

Parameter Description

ACGEncountered (O) See Section 6.4.4.19.2 on page 219.
AMASequenceNumber (O)

Amp1 (O)

Amp2 (O)

BearerCapability (M) See Section 6.4.4.19.4 on page 220.
CalledPartyID (O) See Section 6.4.4.19.8 on page 222.

CalledPartyStationType (O) See Section 6.4.4.19.9 on page 223.

Calling Geodetic Location (O) See Section 6.4.4.19.10 on page 223

CallingPartylD (O) See Section 6.4.4.19.11 on page 223.

ChargeNumber (O) See Section 6.4.4.19.14 on page 227.

ChargePartyStationType (O) See Section 6.4.4.19.15 on page 230.

CTRConnection

ExtensionParameter (O)

Generic Digits List (O) See Section 6.4.4.19.20 on page 233

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this
release.
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Table 50 Termination_Attempt message parameters (Continued)

Parameter

Description

GenericAddressList (O)

See Section 6.4.4.19.19 on page 232. Also see
Section 6.6.13.18 on page 320.

GenericName (O)

See Section 6.4.4.19.37 on page 249.

Lata (O)

See Section 6.4.4.19.21 on page 234.

OriginalCalledPartyID (O)

See Section 6.4.4.19.25 on page 238.

RedirectingPartyID (O)

See Section 6.4.4.19.25 on page 238.

RedirectionIinformation (O)

See Section 6.4.4.19.21 on page 234.

RTPServicelndicator

Sap (O)

STRConnection (O)

Tem (O)

TriggerCriteriaType (O)

See Section 6.4.4.19.35 on page 246.

UserlD (M)

See Section 6.4.4.19.36 on page 247.

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this

release.

6.4.4.13 T_Busy trigger request message and processing
Table 51 lists the parameters that make up T Busy trigger request message

Table 51 T_Busy trigger request message parameters

Parameter Description

ACGEncountered See Section 6.4.4.19.2 on page 219
AMASequenceNumber (O)

Amp1 (O)

(a) new value “tBusy” introduced to support T_Busy trigger.

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this

release.
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Table 51 T_Busy trigger request message parameters (Continued)

Parameter

Description

Amp2 (O)

BearerCapability (M)

See Section 6.4.4.19.4 on page 220.

BusyCause (O)

See Section 6.4.4.19.5 on page 221.

BusyType (O)

See Section 6.4.4.19.6 on page 221.

CalledPartyID (O)

See Section 6.4.4.19.8 on page 222.

CalledPartyStationType (O)

See Section 6.4.4.19.9 on page 223.

CallingPartylD (O)

See Section 6.4.4.19.11 on page 223.

ChargeNumber (O)

See Section 6.4.4.19.14 on page 227.

ChargePartyStationType (O)

See Section 6.4.4.19.15 on page 230.

GenericName (O)

See Section 6.4.4.19.37 on page 249.

ExtensionParameter (O)

Lata (O)

See Section 6.4.4.19.21 on page 234.

OriginalCalledPartyID (O)

See Section 6.4.4.19.25 on page 238.

RedirectingPartyID (O)

See Section 6.4.4.19.25 on page 238.

RedirectionInformation (O)

See Section 6.4.4.19.25 on page 238.

Sap (0)

STRConnection (O)

TriggerCriteriaType (O) See Section 6.4.4.19.35 on page 246.(a)

UserlD (M) See Section 6.4.4.19.36 on page 247.

(a) new value “tBusy” introduced to support T_Busy trigger.

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this
release.

When the T Busy trigger is detected, the serial trigger count increments, and
the trigger T Busy request message is sent to the SCP. Busy indication is not
provided to the calling party by the SSP at this point. The T Busy
TDP-Request query can only be sent when the appropriate busy conditions are
met.
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When the SSP receives the SCP response, it decodes the response and
processes the call according to the instructions it contains.

Valid SCP response messages include:

* Continue message

* Forward Call message

* Send To Resource message

When the SSP receives a Send Notification message along with a
Forward Call or Continue or Send To Resource message in response to a

T Busy trigger query, and when the call is released, a
Termination_Notification message is sent to the SCP.

6.4.4.14 T_Busy event request message
Table 52 lists the parameters that make up the T Busy event request message.

Table 52 T_Busy event request message parameters

Parameter Description

Amp1 (O)

Amp2 (O)

BearerCapability (M) See Section 6.4.4.19.4 on page 220.
BusyCause (O) See Section 6.4.4.19.5 on page 221.
BusyType (O) See Section 6.4.4.19.6 on page 221.
ExtensionParameter (O)

NotificationIndicator (O) See Section 6.4.4.19.24 on page 238.
UserID (M) See Section 6.4.4.19.36 on page 247.

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this
release.
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6.4.4.15 T_No_Answer trigger request message and processing
Table 53 lists the parameters that make up the T No_Answer trigger request
message.

Table 53 T_No_Answer trigger request message parameters

Parameter Description

ACGEncountered Section 6.4.4.19.2 on page 219
AMASequenceNumber (O)

Amp1 (O)

Amp2 (O)

BearerCapability (M)

See Section 6.4.4.19.4 on page 220

CalledPartyID (O)

Functionality inherited from AIN Essentials

CalledPartyStationType(O)

Functionality inherited from AIN Essentials

CallingPartyID (O)

Functionality inherited from AIN Essentials.

ChargeNumber (O)

See Section 6.4.4.19.14 on page 227

ChargePartyStationType (O)

See Section 6.4.4.19.15 on page 230

GenericName(O)

See Section 6.4.4.19.37 on page 249.

ExtensionParameter (O)

Lata (O)

Functionality inherited from AIN Essentials.

OriginalCalledPartyID (O)

Functionality inherited from AIN Essentials.

RedirectingPartyID (O)

Functionality inherited from AIN Essentials.

RedirectionInformation (O)

Functionality inherited from AIN Essentials.

Sap (0)

STRConnection (O)

TriggerCriteriaType (O)

See Section 6.4.4.19.35 on page 246. (a)

UserID (M)

See section 6.4.4.13.10

release.

(a) new value “tNoAnswer” introduced for T_No_Answer trigger

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this
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6.4.4.16 T_No_Answer event request message
Table 54 lists the parameters that make up the T No_Answer event request
message.

Table 54 T_No_Answer event request message parameters

Parameter Description

Amp1 (O)

Amp2 (O)

BearerCapability (M) See Section 6.4.4.19.4 on page 220.

ExtensionParameter (O)

NotificationIndicator (O) See Section 6.4.4.19.24 on page 238.

UserlD (M) See Section 6.4.4.19.36 on page 247.

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this
release.

6.4.4.17 T_Answer event request message
Table 55 lists the parameters that make up the T No_Answer event request
message.

Table 55 T_Answer event request message parameters

Parameter Description

Amp1 (O)

Amp2 (O)

BearerCapability (M) See Section 6.4.4.19.4 on page 220.

ExtensionParameter (O)

NotificationIndicator (O) See Section 6.4.4.19.24 on page 238.

UserlD (M) See Section 6.4.4.19.36 on page 247.

(a) new value “tNoAnswer” introduced for T_No_Answer trigger

Note: Parameters in shaded areas are not supported in this message for this
release.
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6.4.4.18 Timeout Requested Event message processing
The following table list all parameters for the Timeout EDP-R query message.

Table 56 Timeout Requested event message parameters

Parameter Name Timeout Requested Event Query
Message Support

UserID (M) Y

BearerCapability (M) Y

LegID (O) Y

BCMType (O) Y

PointInCall (O) Y

Ccld (O) Y

Amp1 (O) N/S

Amp2 (O) N/S

ExtensionParameter (O) N/S

Notification Indicator Y

Note: Bold with (M) are mandatory. Non-suported parameters are shown

highlighted.

6.4.4.19 Query message parameters
All AIN Service Enablers message parameters are the same or a superset of the
equivalent AIN Essentials message parameters.

See Section 20.3 “Messaging and parameter limitations” on page 671 for
limitations associated with parameters.

6.4.4.19.1 AccessCode parameter The AccessCode is defined as any
of the following codes:

* an access code to the public network

* an access code to a trunk group (for example, ESN access code)

* an attendant access code

» feature access codes

Note: Not all of the above are supported. See Section 20.3.6 “Parameter
AccessCode” on page 673.
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The AINDigits format is used with the following fields:

* nature of number is set to “Not Applicable”, network specific is mapped
onto the first “reserved for network specific use” value of the nature of
number indicator within the AINdigits format; that is, binary -11110000.

* numbering plan is set to “Unknown or not applicable”

+ the digits field contains an access of code of one to five digits inclusive

The AccessCode parameter is sent in the following SSP-to-SCP messages:

* the Info Collected message is sent when the SSP has detected an access
code

+ the Info Analyzed message is sent when the trigger is CDP and the access
code caused the SSP to trigger

For exceptions see Section 20.3.6 “Parameter AccessCode” on page 673.

6.4.4.19.2 ACGEncountered parameter This parameter shows thatan
ACG control has been encountered.The ACG consists of the following three
values:

*  SCP Overload Controls Indicator
¢ SMS Initiated Controls Indicator
* ACG control type

The control type is defined as being the number of digits required to encode
the control. It complies to requirement 202 of GR-1299-CORE Issue 3

6.4.4.19.3 BCMType
This parameter indicates whether the passive leg for which the Timeout event

is detected occurs in the Originating or Terminating BCM. The SSP populates
the BCMType parameter in accordance with the following table.

Table 57 Population Rules for the BCMType Parameter in Timeout Requested
EDP-R Message

Controlling Party BCM BCMType Value
oBCM 0
tBem 1
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6.4.4.19.4 BearerCapability parameter = The DMS SSP populates the
BearerCapability as specified in GR-1298 based on datafill. Office parameter
Default Bearer Capability in the OFCENG table is used to specify the bearer
capability of the analog lines or conventional trunks that are not dedicated to
PSDS data calls.

The BearerCapability parameter contains the bearer capability of the call that
encountered the trigger. This parameter is a mandatory parameter in all
outgoing messages. See Table 58.

Table 58 Incoming and AIN bearer capability

Incoming bearer capability AIN BearerCapability
Speech Speech

3.1kHz f31kHzaudio

TkHz frkHzaudio

unrestricted digital information with rate | b56kbps
adaptation

unrestricted digital information without | b64kbps
rate adaptation

An IBN line can change its bearer capability by dialing the BC FTR selector
datafilled in IBNXLA. This value maps to the appropriate AIN Bearer
Capability value defined above. When the bearer capability has not been
changed through the BC feature or the call originated from a POTS line, the
default bearer capability is used. This is the
DEFAULT BEARER CAPABILITY office parameter defined in table
OFCENG. NOTE: this can either be 3.1kHz or SPEECH.

There are two valid values for the BC parameter when the originating access
is a line; either 3.1kHz or speech depending on the datafill and whether or not
the BC feature is available on the switch.

For non-SS7 trunks, the bearer capability can be assigned to the trunk with the
BCNAME option in table TRKGRP. When this option has not been datafilled
against the trunk group, then the default Bearer Capability from table
OFCENG is used.

For ISUP and PRI trunks, the bearer capability is a mandatory parameter in the
incoming SETUP message. The information transfer capability received is
mapped to the AIN Bearer Capability value as indicated above.

Note: When the bearer capability of the call cannot be mapped to the AIN
bearer capability as described above, then the call is sent to treatment.
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Public Switched Digital Service calls are not supported by this feature:
however, in the future, all calls of this type is mapped to a Bearer Capability
of b56kbps.

6.4.4.19.5 BusyCause parameter All required cause values are
supported, as specified in Table 125 on page 384.

In addition, in the O_Called Party Busy message, cause value “3 - No Route
To Destination” is also supported on an attempt to terminate on an AIN virtual
DN (VDN).

Note: PRI Interface is not treated as a line.

See also Section 20.3.23 “Parameter TerminationIndicator” on page 680 for
limitations associated with this parameter.

6.4.4.19.6 BusyType parameter Since the SCP response message
Offer Call is not supported, parameter BusyType is populated as
“callCannotBeOffered.”

Parameter BusyType is controlled by SOC option AIN00220.

6.4.4.19.7 Carrier parameter Parameter Carrier contains the carrier
selection information and the identification describing where a call should be

routed. Parameter Carrier is only applicable when the office is an equal access
end office (EAEO).

The Carrier format is used with the following fields:

 carrier selection field is determined either by the point in the call (for
Origination Attempt message) or by the dialling sequence (for all other
messages).

» carrier ID field contains the 4 digit primary identification code. When a
three digit code is available the digit 0 is prefixed to the carrier ID.

* Nature Of Carrier field contains a default value of ‘NoNOCProvided’

The Carrier parameter is sent in the following SSP-to-SCP messages:

* Origination_Attempt message: the carrier selection field is “selected
carrier identification code presubscribed and not input by the calling
party”. This is the only value that makes sense because no digits have been
collected when the origination attempt TDP is encountered. However,
population of the Carrier parameter for all presubscribed cases depends on
the proper Carrier provisioning on the DMS SSP.

* Info Collected, Info Analyzed and Network Busy messages: the
population of the fields use logic similar to TR-TSY-000693
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Presubscription Indication to determine how to populate the carrier
selection field.

6.4.4.19.8 CalledPartylD parameter This parameter contains the
address of the called party. This parameter is present when the SSP detects a
3/6/10 digit trigger, trigger N11, trigger AFR or trigger Termination Attempt.

The CalledPartylD parameter is checked for the following values:

number of digits is in the range 0 to 15, inclusive

the value of each digit is 0 through 9 or ‘D’ or ‘E’ or ‘F’
the Nature of Number is one of

— not applicable

— SubscriberNumber (1)

— NationalSignificant (3)

— InternationalNumber (4)

— SubscriberNumberOperReqOPlus (113)

— NationalNumberOperReqOPlus (114)

— InternationalNumberOperReqOPlus (115)

— NoAddressPresentOperReq (116)

— NoAddressPresentCutThrough (117)

— LECHoteINonEAE)950PlusCall (118)

— TestLineTestCode (119)

— NetworkReserved0 (120) through NetworkReserved6 (126)

when the Nature_of Number is NAAINNumber then the Numbering_Plan
must be one of

— UnknownNumberingPlan (0),
— Private (5)

when the Nature of Number is one of NetworkReserved0 through
NetworkReserved6, the Numbering_Plan must be Private (5)

when the Nature of Number is SubscriberNumber or
SubscriberNumberOperReqOPlus, the number of digits must be either 3 or
7

when the Nature of Number is NationalSignificant or
NationalNumberOperReqOPlus, the number of digits must be 10
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* when the Nature _of Number is InternationalNumber or
InternationalNumberOperReqOPlus, the number of digits must be 10, 11,
12,13, 14 or 15

* when the number of digits is 3, and the first three digits are X11, or when
the number of digits is 7, and the first three digits are 950, then
Nature of Number must be NationalSignificant and Numbering_Plan
must be ISDNNumberingPlan, or Nature_of Number must be
NationalNumberOperReqOPlus and Numbering Plan must be
ISDNNumberingPlan

Any errors are reported to the SCP as erroneous data value.

Note: Either the CalledPartyID or FacilityGID must be present. When both
are present, FacilityGID is ignored and CalledPartyID is used. When neither
are present, a fatal application error of missing conditional parameter is
raised.

See Chapter 20.3.7: “Parameter CalledPartyID” on page 673.

6.4.4.19.9 CalledPartyStationType parameter Parameter
CalledPartyStationType uses the same format as ChargePartyStationType. The
originating line information for the CalledPartyStationType is obtained in
exactly the same way as the Origination_Attempt TDPs
ChargePartyStationType except that the called party’s information is used.

See Section 6.4.4.19.15 “ChargePartyStationType parameter” on page 230.

6.4.4.19.10 Calling Geodetic Location parameter The wireless
caller’s X and Y co-ordinates specifying the callers location may be signalled
in the Calling Geodetic Location Parameter. If available in the incoming ISUP
IAM, the calling geodetic location parameter is encoded in the AIN query as
follows:

* Shape description of type ellipsoid point and ellipsoid point with
uncertainty (as supported in the SS7 ISUP IAM). These types specify the
latitude and longitude of the caller’s location. Other shape descriptions as
ellipsoid point with altitude and uncertainty, ellipse on ellipsoid, ellipsoid
circle sector, polygon etc., (not supported in SS7 in the signalling) are not
supported in AIN query messages.

* This parameter has types defined per ANSI T1S1.3/99-315.

6.4.4.19.11 CallingPartylD parameter The CallingPartylD parameter
contains either the DN of the originating line, the Q931 Calling Party Number
Information Element (when provided and passed screening), or the ISDNUP

Calling Party Number.
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Note: When the SCP has provided the SSP with a new CallingPartyID, this
value is used to populate any subsequent queries.

The format of the CallingPartyID parameter uses the AINDigits parameter as
described in the following paragraphs.

When a Q931 Calling Party Number Information Element is present, then the
contents of “Type of Number and Numbering Plan Identification” field is
mapped to the corresponding “Nature of Number” and “Numbering Plan”
fields. The “Origin of Number and Presentation Status” field is mapped to the
“Presentation Restriction Indicator” and “Screening Indicator” fields. The
“Digits” are translated from International Alphabet 5 (IAS5) to BCD.

When a Q931 Calling Party Number Information Element is not present, then
the default Calling Party Number associated with the trunk group is taken from
table LTDATA (DN option). The Calling Party ID parameter fields are set as
follows: “Nature of Number” is set to ‘Unknown or Not Applicable’,
“Screening” is set to ‘network provided’, “Presentation” is set to ‘Presentation
Allowed’ and “Numbering Plan” is set to ISDN.

When a ISDNUP Calling Party Number parameter is present, then the “Nature
of Address” is mapped to the “Nature of Number” field. The “Numbering Plan
Indication” is mapped to the “Numbering Plan” field. Similarly, the “Address
Presentation Restriction Indicator”, the “Address Screening Indicator”, and
the “Digits” are all mapped to their corresponding fields.

When the calling party is the DN of the originating line, then a ten digit North
American Numbering Plan (NANP) number in BCD form is placed in the
“Digits” field. The “Numbering Plan” field contains “ISDN Numbering Plan”.
The “Screening indicator” field always contains “Network Provided”.The
“Nature of Number” field is encoded as either “unique national number” or
“non-unique national number”. The determination of (non)uniqueness is
through datafill of table DNATTRS. The DNATTRS datafill also affects the
contents of the “Presentation Restriction Indicator” field.

In table DNATTRS, the user can specify suppression and uniqueness through
datafill of the “netopt” field on a DN or network basis. For AIN calls querying
to the database, the “public” network is referenced for a particular DN. When
the corresponding network options contains the “non-unique” option, then the
“Nature of Number” field is encoded as “non-unique national number”;
otherwise, the “Nature of Number” field is encoded as “unique national
number”.

Another DNATTRS’ network option that affects the CallingPartyID is the
“suppress” option. The user is allowed to specify whether the DN, the name,
or both are to be suppressed. When the DNATTRS datafill specifies to
suppress on a DN basis, then the “Presentation Restriction Indicator” field is

297-5161-022 Standard 11.02 March 2004



Generic SSP procedures 225

encoded to “Presentation Restricted”; otherwise, the “Presentation Restriction
Indicator” field is encoded to “Presentation Allowed”.

In table DNGRPS, the user can specify the “address” option for a group of
directory numbers. When a 10 digit “public address” is specified in DNGRPS
for the calling party, the 10 digit “public address” number is sent in the query
message in the CallingPartylD parameter.

Table DNGRPS can also specify the “suppress” option for a group of directory
numbers. However, the “suppress” option in table DNATTRS takes
precedence over the “suppress” option in DNGRPS. Thus, when no “public
suppress” option is datafilled in DNATTRS for the calling party, the value of
the “public suppress” option datafilled for the calling party in DNGRPS is
used to populate the “Presentation Restriction Indicator” field in the
CallingPartyID.

6.4.4.19.12 CallingPartyBGID parameter The CallingPartyBGID
parameter is sent in the Info_Analyzed message under the following
conditions:

* when the originating access (caller or forwarding station) is assigned to a
basic or multiswitch business group (BBG or MBG) and the CDP trigger
is hit

* when the originating access is an SS7 trunk and the IAM message contains
a Business Group parameter and the SDS (PODP) trigger is hit

All fields in the CallingPartyBGID parameter are supported except for the
Subgroup-ID field that is not supported by ISDN User Part (ISUP) messaging
on the DMS SSP. Whenever ISUP MBG parameter population evolves to
support the population of this field, the Calling Party BGID feature
automatically supports it as well. Until ISUP supports that field, the
Subgroup-ID field is always set to “No_Indication”.

Set the BGID type field of the CallingPartyBGID parameter to BG Identifier.

Table 59 gives a summary of how the CallingPartyBGID parameter is
populated:

Table 59 CallingPartyBGID parameter population

Field Value

Party Selector “Calling Party Number” when no call forwarding is
involved, otherwise “Redirecting Number”

LPII Fixed Line Privileges

BGID tp BG Identifier
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Table 59 CallingPartyBGID parameter population

Field Value

AttSt When call is from an Attendant line then “Attendant
Line” else “No Indication”.

Spare 0

Business Group ID

BGID fetched from Business Group data

Sub-group ID

No Indication

Unrestricted

Line Privileges

The BGID that is sent in the query is mapped from the BGID assigned in table
BGDATA to a unique number for a particular business group. This value is in
a different format than the BGID in table BGDATA and the understanding of
mapping procedure is essential in order to identify the exact BGID value that
is received by SCP.

The multi-part key ‘BGID’ in table BGDATA has two parts; LOCATION that
can have the values {LOCAL, NATIONAL} and GRPNUM that can have
values from 0 to 4194303 (LOCAL 0 is reserved). The mapping is performed
according to the following formula:

222 * LOCATION + GRPNUM (from BGDATA) = BGID (in
CallingPartyBGID parameter)

Note that LOCAL is translated to 0 and NATIONAL is translated to 1.

A few examples helps in clarifying this mapping. These examples show the
BGID field inside CallingPartyBGID parameter in bold letters. The
CallingPartyBGID parameter in hexadecimal form is shown starting with first
octet on the left side. Figure 4 shows the correspondence between hexadecimal
values shown in examples and the parameter fields.

Figure 4 CallingPartyBGID parameter fields and corresponding octets

BGID

(LSB) (MSB)
(1st octet) (2nd octet) (3rd octet)

Sub-Group ID

(LSB) (MSB)
(1st octet) (2nd octet)

Spare AttSt BGIDtp LPII Party Selector Line Privileges

X X XX XX XX XX XX XX

X: A hexadecimal number (0 - F)
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6.4.4.19.13 Ccid

This parameter identifies the call configuration (CC) of the controller when the
Timeout event is detected. Valid call configurations for detecting Timeout are
CC2, CCs5,CC6,CC7,CC8, CCIY, CC10,CC11 and CC12. The SSP populates
the Ccld parameter in accordance with the following table.

Table 60 Population Rules for the CclD Parameter in Timeout Requested
EDP-R Message

Call Configuration CclID Value
stable2Party 2
threePartySetupComplement 5
partyOnHold 6
partyOnHoldComplement 7
callWaiting 8
callWaitingComplement 9
stableMParty 10

transfer 11

forward 12

6.4.4.19.14 ChargeNumber parameter This parameter is typically
populated by the charge number, or by ANI information from the originating
facility. For SS7 trunks, when the charge number is not provided in the [AM
message and parameter OLI is present, the calling party number is used to
populate parameter ChargeNumber in the query message.

For trunk originated calls, when neither 10 or 7 digit charge number are
provided, AIN Service Enablers checks the incoming trunk in table TRKGRP
(SNPA field) for NPA (area code) and table SSPTKINF (NXX field) for NXX
(office code) and populates 3 or 6 digit ChargeNumber (NPA or NPA-NXX)
when available. It is recommended that the incoming trunk be datafilled in
table SSPTKINF when the partial ChargeNumber is desirable and when
parameter ChargeNumber is not received from the incoming trunk.

When the charge number, ANI, or calling party number and originating line
information (OLI) (for SS7) is not available on trunk-originated calls, the SSP
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attempts to use trunk datafill to construct either a 3-digit NPA or 6-digit
NPA-NXX value to use as a substitute for parameter ChargeNumber in the

query.

When the SSP receives only a partial ANI or a partial charge number on MF
trunk-originated calls, the SSP uses datafill where available to perform the

following:
» expand a received NPA value from ANI to NPA-NXX in the
ChargeNumber

+ add a 3-digit NPA value to expand a received 7-digit ANI value to a 10
digit NPA-NXX-XXXX value in the ChargeNumber

The NPA used in the previous cases is taken from the entry in the TRGGRP
table that is associated with the originating trunk. Table SSPTKINF is used to
provide NXX values for the originating trunk when required.

This behavior applies to the ChargeNumber parameter for both AIN Essentials
and AIN Service Enablers calls.

Note: In releases previous to NAOOS, when information for the charge
number was not received from trunk signaling, then the ChargeNumber
parameter was left empty in the query.

For MF and ISUP VAPN trunks, the charge number in the outgoing query
message 1s populated with the value of the ANI digits even though a BILLDN
is datafilled for these trunks in table TRKGRP.

Parameter ChargeNumber is encoded like the ISDNUP charge number.
Parameter ChargeNumber uses the format of parameter AINDigits.

The population of parameter ChargeNumber depends on the types of
originating agent. The following list outlines the originating agent types:

* Lines—the ChargeNumber is populated with the special billing number
datafilled against the line, through the special billing (SPB) option. When
a seven digit SPB number is datafilled, the NPA of the originating facility
is used to obtain a ten digit charge number. When the SPB option is not
present, the calling DN is used to populate the ChargeNumber.

*  MF trunks—The ChargeNumber is populated with the ANI, when it is
received. When the ANI is not received and the trunk has the BILLDN
datafilled in table TRKGRP, then the BILLDN is used to populate the
ChargeNumber.
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PRI trunks—The ChargeNumber is populated with the calling party
number (CPN) from the PRI trunk as follows

— When a special billing number is datafilled against the trunk in the
BILLDN field of table TRKGRP, that special billing number is used to
populate the ChargeNumber.

— When a default CPN is associated with the LTID of the PRI trunk group
in table LTDATA (DN option), that default CPN is used to populate the
ChargeNumber.

— Otherwise, when the CPN is received from the PRI trunk and the
number plan indication (NPI) is PUBLIC (E164 or ISDN number plan)
and the digit length of the CPN is 10, then the CPN is used to populate
the ChargeNumber.

— This is applicable for both IBN PRI and ‘PRA’ trunk types.

ISUP trunks—When present, the ISDNUP charge number is used to
populate the ChargeNumber.

When the ISDNUP charge number is not present, the ChargeNumber is
populated as follows:

— When both the ISDNUP originating_line information (OLI) and the
calling party (CPN) are present, then the CPN is used to populate the
ChargeNumber under the following conditions

— the CPN NPI is PUBLIC
— the digit length of the CPN is 10

— When the billing number is associated with the IBN ISUP trunk group
in table TRKGRP (BILLDN option) and the billing number is used to
populate parameter ChargeNumber.

— In case of call redirections, when the redirecting number in an IAM is
present, the redirecting number is used to populate the ChargeNumber
under the following conditions

— the NPI of the redirecting number is PUBLIC
(ISDN_Number Plan)

— the digit length of the redirecting_number is 10

— Otherwise, when the original called number in an IAM is present, the
original called number is used to populate the ChargeNumber under
the following conditions

— the NPI of the original called number is PUBLIC
(ISDN_Number Plan)

— the digit length of the original called number is 10

DSM-100 Family AIN SE Service Implementation Guide SNO6 (DMS)



230 Generic SSP procedures

For the trunk originated calls, when a seven digits BILLDN is given, then the
NPA of the ChargeNumber parameter can be retrieved in different ways. For
example, the NPA can take the first entry in table HNPACONT for a private
trunk originated call. In order to avoid the unpredictably of encoding the NPA,
it is recommended that a ten digits BILLDN be always given when the
BILLDN is used.

Note that the population of the ChargeNumber has important effects on the
Global Title Value (GTV) that is used to determine where the corresponding
query message is routed. In order to insure a valid Charge Number for routing
the query message, it is suggested that the BILLDN in the table TRKGRP be
datafilled in the situations when all other candidates can be missing, for
example, the ANI information cannot be passed for MF IBNTI and IBNT2
trunks

A new ESN index is derived from the ChargeNumber received in the Forward
Call Response by treating the last five digits of the 10 digit Chargenumber

as the new ESN. This eliminates the need for all possible Charge Numbers
having to be datafilled in Table E911SRDB.

6.4.4.19.15 ChargePartyStationType parameter Service Enabler
uses ANI I to ANI II conversion to populate the ChargePartyStationType
message parameter as specified by GR-1298 and GR-2892. See Table 61.

Table 61 CAMA single-digit station identification conversion

Source | Converted ANI Il Code Meaning
ANI |
code ANLII ANI 1l ANI 1l
non-coin combined | coin traffic
traffic traffic
0 00 23 27 Non Coin -POTS
1 01 01 27 Multiparty
2 02 23 27 ANI Failure
3 00 23 27 Non Coin-Observed
4 01 01 27 Multiparty-Observed
5 02 23 27 ANI Failure Observed
6 06 06 27 Hotel
7 07 07 27 Coinless, other
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Table SSPTKINF can be accessed to decide the type of traffic (non coin, coin
or combined).

Parameter ChargePartyStationType is populated in the outgoing query
message for all triggers supported by MF and ISUP VAPN trunks. See Table
14 on page 142 for a list of the triggers supported by MF and ISUP VAPN
trunks.

6.4.4.19.16 CollectedAddressinfo parameter This parameter
contains the address digits collected from the user. The CollectedAddressInfo
parameter differs from the CalledPartyID in that the digits have been collected
according to the dialling plan but have not yet been “fully translated”. “Fully
translated” implies that the digits have not yet been screened to verify that they
are valid for the user dialling plan.

This parameter is sent when address digits are present and one of the following
triggers is detected: the Ofthook Delay trigger, the Shared Interoffice trigger,
or the CDP trigger. It is also sent when subsequent digit collection is required,
and the digit collection algorithm specified is “normal”. Subsequent digit
collection can be done prior to sending a query or after receiving a
conversation package (as a result of a “Send To Resource” request).

The values used in populating the CollectedAddressInfo parameter are
identical to those already specified in the CalledPartyID parameter with the
following exceptions:

* The “Digits” field is for domestic calls is populated with the digits dialled
(that is, 7 digits) instead of the PODP number (10 digits).

» For the CDP intercom trigger criteria type, the population of the collected
address parameter depends on the value datafilled in field “rprtdigs” in
table TRIGDIG. When the “rprtdigs” field contains value “TRANS”, then
the collected address parameter contains the PODP number. Otherwise, the
collected address parameter contains the dialled digits.

For exceptions, see Section 20.3.13 “Parameter CollectedAddressInfo” on
page 675.

6.4.4.19.17 CollectedDigits parameter This parameter contains the
digits collected from the user. The digits collected correspond or do not
correspond to an address; that is, the SSP has not yet analyzed the digits.

The CollectedDigits parameter is sent when the user has dialled an access code
or a vertical service code, and subsequent digits were collected using either a
fixed or variable digit collection algorithm; that is, the CollectedDigits
parameter can be sent in a QUERY package when either an “Offhook Delay”
trigger or “CDP” trigger is encountered. This parameter is also sent in a
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conversation package containing a “Resource Clear” message when the SCP
or adjunct has previously requested fixed or variable digit collection.

The CollectedDigits parameter uses the AINDigits parameter format. The
“Nature of Number” field is set to “not applicable”. The “Numbering Plan”
field is set to “unknown or not applicable”. The “Digits” field is populated
with 0 to 32 digits in BCD form.

6.4.4.19.18 DisconnectCause

When the SSP detects the O Disconnect Called event, the DisconnectCause
parameter is populated with the value “farEnd”.

DisconnectCause is not populated in the O_Disconnect EDP-R query message
associated with O_Disconnect event.

6.4.4.19.19 GenericAddressList parameter

GenericAddressList parameter is a single parameter that can contain up to five
generic addresses. Each generic address contains

* the address type

* nature of address

* odd or even digit count flag

* apresentation indicator

* anumbering plan indicator

* astring of digits

The following generic address types can be set:

* dialed number

* destination number

* completion number

The following generic address types can be set only when they are received as
part of a Generic Address List response:

» supplemental user provided calling address (failed screening)

» supplemental user provided calling address (not screened)

* Ported Number

* 800 Service Indicator
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Other generic address types, for example, Ported Number or Proprietary 800
Service, are supported for DMS SS7 signaling but are not specified in
GR-1299. They are not sent in an AIN query message.

Note: The current implementation of the GenericAddressList parameter
does not comply with ISDN requirements for this parameter.

The GAL is populated in the following query messages:
* infoCollected

* infoAnalyzed

+ terminationAttempt (TAT)

When an unsupported generic address type is received as part of a Generic
Address List, only the unsupported generic address shall be disregarded, other
valid generic address types shall be contained in the list.

When the Supplemental User Provided Calling Address types of Generic
Addresses are received in an ISUP Initial Address Message (IAM), they are
used to populate the GenericAddressList parameter.

For SS7 trunk originating facilities, GenericAddressList is populated for
Info Analyzed, Info Collected, and Termination Attempt triggers when the
incoming IAM contains one or more Generic Address Parameters (GAP).

Up to five generic addresses are used to populate GenericAddressList and can
appear in any order. For each type of address, only one generic address is
stored in the DMS. Since there are only five supported types of address, when
a generic address is supplied for every type of address, they are all sent to the
SCP in the GenericAddressList.

The GenericAddressList parameter is controlled by the same SOC option as
for the rest of AIN Service Enablers. When the SOC option is in IDLE state,
the GenericAddressList parameter is not available.

This parameter is controlled by SOC option AIN00220.

6.4.4.19.20 Generic Digits List parameter Cell site and sector
information may be signalled in a Generic Digits parameter from the wireless
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switch. When available in the incoming ISUP IAM, the Generic Digits
Parameter is encoded in the Generic Digits List Parameter as follows:

+ The type of digits field in the Generic Digits parameter are coded 01101
(#D) for “location identification number.”

 The digits field in the Generic Digits parameter contains the cell site and
sector (location) information associated with the calling party. It contains
the digits identifying the caller’s location in the format npa+nxx+xxxx

« The encoding scheme field for the Generic Digits parameter is coded as
appropriate.

Note: The outgoing GDLP (Generic Digits List Parameter) is a list of
up to 5 GDPs (Generic Digits Parameter). This feature is responsible for
encoding only the Generic Digits Parm of type Location Identification
Number (#D) to the outgoing queries.

6.4.4.19.21 LATA parameter The local access and transport area
(LATA) is sent by the SSP to the SCP or adjunct. For LATA determination, the
SSP must have equal access software and the appropriate equal access tables
must be datafilled.

In an equal access end office the LATA used by AIN is determined from the
originator’s datafill (for example, LINEATTR) in the same manner as regular
call processing. Please refer to the appropriate equal access documentation for
more details on the tables involved in determining LATA.

In an access tandem switch, the following sequence is followed to determine
the LATA used by AIN:
e when a LATA is included in the IAM, it is used

» when a LATA was not sent, table TRKLATA 1is checked for a LATA
associated with the incoming trunk

* when there is no entry in table TRKLATA for AIN toll services (only),
table SSPTKINF is checked for a LATA associated with the incoming
trunk

* when none of these sources provide a value, the LATA is left blank in
subsequent AIN processing

The AINDigits format is used with the following fields:

* nature of number is set to “not applicable.”

* numbering plan is set to “unknown or not applicable”.

+ the digits field contains a LATA of three digits.
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The LATA parameter is sent in the following SSP-to-SCP messages:

* Origination_Attempt, Info_Collected, Info Analyzed, and Network Busy
messages: the LATA of the originating facility is sent when it can be
determined. The LATA must be datafilled on the DMS SSP for a LATA to
be determined.

+ Termination Attempt message: the LATA of the terminating facility is sent
when it can be determined.

6.4.4.19.22 LegIlD

The LegID parameter contains the numeric value corresponding to the leg of
the current call for which the O Disconnect/O Disconnect_Called or Timeout
is detected. The SSP populates the LegID parameter according to the
following table.

Table 62 Population Rules for the LegIlD parameter

Leg LeglID Value
ControllingLeg 0
PassivelLeg (1) 1
PassivelLeg (2) 2

6.4.4.19.23 NetworkSpecificFacilities parameter The
NetworkSpecificFacilities parameter is used exclusively by ISDN Primary
Rate Interface (PRI) to implement Call-by-Call services. The Call-by-Call
service is a method of requesting and offering services on Customer Premises
Equipment without the use of dedicated trunks. The NetworkSpecificFacilities
parameter indicates for each call the specific service type required to complete
the call. Any B-channel on a PRI trunk can be used to offer provisioned
services. In addition to requesting a specific service, the
NetworkSpecificFacilities parameter can also request a specific facility (trunk
or zone). Currently, Northern Telecom North America PRI (NTNA PRI) and
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National ISDN PRI (NIPRI) are the two variants of PRI that support the
NetworkSpecificFacilities parameter.

CAUTION

Possible loss of service

North America PRI variants U449PRI and U459PRI do not
support parameter NetworkSpecificFacilities.

Table 63 illustrates the structure of the NetworkSpecificFacilities parameter.

Table 63 Structure of NetworkSpecificFacilities parameter

bit 8 bit 7 bit 6 bit 5 bit 4 bit 3 bit 2 bit 1

length of network identification

1 ext type of network identification | network identification plan

0 spare | network identification

0/1ext | 1exp. service | facility coding value
bit [feature

0 spare | service parameters

The Length of Network Identification field represents the length, in octets, of
the Network Identification value that follows. A length of “0” indicates a local
service provider. The Type of Network Identification, the Network
Identification plan, and the Network identification fields are not included in
the NetworkSpecificFacilities parameter when the Length of Network
Identification field is “0”.

The Type of Network Identification field is hard coded to indicate that a
nationally standardized identification is used.

The Network Identification Plan field is hard coded to indicate that the
InterLATA carrier identification is used.

The Network Identification field identifies the Interexchange Carrier (IC) by
its Carrier Identification Code (CIC).

The expansion bit is always set to one to indicate that the facility coding value
is included in the parameter.

The Service/Feature flag is hard coded to indicate that a service is being
requested.
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The Facility Coding Value indicates the requested service. The following
service types can be used to populate the facility coding value in the AIN
NetworkSpecificFacilities parameter:

« INWATS

« OUTWATS

» foreign exchange (FX)

» terminal interface equipment (TIE) trunk

* integrated customer advanced networking (ICAN)
* hotel/motel service

» selective class of call screening (SCOCS)
Currently, NIPRI does not support ICAN.

NTNA PRI does not support ICAN, hotel/motel service, and SCOCS.
However, NTNA PRI does support an additional service type: Private. The
Private service type is not defined by Bellcore and not supported.

The Service Parameter field can be up to five IA5 characters and indicates the
specific facility (trunk or zone) requested. Currently, NTNA PRI and NI PRI
support up to four IAS characters for the service parameter on the DMS SSP.

When the NetworkSpecificFacilities parameter is received in a PRI SETUP
message from an originating PRI trunk, and the call encounters an
Info_Analyzed trigger, the NetworkSpecificFacilities parameter is sent to the
SCP or adjunct as part of the Info_Analyzed query message. A PRI trunk can
only encounter the following triggers at the Info Analyzed TDP:

» specific digit string
* customized dialing plan
* NII

When the NetworkSpecificFacilities parameter is received from an NTNA PRI
trunk with a service type of “Private” it is not sent with the Info Analyzed

query.

When an incoming NI PRI or NTNA PRI call with an NSF Information
Element is call forwarded intra-switch before encountering the SDS, N11, or
CDP trigger, the query message sent to the SCP still contains the
NetworkSpecificFacilities parameter.

This parameter is controlled by SOC option AIN00220.
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6.4.4.19.24 NotificationIndicator parameter For the event request

message, the NotificationIndicator parameter is populated with the value
FALSE.

For the event notification message, the NotificationIndicator parameter is
populated with the value TRUE.

This parameter is controlled by SOC option AIN00210.

6.4.4.19.25 OriginalCalledPartylD, RedirectingPartyID, and
Redirectioninformation parameters

The OriginalCalledPartylD, RedirectingPartyID and RedirectionInformation
parameter are available at all TDPs except the Origination Attempt TDP.

The OriginalCalledPartyID is the initial called party number and contains a
10-digit NANP number. For a non-SS7 originating access, this parameter is
coded to the original called party number when the call has undergone AIN
redirection at least twice. For OCM redirection (that is, Analyze Route with
redirection information), the original called party number would contain the
redirecting party id returned from the database once the call had redirected at
least twice. When the initial redirection was due to a Forward Call, the
original called party number would contain the DN assigned the

Termination Attempt trigger.

When the originating access is an SS7 trunk and the initial setup message
contains an OriginalCalledNumber parameter, this information is used to
populate this parameter.

Parameter Redirecting Party ID contains the last redirecting party and
contains a 10-digit NANP number. When the call is redirected through AIN in
the local office, this parameter is coded to the last redirecting party supplied
by AIN. For redirection with an Analyze Route message, the
RedirectingPartyID returned from the database is used to populate this
parameter. For AIN redirection with a Forward_Call response, the DN of the
Termination Attempt trigger is used.

The population of the OriginalCalledPartyID and RedirectingPartyID in query
messages are affected by tables DNATTRS and DNGRPS for intra-switch
calls. The “public suppress” option in table DNATTRS or DNGRPS is used to
populated the “Presentation Restriction Indicator” field. The “public address”
option in table DNGRPS is used to populate the “Digit” field. See Section
6.4.4.19.11 on page 223 for more information.

When a RedirectingNumber parameter was received in the setup message of
an SS7 or PRI trunk and the call was not forwarded at the local office, this
parameter is mapped to the AIN RedirectingPartylD parameter.
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Note: 1f SOC option AIN00310 is OFF, or value of office parameter
REDIRECTION FRAMEWORK is N, redirection information that
resulted because of SSP based local call forwarding is not supplied to the
SCP.

If SOC option AIN00310 is ON and value of office parameter
REDIRECTION FRAMEWORK is Y, redirection information that
resulted because of SSP based local call forwarding is supplied to the SCP.

Parameter RedirectingInformation contains the original and redirecting
reasons. It can be one of the following:

* unknown

* user busy -- Call Forward Busy (all variations)

* no reply -- Call Forward Don’t Answer (all variations)

* unconditional -- Remote Call Forwarding, POTS Call Forwarding, IBN
Call Forward Universal, Selective Call Forwarding, and Call Forward
Intragroup, AIN Forward Call

Parameter RedirectingInformation also contains a RedirectionCounter
subfield. This field is an integer value with a range of 1-10. It includes the SS7
redirection count plus the redirection count from the local switch.

See also Section 6.2.4.1 “Serial triggering and redirection parameters” on page
198.

6.4.4.19.26 PointinCall

The PointInCall (PIC) parameter contains the numeric value corresponding to
the PIC from which the O Disconnect or Timeout was detected according to
the BCM described in Section 3 of GR1298. The SSP populates the
PointInCall parameter according to the following table.

Table 64 Population Rules for the PointinCall parameter

PIC Name PointInCall
O_Active 9
O_Suspended 10

T _Active 16
T_Suspended 17
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6.4.4.19.27 Primary carrier parameter The Primary Carrier
parameter is populated in the Origination Attempt, Info Collected,

Info Analyzed, Network Busy, O Called Party Busy, and O No Answer
AIN query messages.

At the Origination_Attempt TDP, where the Off-hook Immediate trigger is
encountered, the Primary Carrier parameter (for an inter-LATA or intra-LATA
call) is populated in the AIN query to the SCP with the primary inter-LATA
carrier. This applies for both POTS and IBN originated calls. If no inter-LATA
carrier is subscribed to by the user, then the office default inter-LATA carrier
is used.

At the Info_Collected TDP, the Primary Carrier parameter is populated where
the following triggers is encountered: Off-Hook Delay, Channel Setup PRI,
and Shared Interoffice Trunk.

At the Off-Hook Delay trigger detection points the PrimaryCarrier parameter
for an inter-LATA or intra-LATA call is populated in the AIN query to the SCP
with the user dialed inter-LATA carrier identification code. This applies to
both POTS and IBN originated calls. If no carrier is dialed, then the user’s
primary inter-LATA carrier is used.

At the SharedInterOffice trigger, the local exchange carrier (LEC) is used to
populate the PrimaryCarrier. The LEC is also used at the N11 trigger to
populate the PrimaryCarrier if the user does not specify a carrier by casual
dialing. Otherwise, the carrier access code (CAC) is populated as the
PrimaryCarrier.

At the Info_Analyzed TDP, the Primary Carrier parameter is populated where
the following triggers is encountered: BRI Feature Activation_ Indicator,
PRI Network Services, Public_Feature Code, Specific Feature Code,
Customized Dialing Plan, Specific Digit String, One Plus Prefix,
Specified Carrier, International, Operator Services, and N11. AIN handling
of the PrimaryCarrier parameter at the Info Analyzed TDP is discussed in
Section 6.4.4.19.27 “Primary carrier parameter” on page 240.

When a public feature code is dialed, the PrimaryCarrier parameter is only sent
if a carrier is specified using 10XXX or 101 XXXX during subsequent digit
collection. Neither PIC nor LPIC is ever used to populate the PrimaryCarrier.

At the CDP trigger, the LEC is always used to populate the PrimaryCarrier
except when the call triggers on a public network access code and the caller
initiates an IEC call. In this case, the PrimaryCarrier is populated with the
carrier which usually services the call.

The Primary Carrier parameter is populated in the Network Busy message
when the AFR trigger is encountered. If the AFR trigger is hit on a private
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route, LEC is always used to populate the PrimaryCarrier. For
public-trunk-originating calls hitting AFR, the PrimaryCarrier is only
populated for FGD signaling calls with the carrier it was using before the call
processing arrived at the AFR trigger. Otherwise, the LEC is used to populate
the PrimaryCarrier.

The Primary Carrier parameter is populated in the O Called Party Busy and
O No_ Answer messages have the same behavior of the Info Analyzed
message.

For the PIC and LPIC features, if a call should be routed over an office default
carrier, and no office default carrier exists, then the call is sent to treatment as
determined by the office parameter DEFAULT CARRIER OR TREAT.

The PrimaryCarrier parameter is not populated in the query message at the
Termination Attempt trigger detection point.

6.4.4.19.28 Subsequent call routing Following a Continue response
from the SCP, the PrimaryCarrier is determined at the Analyze Information
PIC before any triggers are used in the call. This applies to both the IEC and
the LEC.

Following an Analyze Route or Forward Call response from the SCP
processing a call that originates from a line or private trunk, the carrier(s)
specified in the SCP response attempt to carry the call. However, when the
carrier identified by the SCP cannot handle that particular call, then the call is
routed to treatment. For example, when the CalledPartyID corresponds to an
INTRALATA call, but the carrier supplied is an INTERLATA-only carrier or
the other way around.

6.4.4.19.29 Billing records For line or private-trunk originating calls, a
billing record with call code 110 is generated whether or not an AMASLPID
is specified by the SCP. However, note that for the SDS trigger, when a user
dials a Carrier Access Code (CAC) and the call triggers on the digits 10XXX
+ 10 digits, where the 10 digits matches a SDS triggering pattern and the SCP
response specifies another carrier, two 110 records can be generated since
there is a requirement for the SDS trigger to generate billing records as two
different call legs.

For public-trunk originated calls, billing records with call code 110 is only
generated when an AMASLPID is included in the response.

6.4.4.19.30 Primary inter-LATA carrier  The Primary Inter-LATA
Carrier (PIC) feature allows subscribers to specify the preferred carrier for
handling interLATA calls as well as whether or not casual dialing (for example
10XXX+) to other carriers is permitted.
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For PICs, Table 65 illustrates parameter PrimaryCarrier population at the
Info_Analyzed TDP, for query processing of inter-LATA calls.

Table 65 PrimaryCarrier parameter population (inter-LATA)

User dialed

User presubscription inter-LATA
Call type (inter- status carrier
LATA/local) (yes/nolirrelevant) (yes/no) Carrier population
local irrelevant no local exchange carrier
inter-LATA yes no Primary Inter-LATA Carrier
inter-LATA no no office default carrier
inter-LATA irrelevant yes user dialed carrier

Table 66 illustrates parameter PrimaryCarrier population for the
Off Hook Delay trigger.

Table 66 PrimaryCarrier parameter for the Off_Hook_Delay trigger

User pre subscription status User dialed Carrier population
(yes/nolirrelevant) inter-LATA
Call type (inter- carrier
LATA/local) (yes/no)
Triggering agent EA PIC option
is presubscribed datafilled on
toaPIC customer group
IBN translator
(yes/nolirrelevant)
local no irrelevant no office default carrier
local yes irrelevant no Primary Inter-LATA carrier of
triggering agent
inter-LATA yes irrelevant no Primary Inter-LATA Carrier of
triggering agent
inter-LATA no yes no Primary Inter-LATA Carrier
from IBN translator
inter-LATA no no no office default carrier
Inter-LATA irrelevant irrelevant yes user dialed carrier

Note: Office default carrier is defined in tuple Default_Carrier_Or_Treat under table OFCENG. When the Carrier
parameter is to be populated with the office default carrier and no office default carrier exists, the no Carrier parameter
will be sent in the query.
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Table 67 on page 243 illustrates the functionality of the use of the default
carrier digit with AIN response processing for inter-LATA calls.

Table 67 Response processing of carrier (inter-LATA)

User

User-input presubscription
Call type carrier (INTER/ | status
(inter-LATA/local) | INTRA/ none) (yes/nolirrelevant) Carrier used
local irrelevant irrelevant none
inter-LATA none yes user’s primary inter-LATA carrier
inter-LATA none no office default carrier (Note)
inter-LATA inter irrelevant user-specified carrier
inter-LATA intra yes user’s primary inter-LATA carrier
inter-LATA intra no office default carrier

Note: Office default carrier is defined in tuple Default_Carrier_Or_Treat under table OFCENG

The carrier access code dialed by the user or the carrier information, when it
was received on a previous database response, is discarded when an
Analyze Route response is received from the database.

Note: This functionality can cause looping to occur at trigger

Automatic Flexible Routing (AFR). That is, when the call is inter-LATA
and all the ATC or IT trunks for that primary inter-LATA carrier are busy,
then the call encounters the AFR trigger, when subscribed to. When the SCP
sends an Analyze Route response without specifying any RouteID or
Carrier, then the call can try the same ATC trunk group again and encounter
AFR again. This looping goes on until the maximum number of serial
triggers is reached. The call is then sent to AINF treatment.

Calls that return a CalledPartyID parameter with the Nature of Number field
set to “950+ Call” are considered InterLATA calls to the interexchange

carriers.

950 calls are not affected by the PIC feature and are allowed to complete to the
specified carrier independent of the PIC carrier and casual dialing restrictions.
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6.4.4.19.31 Primary intra-LATA carrier  For primary intra-LATA
carrier (LPIC), Table 68 illustrates parameter PrimaryCarrier population at the
Info Analyzed TDP for query processing of intra-LATA calls.

Table 68 PrimaryCarrier parameter population (intra-LATA)

User dialed
Call type User presubscription intra-LATA
(intra-LATA/local) | status carrier

(yes/nolirrelevant) (yes/no) Carrier population

local irrelevant no local exchange carrier
intra-LATA yes no primary intra-LATA carrier
intra-LATA no yes user dialed carrier
intra-LATA no no local exchange carrier

Table 69 illustrates the use of default carrier digits with AIN response
processing for intra-LATA calls.

Table 69 Response processing of carrier (intra-LATA)

Call type User-input User Carrier used
(intra-LATA/local) | carrier (inter/ presubscription

intra/ none) status

(yes/nolirrelevant)

local irrelevant irrelevant none
intra-LATA none yes user’s primary intra-LATA carrier
intra-LATA none no local exchange carrier
intra-LATA inter yes user’s primary intra-LATA carrier
intra-LATA inter no local exchange carrier
intra-LATA intra irrelevant user-specified carrier

The carrier access code dialed by the user or the carrier information, when it
was received on a previous database response, is discarded when the
Analyze Route response is received from the database.

Note: This functionality can cause looping to occur at the

Automatic Flexible Routing (AFR) trigger. That is, when the call is
intra-LATA and all the ATC or IT trunks for that carrier are busy, then the
call encounters the AFR trigger, when subscribed to. When the SCP sends
an Analyze Route response without specifying any RoutelD or Carrier, then
the call can try the same ATC or IT trunk group again and encounter AFR
again. This looping goes on until the maximum number of serial triggers is
reached. The call is then sent to AINF treatment.
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6.4.4.19.32 Prefix Parameter Prefix is available at the Info Analyzed
TDP. The function of parameter Prefix is to indicate to the SCP that “1+” type
of call has been encountered on the SSP. Parameter Prefix is available at the
Info_Collected, Info_Analyzed, Network Busy, O Called Party Busy, and
O No_Answer trigger detection point (TDP).

The following triggers can send parameter Prefix as part of the query to the
SCP:

* Off Hook Delay

* Public Feature Code

* Specific_Feature Code

* Customized Dialing Plan

* Specified Carrier

* One Plus Prefix

* International

* Operator_Services

* Specific_Digit_String

* NII

* Automatic Flexible Routing

* O Called Party Busy

* O No Answer

When parameter Prefix is sent in a query to the SCP, and a Continue response
is returned, parameter Prefix is automatically propagated on any subsequent

trigger query while on the same SSP. Parameter Prefix is not populated for
NEL queries.

6.4.4.19.33 STRConnection parameter Parameter STRConnection
indicates whether or not the reported message originated with a
Send To Resource message.

6.4.4.19.34 TCM parameter Parameter terminating call model (TCM)
contains the traveling class mark for the user. Parameter TCM is sent when a
TCM query is received by the SSP (for trunks).

Note 1: Parameter TCM is supported for the Info Analyzed message. See
Table 41 on page 204.

Note 2: Parameter TCM is supported for the Prefix triggers
(Specified Carrier, One Plus Prefix, International, and
Operator_Services). These Prefix triggers are an NAO11 activity.
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Note 3: Parameter TCM is supported in Termination attempt messages for
the TKTERM trigger.

The AINDigits format is used with the following fields:

* nature of number is set to “not applicable.”

* numbering plan is set to “unknown or not applicable”.

» the digits field contains a TCM of up to two digits inclusive.

Parameter TCM is sent in the following SSP-to-SCP messages:

Info_Collected, Info Analyzed, and Network Busy messages for private
facilities, when the originating facility has received a travelling class mark.

Note: When the SCP returns a TCM to the SSP, this value is used in
subsequent queries.

For exceptions, see Section 20.3.22 “Parameter TCM” on page 680.

6.4.4.19.35 TriggerCriteriaType parameter This parameter indicates
the type of event that caused a trigger to occur. For triggers involving digit
criteria, the trigger encountered is determined by the individual, group and
office subscription data. This is an optional parameter in every Query message
to the SCP or adjunct and is coded as shown in Table 70.:

Table 70 Trigger to TriggerCriteriaType mapping

Encountered trigger TriggerCriteriaType
Off-Hook_Immediate Offhook Immediate
Off-Hook_Delay Offhook Delay
Shared_Interoffice_Trunk SharedlOFTrunk
Specified_Carrier specifiedCarrier
One_Plus_Prefix onePlus
International International
Operator_Services zeroPlus or zeroMinus
3-Digit SDS NPA

4-Digit SDS NPAN

5-Digit SDS NPANX

6-Digit SDS NPANXX
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Table 70 Trigger to TriggerCriteriaType mapping (Continued)

Encountered trigger TriggerCriteriaType
7-Digit SDS NPANXXX

8-Digit SDS NPANXXXX

9-Digit SDS NPANXXXXX
10-Digit SDS NPANXXXXXX

N11 N11

CDP access code

Customized Access

CDP intercom code

Customized Intercom

AFR

AFR

Termination_Attempt

Termination Attempt

O_Called_Party Busy

O_Called_Party Busy

O_No_Answer

O_No_Answer

T_Busy

T _Busy

T _No_Answer

T No_Answer

Trunk Group trigger tkterm

6.4.4.19.36 UserlID parameter The UserID parameter in the event
request or notification message contains the same value that was sent with the
trigger request that initiated the transaction. The DMS SSP is partially
compliant with the request population of the UserID parameter. The DMS SSP
does not support use of the ISDN identifier (ISDNI) that is, the DMS SSP
populates the DN instead of ISDNI for a BRI interface. This is equivalent to
the AIN Essentials UserID parameter.

The UserID parameter matches the data contained in the trigger request even
when serial triggering occurs and modifies the called or calling number as
specified in GR-1298.

This parameter contains the identity of the originating facility. In situations
where triggering occurs at or after the termination attempt trigger (that is, after
a Forward Call response message), the originating facility is the subscriber of
the termination attempt trigger.
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The values or tags supported for the UserID parameter are as follows:
e [1] IMPLICIT DN

* [5] IMPLICIT TrunkGroupID

e [6] IMPLICIT PrivateFacilityGID

All other values are currently not supported; thus, the DMS SSP classifies the
user as one of the above, even though the user can have characteristics that
differentiate it from other facilities. The UserID parameter for a line in a hunt
group is “[1] IMPLICIT DN” instead of “[7] IMPLICIT Mlhg”.

Dependent upon the classification of the user, certain data must be sent to the
SCP or adjunct:

« DN

— The UserID parameter contains the DN of the originating line or PRI
for all originating triggers. The termination DN is used to populate the
UserID parameter where a terminating trigger has been encountered.
This parameter always contains the calling party number of the facility
and not its billing number.

— The DN is 10 digits, encoded in BCD.

— For PRI trunks the DN is derived from the Calling Party Number
(CPN). The CPN is derived as follows:

—  When the received CPN Numbering Plan Indicator (NPI) is
PUBLIC and 10 digits in length then it is used to populate the
USERID parameter.

— Otherwise the default CPN associated with the trunk group is taken
from the table LTDATA (DN option) and used to build the
USERID.

— USERID is a mandatory query parameter. Therefore, failure to
derive a CPN for building the USERID parameter results in the call
be sent to AINF treatment.

*  TrunkGrouplID

The TrunkGrouplID is populated with the contents of the “Adnum” field in
table CLLI, corresponding to the public trunk’s name.

* PrivateFacilityGID
The PrivateFacilityGID is populated with the contents of the “Adnum”
field in table CLLI, corresponding to the private trunk’s name.

For exceptions, see Section 20.3.24 “Parameter UserID” on page 680.
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6.4.4.19.37 GenericName parameter The GenericName parameter is
based on the ISDNUP Generic Name (GN) parameter and contains the
following field values:

* Presentation
* Availability

* Type of name

The GenericName is populated in the following TDP-R query messages:
* TerminationAttempt (TAT)

* Busy

*  NoAnswer (TNOA)

* TermResourceAvailable

The GenericName is populated in these TDP-R queries when:
» Itisreceived in an ISUP IAM message

+ Ifa calling party has invoked either Calling Name Delivery Blocking
(CNAB) or Calling Identity Delivery and Suppression (CIDS)

+ If'the calling party has subscribed for the SUPPRESS option with NAME
suppressed

* Itisreceived in an SCP Response message

The Presentation field of GenericName is set as PresentationRestricted if
calling party has subscribed for the SUPPRESS option with NAME
suppressed. If CNAB is activated then the Presentation field of GenericName
is set as BlockingToggle.

The GenericName parameter is controlled by the same SOC option as the rest
of AIN Service Enablers. When the SOC option is in the idle state, the
GenericName parameter is not available.

The GenericName parameter is controlled by SOC option AIN00220.

6.4.5 Non call-related message processing
This function provides the SSP with transaction and component level
procedures for sending non call-related messages. The non call-related
messages can be sent in both non call-related transactions and call-related
transactions.

See Section 20.3 “Messaging and parameter limitations” on page 671 for
limitations associated with messaging.
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All AIN Service Enablers message parameters are the same or a superset of the
equivalent AIN Essentials message parameters. In the following message

parameter tables:

* The parameters are listed alphabetically, not in the order listed in the

ASN.1 format of the message.

» Optional parameters have a capital O in parentheses at the end of their

name.

* Mandatory parameters have a capital M in parentheses at the end of their

name.

6.4.5.1 ACG message

Table 71 lists the parameters that make up the ACG message.

Table 71 ACG message parameters

Parameter

Description

ControlCauselndicator (M)

See Section 6.4.5.5.1 on page 252.

ExtensionParameter (O)

GapDuration (M)

See Section 6.4.5.5.2 on page 253.

Gaplnterval (M)

See Section 6.4.5.5.3 on page 254.

GlobalTitleAddress (M)

See Section 6.4.5.5.4 on page 255.

TranslationType (M)

See Section 6.4.4.19.7 on page 221.

release.

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this

6.4.5.2 ACG_Overflow message

Table 72 lists the parameters that make up the ACG_Overflow message.

Table 72 ACG_Overflow message parameters

Parameter

Description

ControlCauselndicator (M)

See Section 6.4.5.5.1 on page 252.

ExtensionParameter (O)

GlobalTitleAddress (M)

See Section 6.4.5.5.4 on page 255.

TranslationType (M)

See Section 6.4.4.19.7 on page 221.

(M): Mandatory parameter (O): Optional parameter
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Table 72 ACG_Overflow message parameters (Continued)

Parameter Description

Note: Parameters in shaded areas are not supported in this message for this
release.

6.4.5.3 ACG_Global_Ctrl_Restore message
Table 73 lists the parameters that make up the ACG_Global Ctrl Restore
message.

Table 73 ACG_Global_Ctrl_Restore message parameters

Parameter Description

ACGGlobalOverride (M) Functionality inherited from AIN Essentials.

ExtensionParameter (O)

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this
release.

6.4.5.4 ACG_Global_Ctrl_Restore_Success message
The ACG_Global Ctrl Restore Success message is supported but its
parameters are not.

6.4.5.5 Non call-related parameters
All AIN Service Enablers message parameters are the same or a superset of the
equivalent AIN Essentials message parameters.

See Section 20.3 “Messaging and parameter limitations” on page 671 for
limitations associated with parameters.
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6.4.5.5.1 ControlCauselndicator parameter = While decoding the
ControlCauselndicator parameter, the following are checked:

* The length of the parameter does not exceed the maximum for this
parameter type (1 octet)

* The Number of Digits are one of

— Spare (000000)

— [-digit control (000001)

— 2-digit control (000010)

— 3-digit control (000011)

— 4-digit control (000100)

— 5-digit control (000101)

— 6-digit control (000110)

— 7-digit control (000111)

— 8-digit control (001000)

— 9-digit control (001001)

— 10-digit control (001010)
The italicized values are not applicable to AIN Service Enablers, but are
allowed by the AIN messaging software. It is the responsibility of the non

call-related ACG application to determine the circumstances when this value
in this parameter is incorrect.

Any error is reported as an erroneous data value fatal application error.

No checking is performed for the SCP overload controls indicator or the SMS
initiated controls indicator.
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6.4.5.5.2 GapDuration parameter While decoding the GapDuration
parameter, the following are checked:

* The length of the parameter is not zero
» The following represent values of the GapDuration parameter

— nolSecond (1)

— no2Seconds (2)

— no4Seconds (3)

— no8Seconds (4)

— nol6Seconds (5)

— no32Seconds (6)

— no64Seconds (7)

— nol128Seconds (8)

— no0256Seconds (9)

— no512Seconds (10)

— nol024Seconds (11)

— 1n02048Seconds (12)

— infinity (13)
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6.4.5.5.3 Gaplinterval parameter While decoding the National
Gaplnterval parameter, the following are checked:

* The length of the parameter is not zero
* The following represent values of the GaplInterval parameter

— removeGapControl (0)

— no0Seconds (1)

— no010Seconds (2)

— no025Seconds (3)

— no050Seconds (4)

— nolSecond (5)

— no2Seconds (6)

— no5Seconds (7)

— nol0Seconds (8)

— nol5Seconds (9)

— no30Seconds (10)

— no60Seconds (11)

— no120Seconds (12)

— 1n0300Seconds (13)

— no600Seconds (14)

— stopAllCalls (15)

The italicized values are allowed by AIN messaging software but are not
expected to be used in AIN Service Enablers.
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While decoding the Private Gaplnterval parameter, the following are checked:

* The length of the parameter is not zero

* The following represent values of the Gaplnterval is parameter

no0Seconds (0)
no3Seconds (1)
no6Seconds (3)
no4econds (2)
no8Second (4)
nollSeconds (5)
nol6Seconds (6)
no30Seconds (8)
no22Seconds (7)
no42Seconds (9)
no58Seconds (10)
no81Seconds (11)
nol12Seconds (12)
nol56Seconds (13)
no217Seconds (14)
n0300Seconds (15)
stopAllCalls (16)

The italicized value is allowed by AIN messaging software but causes an error
in the ACG non call-related application, when present.

Any error is reported as an erroneous data value fatal application error.

6.4.5.5.4 GlobalTitleAddress parameter

While decoding the

GlobalTitleAddress parameter (previously called the GlobalTitleValue

parameter), the following is checked:

The length of the parameter is not equal to the maximum length allowed for
this parameter (5 octets).

Any error is reported as an Erroneous Data Value fatal application error.
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6.4.5.5.5 TranslationType parameter While decoding the
TranslationType parameter, the following are checked:

* The length of the parameter is not zero

* The following represent values of the TranslationType parameter
— 1-31 Internetwork applications,
— 223-252 Network specific applications,
— 253 Internetwork applications,

— 254 Network specific applications.

Any error is reported as an Erroneous Data Value fatal application error.

6.4.6 User abandon message procedures

6.5 Generic

The SSP can detect user abandonment of a call during any of the following
situations:

The T1 timer is running (that is, the SSP is waiting for a response from the
SCP) and no caller interaction is taking place as a result of a
Send To Resource operation.

The T1 timer is running and caller interaction is taking place as a result of a
Send To Resource operation.

The SSP is processing a call with no open communication with the SCP.

In such cases, the SSP follows the procedures outlined in Section 4.5.6 of
1298-CORE.

SSP response message processing

This section describes the implementation of the Generic SCP Message
Processing FSS.

The following sections describe the generic SSP functionality that is required
to interpret messages from the SCP or adjunct.

6.5.1 Abstract syntax and TCAP structure

This function provides the transfer syntax notation that is transmitted over the
SSP to the SCP or its adjunct interface.

6.5.2 General SCCP procedure

This function provides low level generic SSP functionality to send and receive
Unit Data (UDT) messages, message segmentation, and SCCP parameter
population.
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SCCP message segmentation provides a mechanism whereby an increased
amount of TCAP data can be passed between the SSP and SCP. This is
achieved by splitting or segmenting the SCCP Extended Unit Data (XUDT)
messages into smaller more manageable segments, sending them, and
reassembling them at the receiving end. The segmenting mechanism itself is
transparent to AIN.

Prior to NA009, AIN software only processed TCAP UDT messages up to
256 bytes. Starting in NA009, AIN software processes TCAP XUDT
messages up to 610 bytes. Message to the SSP must not exceed 610 bytes in
size, otherwise the SSP detects the following error: Fatal Protocol Error, Badly
Structured Transaction Portion. This error is handled according to Abnormal
Procedures as described in GR-1299. See Section 19.1.1 “Protocol errors” on
page 647.

Note: With SCCP segmentation, incoming AIN messages can be up to
1024 bytes long. However, all planned GR-1299 messages are less than the
maximum supported message size of 610 bytes. The limit of 610 bytes is
applied to minimize processor time and memory waste.

6.5.3 SCCP procedure for SCP initial message
This function provides the procedures for sending messages to the SSP that
correspond to SCP-originated transactions and Unidirectional Packages that
are not related to an existing transaction.

6.5.4 SCCP procedure for SCP subsequent message
This function provides the procedures for sending messages to the SSP that are
related to a particular transaction. These messages are sent only after an SSP
Initial Message or an SCP Initial Message has been sent across the interface.

6.5.5 TCAP structure package
This function provides low level, generic procedures for using ANSI TCAP
Package Types, Component Types, Transaction IDs, and Component IDs.

6.6 Call-related response message processing

This function provides transaction and component level procedures for
sending call related messages to the SCP. As well, this function provides the
SSP with procedures for call-related messages from the DSP.

AIN Service Enablers supports AIN Essentials messages version GR-1299 in
addition to GR-1299 messages that do not exist in TR-1285.

See Section 20.3 “Messaging and parameter limitations” on page 671 for
limitations associated with messaging.
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In the following message parameter tables:

* The parameters are listed alphabetically, not in the order listed in the
ASN.1 format of the message.

*  Optional parameters have an upper case O in parentheses at the end of their
name.

* Mandatory parameters have an upper case M in parentheses at the end of
their name.

6.6.1 Analyze_Route message
The Analyze Route response message can be received in response to any
trigger except trigger Termination_Attempt. This message instructs the SSP to
terminate on a specified address. Addresses can be presented in the following
forms:

* routing list (up to 3 routing lists can be specified)
» carrier (up to 3 carriers can be specified)

» called party number (must be specified when routing list and carrier are not
present)

It is possible for the SSP to receive an Analyze Route response that includes
one or more routing lists, one or more carriers, and a called party number. In
this situation, the SSP first attempts to route the call over one of the route lists.
When all route lists are busy, the SSP attempts to route the call over one of the
carriers. When all the carriers are busy, the SSP attempts to terminate the call
on the called party number.

When the Analyze Route response contains one or more routing lists, call
processing resumes at the Selecting Route point in call. However, when the
originator is a CELL, PX, or P2, only the first address is attempted. When the
SSP attempts to route the call over a route list that is busy, then, depending
upon other information contained in the message, the SSP does one of the
following:

* route the call over the next address in the message

* route the call to treatment

When the address is in the form of a carrier, call processing resumes at the
Analyze Info point in call. As the call proceeds to the Selecting Route point
in call it encounters the Info Analyzed TDP. The call skips this TDP when the
carrier specified is an interexchange carrier. When the SSP attempts to route
the call over a carrier that is busy, the call tries to terminate on the next carrier.
When all carriers are busy, the call is routed to treatment.
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When the SSP attempts to terminate the call to the called party number
contained in the Analyze Route message, call processing resumes at the
Analyzing Information point in call.

When an Analyze Route response is received with no carrier specified, that is,
without a PrimaryCarrier, AlternateCarrier or SecondAlternateCarrier
parameter, and with no trunk group information specified, the SSP attempts to
select a carrier to route the call.

The carrier dialed by the user or the carrier returned in a previous

Analyze Route response, whichever occurred last, is known as the AIN
default carrier. When more than one carrier is specified in the previous
Analyze Route response, the carrier that is used to route the call before
triggering is used as the AIN default carrier. Any carrier information that is
signaled from a non PRI trunk is not used as the AIN default carrier regardless
of whether the carrier information is the result of a user dialed CAC or a carrier
returned in an Analyze Route response from a previous switch. When carrier
information is included in the SETUP message from a PRI trunk, either by
being included in the CalledPartyID IE or the TNS IE, then the carrier is used
as the AIN default carrier.

When an Analyze Route response without a carrier is returned, the SSP uses
the AIN default carrier to route the call regardless of calltype, including a
carrier cut-thru call. When the AIN default carrier cannot handle the traffic (for
example, the user dialed carrier can only handle INTERLATA traffic whereas
the call routing specified by the current SCP or adjunct Analyze Route
response requires an INTRALATA carrier), the call is sent to treatment.

When the AIN default carrier does not contain a carrier, that is, the user has not
dialed a CAC and no carrier has been returned in a previous Analyze Route
response, and when the call is not a local call, the call is routed using the user’s
pre-subscribed carrier (either primary interexchange carrier or local primary
interexchange carrier, depending on the nature of the call). When the user does
not have a pre-subscribed carrier, the office default carrier (specified by entry
Default_Carrier Or_ Treat in table OFCENG) is used to route INTERLATA
traffic while the regional bell operating company (RBOC) is responsible to
route the INTRALATA traffic.

The AIN default carrier is not used in the following cases:

* whenthe Analyze Route response is due to an SDS trigger with associated
line attributes (for example, the SDS trigger has a primary interexchange
carrier or local primary interexchange carrier assigned)

* the Analyze Route response is due to a O No_Answer trigger/event or a
O Called Party Busy trigger/event

DSM-100 Family AIN SE Service Implementation Guide SNO6 (DMS)



260 Generic SSP procedures

* the Analyze Route response is due to an AIN toll free service trigger

* aCollect Info message is returned from the SCP after the user has dialed
a CAC or after the last Analyze Route message

When the carrier identified by the SCP cannot handle that particular call, then
the call is routed to treatment. For example, when the CalledPartylD
corresponds to an INTRALATA call, but the carrier supplied is an
INTERLATA-only carrier or the other way around

ATTENTION
When an Analyze Route response message returns a CalledPartyID that
corresponds to a toll-free service number or a N11 number, the AIN
default carrier is used to route the number. To avoid routing using the
AIN default carrier, a 0110 carrier should be returned in the
Analyze Route message.

AR Carrier selection functionality can cause looping to occur at the
Automatic_Flexible Routing (AFR) trigger. That is, when the call is
inter-LATA and all the ATC or IT trunks for that primary inter-LATA carrier
are busy, then the call encounters the AFR trigger, when subscribed to. When
the SCP sends an Analyze Route response without specifying any RoutelD or
Carrier, then the call can try the same ATC trunk group again and encounter
AFR again. This looping goes on until the maximum number of serial triggers
is reached. The call is then sent to AINF treatment.

Calls that return a CalledPartyID parameter with the Nature of Number field
set to “950+ Call” are considered InterLATA calls to the interexchange
carriers.

950 calls are not affected by the PIC feature and are allowed to complete to the
specified carrier independent of the PIC carrier and casual dialing restrictions.

Figure 5 “Analyze Route carrier selection” on page 261 illustrates carrier
selection precedence for scenarios where the AIN default carrier can be
selected.
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Figure 5 Analyze_Route carrier selection
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Table 74 lists the parameters that make up the Analyze Route message.

Table 74 Analyze_Route message parameters

Parameter

Description

AlternateBillingIndicator (O)

Functionality inherited from AIN Essentials.

AlternateCarrier (O)

See Section 6.6.13.6 on page 302.

AlternateTrunkGroup (O)

See Section 6.6.13.1 on page 294.

AMAAIlternateBillingNumber (O)

Functionality inherited from AIN Essentials.

AMABIllingFeature (O)

AMABusinessCustomerID (O)

Functionality inherited from AIN Essentials.

AMADigitsDialedWC (up to 5) (O)

Functionality inherited from AIN Essentials.

AMALineNumber (up to 2) (O)

Functionality inherited from AIN Essentials.

AMASequenceNumber (O)

AMAServiceProviderlD

AMAsIpID (O)

Functionality inherited from AIN Essentials.

Amp1 (O)

Amp2 (O)

CalledPartyID (O)

See Section 6.6.13.3 on page 295.

CallingPartyID (O)

See Section 6.6.13.5 on page 299.

CallingPartyBGID (O)

See Section 6.6.13.4 on page 296.

Carrier (O) See Section 6.6.13.6 on page 302.
CarrierUsage (O) See Section 6.6.13.7 on page 303.
ChargeNumber (O) See Section 6.6.13.8 on page 303.

ChargePartyStationType (O)

See Section 6.6.13.9 on page 304.

ExtensionParameter (O)

See Section 6.6.1.7 on page 266

ForwardCalllndicator

See Section 6.6.13.17 on page 319.

GenericAddressList (O)

See Section 6.6.13.18 on page 320.

GenericName (O)

See Section 6.6.13.28 on page 327.

OutpulseNumber (O)

See Section 6.6.13.20 on page 322.
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Table 74 Analyze_Route message parameters (Continued)

Parameter Description

OverflowBillingIndicator (O) Functionality inherited from AIN Essentials.
Prefix (O) See Section 6.4.4.19.32 on page 245.
NetworkSpecificFacilities (O) See Section 6.6.13.25 on page 326.
PassiveLegTreatment (O) Functionality inherited from AIN Essentials.
PrimaryBillingIndicator (O) Functionality inherited from AIN Essentials.
PrimaryTrunkGroup (O) See Section 6.6.13.22 on page 325.
RedirectingPartyID (O) See Section 6.6.13.23 on page 325.
RedirectionInformation (O) See Section 6.4.4.19.21 on page 234.

SecondAlternateBillingIndicator (O) | Functionality inherited from AIN Essentials.

SecondAlternateCarrier (O) See Section 6.6.13.6 on page 302.

SecondAlternateTrunkGroup (O) See Section 6.6.13.26 on page 326.

ServiceContext (O)

ServiceProviderlD (O)

Tem (O)

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this
release.

When the SSP receives an Analyze Route message with a protocol error in
either the ChargeNumber parameter or the ChargePartyStationType, both
parameters are ignored.

The RedirectingPartyID parameter in an Analyze Route response message
causes the call to be treated as a redirected call. When the RedirectingPartylD
parameter is not received in an Analyze Route message, the call is not treated
as a redirection. The SSP considers it a nonfatal error when it receives an
Analyze Route message with a RedirectionInformation parameter without a
RedirectingPartyID. The RedirectionInformation parameter is then discarded,
and normal call processing continues.

A call that receives an Analyze Route in response to an SDS trigger, where the
SDS digits have a profile datafilled in table PODPATTR for a trigger group or
a LARP option datafilled for a trigger item, is treated as a redirected call. When
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no RedirectingPartyID is received in the response, the SDS digits are used as
the redirecting party. When no RedirectionInformation parameter is received
in the response, a redirecting reason set to “unconditional” is used and
redirection counter increments by one.

Whenever the Analyze Route or Forward Call response causes the call to be
treated as a redirected call, the DMS-100 switch redirection counter
increments. (The DMS redirection counter represents the cumulative number
of switch-based redirections, network redirections, and AIN call redirections
that have taken place on the call.) When the counter exceeds the maximum
number allowed (currently set at 5), the DMS SSP sends the originator to
treatment FEATURE ACTION NACK, generates a LINE138 log, and clears
the call.

When the redirection counter in the RedirectionInformation parameter
exceeds 10, the DMS SSP treats the call as a non-fatal error, clears the
redirection data, and completes the call.

6.6.1.1 Parameter CarrierUsage and Analyze_Route

The CalledPartyID determines the call type of a call. Parameter CarrierUsage
uses the call type to select a carrier for routing. There is no impact on the
existing functionality of CalledPartyID.

Parameter Carrier contains the primary carrier that can be selected for routing.
The carrier in parameter Carrier need not be used when no trunk group

parameters are present. The carrier selected depends on the value of parameter
CarrierUsage and the call type (determined by the digits in the CalledPartyID).

Parameter CarrierUsage impacts both the AlternateCarrier and the
SecondAlternateCarrier because the carrier selected depends on the value of
CarrierUsage and the call type (determined by the digits in the CalledPartyID).

6.6.1.2 Terminating agent support for redirection

Terminating agent support for redirection for the Forward Call message is
same as that for the Analyze Route message. See Section 6.6.1.4
“Terminating agent support for redirection” on page 264.

6.6.1.3 Use of redirection data in subsequent signaling

Use of redirection data for the Forward Call message is same as that for the
Analyze Route message. See Section 6.6.1.5 “Use of redirection data in
subsequent signaling” on page 265.

6.6.1.4 Terminating agent support for redirection
When a call routes and redirection has previously occurred on the call, AIN
redirection data can be required by the terminating agent or service. AIN
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Service Enablers supports redirection data on the following terminating agents
and services:

» ISDN User Part (ISUP)

* Northern Telecom North America Primary Rate Interface (NTNA PRI)
* National ISDN Primary Rate Interface (NI PRI)

* North America PRI variants U449PRI and U459PRI

* Simplified Message Desk Interface (SMDI)

Note: Basic Rate Interface (BRI) is not supported.

6.6.1.5 Use of redirection data in subsequent signaling

AIN Service Enablers propagates redirecting data received in the
RedirectionInformation and RedirectingPartyID parameters of an

Analyze Route or Forward Call message when the call terminates to one of
the agents or services listed in Section 6.6.1.4 “Terminating agent support for
redirection” on page 264.

For redirected calls terminating to an ISUP trunk, the redirecting data is
mapped to the Original Called Number, Redirecting Number, and Redirection
Information parameters in the outgoing Initial Address Message (IAM). AIN
redirecting data is used when AIN provides either or both of the first or last
redirections.

For redirected calls terminating to NTNA PRI, U449PRI and U459PRI, the
original redirecting party, original redirecting reason, and redirection count are
mapped to a Redirecting Information Element (IE) in the outgoing SETUP
message. For NTNA PRI, U449PRI and U459PRI, only original redirecting
data is supported. The redirecting data is only propagated to NTNA PRI,
U449PRI and U459PRI when AIN causes the first redirection on the call.

When a call that has encountered more than one redirection terminates to NI
PRI, two Redirecting IEs are included in the outgoing SETUP message. The
first contains the original redirecting party and reason. The second contains the
last redirecting party and reason. The redirection count is not propagated over
NI PRI. AIN redirecting data is used when AIN provides either or both of the
first or last redirections.

For calls redirected over an SMDI link, only the original or last redirecting data
is propagated. In table SLLNKDEYV, option LASTFWDN is datafilled to
indicate whether to send the original or last redirecting data. When
LASTFWDN is set to “Y’, the last redirecting party and reason is sent over the
SMDI link. The redirecting data is only propagated to SMDI when AIN
provides the redirection corresponding to the datafill in table SLLNKDEV.
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See Table 75 for a summary of the redirection data that is propagated to each
supported agent or service.

Table 75 Redirection data
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ISUP X X X X X
NTNA PRI X X X
NI PRI X X X
SMDI X X X X
U449PRI and U459PRI X X X
Note: For SMDI, either original or last redirecting information is sent over the
SMDI link depending on the value of the LASTFWDN option in the SLLNKDEV
table.

6.6.1.6 Overriding line attributes in a multi-NPA office

When the SCP returns an Analyze Route message with a 7 digit subscriber
number in response to a SDS trigger (that has a corresponding entry in table
PODPATTR for a trigger group or the LARP option for a trigger item), the
following tasks are performed:

» table HNPACONT is indexed by the trigger's HSTS as defined by the
XLAPLAN in table PODPATTR or the LARP option

» when the NXX is duplicated in the office, the DN or route associated with
the trigger's NPA is used

» trigger criteria checking for subsequent SDS triggers use the called party
digits prefixed with the trigger's NPA

6.6.1.7 Extension parameter support

The special routing (SR) parameter is added as the AIN extension parameter
to provide the southbound functionality required for AIN TFS based 800P
support. The SR parameter is sent in AR messages from the SCP. The SCP
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must also send a carrier in the AR message. If the Special Routing Parameter
="US assigned number’ and the SCP returned carrier is datafilled in table
NSCCARR, the southbound call is routed over the carrier.

For SSP to know that it is a southbound call, the Analyze route message from
the SCP contains an Extension parameter with subparameter as Special
Routing parameter. It also contains an Assignment Authority denoting the
family of the SR parameter.

The format of the ExtensionParameter is as follows:
* AssignmentAuthority(2A864886F67D24)

» SpecialRouting(usassignednumber)

The Special Routing Parameter can contain values nilspecialroute,
outofzonesubscriber, usassignednumber, transitionnumber, and
maxspecialroute. For the call to be considered southbound, the value of the SR
parameter should be “usassignednumber”.

6.6.2 Collect_Information message

Table 76 lists the parameters that make up the Collect Information message.
Unsupported parameters are treated as when they are not received in the
Collect_Information message.

Table 76 Collect_Info message parameters

Parameter Description

AlternateBillingIndicator (O) Functionality inherited from AIN Essentials.

AlternateDialingPlanind (O)

AMAAIlternateBillingNumber (O) Functionality inherited from AIN Essentials.

AMABIllingFeature (O)

AMADigitsDialedWC (up to 5) (O) Functionality inherited from AIN Essentials.

AMALineNumber (up to 2) (O) Functionality inherited from AIN Essentials.

AMASequenceNumber (O)

AMAServiceProviderlD

AMAsIpID (O) Functionality inherited from AIN Essentials.

Amp1 (O)

Amp2 (O)
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Table 76 Collect_Info message parameters (Continued)

Parameter Description

CallingPartyID (O) See Section 6.6.13.5 on page 299
CollectedDigits (O) See Section 6.6.13.10 on page 304.
DPConverter (O) See Section 6.6.13.14 on page 318

ExtensionParameter (O)

OverflowBillingIndicator (O) Functionality inherited from AIN Essentials.

PrimaryBillingIndicator (O) Functionality inherited from AIN Essentials.

SecondAlternateBillinglndicator (O) | Functionality inherited from AIN Essentials.

ServiceContext (O)

ServiceProviderID (O)

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this
release.

The Collect Information message returns the call to the Collect Information
PIC, that requires the switch to check the information in the CollectedDigits
parameter against the dialing plan in force.

The Collect_Information message can be received in a Response package type,
or in a Conversation package type when it is received with a
Request Report BCM_Event component. It can be received in reply to the
Info_Analyzed, O Called Party Busy, O No Answer or Network Busy
messages and can be separated in time by user interactions (that is,
Send To Resource or Resource Clear messages)

A NEL sent with the Collect Information message can request the O Answer
event as a notification.

A NEL sent with the Collect Information message can request the following
events as Requests:

* O _Called Party Busy

* O No_ Answer

* Network Busy

The SSP processes the Collect Information message as described in Figure 6
on page 269 to Figure 8 on page 271.
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Figure 6 Collect_Information message processing
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Figure 7 Collect_Information message processing (continued)
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Figure 8 Collect_Information message processing (continued)
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6.6.2.1 Extended DP-to-DTMF Conversion for Collect Info

When the SSP receives the DPConverter parameter in the Collect Information
message, the SSP provides the DP-to-DTMF conversion for the entire duration
of the call after the speech path is established between the originator and the
terminator. Please refer to Figure 9, “DP-to-DTMF Conversion for Collect
Info” below.

When the Collect Information message with DPConverter parameter set to
TRUE is followed by another Collect Information message with DPConverter
parameter set to FALSE, then the DP-to-DTMF conversion is not provided
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after the speech path is established between the originator and the terminator.
The value of the DPConverter parameter in the last Collect Information
message in a call overrides the DPConverter parameter in any of the previous
Collect Information messages.

Figure 9 DP to DTMF Conversion for Collect Info
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6.6.2.2 Determining the dial plan in effect

For the translation of the CollectedDigits, the dialling plan that is in force must
be determined as it impacts the translations result. The dial plan is determined
as the triggering agent’s characteristics. For agents who belong to a customer
group, the dial plan is the customer dial plan (as opposed to the public dial
plan) and the customer group’s VSC features to be activated.

When the Collect Information message is received in response to a trigger
after the call has been throttled by a virtual facility group then the dial plan
characteristics associated with the VFG overrides the triggering agent’s dial
plan characteristics.

When the Collect Information message is received in response to a SDS
trigger with line attributes then the attributes taken from either the entry in
table PODPATTR for a trigger group or the LARP option for a trigger item are
ignored. The triggering agents dial plan characteristics or the VFG dial plan
are used.

6.6.2.3 ISDN response translations

In translating the digits contained within the CollectedDigits parameter. The
SSP uses the BearerCapability as a valid routing characteristic. No other ISDN
routing characteristics, such as CDN, TNS or OSA, is used. This can affect the
route taken through PXLAMAP and OFRTMAP.

6.6.2.4 Equal access routing

When the Collect Information message is received in response to an SDS
trigger with line attributes and the CollectedDigits contains a non-local
number without a carrier, then the LPIC or PIC associated with the SDS trigger
is used to route the call.

When a line originator encounters a trigger and the response is a

Collect Information message where the CollectedDigits contains a non-local
number without a carrier, then the LPIC or PIC associated with the originating
line is used to route the call.

When the CollectedDigits cause the call to be routed to a Feature Group B
carrier with cut-through access, when any dial plan elements follow the dial
plan element that specified routing to the carrier they are discarded since the
call has been routed out of the local SSP. For example when CollectedDigits
contains ‘950xxxx#12345678#’ the local SSP upon translating the first dial
plan element, ‘950xxxx’, and routing the call to the carrier the subsequent dial
plan element(s), ‘12345678’ are discarded and the carrier could then prompt
the user for digits as required.

When the CollectedDigits contain just one dial plan element with the CAC (for
example, 10XXX, 101 XXX, or 10XXX#) this is treated as a partial dial plan
element and the call is sent to PDIL treatment.
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6.6.2.5 AIN triggering after Collect_Information

Since the Collect Information message resumes call processing at the
Collect Information PIC of the Originating Call Model, any applicable
triggers after this PIC can be encountered.

When the CollectedDigits parameter contains the digits that correspond to a
Specific Feature Code, Public Feature Code or CDP trigger requesting
subsequent digit collection, the SSP encounters the trigger, When there is an
additional dial plan element after the triggering dial plan element, then that dial
plan element is used for the pre-query digit collection when required by the
trigger. When the necessary subsequent dial plan element is missing, and the
triggering agent is a line, the subscriber is prompted to enter the digits; When
the triggering agent is a trunk, the call is sent to PDIL treatment.

When, after call processing is resumed at the Collect Information PIC, an AIN
trigger is encountered any unused dial plan elements is discarded and is not
used in subsequent call processing. For example when the CollectedDigits
contains '5077271234#123#" and an SDS trigger is encountered due to the
'5077271234'" digits, when an AIN Send To Resource message requesting 3
digits is received the second dial plan element "123#' is not used and the
Send To Resource processing prompts the user for the three digits to be
entered.

6.6.2.6 Query population for triggering After a
Collect_Information response

For a line subscribed to the Off-Hook Delay (OHD) trigger, the way a query
is populated depends on the contents of the CollectedDigits parameter. When
the triggering agent receives a Collect Information response with
CollectedDigits containing a single dial plan element consisting of digits that
do not correspond to a switch based or AIN VSC, the call immediately
encounters the OHD trigger. Then the CollectedDigits parameter of the

Info Collected message is populated with the contents of the CollectedDigits
parameter of the Collect Information message.

Suppose CollectedDigits contains an AIN or switched based Vertical Service
Code (VSC) or CDP feature code as the first dial plan element along with some
digits making up a second dial plan element. The subsequent Info_Collected
message contains a VSC parameter with digits in the first dial plan element and
a CollectedAddressInfo parameter with the digits contained in the second dial
plan element. When the SCP returns a Collect Information message
containing CollectedDigits with only an AIN or switch based VSC, additional
digits are collected from the originator prior to triggering. In addition to the
VerticalServiceCode parameter, when the digits are collected using normal
digit collection, then CollectedAddressInfo is included in the Info Collected
message. When it is collected using fixed or variable digit collection, then the
CollectedDigits parameter of the Info_Collected message contains the second
dial plan element within CollectedDigits.
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6.6.2.7 Vertical service activation with Collect_Information

Two classes of vertical services are supported. The first is single dial plan
services (CLASS automatic callback, CLASS automatic recall) where only
one dial plan element is supplied in the CollectedDigits, namely the vertical
service code. The second is multiple dial plan services (calling name or
number delivery blocking) where one or more dial plan elements are supplied
in the CollectedDigits, namely the vertical service code and optionally the
routing number separated by a ‘#’.

During Collect Information message processing, the following vertical
services can be activated by the Collect Information message, by specifying
their vertical service code in the CollectedDigits parameter:

* CLASS automatic callback activation (ACB)

* CLASS automatic recall activation (AR)

» calling name delivery blocking (CNAB)

* CLASS calling number blocking (CNB)

* CLASS calling number delivery blocking (CNDB)
* CLASS calling name/number blocking (CNNB)

* speed call short activation

* speed call long activation

* network speed call activation

+ variable speed call access code activation

Any other vertical services requested in the CollectedDigits result in the call
being provided FNAL treatment.

These vertical services are only be permitted to activate for a triggering agent
that is not a trunk and has not been previously redirected in the local SSP. The
service must also be subscribed to the triggering agent prior to activation by
the Collect Information message. All three of these vertical services are
permitted for RES, IBN and BRI agents. Since the ACB and AR features can
not be subscribed to POTS (coin or non-coin) agents they cannot be activated
the Collect Information message on the POTS agent. Calling Name/Number
Delivery Blocking are permitted for POTS agents but only the vertical service
code are processed with subsequent dial plan elements (for example, routing
DN) being ignored.

The following two subsections provide one example of a single dial plan
feature activation one example of a multiple dial plan element feature
activation to aid in the understanding of the processing.
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6.6.2.8 Activating automatic callback / recall with
Collect_Information

The CollectedDigits parameter can contain a Vertical Service Code requesting
activation of the Automatic Callback (for example, *66) or Automatic Recall
(for example, *69) SSP-based features. When those features are subscribed to
the agent who activates Collect Information response processing then the
feature can be requested. The Collect Information message processing
resumes processing at the beginning of the Collect Information PIC and the
CollectedDigits are translated. When the first dial plan element (for example,
*606) translates to the vertical service code for activation of Automatic
Callback then that feature is requested.

The following scenario and Figure 10 on page 277 show an example of how
the Collect_Information message could be used to implement a service.

1. John phones Sue.

2. Sue is busy as she is currently on the phone.

3. AnO_Called Party Busy trigger request is sent to SCP on behalf of John.
4

The SCP responds with Send To Resource (requesting to play
announcement 123 and collect 1 digit from John)

5. SSP plays announcement to John: “The person you are calling is busy, if
you would like to be called back when their phone is not in use, press ‘1’
and you will be charged 50 cents; otherwise press ‘2°.”

John presses ‘1’ on his phone.

The SSP sends a Resource Clear message to the SCP (containing
CollectedDigits = “1°).

8. The SCP responds with the Collect Information message (containing
CollectedDigits = “*66°).

9. The SSP translates the CollectedDigits and starts the Automatic Callback
feature that monitors Sue’s phone line.
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Figure 10 Collect_Information automatic callback scenario
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6.6.2.9 Activating calling name/number delivery blocking with
Collect_Information

The CollectedDigits parameter can contain a Vertical Service Code requesting
activation of the Calling Name/Number Delivery Blocking (for example, *67)
SSP-based features. When those features are subscribed to the agent who
activates Collect Information response processing then the feature can be
requested. The Collect Information message processing resumes processing
at the beginning of the Collect Information PIC and the CollectedDigits are
translated. When the first dial plan element (for example, *67) translates to the
vertical service code for activation of Calling Name/Number Delivery
Blocking then that feature is requested to block the caller’s name and number
from the terminators display. A second dial plan element can optionally be
included in the CollectedDigits to specify a routing address that would be
translated and the call routed to. When only the vertical service code were
included in the CollectedDigits parameter then the user would be prompted
(special dial tone as determined by the CNDB feature) to enter a routing
address that would be translated and the call routed to.

The following scenario and Figure 11 on page 278 show an example of how
the Collect Information message could be used to implement a service.
1. Paul dials *866.

2. SDS Feature Code trigger request is sent to SCP on behalf of Paul.
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3.

SCP responds with the Collect Information message (containing
CollectedDigits="*67#6213511").

SSP translates the first dial plan element (*67) of the CollectedDigits and
starts the Calling Name/Number Delivery Blocking feature.

The CNDB Feature then requests address digits.

The second dial plan element (6213511) that was provided in the
CollectedDigits is then used as the address digits and the call is routed to
Fred with the Paul’s Calling Name/Number blocked from Fred’s display.

Figure 11 Collect_Information calling name and number delivery blocking scenario
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6.6.2.10 Virtual facility groups

The following Collect Information supported CLASS features are blocked
after routing through a virtual facility group (VFG) regardless of their
subscription to the originator's line or customer group:

L]

L]

CNDB
CNNB
CNAB
CNB
ACB
AR

In the above cases, Feature Not Allowed treatment (FNAL) is applied.
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Speed Call features that can be subscribed to the originator's customer group
(that is, Network Speed Call) are supported by Collect Information after
routing through a VFG. Other line based Speed Call features cannot be
activated after routing through a VFG and receive Partial Dial (PDIL)
treatment.

6.6.2.11 Interactions

The Collect Information message has general interactions within AIN and
with the DMS-100 switch. See Chapter 21: “AIN interactions introduction” on
page 717 through Chapter 4: “Other interactions” on page 275.

6.6.2.12 Error Handling

Since all of the parameters in the Collect Information message are optional,
when there is an error in the encoding of any of the parameters it is treated as
when that parameter had not been received.

When the CollectedDigits parameter, see Section 6.6.13.10 , “CollectedDigits
parameter,” on page 304, is not present then a fatal missing conditional
parameter error is detected and AIN fault handling procedures are applied.
AINF treatment is applied and an error message sent to the SCP. Note that
Default Routing procedures do not apply to this application error case.

6.6.3 Continue message and processing
The Continue response message can be received at both the Info Collected
and the Info Analyzed TDP. It instructs the call to continue and process
subsequent triggers. When no more triggers are found, the SSP attempts to
route the call. When there is not enough information to perform normal
routing, the call is sent to treatment.

Table 77 lists the parameters that make up the Continue message.

Table 77 Continue message parameters

Parameter Description

AMAAIlternateBillingNumber (O) Functionality inherited from AIN Essentials.

AMABIllingFeature (O)

AMABusinessCustomerID (O) Functionality inherited from AIN Essentials.
AMADiIgitsDialedWC (O) Functionality inherited from AIN Essentials.
AMALineNumber (O) Functionality inherited from AIN Essentials.

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this
release.
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Table 77 Continue message parameters (Continued)

Parameter Description

AMASequenceNumber (O)

AMAServiceProviderID (O)

AMAsIpID (O) Functionality inherited from AIN Essentials.

Amp1 (O)

Amp2 (O)

ExtensionParameter (O)

PrimaryBillingIndicator (O) Functionality inherited from AIN Essentials.

ServiceContext (O)

ServiceProviderID (O)

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this
release.

6.6.4 Authorize_Termination message
The Authorize Termination response message, that can only be received in
response to the Termination Attempt trigger, instructs the SSP to continue
processing at the Authorizing Termination point in call. Hence, normal
termination occurs for the DN/call type that subscribes to this trigger.

Table 78 lists the parameters that make up the Authorize Termination
message.

Table 78 Authorize_Termination message parameters

Parameter Description

AMAAIternateBillingNumber (O) Functionality inherited from AIN Essentials.

AMABIllingFeature (O)

AMABusinessCustomerID (O) Functionality inherited from AIN Essentials.

AMADiIgitsDialedWC (up to 5) (O) | Functionality inherited from AIN Essentials.

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this
release.
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Table 78 Authorize_Termination message parameters (Continued)

Parameter Description
AMALineNumber (up to 2) (O) Functionality inherited from AIN Essentials.
AMASequenceNumber (O)

AMAServiceProviderID (O)

AMAsIpID (O) Functionality inherited from AIN Essentials.
Amp1 (O)

Amp2 (O)

CallingPartylD (O) See Section 6.6.13.5 on page 299.
ControllingLegTreatment (O) Functionality inherited from AIN Essentials.
Display Text (O) Functionality inherited from AIN Essentials.

ExtensionParameter (O)

GenericName (O) See Section 6.6.13.28 on page 327.

PrimaryBillingIndicator (O) Functionality inherited from AIN Essentials.

ServiceContext (O)

ServiceProviderlD (O)

Tem (O)

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this
release.

6.6.5 Forward_Call message
A Forward Call message can only be received in response to the
Termination Attempt trigger. It is similar to the Analyze Route response in
that it instructs the SSP to terminate the call on a specified address. Addresses
are presented in the same format as in Analyze Route. Using the new address
information, the terminator originates a new leg in the call. Processing of the
new leg begins at the Selecting Route point in call when a routing list is
specified. When no routing list is specified processing begins at the Analyzing
Information point in call. Processing at these points in call work similar to
Analyze Route. When triggering subsequently occurs in the Originating Call
Model of this new leg, it takes place against the terminating DN (that is, the
DN that the Termination Attempt trigger was assigned to). It should be noted
that most AIN TERMATT supported trunk agents do not trigger at the
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Network Busy trigger detection point on the second leg of the call. The only
AIN TERMATT supported trunk agent that triggers at Network Busy is an
ISUP ATC trunk

Table 79 lists the parameters that make up the Forward Call message.

Table 79 Forward_Call message parameters

Parameter Description

AlternateBillingIndicator (O) Functionality inherited from AIN Essentials.
AlternateCarrier (O) See Section 6.6.13.6 on page 302.
AlternateTrunkGroup (O) See Section 6.6.13.1 on page 294.
AMAAIternateBillingNumber (O) Functionality inherited from AIN Essentials.

AMABIllingFeature (O)

AMABusinessCustomerID (O) Functionality inherited from AIN Essentials.

AMADigitsDialedWC (up to 5) (O) Functionality inherited from AIN Essentials.

AMALineNumber (up to 2) (O) Functionality inherited from AIN Essentials.

AMAServiceProviderID (O)

AMASequenceNumber (O)

AMAsIpID (O) Functionality inherited from AIN Essentials.

Amp1 (O)

Amp2 (O)

CalledPartyID (O)

See Section 6.6.13.3 on page 295.

CallingPartyID (O)

See Section 6.6.13.5 on page 299.

Carrier (O)

See Section 6.6.13.6 on page 302.

CarrierUsage (O)

See Section 6.6.13.7 on page 303.

ChargeNumber (O)

See Section 6.6.13.8 on page 303.

ChargePartyStationType (O)

See Section 6.6.13.9 on page 304.

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this

release.
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Table 79 Forward_Call message parameters (Continued)

Parameter

Description

ExtensionParameter (O)

GenericAddressList (O)

See Section 6.6.13.18 on page 320.

GenericName (O)

See Section 6.6.13.28 on page 327.

OutpulseNumber (O)

See Section 6.6.13.20 on page 322.

OverflowBillingIndicator (O)

Functionality inherited from AIN Essentials.

PassivelLegTreatment (O)

Functionality inherited from AIN Essentials.

Prefix (O)

See Section 6.4.4.19.32 on page 245.

PrimaryBillinglndicator (O)

Functionality inherited from AIN Essentials.

PrimaryTrunkGroup (O)

See Section 6.4.4.19.17 on page 231.

RedirectingPartyID (O)

See Section 6.6.13.23 on page 325.

RedirectionInformation (O)

See Section 6.6.13.24 on page 325.

SecondAlternateBillingIndicator (O)

Functionality inherited from AIN Essentials.

SecondAlternateCarrier (O)

See Section 6.6.13.6 on page 302.

SecondAlternateTrunkGroup (O)

See Section 6.6.13.26 on page 326.

ServiceContext (O)

ServiceProviderlD (O)

Tem (O)

release.

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this

In the Forward Call message, the RedirectionInformation parameter is valid
even when no RedirectingPartyID parameter is received. The Forward Call
message reports a missing conditional parameter application error when the
Carrier parameter is not present and the CalledPartyID parameter contains
zero digits and the nature of number is “no address present, operator

requested”.
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When the SSP receives a Forward Call message in response to a T Busy
request message, the SSP shall do the following:

» The SSP releases any resources that is used to process the call between
T NULL and SELECT FACILITY PICs.

* The SSP generates Structure 0220 when an AMAsIpID parameter is
correctly received, according to the GR-1298 requirements, section 9.

» The SSP releases the call toward the called party and processes the
Foward Call message.

6.6.5.1 Parameter CarrierUsage and Forward_Call

The CalledPartyID determines the call type of a call. Parameter CarrierUsage
uses the call type to select a carrier for routing. There is no impact on the
existing functionality of CalledPartyID.

The Carrier parameter contains the primary carrier that can be selected for
routing. The carrier in parameter Carrier need not be used if no trunk group
parameters are present. The carrier selected depends on the value of
CarrierUsage and the call type (determined by the digits in the CalledPartyID).

Parameter CarrierUsage impacts both the AlternateCarrier and the
SecondAlternateCarrier because the carrier selected depends on the value of
CarrierUsage and the call type (determined by the digits in the CalledPartyID).

6.6.5.2 Terminating agent support for redirection

Terminating agent support for redirection for the Forward Call message is
same as that for the Analyze Route message. See Section 6.6.1.4
“Terminating agent support for redirection” on page 264.

6.6.5.3 Use of redirection data in subsequent signaling

Use of redirection data for the Forward Call message is same as that for the
Analyze Route message. See Section 6.6.1.5 “Use of redirection data in
subsequent signaling” on page 265.

6.6.6 Offer_Call message
Table 80 lists the parameters that make up the Offer Call message.

Table 80 Offer_Call message parameters

Parameter Description

AMAAIternateBillingNumber (O) Functionality inherited from AIN Essentials.

AMABIllingFeature (O)

AMABusinessCustomerlD (O) Functionality inherited from AIN Essentials.

AMADiIgitsDialedWC (up to 5) (O) Functionality inherited from AIN Essentials.
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Table 80 Offer_Call message parameters (Continued)

Parameter Description

AMALineNumber (up to 2) (O) Functionality inherited from AIN Essentials.

AMAServiceProviderID (O)

AMASequenceNumber (O)

AMAsIpID (O) Functionality inherited from AIN Essentials.
Amp1 (O)

Amp2 (O)

CallingPartyID (O) See Section 6.6.13.5 on page 299.
ControllingLegTreatment (O) See Section 6.6.13.11 on page 306.
DisplayText (O) See Section 6.6.13.13 on page 306.

ExtensionParameter (O)

GenericName (O) See Section 6.6.13.28 on page 327.

PrimaryBillingIndicator (O) Functionality inherited from AIN Essentials.

ServiceContext (O)

ServiceProviderlD (O)

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this
release.

6.6.7 Disconnect message

The Disconnect response message instructs the SSP to disconnect the call. The
call is given the AIN Disconnect treatment.

Table 81 lists the required parameters that make up the Disconnect message.

Table 81 Disconnect message parameters

Parameter Description

AMAAIternateBillingNumber (O) | Functionality inherited from AIN Essentials.

AMABIllingFeature (O)

AMABusinessCustomerID (O) Functionality inherited from AIN Essentials.
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Table 81 Disconnect message parameters (Continued)

Parameter Description

AMADiIgitsDialedWC (O) Functionality inherited from AIN Essentials.
AMALineNumber (O) Functionality inherited from AIN Essentials.
AMASequenceNumber (O)

AMAServiceProviderID (O)

AMAsIpID (O) Functionality inherited from AIN Essentials.

Amp1 (O)

Amp2 (O)

ExtensionParameter (O)

PrimaryBillingIndicator (O) Functionality inherited from AIN Essentials.

RTPReroutingNumber (O)

ServiceContext (O)

ServiceProviderID (O)

(M): Mandatory parameter (O): Optional parameter

Note: Parameters in shaded areas are not supported in this message for this
release.

6.6.8 CloseCause parameter

The CloseCause parameter is sent to indicate the specific reason why a Close
message is sent to end a TCAP transaction between the SSP and the SCP or
adjunct. The value of the parameter is dependent upon why the Close message
was sent.

Table 82 CloseCause parameter

Value

Reason for Close message

CallTerminated

Call with an open transaction (resulting from NEL) has ended.

EDPsCompleted The SSP determines that there are no more requests on the NEL or the
remaining events can no longer be detected.
CalledPartyAnswered The called party answers the call during a O_No_Answer

EDP-Request.

This parameter is controlled by SOC option AIN00210.
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6.6.9 Close message and processing

This section describes the implementation of the Close message and
processing FS.

During call processing, either the SSP or the SCP can choose to generate and
send a Close message.

6.6.9.1 Message initiated by the SSP

The SSP sends the Close message to the SCP or adjunct during an extended
transaction, and continues to process the call. The Close message is required
to complete open transactions created by a NEL. When a
Request Report BCM_Event message (RRBCME) message is sent to the
SSP containing only unsupported events, a Close message is sent to the SCP.

The reasons for the SSP closing a transaction are described in Table 82, on
page 286.

See Table 83, on page 287 for a description of the parameters implemented in
the Close message originating from the SSP.

Table 83 Close message parameters

Parameter Description

AMP1 (O)

AMP2 (O)

BearerCapability (M) See Section 6.4.4.19.4 on page 220.
CloseCause (O) See Section 6.6.8 on page 286.
ExtensionParameter (O)

UserlD (M) See Section 10.7 on page 324.

Note: Parameters in shaded areas are not supported in this message for this
release.

6.6.9.2 Message initiated by the SCP

The SCP can choose to close the transaction. No parameters are supported in
the SCP initiated Close message. The SSP closes the open transaction and
continues processing the call.

6.6.10 Send_To_Resource message and processing

The Send To Resource message can be received in response to any of the AIN
SSP triggers. There are two flavors to this message:

* Send To Resource Response

* Send To Resource Conversation
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When the SSP receives a Send To Resource message inresponsetoa T Busy
message, the SSP releases the call toward the called party, and processes the
Send To Resource message.

Send To Resource is described in detail in Chapter 11: “Participant
interactions” on page 479.

6.6.10.1 Send_To_Resource Response

The SSP plays the designated customized or standard announcement specified
in the Send To Resource (STR) message to the calling party. The SSP can
also be instructed to pronounce digits specified in the message. Any digits the
caller dials are ignored. When the SSP cannot play the announcement because
the requested resource is busy or not available, reorder treatment is applied to
the calling user. When the caller abandons while the announcement is being
played, the SSP clears the call. When the AnswerIndicator parameter is present
in the Send To Resource response message, AMA timing is started before
playing the terminating announcement.

6.6.10.2 Send_To_Resource Conversation

The SSP plays the designated customized announcement to the calling party
and, when specified in the Send To Resource message, collect digits. The
Send To Resource message can also instruct the SSP to pronounce certain
digits in the announcement. The announcement can be interruptible or
non-interruptible. When the SSP receives all the digits, or when no digit
collection is required and the announcement has finished playing, the SSP
sends a message (called a Resource Clear message) to the off-board
processor. When the SSP cannot play the announcement or collect digits
because the appropriate resources are not available, or when the caller
abandons the call before a message is sent, the SSP sends a Resource _Clear
message to the off-board processor indicating the situation. AMA timing is
never started for a Send To Resource in a Conversation package, even when
the Answerlndicator parameter is present.

In addition to announcements, a number of tones can be requested in
Send To Resource. To make use of these tones the following conditions must
be met:

» one of the supported tone IDs must be supplied in the STR conversation or
response package

* the custom announcement with ID corresponding to the tone ID must not
be datafilled in table AINANNS

When there is an announcement with the requested ID datafilled in table
AINANNS, it is played instead of the tone. This activity does not change
functionality in cases where the ID supplied in the STR conversation package
does not correspond to any of the tone IDs supported in the specified context
(that is, as interruptible, uninterruptible terminating, or uninterruptible
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non-terminating). In such cases, the call is still sent to the AINF treatment and
a Resource _Clear message with an application error code is sent back to the
SCP. Table 84 shows the tones that can be requested using this mechanism.

Table 84 Tones available to Send_To_Resource requests

Uninterruptible Uninterruptible
STR | Interruptible non-terminating terminating
Tone ID (Note 1) (Note 2) (Note3)
Silent (Nil) Tone 5 YES NO YES
Special Dial Tone 6 YES NO YES
Confirmation Tone (Note 4) | 12 NO (Note 5) YES YES
Reorder Tone 13 NO NO YES
Dial Tone 14 YES NO YES

Note 2: In conve

followed by DISC

back to the SCP i

Note 1: Interruptible in this table excludes interruptible with fixed digit collection - collect no digits is
considered a special case.

Note 3: In response package.

Note 4: Confirmation Tone is the only example of a non continuous tone. Non continuous tones are

Note 5: NO means that the tone is not supported in the particular context (for example, as
interruptible); in this case the call is sent to RODR treatment and a Resource _Clear message is sent

rsation package.

treatment. Continuous tones do not time out.

ndicating Application Error.

For both flavors of the Send To Resource messages, the Answerlndicator
parameter is optional. When this parameter is present, it indicates that the SSP
should send answer indication along the originating facility at the start of the
Send To Resource operation, when it had not previously done so. As well,
under any one of the following conditions, answer indication is sent to the
originating agent (when it had not been previously sent), without regard to the
presence or absence of the Answerlndicator parameter:

* when the originating agent is a PTS trunk and a non-zero number of digits
are to be collected

* when the originating agent is an ISUP trunk, the call is not end-to-end SS7,
and a non-zero number of digits are to be collected

6.6.11 Cancel_Resource

The Cancel Resource message can only be received after the SSP has received
a Send To Resource Conversation message that requests digit collection.
Cancel Resource instructs the SSP to stop playing the announcement. The
SSP then sends a message to the off-board processor indicating it has carried
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out the instructions. The SSP discards any Cancel Resource message that is
received after the Resource Clear message has been sent.

Table 85 on page 290 illustrates the relationship between the AIN SSP triggers
and AIN SSP Response messages.

Table 85 AIN response — TDP relationship

Response message
TDP 15
- [+*]
£ : 3
£ 5 |< 2 2
- ()
2 18 B 3 g
| (] ﬁ | [ o 14
Q > — 'E c - _
N £ ] S 5 ! @
S £ £ : 2 = =
c ) =] o) D ) ©
< &) < L (a] n (&)
Origination_Attempt Res. N/A N/A N/A Res. Res. or Conv. N/A
Information_Collected Res. N/A N/A N/A Res. Res. or Conv. N/A
Info_Analyzed Res. Res. N/A N/A Res. Res. or Conv. N/A
Network_Busy Res. N/A N/A N/A Res. Res. or Conv. N/A
Termination_Attempt N/A N/A Res. Res. | Res. Res. or Conv. N/A

Note: Res. means Response and Conv. means Conversation.

6.6.12 Request_Report_BCM_Event message and processing

This section describes the implementation of the
Request Report BCM_Event message and processing FS.

The SCP or adjunct can respond with a RRBCME message to the SSP to ask
for subsequent events that can occur on the call. The RRBCME message
contains a list of requests and notifications. This list is called a Next Event List
(NEL). Based on the NEL, the SSP arms the associated EDPs for subsequent
monitoring.

The SCP can send the RRBCME message in response to either a trigger
request message or an event request message. During call processing, the first
RRBCME message is always sent in response to a trigger request message.

297-5161-022 Standard 11.02 March 2004



Generic SSP procedures 291

6.6.12.1 RRBCME message in response to a trigger request

The list of valid requests and notifications that the SCP can ask depends on the
SCP call-related message received with the RRBCME message in the
conversation package as shown in Table 86.

Table 86 Valid RRBCME and message pairings

Valid requests and notifications
3 3
>
5 8
g g o E E 3
- - + S —_ > S
s ¢ o & £ 2 2 _ %
SCP call-related message c c - < e o I x 2
3 3 5 o < S < > | <
I o = I i o n I
= 2 o © o = 2 =1 o
a 18 g |9 | & |§ |m =
o o £ o o o |z |+ ¥
Analyze Route X X X X X X X
Forward_Call X X X X X X
Continue X X X X X X X X
Authorize_Termination X X X
Collect_Information X X X X X X X
Offer_Call X
Connect_to_Resource X X

Note 1: X denotes valid combinations of messages.
Note 2: The shaded areas are not currently supported.

Note 3: Arming T_no_Answer from a RRBCME component that is received with a Continue message,
is only possible when the Continue message is sent in response to a T_Busy EDP-R message. When
the Continue is notin response to a T_Busy EDP-R message, then the request is ignored and a Close
message with no parameters is sent to the SCP.

The RRBCME message can also be received in conjunction with the
Send Notification and the ACG non call-related message.

When a Disconnect message is received in conversation package in
conjunction with a NEL, a fatal unexpected message error is reported. This
error is fatal to both the Disconnect component and the RRBCME component;
that is, the Disconnect message is not processed.
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6.6.12.2 RRBCME message in response to an event request
When the SSP detects that the criteria of an armed event are matched, it sends
an event request message to the SCP to ask for further instructions. The SCP
can respond with another RRBCME message.

As new EDPs are supported, the responses are enhanced to direct the call to
the appropriate point in call (PIC) from the new EDPs. As in responses to
trigger requests, the list of valid requests that the SCP can ask depends on the
SCP call-related message received with the RRBCME message in the
conversation packages. See Table 87.

Table 87 Valid messages in response to an EDP-R

SCP call-related message
[} =
- i)
2 < g 8
e & E | _ ° | g
3 | o - | ® - & |8
[ - | (&) - 9] I ‘c
e [R5 |® |2 o |5
Valid requests g 18 2 & |E O € F g
> c = ] © LI o) 'UI 3
s ¢ | £ |8 | @ S |le |=
c o o =} (=) = — [ o]
< (& (& < T8 (@) (a] n (&
O_Called_Party Busy (R) X X X | X
O_No_Answer (R) X X X | X
Network_Busy (R) X X | X | X
O_Suspend (R) X | X
O_Disconnect (R) X X
O_Disconnect_Called (R) X ' X X | X | X
Origination_Attempt (R) X X X | X
T_Busy (R) X X | X X
T_No_Answer (R) X X X
Timeout (R) X | X | X X X | X
Note 1: Denotes valid combinations of messages.
Note 2: The shaded areas are not currently supported.

When Timeout EDP-R is sent and an invalid response is returned from SCP,
SSP will send an Application_Error message containing an ErrorCause
parameter with a value of “Unexpected Message.”
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The SCP response message Offer Call is unsupported on the DMS-100
switch.

6.6.12.3 RRBCME parameters
The RRBCME message contains the parameters shown in Table 88.

Table 88 RRBCME message parameters

Parameter Description
EDPNoatification (O) See Section 6.6.13.15 on page 318.
EDPRequest (O) See Section 6.6.13.16 on page 319.

ExtensionParameter (O)

ONoAnswerTimer (O) See Section 10.4 on page 323.
TimeoutTimer (O) See Section 8.12 on page 449.
TNoAnswerTimer (O) See Section 10.5 on page 323.

Note: Parameters in shaded areas are not supported in this message for this
release.

6.6.12.4 RRBCME error handling

The RRBCME is analyzed when it is received. An erroneous data value error

is indicated when any of the following occurs:
* the RRBCME fails to arm at least one EDP

* arequest or notification is received in a NEL that does not correspond to a

valid SCP call-related message as specified in Table 86 on page 291.

* the timer value is not between 1 to 120 seconds inclusive

* the timers are supplied but not the corresponding event request. That is, the

ONoAnswerTimer parameter can only be supplied when the
O _No_Answer request is indicated in the contents of the EDPRequest
parameter.

The non-fatal error in the RRBCME component is reported to the SCP by

sending an application error message in a Response package. The call-related
component (for example, Analyze Route) is processed as though it had been
received without the presence of the RRBCME component.

When the RRBCME message is received in a response package instead of a
conversation package, then a fatal application error due to an unexpected
message is detected and reported in unidirectional package.
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When the RRBCME message is received in conjunction with a fatal SCP
call-related message, the cause of the fatal SCP call-related message is
reported to the SCP in a Response package.

6.6.13 Response message parameters

With the exception of parameter CollectDigits, all AIN Service Enablers
message parameters are the same as the equivalent AIN Essentials message
parameters.

See Section 20.3 “Messaging and parameter limitations” on page 671 for
limitations associated with parameters.

6.6.13.1 AlternateTrunkGroup parameter

The AlternateTrunkGroup parameter is one of three trunk group parameters
used to specify a SSP route list to attempt to terminate the call on. The other
two parameters are the PrimaryTrunkGroup parameter and the
SecondAlternate TrunkGroup parameter.

The trunk group parameters contain the following fields:

Number To Outpulse—The Number To Outpulse field directs the call to
outpulse the information in either the Outpulse parameter or the
CalledPartyID parameter. The CalledPartyld parameter is used when the
Number To Outpulse field contains a value of “normal routing number”.
Otherwise, the Outpulse parameter is used.

When the Number To Outpulse field says to outpulse information from a
parameter that has not been received, the SSP discards the trunk group
parameter. All subsequent address parameters are also discarded.

WATS Indicator—The WATS Indicator field identifies when the call is to
route over WATS facilities. The SSP does not perform any WATS
screening when this indicator is set to “WATS”. It assumes that the SCP or
adjunct has done all the screening.

When the originator is a POTS agent, and the WATS indicator is used for
routing a call during processing an Analyze Route message, the call is
blocked from terminating and is sent to AINF treatment. Likewise, when
the AINDN is a POTS agent and the WATS indicator is used for routing on
Forward Call message, the call is sent to AINF treatment.

Call Treatment Indicator—The Call Treatment Indicator field directs the
call when the route list is busy. The DMS SSP only supports the following
value: “Overflow”.

This Call Treatment Indicator value directs the call to attempt to terminate
on the next address.
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All other Call Treatment Indicator values are not supported. When an
unacceptable Call Treatment Indicator value is present, then the SSP treats
the call as when the Call Treatment Indicator value was “Overflow”.

Route Index—The Route Index field contains 8§ digits, encoded in BCD.
On the DMS SSP, the digits are used to identify the routing table and the
routing index. The SSP verifies that the contents within the digit field is a
value from “0” to “9” inclusive. Then, it converts the digits into an integer,
by concatenating the digits. For example, when the contents of the 1st digit
field is “0” and the 2nd digit field is “2” (all other digits fields are “0”),
then the integer value derived is 20. The integer value is then used to derive
the DMS routing table and index. Table 411 on page 964 explains the
mapping algorithm used.

Once the routing table and index is derived, the routing table is referenced
at the specified index. The DMS SSP then verifies that the routing selectors
are allowed for the AIN call. Table 412 on page 964 and Table 413 on page
965 specify the routing selectors supported.

While converting the digits, and verifying the routing selectors, the DMS
SSP can determine that the routing index specified by the SCP or adjunct
1s unacceptable. A route list is unacceptable when it contains any selectors
that are not supported or the route list is not datafilled on the switch. When
the DMS SSP receives a routing index that is unacceptable, then the DMS
SSP discards the trunk group parameter. All subsequent address
parameters in the message are also discarded.

6.6.13.2 Answerlndicator parameter
Sending Answer Supervision to the calling party is not supported in BCS36.
The current implementation results in the following answer-supervision:

When performing a Send To_Resource operation on a PTS trunk,
Off Hook is never propagated, even when the Answerlndicator parameter
is present.

When performing a Send To Resource operation on a PRI trunk,
CONNECT is always propagated, even when the Answerlndicator
parameter is absent.

When performing a Send To Resource operation on an ISUP trunk, ANM
is never propagated, even when the Answerlndicator parameter is present.

6.6.13.3 CalledPartylD parameter
The CalledPartyID parameter contains the directory number associated with
the called party.

The maximum number of digits for international calls is 15. The minimum
number of digits for international 01+ calls is 1. The value of the Nature of
Number field for 950-XXXX calls is “950+ Call”. The value of “National” for
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the Nature of Number field remains valid for 950+XXXX calls to allow a
smooth transition from the “National” value to the “950+ Call” value.

The CalledPartyID is used in two ways. When termination could not achieved
using the Primary, Alternate, or SecondAlternate trunk groups, or with the
Primary, Alternate, or SecondAlternate carriers, then the call is sent to
treatment, but the DMS SSP does not notify the SCP of the error. When neither
a trunk group nor a non local carrier is present in the Response message, then
the call is retranslated with the directory number in the CalledPartyID
parameter.

When the call can route using information in one of Primary, Alternate, or
SecondAlternate trunk group parameters and that trunk group parameter
specifies “normal routing number”, then the CalledPartyID parameter is used
for outpulsing.

The behavior of the CalledPartyID parameter varies according to the following
types of trunks:

* Q764 ISUP trunks — The CalledPartylD parameter is propagated to the
ISUP Called Party Address (CDPA) parameter. A direct mapping is used.

* Q931 PRI trunks — The propagation rules for the CalledPartyID
parameter are the same as those for the OutpulseNumber parameter. See
Section 6.6.13.20 “OutpulseNumber parameter” on page 322

* PTS trunks — The Called digits outpulsed over the trunk are the contents
of the CalledPartyID parameter.

When the CalledPartylD parameter contains 0 digits and the nature of number
field is set to “no address present, operator requested,” the SSP looks at the
Carrier parameter and use the Carrier ID to route the call to the LEC operator
or the operator associated with the Carrier ID. When no carrier is returned in
the response, the DMS SSP treats this condition as a missing conditional
parameter application error.

This parameter is controlled by SOC option AIN0002.

6.6.13.4 CallingPartyBGID parameter

The CallingPartyBGID parameter an Analyze Route message conveys
business group information to an ISUP message. This enables business group
information received from the SCP in to be used in signaling and features on
the call.

The CallingPartyBGID returned by the SCP is outpulsed in the outgoing SS7
Initial Address Message (IAM), but is not used in retranslation based on other
components of the Analyze Route message. In addition, the
CallingPartyBGID returned by the SCP does not affect feature activation or
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restriction on intraswitch calls. The result is that features and restrictions in the
next switch use the new CallingPartyBGID information returned by the SCP.
Multi-Business Group features and restrictions operate normally in that
switch.

In the case of serial triggering, any CallingPartyBGID already returned by the
SCP is sent in the next SCP query.

The format for the CallingPartyBGID is illustrated in Table 89
“CallingPartyBGID parameter format”. Comments on the individual subfields
follow.

Table 89 CallingPartyBGID parameter format

H

G

F E D C B A

Spare

AttSt BGID tp LPII Party Selector

Business group ID (3 octets)

Subgroup ID (2 octets)

Line privileges (1 octet)

The four-bit party selector subfield indicates the number that the business
group information applies to. See Table 90 for possible values and definitions.

Table 90 Party selector subfield values

Value Definition

0001 Calling party number
0100 Redirecting number
0110 to 1111 Spare

When a CallingPartyBGID party selector of Redirecting Number is returned
by the SCP, the CallingPartyBGID parameter is not outpulsed in the [AM.

The Line Privileges Information Indicator (LPII) subfield is a one-bit field that
indicates whether restrictions are fixed or customer-defined. For queries,
GR-1299 specifies that LPII is always set to “Fixed Line Privileges.” This
means that the Line Privileges field is also always set to “00000000” since it
provides no information unless customer-defined line privileges are used.
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The Business Group Identifier (BGID) tp subfield is a one bit-field that
indicates the service associated with the business group identifier. See

Table 91.
Table 91 BGID subfield values
Value Definition
0 BG Identifier
1 Interworking with Private Networks (IWPN)

In the DMS SSP, the BGID tp subfield is always set to “BG Identifier.” When
“Interworking with Private Networks” is returned by the SCP, it is outpulsed
in the JAM message since it is not an Erroneous Data Value, but it is not used
within the DMS SSP pending clarification of Bellcore requirements.

The Attendant Status (AttSt) subfield is a one-bit field that indicates whether
the party identified by the Party Selector is an attendant console. See Table 92.

Table 92 AttSt subfield values

Value Definition
0 No indication
1 Attendant line

The Business Group ID subfield is a three-octet field that indicates the
business group that the party identified by the Party Selector belongs to.
Business Group IDs are uniquely assigned to customers across all networks

where the business group customer subscribes to business group services. See
Table 93.

Table 93 Business Group ID subfield values

Value Definition

0000..0010 to Assigned business codes
1111..1111

The Sub-group ID subfield is a two-octet field defined by customers to
indicate the subgroup membership of the party within the customer’s
organization.

The DMS SSP only supports ‘No Indication’ as a valid Sub-group ID value.
When a different value is sent by the SCP, it is outpulsed in the IAM message
since it is not an Erroneous Data Value, but it is not used within the DMS SSP.
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The Line Privileges subfield is defined by the operating company to indicate
the line privileges of the party identified by the Party Selector. When the LPII
subfield is set to “Fixed Line Privileges”, the Line Privileges subfield is
divided into two further subfields to represent the terminating (bits ABCD)
and originating (bits EFGH) restrictions. The Line Privileges parameter is
always set to “00000000” for queries as specified in GR-1299. See Table 94
and Table 95.

Table 94 Line privileges subfield originating restrictions (bits EFGH)

Value Definition
0000 Unrestricted
0101 to 1111 Spare

Table 95 Line privileges subfield terminating restrictions (bits ABCD)

Value Definition

0000 Unrestricted

0101 to 1111 Spare

When the SCP returns values that have been reserved in GR-1299 but are not
yet implemented by AIN Service Enablers, those values are treated as
Erroneous Data Value application errors and are discarded.

This parameter is controlled by SOC option AIN00220.

6.6.13.5 CallingPartylD parameter
When parameter CallingPartyID is included, it is used by all supported
features that subsequently act on this information for the call, including AIN.

Parameter CallingPartyID is used for trunk signaling for the following types
of trunks:

* Q764 ISUP trunks—The CallingPartyID parameter is propagated to the
ISUP Calling Party Address (CGPA) parameter. A direct mapping is used.

* Q931 PRI trunks—The CallingPartyID parameter is propagated to the
Calling Party Number Information Element in the Q.931 SETUP message
being sent over the PRI trunking facility. No Calling Party Subaddress
Information Element is included in the Q.931 SETUP message when the
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CallingPartyID parameter is propagated. Table 96 shows the format of the
CallingPartyID parameter.

Table 96 Format of CallingPartylD parameter

H G F E D Cc B A
Odd/ Nature of Number

Even

Spare | Numbering Plan Pres Restriction Scrn Restriction
2nd Digit 1st Digit

Nth Digit N-1st Digit

» Table 97 shows the format of the Calling Party information element.

Table 97 Format of Calling Party Number information element

H

G F

E

D Cc

B A

0

1 1

0

1 1

0 0

Length of Information element (octets)

0/1
Ext.

Type of Number

Number Plan ID

1
Ext.

Pres Restriction

Spare

Reserved

Scrn Restriction

Spare

Digits
(IA5 Characters)
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» Table 98 through Table 100 on page 301 illustrate the mapping of the
CallingPartyID parameter to the calling party number information

element.

Table 98 Parameter to information element mapping

CallingPartyID parameter

Calling Party Number
information element

Mapping

Nature of Number

Type of Number

Generated by DMS SSP

Numbering Plan

Numbering Plan ID

Generated by DMS SSP

Pres Restriction

Pres Restriction

Direct Mapping

Scrn Restriction

Scrn Restriction

Direct Mapping

Address Digits

Digits

Direct Mapping

Table 99 Numbering plan to numbering plan ID mapping

Numbering plan

Numbering plan ID

ISDN Numbering Plan

ISDN Numbering Plan (Rec. E164)

0001 001

Private Private

0101 101

Otherwise Unknown
000

Table 100 Nature of number to Type of number mapping

Nature of Number

Type of Number

1110100

Non-Unique International Number

001

0000100

Unique International Number

International Number

1110011

Non-Unique National Number

010

Unique National Number
0000011

National Number
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Table 100 Nature of number to Type of number mapping (Continued)

Nature of Number Type of Number
Non-Unique Subscriber Number Local Number
1110001 100

Unique subscriber Number

0000001

Otherwise Unknown

000

PTS trunks—The CallingPartyID parameter is not propagated over PTS
trunks. Only the ChargeNumber is spilled.

6.6.13.6 Carrier, AlternateCarrier and SecondAlternateCarrier
parameters

The Carrier, AlternateCarrier and SecondAlternateCarrier parameters contain
the carrier selection information and the carrier identification to that a call is
routed. These parameters are only valid in equal access end offices.

The Carrier parameters are optionally found in the following SCP-to-SSP
messages:

Analyze Route—When routing could not complete successfully using the
Primary, Alternate or SecondAlternate trunk group information, then the
information supplied in the Primary, Alternate and SecondAlternate
Carrier parameters are each tried in turn. The carrier information is used to
re-translate (along with the CalledPartylD). When the SSP translates to a
valid route, then that route is used.

Forward Call—The carrier parameters are used as in the Analyze Route
response except that the carrier information applies to the called party
information.

Send To Resource—The SCP can specify a set of carriers to connect the
originator to the IP.

The logic driving of these parameters varies according to the following types
of trunks:

Q764 ISP trunks—The carrier parameters are propagated to the ISUP
Carrier Selection parameter when the call gets a response of

Analyze Route and the route is a result of one of the three carriers
provided by the Analyze Route response.

Q931 PRI trunks—The carrier parameters do not get propagated over PRI
trunk facilities.

PTS trunks—The carrier parameters do not get propagated over these
trunking facilities.
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6.6.13.7 Parameter CarrierUsage
The following values are supported for parameter CarrierUsage:

* 0 or AlwaysOverride
* 1 or InterlataOverride
e 2 or OverridePICsOfNOCsSent

AlwaysOverride: When the value of parameter CarrierUsage is
AlwaysOverride, existing functionality is maintained. When the SCP sends a
carrier in the message and no CarrierUsage parameter, the carrier is treated the
same way as when AlwaysOverride is received in parameter CarrierUsage.

InterlataOverride When the value of parameter CarrierUsage is
InterlataOverride, the carrier that gets sent by the SCP is used only when the
call type (determined from parameter CalledPartyID) is interlata. When the
call type is not interlata, the SSP selects a carrier.

OverridePICsOfNOCsSent When the value of parameter CarrierUsage is
OverridePICsOfNOCsSent, the carrier selected for routing is based on the
value of the NatureOfCarrier (NOC) received in parameter CarrierID.

6.6.13.8 ChargeNumber parameter

The ChargeNumber parameter contains the Automatic Number Identification
(ANI) used for subsequent signalling. The ChargeNumber parameter does not
affect billing on the SSP. This parameter must be accompanied by the
ChargePartyStationType parameter; otherwise, the ChargeNumber is
discarded.

The contents of the ChargeNumber is sent as follows:
*  MF trunks that support ANI

The digits received in the ChargeNumber are sent as MF ANI digits over
the trunking facility.

e« ISUP trunks

The contents of the ChargeNumber is used to populate the ISDNUP charge
number. The ISDNUP charge number is always populated, when the
ChargeNumber parameter is received, regardless of whether the call is
interLATA; thus, the connecting SSP must be able to discard the
ChargeNumber parameter, when it is not required.

* PRI trunks
The ChargeNumber is not propagated.
When the call terminates to a line, a simulated facility group (that is, virtual

groups), or a trunk not mentioned above, then the ChargeNumber parameter is
discarded.
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See Section 6.4.4.19.15 “ChargePartyStationType parameter” on page 230.

6.6.13.9 ChargePartyStationType parameter

The ChargePartyStationType indicates the calling station type. This parameter
contains the originating line information (OLI) of the originating party. The
ChargePartyStationType uses it own format that consists of two BCD digits.
The values that are supported are documented in TA-NWT-001285, AIN 0.1
Switch Service Control Point Application Protocol Interface Generic
Requirements, Issue 1, January 1992.

The ChargePartyStationType parameter is optionally sent in the following
SCP-to-SSP messages: Analyze Route, Authorize Termination, and
Forward_Call.

When the parameter is included, then the ChargePartyStationType parameter
is used as the ANI II digits for MF and the OLI parameter for ISUP trunks.

The ChargePartyStation Type parameter is only propagated over the supported
trunking facilities when it is accompanied with the ChargeNumber parameter.

The following section detail how the ChargePartyStationType parameter is
used for various facility types:

* Q764 ISUP trunks—The ChargePartyStationType parameter is propagated
to the ISUP Originating Line Information only when the ChargeNumber
parameter is also provided. The OLI parameter is included in the outgoing
Initial Address Message (IAM) regardless of:

— whether the call is Equal Access, and
— any SSP based datafill (for example, table OCCINFO)

The OLI parameter is directly mapped from the ChargePartyStationType
parameter.

* Q931 PRI trunks—The ChargePartyStationType parameter does not get
propagated over PRI Trunk facilities.

* PTS trunks—The ChargePartyStationType parameter is only outpulsed
over the following trunk group types:

— CAMA Trunks that support ANI II digits

— TSPS/TOPS Trunks that support ANI II digits

— ATC OP Service Trunks that support ANI II digits

— InterToll Trunks during Equal Access Call scenarios.
6.6.13.10 CollectedDigits parameter

Parameter CollectedDigits indicates the dial plan elements to be used when
processing resumes at the Collect Information PIC.

297-5161-022 Standard 11.02 March 2004



Generic SSP procedures 305

The maximum number of digits is 32, that could consist of more than one dial
plan element. The minimum number of digits is 0 in that the line originator
would be prompted for digits. When there are 0 digits specified but the
originator is a trunk or has previously been forwarded then DMS SSP provides
Negative Acknowledgment (NACK) treatment.

The valid digits for CollectedDigits are ‘0-9', ‘*' and ‘#'. When the
CollectedDigits contains a ‘#' it is treated as a delimiter between dial plan
elements provided it is not the last digit in the string; otherwise it is treated as
the end of dialing. When CollectedDigits contains a ‘#' in the first position,
then CollectedDigits is treated as an octothorpe translation. When the
CollectedDigits contains a “*' it is treated as the prefix to a vertical service
code.

A dialing plan element is a pattern of dialed digits that, by itself, could be
dialed by the user and result in either activation of a feature, translation/routing
of a call or the SSP providing a prompt for additional digits to the user.
Following are examples of valid dialing plan elements:

o NXX-XXXX/NPA-NXX-XXXX

* 1+(NPA/500/700/800/888/8xx/900)-NXX-XXXX

e 0-

*  O+(category 1)

* Oll+international number

e 00-

o 10XXX/101XXXX)/0ZZXXX/INNXXX + (category 1~5)
* extension number 1~7 digits

» prefix/access code (for example, ‘9’ for outside line) (for line origination
only, and user inputs rest of digits)

Caution: this dial plan element is not supported on the DMS-100.
» prefix/access code + (category 1~7)
» vertical service code (for example, *X, *XX, ..., *XXXXXXX)
» vertical service code, # prefix (for example, #X, #XX, ..., #XXXXXXX)

It is recommended that dial plan elements are separated by the octothorpe (#)
digit as this aids the SSP in resolving ambiguity in dial plan elements. For
example the SSP can be set up to have ambiguous vertical service codes such
as *86 and *862. When there are multiple dial plan elements and they are not
separated by an octothorpe then the ambiguity cannot be resolved. For
example *862581234 could be interpreted as *862 and address digits of
581234, where the SCP application intended it to be interpreted as *86 and
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address digits of 258-1234. When the SCP application includes the octothorpe
as the delimiter (for example, *86#2581234), then these issues are resolved.

When parameter CollectedDigits contains just one dial plan element with the
CAC (for example, 10XXX, 101 XXX or 10XXX#), this is treated as a partial
dial plan element and the call is sent to PDIL treatment.

When parameter CollectedDigits is not present in the Collect Information
message, the DMS-100 SSP treats this condition as missing conditional
parameter application error.

6.6.13.11 ControllingLegTreatment parameter

This parameter specifies the designated distinctive alerting pattern to be
applied to the called party. When the called party is not served by the SSP, the
parameter is ignored.

When the call is subsequently forwarded, this parameter is ignored.

6.6.13.12 DisconnectFlag parameter

This parameter indicates whether a call should be disconnected after a
Send To Resource operation. When this parameter is included, the SSP
disconnects the call after a Send To Resource operation.

When this parameter is received in a Conversation TCAP Package Type or
when a Response package with a Send To Resource operation is received
without this parameter, the SSP treats this message as containing a fatal
erroneous data value error and provide final treatment.

6.6.13.13 DisplayText parameter
Parameter DisplayText can be received in either of the following response
messages:

* an Authorize Termination response message that is received at the
Termination Attempt trigger detection point (TDP)

+ an Offer Call response message that is received at T Busy event detection
point (EDP) or trigger detection point TDP

When the DisplayText parameter is included in the Offer Call message, and
the SSP had previously received an Authorize Termination message that
included a DisplayText parameter for the call, the information provided in the
Offer Call message will take priority.

When the DisplayText parameter is received in a message other than these two
response messages, the DisplayText parameter is ignored.
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Parameter DisplayText can be used by the SSP to supply the calling name,
number, and any time-related information that can then be displayed on the
customer premise equipment (CPE).

Figure 12 on page 307 illustrates call progression involving parameter
DisplayText.

Figure 12 Call progression with DisplayText

Termination Attempt Query Authorize_Termination Response

CallingPartyID parm DisplayText parm

(when provided)

GenericName parm @

(when provided)

CallingAddress “6137225555" |
@ CallingPartyName “JOHN BRIDGWOOD" B

|
|
A |
|
w Termination /4\ |

> Attempt — = L]
Line or Trunk TDP |
call origination @ Display|Unit v
SSP L JOHN BRIDGWOOD

613-722-5555

The caller can control the presentation status of the calling name or number for
displaying to the CPE of the called party by invoking the following feature
codes:

* calling number blocking (CNB)

+ calling name delivery blocking (CNAB)

» calling number name blocking (CNNB)

* call name/number delivery (CNND)

+ calling identity delivery and suppression (CIDS)

The decision to display the calling party name or number is made at the SCP.
The permanent presentation status of the calling name or number is assessed

at the SCP. The SCP will populate DisplayText parameter with the information
that it wants to have displayed on the CPE.
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For inter-office calls, these blocking codes are sent to the terminating switch
through parameters of the integrated digital network user part’s (ISUP) initial
address message (IAM) (for example, parameter generic name (GN) for the
name and the presentation status of parameter CallingPartyID for the number).

This GN parameter, in turn, is packed into the AIN query (termination attempt
query) and sent to the SCP along with the calling party ID (CLID) parameter.
The decision on whether or not to display the calling name is made by the SCP
(not the SSP).

DisplayText calling number information takes precedence over the number
provided in the AIN parameter CallingPartylD, when delivering display
information to the terminating agents’ customer premise equipment (CPE).

When the callingPartyName field is not provided by the SCP and the reason
for its absence is not provided, it is derived from the switch-based display
information when it is available. When callingAddress field is not provided by
the SCP and the reason for its absence is not provided and the SCP does not
send parameter callingPartyld, it is derived from the switch-based display
information when it is available. When a callingPartyld is available, it is
displayed when there is no callingAddress field included in parameter
DisplayText.

6.6.13.13.1 Supported agents and DisplayText fields A subset of
the data fields in parameter DisplayText can be used to display information on
the called party’s display set.

Table 101 provides a definition for the fields in parameter DisplayText.

Table 101 DisplayText field definitions

DisplayText Field

Definition

Size (ASCII)

callingAddress

Calling party’s number’

1 to 10 characters

callingPartyName

Calling party’s name?

1 to 15 characters

reason Reason for absence (for calling | 1 character (O or P)
party’s name and number)
dateTimeOfDay Date and time 8 characters

(1-15 characters).

characters).

Note 1: Can be a reason for the absence of the calling party number, applicable only for ISDN BRI

Note 2: Can be areason for the absence of the calling party name, applicable only for ISDN BRI (1-15
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Table 102 provides field support information by specific line type for
parameter DisplayText. When display text information is received in fields
other than those mentioned for specific line types, the information is discarded.

Table 102 AIN DisplayText field support for specific line types

Agent Support Parameter DisplayText
: : field support
Line type Line class code (LCC)
RES 1FR callingPartyName, callingAddress, reason,
dateTimeOfDay
1MR
IBN IBN callingPartyName, callingAddress, reason,
dateTimeOfDay
MBS M5009 callingPartyName, callingAddress, reason
M5112
M5209
M5212
M5312
EBS PSET callingPartyName, callingAddress, reason
BRI ISDNKSET callingAddressN°®3, callingPartyNameNote4,
reason
MFT ISDNKSET callingAddress, callingPartyName, reason

Note 1: Delivery to RES agents occurs between the first and second ring; when the terminating agent
answers the call before delivery is complete, no information is displayed.

Note 2: The dateTimeOfDay information is displayed on RES or IBN agents, after the terminating
agent goes on-hook.

Note 3: Can be a reason for the absence of the calling party number; applicable only to ISDN BRI
(1-15 characters).

Note 4: Can be a reason for the absence of the calling party name; applicable only to ISDN BRI (1-15
characters).

The cases from Table 103 “Name and Number provided” through Table 114
“Reason for absence provided in callingAddress and reason fields and Name
provided” on page 312 illustrate a subset of possible DisplayText field content
for supported agents.

Note 1: See Section 6.6.13.13.2 “Analog agent” on page 313 and
Section 6.6.13.13.3 “ISDN BRI agent” on page 314 for details on display
content for specific agents.
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Note 2: In the tables that follow, the displays are not shown exactly as they
would be in practice because the table cell sizes does not allow for the
correct format. For example, in each cell beneath the headings RES/IBN
Display, MBS/EBS Display, and ISDN BRI Display, the cell contains a
name and a number. In tables 66 through 77, the name appears on top and
the number appears beneath the name. In practice both the name and the
number would appear on the same line. For example, the line should appear
as John Smith (space) 6137221234 in table 66, in the cell beneath MBS/EBS

Display.

Table 103 Name and Number provided

Field

callingAddress

callingPartyName

Content

“6137221234”

“John Smith”

RES 1 Line Display

RES/IBN Display

MBS/EBS Display

ISDN BRI Display

613-621-1234

John Smith
613-621-1234

John Smith
6137221234

John Smith
6137221234

Table 104 Reason for absence of Number provided in reason field and Name

provided
Field reason callingPartyName
Content “P” “John Smith”

RES 1 Line Display

RES/IBN Display

MBS/EBS Display

ISDN BRI Display

Private Caller

John Smith
Private number

John Smith

John Smith
Private Number

Table 105 Reason for absence of Name provided in reason field and Number

provided
Field callingAddress reason
Content “6136211234” “‘O”

RES 1 Line Display

RES/IBN Display

MBS/EBS Display

ISDN BRI Display

613-621-1234

Unknown name
613-621-1234

Unknown Name
6136211234

Unknown Name
6136211234
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Table 106 Reason for absence of Number provided in callingAddress field and Name
provided

Field callingAddress callingPartyName
Content “Unknown “John Smith”
Number”
RES 1 Line Display | RES/IBN Display | MBS/EBS Display ISDN BRI Display
Unknown number John Smith John Smith John Smith
Unknown number Unknown Number

Table 107 Reason for absence of Name provided in callingPartyName field and Number
provided

Field callingAddress callingPartyName

Content “6136211234” “Unknown Name”

RES 1 Line Display | RES/IBN Display | MBS/EBS Display ISDN BRI Display

613-621-1234 Unknown name Unknown Name Unknown Name
613-621-1234 6136211234 6136211234

Table 108 Reason for absence of Name and Number provided in callingPartyName and call-
ingAddress fields respectively

Field callingAddress callingPartyName

Content “Private Number” “Private Name”

RES 1 Line Display | RES/IBN Display | MBS/EBS Display ISDN BRI Display

Unknown number Private Name Private Name Private Name
Unknown number Private Number

Table 109 Reason for absence of Name provided in reason field and reason of Number provided
in callingAddress field

Field callingAddress reason
Content “Unknown “‘O”
Number”

RES 1 Line Display | RES/IBN Display | MBS/EBS Display | ISDN BRI Display

Unknown number Unknown name Unknown Name Unknown Name
Unknown number Unknown Number
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Table 110 Reason for absence of Name provided in callingPartyName field and reason of Num-

ber provided in reason field

Field

reason

callingPartyName

Content

uou

“Unknown Name”

RES 1 Line Display

RES/IBN Display

MBS/EBS Display

ISDN BRI Display

Unknown number

Unknown Name
Unknown number

Unknown Name

Unknown Name
Unknown Number

Table 111 Number provided only

Field

callingAddress

Content

“6136211234”

RES 1 Line Display

RES/IBN Display

MBS/EBS Display

ISDN BRI Display

613-621-1234

switch provided info
613-621-1234

6136211234

switch provided info

switch provided info
6136211234

Table 112 Name prov

ided only

Field

callingPartyName

Content

“John Smith”

RES 1 Line Display

RES/IBN Display

MBS/EBS Display

ISDN BRI Display

Unknown number

John Smith
switch provided info

John Smith
switch provided info

John Smith
switch provided info

Table 113 Reason for absence provided

Field

reason

Content

uPu

RES 1 Line Display

RES/IBN Display

MBS/EBS Display

ISDN BRI Display

Private caller

Private name
Private number

Private Name

Private Name Private Number

Table 114 Reason for absence provided in callingAddress and reason fields and Name

provided
Field callingAddress reason callingPartyName
Content “Unknown Number” | “O” “John Smith”
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Table 114 Reason for absence provided in callingAddress and reason fields and Name
provided (Continued)

RES 1 Line RES/IBN Display MBS/EBS Display | ISDN BRI Display

Display

Unknown number John Smith John Smith John Smith
Unknown number Unknown Number

6.6.13.13.2 Analog agent The DisplayText callingPartyName (name),
callingAddress (number), reason, and dateTimeOfDay fields are supported for
RES and IBN agents.

For calls terminating on RES and IBN subscribers, the reason field is indicated
as Out of Area/Unavailable, or Private. The reason field can be either ‘O’ for
out of area (or unavailable), or ‘P’ for private. The CPE interprets the ‘O’ or
‘P’ accordingly and displays the respective message corresponding to the
indication. When the reason information provided in the reason field is other
than ‘O’ or ‘P’, the reason field sent to the CPE is ‘O’ as Out of
Area/Unavailable indication. When the callingAddress field received in
parameter DisplayText contains characters other than digits, the reason
indication ‘O’ is used to indicate the unavailability of the calling number.

For MBS and EBS lines, the DisplayText name, number, and reason fields are
supported. A reason for the absence of the CallingAddress is displayed only
when there is no AIN provided or switch-based name available and there is no
reason for the absence of the name expected in the display. The reason value
allowed is either ‘O’ or ‘P’. When the reason value provided in the reason field
is other than “O” or “P” it is converted to “O”. The reason information
provided in the reason field is converted to a text string indicating
unavailability of a name or number based on the reason value. For example
strings “UNKNOWN NAME”, “OUT OF AREA” or “PRIVATE” is
displayed. The actual text displayed is retrieved from table REASONS after
reason ID is matched with the reason value. The maximum number of
characters that can be displayed is 15. When the length of the message
datafilled in table REASONS exceeds 15 characters the string is truncated to
15 characters.

The following reason IDs is used to represent text strings in table REASONS,
that correspond to reason values ‘P’ and ‘O’ for name and number
respectively:

* AINRSNNAMEP
*  AINRSNNAMEO
* AINRSNNUMBERP
* AINRSNNUMBERO
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Figure 13 on page 314 provides sample datafill in table REASONS for reason
IDs AINRSNNAMEP and AINRSNNUMBERO.

Figure 13 Sample datafill in table REASONS for reason IDs

REASNSET REASONID MESSAGE
DEFAULTSET AINRSNNAMEP PRIVATE NAME
DEFAULTSET AINRSNNUMBERO OUT OF AREA

When the dateTimeOfDay field (that contains the date and time of day
information) is included in parameter DisplayText, the information is only
used when it contains either the date, the time, or both, otherwise it is ignored.

6.6.13.13.3 ISDN BRI agent For ISDN BRI terminating agents,
information received in a CallingAddress tag (both the reason for the absence
and a real DN) of parameter AIN DisplayText is delivered in both the calling
number information element and CallingAddress tag of the DisplayText
information element of the Q.931 message.

The display information received in parameter DisplayText is delivered in a
Q.931 Setup message. It can also be delivered in a Notify message when there
is a need to update a display after the call has already been answered.

Figure 14 on page 315 provides a call termination flow diagram with Display
Text delivered in Q.931 Setup message.

297-5161-022 Standard 11.02 March 2004



Generic SSP procedures 315

Figure 14 ISDN BRI call termination flow diagram with Display Text delivered in
Q.931 Setup message
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Figure 15 on page 316 provides a call termination flow diagram with Display
Text delivered in Q.931 Notify message.
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Figure 15 ISDN BRI call termination flow diagram with Display Text delivered in

Q.931 Notify message
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When the SCP provides a reason for the absence of the calling party number
in the callingAddress field and the terminating agent is ISDN BRI, the reason
information is displayed on the CPE to indicate the reason for absence of the
calling party number. When the SCP provides a reason for absence of the

297-5161-022 Standard 11.02 March 2004



Generic SSP procedures 317

calling party number in the reason field, the reason information is delivered to
the terminating ISDN BRI agent. When the SCP provides a reason for the
absence of the calling party number in both fields, callingAddress and reason,
the reason information in the callingAddress field is delivered to the
terminating ISDN BRI agent.

When the SCP provides a reason for the absence of the calling party name in
the callingPartyName field or the reason field, the reason information is
delivered to the terminating ISDN BRI agent. When the SCP provides a reason
for the absence of the calling party name in both fields, callingPartyName and
reason, the reason information in the callingPartyName field is delivered to the
terminating ISDN BRI agent.

The only reason value allowed in the reason field is either ‘O’ or ‘P’. When the
reason information provided in the reason field is other than “O” or “P” it is
converted to the text string corresponding to “O”. The reason information
provided in the reason field is converted to a text string indicating the
unavailability of a name or number. For example, strings “UNKNOWN
NAME”, “OUT OF AREA” or “PRIVATE” are displayed. The actual text
displayed is retrieved from table REASONS after reason ID is matched with
the reason value. The maximum number of characters that can be displayed is
15. When the length of the message datafilled in table REASONS exceeds 15
characters, the string is truncated to 15 characters. Four new reason ids are
added that allow a customer to enter four strings that are displayed to indicate
the reason for absence of name or number.

The following reason IDs are used to represent text strings in table REASONS
that correspond to reason values ‘P’ and ‘O’ for absence of name and number
respectively:

*  AINRSNNAMEP
*  AINRSNNAMEO
* AINRSNNUMBERP
* AINRSNNUMBERO

Figure 16 on page 318 provides sample datafill in table REASONS for reason
IDs AINRSNNAMEP and AINRSNNUMBERO.
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Figure 16 Sample datafill in table REASONS for reason IDs AINRSNNAMEP and

AINRSNNUMBERO
TOP
REASNSET REASONID MESSAGE
DEFAULTSET AINRSNNAMEP PRIVATE NAME
DEFAULTSET AINRSNNUMBERO OUT OF AREA

6.6.13.13.4 Feature subscription The terminating party need not
subscribe to any switch-based features in order to receive AIN DisplayText
information.

6.6.13.14 DPConverter parameter
When the DPConverter parameter is set to “True,” Extended DP conversion is
started. Both DP and DTMF tones are outpulsed towards the terminator.

When the DPConverter parameter is set to “False,” no DP to DTMF
conversion is provided. Only DP digits are outpulsed.

When the Collect Information message with DPConverter parameter set to
TRUE is followed by another Collect Information message with DPConverter
parameter set to FALSE then the DP to DTMF conversion is not provided after
the speech path is established between the originator and the terminator. The
value of the DPConverter parameter in the last Collect Information message
in a call will override the DPConverter parameter in any of the previous
Collect Information messages.

This parameter is controlled by SOC option AIN00292.

6.6.13.15 EDPNotification parameter

Parameter EDPNotification contains several bits; each bit representing a
specific Notification. The value of the bit indicates whether the Notification
should be armed. A value of 1 indicates to arm the Notification; 0 indicates not
to arm the Notification.

The oAnswer (bit 3) is supported. All other Notifications are ignored.

This parameter is controlled by SOC option AIN00210.
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6.6.13.16 EDPRequest parameter

Parameter EDPRequest contains several bits; each bit representing a specific
Request. The value of the bit indicates whether the Request should be armed.
A value of 1 indicates to arm the Request; 0 indicates not to arm the Request.

The DMS-100 switch supports arming tBusy (bit 4), tNoAnswer (bit 5),
oCalledPartyBusy (bit 0), oNoAnswer (bit 1) and NetworkBusy (bit 8). All
other Requests are ignored.

This parameter is controlled by SOC option AIN00210.

6.6.13.17 ForwardCallindicator parameter

The ForwardCalllndicator parameter is used by the AIN SSP to update an
equivalent parameter, also called ForwardCalllndicator, in the Initial Address
Message (IAM) in SS7 (ISUP) signaling. The SS7 ForwardCallIndicator
parameter conveys call characteristics and preferences in the forward
direction. Forward call information received from the SCP can then be used
subsequently in ISUP signaling.

The AIN ForwardCalllndicator parameter differs from the SS7
ForwardCalllndicator parameter in that it has only one field, called the ISDN
User Part Preference Indicator. The value returned in this field by the SCP is
used to update the ForwardCalllndicator parameter outpulsed in the IAM. This
field contains two bits and can have the values shown in Table 115.

Note: The AIN ForwardCalllndicator parameter is mandatory if the
GenericAddressList contains a Ported Number Generic Address Type. For
details, please refer to GR-1298-CORE.

Table 115 ISDN user part preference indicator field values

Value Definition
00 ISDN User Part preferred all the way
01 ISDN User Part not required all the way
10 ISDN User Part required all the way
11 Spare

The default value is 00.

This parameter is controlled by SOC option AIN00220.
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6.6.13.18 GenericAddressList parameter
The GenericAddressList parameter is a single parameter that can contain up to
five generic addresses. Each generic address contains

* the address type

* nature of address

* odd/even digit count flag

* apresentation indicator

* anumbering plan indicator

* astring of digits

When an Analyze Route or Forward Call message contains a

GenericAddressList parameter, the SSP stores each generic address based on
the following address types:

* dialed number
* destination number
» supplemental user provided calling address (failed screening)
* supplemental user provided calling address (not screened)
* completion number
* Ported Number
* 800 Service Indicator
Note: The Ported Number Generic Address Type requires that the

ForwardCalllndicator parameter be set correctly with the M bit set to
‘Number Translated.

When multiple generic addresses are received with the same address type, the
SSP only stores in the Generic Address List the first generic address that it
receives.

When an unsupported generic address type is received as part of a Generic
Address List, the entire address list 1s disregarded, even when other valid
generic address types are contained in the list.

Once stored, the SSP includes the information from each generic address field
in a separate ISUP IAM Generic Address Parameter (GAP) when it is
terminating to a ISUP agent type.
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The generic addresses stored by an SSP from an Analyze Route or
Forward Call message can be built into a query message when

* asubsequent Info Analyzed trigger is detected
* asubsequent terminationAttempt trigger is detected

+ they are received in a ISUP IAM Generic Address Parameter for a
originating ISUP call

The generic addresses stored by an SSP are not available during the
Info Collected detection point unless they were received in a ISUP I[AM
Generic Address Parameter for a originating ISUP call.

When subsequent triggers are detected, where an Analyze Route or
Forward Call message is returned containing the GenericAddressList
parameter, the generic addresses stored by the SSP are overwritten by the
returned Generic Addresses based on the address type.

The GAL is decoded in the following messages:
» analyzeRoute (AR)

» createCall (CC)

* forwardCall (FC)

This parameter is controlled by SOC option AIN00220.

6.6.13.19 NetworkSpecificFacilities parameter
See Section 6.4.4.19.23 “NetworkSpecificFacilities parameter” on page 235
for a more detailed description of this parameter and its fields.

When the NetworkSpecificFacilities parameter is received in an
Analyze Route response message and the call terminates on a PRI trunk, the
NetworkSpecificFacilities parameter is sent with the PRI SETUP message.

A NetworkSpecificFacilities parameter received in an Analyze Route
response is ignored when any of the fields contains an invalid or unsupported
value or when the call is not Call-By-Call (CBC). The parameter is not
outpulsed with the outgoing PRI SETUP message when:

* The service type is ICAN and the terminating agent is NIPRI.

* The service type is ICAN, Hotel/Motel, or SCOCS and the terminating
agent is NTNAPRI.

* The service parameter is longer than four IAS characters.
Note: In case of serial triggering, a valid NSF received with an

Analyze Route response will always be sent in any subsequent
Info Analyzed query.
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An Analyze Route response return that contains an NSF parameter can alter
the CBC service requested when the call routes out over NI PRI or NTNA PRI.

This parameter is controlled by SOC option AIN00220.

6.6.13.20 OutpulseNumber parameter

The OutpulseNumber parameter contains the outpulse number for routing over
private facilities. It is used when the SSP receives a trunk group parameter with
the Number To Outpulse field containing a value of “Outpulse Number”.

When the terminating agent is ISUP, the contents of the OutpulseNumber
parameter is mapped to the ISDNUP Called Party Number parameter. The
Nature of Number field is mapped to the ISDNUP Nature of Address field. The
Numbering Plan field is mapped to the ISDNUP Numbering Plan Indication
field.

When the terminating agent is a PRI trunk, the OutpulseNumber parameter is
mapped to the Q.931 Called Party Number parameter.

When the terminating agent is a trunk not capable of sending either Q.931 or
ISDNUP messages, then the contents of the Nature of Number field and the
Numbering Plan Indication field are discarded.

When at any point prior to outpulsing, the digits are modified through routing
selectors, then the contents of the Nature of Number field and the Numbering
Plan Indication field are discarded.

The behavior of the OutpulseNumber parameter varies according the
following types of trunks:

* Q764 ISUP trunks—The OutpulseNumber parameter is propagated to the
ISUP Called Party Address (CDPA) parameter. A direct mapping is used.

* Q931 PRI trunks—The OutpulseNumber parameter is propagated to the
Called Party Number Information Element in the Q.931 Setup message
being sent over the PRI trunking facility. No Called Party Subaddress
Information Element is included in the Q.931 SETUP message when the
OutpulseNumber parameter is to be propagated.

* The format of the OutpulseNumber parameter is the same as the
CallingPartyID parameter format shown in Section 6.6.13.5
“CallingPartyID parameter” on page 299 except that the Presentation and
Screening Restriction Indicator fields are spares.
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» Table 116 shows the format of the Called Party Number information
element.

Table 116 Format of Called Party Number information element

H

G F

E

D

Cc

B A

0

1 1

1

0

0

0 0

Length of Information element (octets)

1
Ext.

Type of Number

Number Plan ID

Spare

Digits
(IA5 Characters)
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+ Table 117 through Table 119 illustrate the mapping of the
OutpulseNumber parameter to the Called Party Number information

element.

Table 117 Parameter to information element mapping

OutpulseNumber
parameter

Called Party Number
information element

Mapping

nature of number

type of number

generated by DMS SSP

numbering plan

numbering plan ID

generated by DMS SSP

address digits

digits

direct mapping

Table 118 Numbering plan to numbering plan ID mapping

Numbering plan

Numbering plan ID

ISDN Numbering Plan

ISDN Numbering Plan (Rec. E164)

0001 001

Private Private

0101 101

Otherwise Unknown
000

Table 119 Nature of number to Type of number mapping

Nature of Number

Type of Number

International Number
0000100

International Number
0001

National Number

National Number

0000011 0010

Local Number Local Number

00000001 0100

Otherwise Unknown
0000

* PTS trunks—The Called digits outpulsed over the trunk is the contents of
the OutpulseNumber parameter.

6.6.13.21 Prefix parameter
The Prefix parameter is valid for the Analyze Route and Forward Call

response messages. Parameter Prefix indicates to the SCP that “1+” type of
call has been encountered on the SSP.
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6.6.13.22 PrimaryTrunkGroup parameter

Parameter PrimaryTrunkGroup is one of three trunk group parameters used to
specify an SSP route list to attempt to terminate the call on. See

Section 6.6.13.1 “Alternate TrunkGroup parameter” on page 294 for details.

6.6.13.23 RedirectingPartylD parameter
The RedirectingPartylD parameter specifies the last redirecting party.

Call processing treats the call as a redirected call when it receives an
Analyze Route message with a RedirectingPartylD parameter. When the
Analyze Route message does not contain a RedirectingPartyID parameter, the
call is not treated as a redirected call.

In contrast, the Forward Call message actually redirects the call. With AIN
Service Enablers, the SCP can return a RedirectingPartyID in a Forward Call
response that is different from the DN on that the TAT trigger occurred. The
SSP then uses the returned redirecting party in subsequent signaling. When a
RedirectingPartyID is not received in a Forward Call message, the DN upon
that the TAT trigger occurred is used as the redirecting party.

Note: This parameter is not currently propagated when terminating to Q764
ISUP or Q931 PRI trunks. Similarly, it has no effect on the Redirection
Counter sent over either ISUP or PRI facilities. It is, however, used when
terminating to an SMDI interface.

See also Section 6.2.4.1 “Serial triggering and redirection parameters” on page
198.

This parameter in the Forward Call response message is restricted to AIN
Service Enablers.

6.6.13.24 Redirectioninformation parameter

The RedirectionInformation parameter gives the reason of both the original
redirection and the last redirection on the call as well as a count of the total
number of redirections on the call. Valid redirection reasons are:

* unknown/not available

* user busy

* noreply

* unconditional

The redirection count can range from 0 to 10. The returned redirection count
does not account for the current redirection being processed. It is the

responsibility of the SSP to increment the count by one after processing the
AIN redirection.
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With the RedirectionInformation response parameter in AIN Service Enablers,
the SCP can specify different redirection reasons for AIN-caused redirections.
Additionally, the RedirectionInformation parameter gives the SCP control of
the redirection count. AIN Service Enablers does not allow the SCP to
decrement the redirection counter. When the returned redirection counter is
greater than or equal to the pre-query redirection count, the returned value is
used in subsequent signaling. Otherwise, the pre-query counter value is used.

When an Analyze Route message is received with a RedirectingPartyID but
no RedirectionInformation parameter or a RedirectionInformation parameter
is not received in a Forward Call message, the reason associated with the AIN
redirection defaults to ‘unconditional’ and the SSP redirection counter value is
used.

See also Section 6.2.4.1 “Serial triggering and redirection parameters” on page
198.

This parameter is controlled by SOC option AIN00220.

6.6.13.25 ResourceType parameter

This parameter indicates the type of resource to that the user is connected. The
only applicable values are “Play Announcement” and “Play Announcement
and Collect Digits”.

This parameter coded to “Play Announcement” must be present in a Response
package with a Send To Resource operation. Otherwise, it is treated as a fatal
erroneous data value error. In a Conversation Package, it must be coded to
“Play Announcement and Collect Digits”.

6.6.13.26 SecondAlternateTrunkGroup parameter

The SecondaryAlternateTrunkGroup parameter is one of three trunk group
parameters used to specify a SSP route list to attempt to terminate the call on.
See Section 6.6.13.1 “AlternateTrunkGroup parameter” on page 294.

6.6.13.27 TCM parameter

The TCM parameter contains the travelling class mark for the user. This
parameter is optionally sent by the SCP or adjunct.

The AINDigits format is used with the following fields:

* nature of number is set to “not applicable”.

* numbering plan is set to “unknown or not applicable”.

» the digits field contains a TCM of up to two digits.

Parameter TCM can be received in the following SCP-to-SSP response
messages: Analyze Route, Forward Call, and Authorize Termination. When

297-5161-022 Standard 11.02 March 2004



Generic SSP procedures 327

a TCM value is returned in these messages, it is used to populate TCM in
subsequent outgoing queries.

6.6.13.28 GenericName parameter
The GenericName parameter is based on the ISDNUP Generic Name (GN)
parameter and contains the following field values:

* Presentation
* Availability

* Type of name

The GenericName is decoded in the following response messages:
* AnalyzeRoute (AR)

* AuthorizeTermination (AT)

* ForwardCall (FC)

+ OfferCall (OC)

When the Generic Name is received in the response from SCP, GenericName
is populated

* in queries sent to the SCP when a particular trigger is encountered,
* in the ISUP IAM message if the call terminates on an ISUP trunk,
* in the NAME information if the call terminates on PRI/BRI.

When a Display Text parameter containing CallingPartyName is received in
Authorize Termination reponse for Trunk Group Trigger, and the Generic
Name parameter is not available, then the ISDNUP Generic Name parameter
is populated in the outgoing IAM.

The presentation sub-field of GenericName is used to determine the calling
name information to be presented to the calling party.

The GenericName received in response from the SCP overrides the
GenericName received in an earlier response, the GenericName received in the
ISUP IAM (ISUP protocol), or the NAME information (PRI/BRI).

The GenericName parameter is controlled by SOC option AIN00220.

6.7 Non call-related response message processing

This function provides the SSP with transaction and component level
procedures for sending non call-related messages. The non call-related
messages can be sent in both a response and conversation package when
accompanied by a call related message.
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6.7.1 Send_Notification message
The Send Notification (SN) message is allowed in a conversation package.
When the SSP receives a Send_Notification message with a
Send To Resource or a Call_Info To Resource message and the call is
answered, the SSP sends a Termination_Notification message to the SCP after
the call goes to the NULL PIC. The Termination Notification message to the
SCP contains the following information:

* the Answerlndicator field of parameter TerminationIndicator is set to

13 2

yes
* parameter ConnectTime contains the length of time the connection was
made to the terminating agent

When multiple Send Notification messages are received during one
transaction, only the last Send Notification message is retained. All other
Send_Notlﬁcatlon messages received in the same transaction are ignored.

When the SSP receives a Send Notification message in a response to a
T Busy message, the Termination Notification is sent immediately to the SCP,
since the call will encounter the NULL Point In Call.

As in AIN Essentials, a Send Notification message is not allowed in
conjunction with a Disconnect message.

Table 120 lists the parameters that make up the Send Notification message.

Table 120 Send_Notification message parameters

Parameter Description

EchoData See Section 6.7.3.1 on page 329.

ExtensionParameter

Note: Parameters in shaded areas are not supported in this message for this
release.

6.7.2 Termination_Notification message
Table 121 lists the parameters that make up the Termination Notification
message.

Table 121 Termination_Notification message parameters

Parameter Description

Amp1

Note: Parameters in shaded areas are not supported in this message for this
release.
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Table 121 Termination_Notification message parameters (Continued)

Parameter Description

Amp2

BusyCause See Section 6.4.4.19.5 on page 221.
ConnectTime Functionality inherited from AIN Essentials.
EchoData See Section 6.7.3.1 on page 329.
ExtensionParameter

TerminationIndicator Functionality inherited from AIN Essentials.

Note: Parameters in shaded areas are not supported in this message for this
release.

Note: ACG overflow notification is not provided by a
Termination Notification message, but is instead provided by a
unidirectional message.

6.7.3 Non call-related response message parameters

The following sections describe non call-related response message
parameters.

6.7.3.1 EchoData parameter

The contents of the EchoData parameter is SCP dependent. The SSP only
checks the length of the parameter to ensure it is 6 octets long. When the length
is incorrect, a fatal application error of Erroneous Data Value is raised.

6.8 AIN software coexistence requirement

This section describes the implementation of the AIN Software Coexistence
Requirement FSS.

This function provides the capability for multiple AIN software releases on a
given SSP to be reached using the same subsystem number.

Regardless of whether triggers are datafilled as RO1 or R02 in the AIN trigger
tables, the same SS7 subsystem number is used to route the AIN messages.

6.9 Alternate carrier routing

Alternate carrier routing allows the SSP to attempt to send AIN calls to the
next available SCP-provided route, when network congestion is detected after
the call has been routed out of the SSP (once a remote Network Busy condition
is detected). This functionality is supported when the outgoing trunks are
ISUP.
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Alternate carrier routing does not apply when the call is sent through a virtual
facility group (VFG) as a result of processing an AIN response, even when the
call subsequently routes over ISUP. In other words, when translation of an
Analyze Route , Forward Call, or Send To Resource response causes the
call to go through a VFG, then through an ISUP trunk, AIN processing does
NOT attempt any further routes once the call is sent out over the ISUP trunk.

Note 1: This restriction does not affect processing of a Network Busy
EDP-R (the Network Busy EDP-R can be detected on calls that route
through a VFG).

Note 2: The pre-query routing through a VFG does not have restrictions
with alternate carrier routing functionality.

The Analyze Route, Forward Call, or Send To Resource response from the
service control point (SCP) or adjunct, provides the SSP with a list of up to
three trunk groups and up to three carriers, as potential call routes. A trunk
group or a carrier parameter is referred to as a route.

After receiving an Analyze Route, Forward Call or Send To Resource
response from the SCP or adjunct, the SSP attempts to route the call over the
routes as specified by GR-1298.

When the SSP is unable to send a call over a route because it is local network
busy, and there are untried routes remaining in the Analyze Route,

Forward Call, or Send To Resource response message, the SSP attempts to
send the call over the next route specified in that Analyze Route,

Forward Call or Send To Resource response.

When a call is routed over an outgoing ISUP trunk and there are untried routes
remaining in the Analyze Route, Forward Call or Send To Resource
response message, AIN processing waits until one of the following messages
is received from another SSP:

*  When an ISUP release message is received that indicates the call could not
complete due to a busy remote network resource, then the SSP attempts to
route the call over the next route specified in the Analyze Route,
Forward Call or Send To Resource response message. Release cause
values considered to indicate this “Network Busy” condition are listed in
Table 122 on page 333.

*  When an ISUP ACM message, a Busy Station message or a release
message with a cause value other those specified in Table 122 on page 333
is received, then AIN processing terminates and normal call processing
takes place.

When a call is routed over an outgoing ISUP trunk, and there are no untried
routes remaining in the Analyze Route, Forward Call or Send To Resource
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response message, AIN processing terminates and normal call processing
resumes.

When a route is specified that uses an outgoing VFG, AIN processing
terminates once the VFG is seized, and normal call processing takes place.

Once normal call processing has resumed, then Network Busy event detection
can occur (when it is armed), as described in Section 8.3.2 “Network Busy
event detection” on page 384.

See Figure 17 on page 332. The functionality that is illustrated applies only to
calls routed over trunks, including trunks that access carriers.

6.9.1 Controlling route using parameter AIN_ALT_ROUTE_SEL

When the SSP attempts to route a call over a trunk group parameter or a carrier
parameter included in an Analyze Route, Forward Call or
Send To Resource response and then detects a remote Network Busy
condition, it attempts to perform one the following:

* when the option corresponding to the current route (either trunk group or
carrier) is in the “enabled” state, the SSP attempts to route to any
subsequent route in the Analyze Route, Forward Call or
Send To Resource response.

» when the option corresponding to the current route (either trunk group or
carrier) is in the “disabled” state, the SSP behaves as when no more routes
are available.

The options have no effect when a local Network Busy condition is detected
while routing the call. See Figure 17 on page 332. The functionality that is
illustrated applies only to calls routed over trunks, including trunks that access
carriers.

For more information about office parameter AIN_ ALT ROUTE_ SEL see
Section 12.2.1 on page 473.
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Figure 17 Functional flowchart of alternate carrier routing
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6.9.2 Network Busy detection

A local Network Busy condition is detected when the Analyze Route or
Forward Call response processing attempts to route the call over a busy route.

A remote Network Busy condition is detected when the Analyze Route or

Forward_Call response processing and routing

* has successfully seized an outgoing ISUP trunk, and

* receives a message from a remote SSP with the cause value indicating
Network Busy

See Table 122 for CCITT cause values indicating Network Busy.

Table 122 CCITT cause values indicating Network Busy

ISUP cause value Description

3 No route to destination

25 (ANSI) Exchange routing error
34 No circuit or channel is available
38 Network out of order

41 Temporary failure

42 Switching equipment congestion
47 Resource unavailable, unspecified
95 Invalid message, unspecified
102 Recovery on timer expiry

111 Protocol error, unspecified

127 Interworking, unspecified

Table 123 shows two additional ISUP causes that are also included in R5-28
[2468] in GR-1298, Issue 3, Revision 1. Since they apply to the user facility
rather than the network, they are not interpreted as “Network Busy”.

Table 123 ISUP Cause values not indicating Network Busy

ISUP Cause value | Description

27 Destination out of order

29 Facility rejected
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6.9.3 Alternate carrier routing with multiple trunk groups

The following scenario illustrates alternate carrier routing when multiple trunk
groups are specified in the Analyze Route or Forward Call response message.
In this scenario, trunk groups must be ISUP trunks.

Figure 18

Alternate carrier routing with multiple trunk groups

Analyze Route message specifying:
TrunkGroup = TrunkGroup AB

Alternate TrunkGroup = TrunkGroup AC
SecondAlternateTrunkGroup = TrunkGroup AD

&
-

y

Switch A

Switch B
Trunk AB1 <
A
Trunk AB2 <
A
Switch C Trunk BE Switch E
Trunk ACA1 Trunk CE
Trunk AC2 X
Trunk DE
Switch D
Trunk AD1
Trunk AD2

The SCP sends an Analyze Route response message specifying alternate
and second alternate trunk groups to switch A.

Switch A attempts to route the call over the primary trunk group, for
example trunk group AB.

All members of trunk group AB are busy; that is, experiencing a local
Network Busy condition. Switch A attempts to route the call over the
alternate trunk group.

Trunk ACI1 is idle, so the termination on switch C succeeds.
Switch C attempts to terminate the call on switch E.

Trunk CE is busy; that is, experiencing a remote Network Busy condition.
A release message with cause 3 is sent to switch A.
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7. Switch A receives the release message and attempts to route the call over
the second alternate trunk group.

8. Trunk ADI1 is idle, so the termination on switch D succeeds.
9. Switch D attempts to terminate the call on switch E.

10. Trunk DE is idle, so the termination on switch E succeeds.

6.9.4 Alternate carrier routing with multiple carriers

WARNING

When a call encounters an AIN trigger and receives an
Analyze Route response with multiple routes and one of
the routes contains an announcement that is datafilled with
an S selector and the call connects to that announcement,
then Analyze Route processing terminates.

The following scenario illustrates alternate carrier routing when multiple
carriers are specified in the Analyze Route or Forward Call response
message. In this scenario, trunk groups must be ISUP trunks.
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Figure 19 Alternate carrier routing with multiple carriers

Analyze Route message specifying: -
Carrier = Carrier A ,
AlternateCarrier = Carrier B

SecondAlternateCarrier = Carrier C

Trunk AA1 Carrier A
|

N/
A
Trunk AA2 <
A
Switch A . Trunk AE Switch E
Switch B
Trunk AB1
Trunk BE
Trunk AB2 X
Trunk CE

Trunk AC1 Switch C
.
Trunk AC2

Note:

Trunks AA1 and AA2 access carrier A.
Trunks AB1 and AB2 access carrier B.
Trunks AC1 and AC2 access carrier C.

1. The SCP sends an Analyze Route response message specifying the
carrier, alternate carrier and second alternate carrier to switch A.

Note: When parameter CarrierUsage is present, carriers are selected
based on the CarrierUsage algorithm. See Chapter 41.3.1:
“CarrierUsage algorithm for SSP routing” on page 958.

2. Switch A attempts to route the call over the carrier.

(98]

Trunk AA1 and trunk AA2 are both busy, so switch A attempts to route
the call over the alternate carrier.

Trunk ABI is idle, so the termination on carrier B succeeds.
Carrier B attempts to terminate the call on switch E.

Trunk BE is busy, so a release message with cause 3 is sent to switch A.

Nk

Switch A receives the release message, skips the second trunk (AB2) on
carrier B and attempts to route the call over the second alternate carrier.

8. Trunk ACI1 is idle, so the termination on carrier C succeeds.
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9. Carrier C attempts to terminate the call on switch E.

10. Trunk CE is idle, so the termination on switch E succeeds.

6.9.5 Alternate carrier routing with an active NEL

This scenario illustrates alternate carrier routing with an active AIN Service
Enablers Network Busy event. In this scenario, trunk groups are ISUP trunks.

Figure 20 Alternate carrier routing with Network_Busy event

Analyze Route message specifying: -
TrunkGroup = TrunkGroup AB <
AlternateTrunkGroup = TrunkGroup AC
SecondAlternateTrunkGroup = TrunkGroup AD
NEL (Network _Busy)
Switch B
Trunk AB1 <
A
Switch A Switch C Trunk BE Switch E
Trunk AC Trunk CE o, o
| N
Trunk DE
Switch D
Trunk AD

1. The SCP sends an Analyze Route response specifying, alternate and
second alternate trunk groups to switch A. The Network Busy Requested
Event is included in the response.

2. Switch A attempts to route the call over the trunk group.

Trunk AB is busy, so switch A attempts to route the call over the alternate
trunk group.

4. Trunk AC is idle, so the termination on switch C succeeds.
Switch C attempts to terminate the call on switch E.

6. Trunk CE is busy, so a release message with cause 3 is sent to switch A.
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7. Switch A receives the release message. The Network Busy EDP is not
encountered and switch A attempts to route the call over the second
alternate trunk group.

Trunk AD is idle, so the termination on switch D succeeds.
9. Switch D attempts to terminate the call on switch E.
10. Trunk DE is busy, so a release message with cause 3 is sent to switch A.

11. Switch A receives the release message. The Network Busy EDP is
encountered and a Network Busy EDP-R message is sent to the SCP.
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7 Originating call model triggers

7.1 Overview

This chapter describes AIN Service Enablers’ implementation of the following

originating call model (OCM) triggers:

L]

Off-Hook Immediate
Off-Hook Delay

Channel Setup PRI

Shared Interoffice Trunk
Specific_Feature Code
Public Feature Code

Office Public Feature Code
Customized Dialing Plan
Specified Carrier

One Plus Prefix
International
Operator_Services
Specific_Digit String

NI11

Automatic Flexible Routing
O Called Party Busy

O No_Answer

Refer to chapter 4 "Agent support" for information regarding agent support.
Refer to chapter 6 "Generic SSP procedures" for information regarding SCP
responses. Refer to chapter 34 "Software optionality control" for SOC code

information. Refer to chapters 41 "Oft-Hook Immediate trigger" to 56
"O No_ Answer trigger" for provisioning information.
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7.2 Off-Hook_Immediate trigger
This section describes trigger Off-Hook Immediate.

7.2.1 Product view

Trigger Off-Hook Immediate implements the Off-Hook Immediate Trigger
FS.

AIN Service Enablers implements the Oft-Hook Immediate trigger according
to GR-1298 and GR-1299. he Off-Hook Immediate trigger uses the
Origination Attempt message to query the SCP. See Section 6.4.4.1
“Origination_Attempt trigger request message” on page 202.

7.3 Off-Hook_Delay trigger
This section describes the Off-Hook Delay (OHD) trigger.

7.3.1 Product view
The Off-Hook Delay trigger implements the Off-Hook Delay Trigger FS.

The Off-Hook Delay trigger occurs at the Info Collected TDP in the AIN
Originating Call Model (OCM). OHD is a subscribed trigger that can be
assigned to

* Direct Inward System Access (DISA) numbers
* POTS, RES, and IBN lines
* incoming PRI trunks and IBN trunks

AIN Service Enablers implements trigger Oft-Hook Delay according to
GR-1298 and GR-1299.

7.4 Channel_Setup_PRI trigger

This section describes trigger Channel Setup PRI that provides the
functionality for trigger PRIB.

All North American primary rate interface (PRI) variants NTNAPRI, NIPRI,
U449PRI, and U459PRI, support trigger PRIB.

7.4.1 Product view
Trigger Channel Setup PRI implements the Channel Setup PRI trigger FS.

Trigger PRIB occurs at the Info_Collected TDP and is assignable to a
dedicated B-channel on a PRI interface. All calls originated from a PRI
B-channel with a trigger PRIB subscription, trigger at the Info_Collected TDP,
except that trigger PRIB would not be encountered when the caller dials an
escape code that is in table TIESCDIG. An escape code can be a dialed for
switched based feature activation and deactivation codes that do not result in
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a call or a designated escape code datafilled in table TIESCDIG. Some

examples of an escape code are the deactivation code for Call Forwarding and
911.

See Figure 21 for the call flow of a typical PRIB-triggered call.

Figure 21 PRIB call example

PRI B-channel received dialed digits
for example, 6136211234

Null

Y

Info_Collected TDP: Info_Collected
Query to SCP
| Y

< SCP

Response from SCP

Call process continues

7.4.2 Info_Collected message and processing

When the AIN SSP encounters trigger PRIB with all criteria met (that is, the
dialed digits are not an escape code in table TRIGDIG), the SSP sends an
Info_collected TDP - Request message to the SCP or adjunct. See

Section 6.4.4.2 “Info_Collected trigger request message” on page 203.

The SSP can receive any of three possible messages from the SCP or adjunct
as a response:

* Analyze Route

* Disconnect

* Send To Resource

* Continue

7.4.3 Interactions

Trigger PRIB interacts with two B-channel transfer within AIN and with the
DMS-100 switch. See Section 1.16.2 “Two B-channel transfer” on page 133.

DSM-100 Family AIN SE Service Implementation Guide SNO6 (DMS)



342 Originating call model triggers

7.5 Shared_Interoffice_Trunk trigger
This section describes the Shared Interoffice Trunk trigger.

7.5.1 Product view

The Shared Interoffice Trunk trigger implements the
Shared Interoffice Trunk trigger FS.

AIN Service Enablers implements the Shared Interoffice Trunk trigger
according to GR-1298 and GR-1299.

7.6 Specific_Feature_Code trigger
This section describes the Specific Feature Code (SFC) trigger.

SFC is an individually subscribed trigger that allows a user to dial specific
feature codes or vertical service codes that are unique for their line. By dialing
the code, the user causes the SSP to detect the SFC trigger and query the SCP
or adjunct to obtain further routing instructions that are related to the specific
feature.

7.6.1 Product view
The Specific_Feature Code trigger implements the Specific Feature Code

Trigger FS.

The Specific_Feature Code trigger consists of the following functions:
» SFC trigger detection and processing

* Info Analyzed message and processing

* Analyze Route message and processing

* Continue message and processing

» Disconnect message and processing

* Send To Resource message and processing

The precedence between the SFC trigger and Public_Feature Code trigger
depends on the order of digits criteria datafill in the TRIGDIG table.

7.6.2 SFC trigger detection and processing
This section describes the implementation of the SFC Trigger Detection FSS.

The SFC trigger is detected at the Info  Analyzed TDP of the AIN Originating
Call Model (OCM). The SFC trigger uses SCP vertical service codes (VSC) as
its mandatory trigger criteria. By assigning the appropriate VSCs in table
IBNXLA or XLNAME, the user can define a suite of SCP services that are
specific to the VSC dialed. A VSC can be one to seven digits, with the first
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digit being either an asterisk (*) or octothorpe (#). For dial pulse lines, the
leading asterisk or octothorpe is excluded.

The call flow of the typical SFC-triggered call follows. See Figure 22.

» The VSC dialed by the caller is found in table IBNXLA with FTR AIN.
* The Info Analyzed TDP checks for an active SFC trigger.

* RES or BRI subscription and VSC digits criteria are validated.

* The Info Analyzed message is sent to the SCP.

* AnAnalyze Route, Continue, Disconnect or Send To Resource response
is received and continues call processing.

Figure 22 SFC trigger call flow
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7.6.2.1 Option AINDENY

Option AINDENY excludes triggering on individual lines when the SFC
trigger is subscribed on the customer group. This line option provides a way of
excluding individual lines from triggering for:

» particular trigger item IDs of SFC trigger type
+ all group-subscribed trigger items of SFC trigger type

7.6.3 Info_Analyzed message and processing

This section describes the implementation of the SFC/Info_Analyzed Message
and Processing FSS.

Once the criteria for the SFC trigger are validated, the SSP sends the
Info Analyzed message to the SCP or adjunct. See Section 6.4.4.3
“Info_Analyzed trigger request message” on page 204.

Note that the following parameters have specific values when the
Info _Analyzed message is generated as a result of detecting the SFC trigger:

» TriggerCriteriaType, which differentiates the SFC trigger from similar
triggers such as AIN Essentials’ PODPFEAT or CDP trigger

» UserID, which contains the DN of the calling party
* VerticalServiceCode, which contains the VSC digits

7.6.4 Analyze_Route message and processing

This section describes the implementation of the Generic Analyze Route
Message and Processing FSS.

The SCP can respond to Info_Analyzed query message by sending a
Analyze Route message. See Section 6.6.1 , “Analyze Route message,” on
page 258.

7.6.5 Continue message and processing

This section describes the implementation of the Continue Message and
Processing FSS.

The SCP can respond to Info Analyzed query message by sending a Continue
message. See Section 6.6.3 , “Continue message and processing,” on
page 279.

7.6.6 Disconnect message and processing

This section describes the implementation of the Disconnect Message and
Processing FSS.

The SCP can respond to Info Analyzed query message by sending a
Disconnect message. See Section 6.6.7 , “Disconnect message,” on page 285.
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7.6.7 Send_To_Resource message and processing

The SCP can respond to Info Analyzed query message by sending a
Send To Resource message. See Section 12.1 “STR message / Internal
resource” on page 491

7.7 Public_Feature_Code trigger

This section describes the Public_Feature Code trigger.

7.7.1 Product view

The Public_Feature Code trigger implements the Public Feature Code
Trigger FS.

AIN Service Enablers implements the Public_Feature Code trigger according
to GR-1298 and GR-1299. It is equivalent to AIN Essentials’ Public Office
Dialing Plan Feature (PODPFeat) trigger.

Note: In AIN Service Enablers, the Public_Feature Code (PFC) trigger is
equivalent to the PODPFeat trigger in AIN Essentials. Since both triggers
share the same provisioning, TRAVER and other provisioning tools use the
term PODPFeat to refer to the AIN Service Enablers’ PFC trigger.

7.7.2 Option AINDENY

Option AINDENY excludes triggering on individual lines when the PFC
trigger is subscribed on the customer group. This line option provides a way of
excluding individual lines from triggering for:

» particular trigger item IDs of PFC trigger type
+ all group-subscribed trigger items of PFC trigger type

7.8 Office_Public_Feature_Code trigger
This section describes the Office Public_Feature Code (OFCPFC) trigger.

7.8.1 Product view

The Office Public Feature Code trigger implements the
Office Public Feature Code Trigger FS.

AIN Service Enablers implements the Office Public Feature Code trigger
according to GR-1298 and GR-1299 (issue 6).

The OFCPFC trigger is supported for only RES and ISDN BRI agents
belonging to a RES group.
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7.8.2 Option AINDENY
Option AINDENY excludes triggering on individual lines when the OFCPFC
trigger is subscribed on the customer group. This line option provides a way of
excluding individual lines from triggering for:

* particular trigger item IDs of OFCPFC trigger type
» all group-subscribed trigger items of OFCPFC trigger type

7.9 Customized_Dialing_Plan trigger
This section describes the Customized Dialing Plan (CDP) trigger.

The CDP trigger consists of three feature access code variants:

* intercom or extension number

» access code

* off-board processor Feature Access Code (FAC)

The off-board processor FAC variants consists of the digits that are dialed to
invoke a feature defined in the off-board processor. A FAC can be one to six
digits, and the first digit can be an asterisk (*) or an octothorpe (#). The trigger

is assigned to a customer group with a customized dialing plan. The CDP
triggers occur at the Info_ Analyzed TDP.

The CDP access code variant consists of an access code that contains the digits
that are dialed to gain access to a private or public environment (for example,
9+ to access the public environment). The CDP intercom or extension code
variant consists of an extension or intercom number.

7.9.1 Product view

The Customized Dialing Plan trigger implements the
Customized Dialing Plan Trigger FS.

AIN Service Enablers implements the Customized Dialing Plan trigger
according to GR-1298 and GR-1299.

7.10 Specified_Carrier trigger

This section describes trigger Specified Carrier.

7.10.1 Product view
Trigger Specified Carrier implements the Specified Carrier Trigger FS.

The Specified Carrier trigger consists of the following functions:
» Trigger precedence

* Specified Carrier trigger detection and processing
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Info Analyzed message and processing
Analyze Route message and processing
Continue message and processing
Disconnect message and processing
Send To Resource message and processing

Collect_Information message and processing

7.10.2 Trigger precedence
See Section 3.1.2 “Trigger precedence” on page 124.

7.10.3 Specified_Carrier trigger detection and processing

There are three methods for detecting trigger Specified Carrier. The three
methods of detecting trigger Specified Carrier are as follows:

the CAC digit string is dialed

parameter Carrier Selection Information from an ISUP message for an
incoming trunk is “Selected carrier identification code pre-subscribed and
input by calling party,” or “Selected carrier identification code not
pre-subscribed and input by calling party”

the Transit Network Selector Information Element is present in a
NTNA/NI PRI SETUP message. Trigger Specified Carrier should not be
detected on the Carrier Format field of parameter Carrier of an SCP
Response message according to GR-1298-ILR, Issues 4A, December
1997, issue id:11-2596, page 3-279

A detailed list of the triggering conditions for trigger Specified Carrier are as
follows:

Note: These conditions must all be met at the same time to activate trigger
Specified Carrier.

trigger Specified Carrier is activated for triggering on the call (either
originator line, trunk, office-wide, or customer group subscription)

the digit string received by the switch in a call, matches one of these digit
patterns

— 10XXX

— 10XXX 0-

— 10XXX 00-

— 10XXX NXX-XXXX

— 10XXX I+NXX-XXXX

— 10XXX I+NPA-NXX-XXXX
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10XXX O+NXX-XXXX

10XXX 0+NPA-NXX-XXXX
10XXX 011+

10XXX 01+

101 XXXX

101 XXXX 0-

101XXXX 00-

T0IXXXX NXX-XXXX

101 XXXX 1+NXX-XXXX

101 XXXX 1+NPA-NXX-XXXX
101 XXXX 0+NXX-XXXX

101 XXXX 0+NPA-NXX-XXXX
10IXXXX 011+

I0IXXXX 01+

* when the Carrier Selection Information parameter of an ISUP message for
an incoming trunk is “Selected carrier identification code pre-subscribed
and input by calling party” or “Selected carrier identification code not
pre-subscribed and input by calling party”

» when the Transit Network Selector is present in a NTNA/NI PRI SETUP
message.

» the originating agent is a supported AIN agent

Figure 23 “Trigger Specified Carrier detection flowchart” illustrates the
process for detecting trigger Specified Carrier.
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Figure 23 Trigger Specified_Carrier detection flowchart
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7.10.4

7.10.5

7.10.6

7.10.7

7.10.8

7.10.9

Info_Analyzed message and processing
This section describes the implementation of the Info  Analyzed Message and
Processing FSS for the Specified Carrier trigger.

Once the criteria for the Specified Carrier trigger are validated, the SSP sends
the Info_Analyzed message to the SCP or adjunct. See Section 6.4.4.3
“Info_Analyzed trigger request message” on page 204.

Analyze_Route message and processing

This section describes the implementation of the Generic Analyze Route
Message and Processing FSS.

The SCP can respond to Info Analyzed query message by sending a
Analyze Route message. See Section 6.6.1 , “Analyze Route message,” on
page 258.

Continue message and processing
This section describes the implementation of the Continue Message and
Processing FSS.

The SCP can respond to Info_Analyzed query message by sending a Continue
message. See Section 6.6.3 , “Continue message and processing,” on
page 279.

Disconnect message and processing
This section describes the implementation of the Disconnect Message and
Processing FSS.

The SCP can respond to Info_Analyzed query message by sending a
Disconnect message. See Section 6.6.7 , “Disconnect message,” on page 285.

Send_To_Resource message and processing

This section describes the implementation of the Send To Resource Message
and Processing FSS.

The SCP can respond to Info Analyzed query message by sending a
Send To Resource message. See Section 12.1 “STR message / Internal
resource” on page 491

Collect_Information message and processing
This section describes the implementation of the Collect Information
Message and Processing FSS.

The SCP can respond to Info_Analyzed query message by sending a
Collect Information message. See Section 6.6.2 “Collect Information
message” on page 267.
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7.10.10 Serial triggering

An SCP or adjunct response can lead to other triggers being hit in the same
TDP. This is known as serial triggering.

Trigger Specified Carrier supports serial triggering, however, when an SCP
response specifies a non-local carrier, the call processing skips the
Info-Analyzed TDP. Call processing cannot serially encounter any of the
triggers in the Info Analyzed TDP. Trigger Specified Carrier cannot be
detected consecutively on a call unless a continue response is received.

Trigger Specified Carrier cannot be detected from an Analyze Route or
Forward Call SCP response (as specified in GR-1298-1LR, Issues 4A,
December 1997, issue ID:11-2596, page 3 to 279).

7.11 One_Plus_Prefix trigger

7.11.1

This section describes the One Plus Prefix trigger.

Product view
The One Plus Prefix trigger implements the One Plus Prefix Trigger FS.

The One Plus_Prefix trigger consists of the following functions:
» Trigger precedence

* One Plus Prefix trigger detection and processing

* Info Analyzed message and processing

* Analyze Route message and processing

* Continue message and processing

» Disconnect message and processing

* Send To Resource message and processing

* Collect Information message and processing

7.11.2 Trigger precedence

See Section 3.1.2 “Trigger precedence” on page 124.

7.11.3 One_Plus_Prefix trigger detection and processing

Trigger One Plus Prefix is detected when one of the following conditions is
satisfied:

* when the digit string is received by the switch, or

* when the digit string is contained in the Called Party Number in a PRI
SETUP message, or
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Note: The digit string must conform with the North American
Numbering Plan (NANP) and must be preceded by a “1+”, “10XXX
1+7, or “101 XXXX 1+”.

* when parameter Prefix (in an SCP Response message) is ‘OnePlus’ and the
current trigger is not LNP, or the previous trigger was not One Plus

A detailed list of the triggering conditions for trigger One Plus_Prefix are as
follows:

Note: For triggering to occur, all the following conditions must be met at
the same time.

+ trigger One Plus Prefix is activated for triggering on the call (either
originator line, trunk, office-wide, or customer group subscription)

» the switch receives a digit string in a call that matches one of the following
digit patterns

— THNXX-XXXX

— 1+NPA-NXX-XXXX

— 10XXX I+NXX-XXXX

— 10XXX I+NPA-NXX-XXXX

— 10IXXXX I+NXX-XXXX

— 10I1XXXX I+NPA-NXX-XXXX

— or parameter Prefix in an SCP Response message is “OnePlus”

Note: AIN TFS and 900/700 service access codes automatically
escape trigger One Plus_Prefix.

» the originating agent is a supported AIN agent

Figure 24 illustrates the process for detecting trigger One Plus Prefix.
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Figure 24 Trigger One_Plus_Prefix detection flowchart
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7114

7.11.5

7.11.6

7.11.7

7.11.8

7.11.9

Info_Analyzed message and processing

This section describes the implementation of the Info  Analyzed Message and
Processing FSS for the One Plus Prefix trigger.

Once the criteria for the One Plus Prefix trigger are validated, the SSP sends
the Info_Analyzed message to the SCP or adjunct. See Section 6.4.4.3
“Info_Analyzed trigger request message” on page 204.

Analyze_Route message and processing

This section describes the implementation of the Generic Analyze Route
Message and Processing FSS.

The SCP can respond to Info Analyzed query message by sending a
Analyze Route message. See Section 6.6.1 “Analyze Route message” on
page 258.

Continue message and processing

This section describes the implementation of the Continue Message and
Processing FSS.

The SCP can respond to Info_Analyzed query message by sending a Continue
message. See Section 6.6.3 “Continue message and processing” on page 279.

Disconnect message and processing
This section describes the implementation of the Disconnect Message and
Processing FSS.

The SCP can respond to Info Analyzed query message by sending a
Disconnect message. See Section 6.6.7 “Disconnect message” on page 285.

Send_To_Resource message and processing

This section describes the implementation of the Send To Resource Message
and Processing FSS.

The SCP can respond to Info Analyzed query message by sending a
Send To Resource message. See Section 12.1 “STR message / Internal
resource” on page 491.

Collect_Information message and processing
This section describes the implementation of the Collect Information
Message and Processing FSS.

The SCP can respond to Info Analyzed query message by sending a
Collect Information message. See Section 6.6.2 “Collect Information
message” on page 267.
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7.11.10 Serial triggering

See Section 7.10.10 “Serial triggering” on page 351.

Serial triggering is supported by trigger One Plus Prefix, however, a
triggering limit is enforced. Trigger One Plus Prefix cannot be detected
consecutively on a call unless a continue response is received. When the last
trigger detected is trigger One Plus Prefix, the same trigger cannot be
detected as a result of an SCP response.

7.12 International trigger

7.12.1

This section describes trigger International.

Product view
Trigger International implements trigger International FS.

Trigger International consists of the following functions:
» Trigger precedence

» International trigger detection and processing

» Info Analyzed message and processing

* Analyze Route message and processing

» Continue message and processing

» Disconnect message and processing

* Send To Resource message and processing

* Collect Information message and processing

7.12.2 Trigger precedence

See Section 3.1.2 “Trigger precedence” on page 124.

7.12.3 International trigger detection and processing

Trigger International is detected when one of the following conditions is
satisfied:

» adigit string is dialed that matches the criteria for an international call

» the Nature of Number field of an SCP Response message is “international
number” or “international, operator requested”

* the Nature of Address field of the Called Party Number parameter of an
ISUP message for an incoming trunk is “international number” or
“international, operator requested”

» the Type of Number and numbering plan field in a Called Party Number
Information Element of a PRI SETUP message is “International number in
ISDN numbering plan”
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A detailed list of the triggering conditions for trigger International are as
follows:

Note: For triggering to occur, all the following conditions must be met at
the same time.

+ trigger International is activated for triggering on the call (either originator
line, trunk, office-wide, or customer group subscription)

» the switch receives a digit string in a call that matches one of the following
digit patterns

011+ 7 to 15 digits

01+ 7 to 15 digits

10XXX 011+ 7 to 15 digits
10XXX 01+ 7 to 15 digits

101 XXXX 011+ 7 to 15 digits
101XXXX 01+ 7 to 15 digits

when the Nature of Address field of parameter Called Party Number in
an ISUP message for an incoming trunk is “international number” or
“international, operator requested”

when the Nature of Number field of parameter CalledPartyID in an
SCP Response message is “international number” or “international,
operator requested”

when the Type of Number and numbering plan field in a Called Party
Number information element of a PRI SETUP message is
“International number in ISDN numbering plan”

» the originating agent is a supported AIN agent

Figure 25 on page 357 illustrates the process for detecting trigger
International.
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Figure 25 Trigger International detection flowchart
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7124

7125

7.12.6

7.12.7

7.12.8

7.12.9

Info_Analyzed message and processing
This section describes the implementation of the Info  Analyzed Message and
Processing FSS for the International trigger.

Once the criteria for the International trigger are validated, the SSP sends the
Info_Analyzed message to the SCP or adjunct. See Section 6.4.4.3
“Info_Analyzed trigger request message” on page 204.

Analyze_Route message and processing

This section describes the implementation of the Generic Analyze Route
Message and Processing FSS.

The SCP can respond to Info Analyzed query message by sending a
Analyze Route message. See Section 6.6.1 “Analyze Route message” on
page 258.

Continue message and processing
This section describes the implementation of the Continue Message and
Processing FSS.

The SCP can respond to Info_Analyzed query message by sending a Continue
message. See Section 6.6.3 “Continue message and processing” on page 279.

Disconnect message and processing

This section describes the implementation of the Disconnect Message and
Processing FSS.

The SCP can respond to Info Analyzed query message by sending a
Disconnect message. See Section 6.6.7 “Disconnect message” on page 285.

Send_To_Resource message and processing
This section describes the implementation of the Send To Resource Message
and Processing FSS.

The SCP can respond to Info Analyzed query message by sending a
Send To Resource message. See Section 12.1 “STR message / Internal
resource” on page 491.

Collect_Information message and processing

This section describes the implementation of the Disconnect Message and
Processing FSS.

The SCP can respond to Info Analyzed query message by sending a
Collect Information message. See Section 6.6.2 “Collect Information
message” on page 267.
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7.12.10 Serial triggering

See Section 7.10.10 “Serial triggering” on page 351.

Serial triggering is supported by trigger International, however, a triggering
limit is enforced. Trigger International cannot be detected consecutively on a
call unless a continue response is received. When the last trigger detected is
trigger International, the same trigger cannot be detected as a result of an SCP
response.

7.13 Operator_Services trigger

7.13.1

This section describes the Operator _Services trigger.

Product view
The Operator Services trigger implements the Operator Services Trigger FS.

The Operator_Services trigger consists of the following functions:
» Trigger precedence

* Operator_Services trigger detection and processing

» Info Analyzed message and processing

* Analyze Route message and processing

» Continue message and processing

» Disconnect message and processing

* Send To Resource message and processing

* Collect Information message and processing

7.13.2 Trigger precedence

See Section 3.1.2 “Trigger precedence” on page 124.

7.13.3 Operator_Services trigger detection and processing

Trigger Operator_Services is detected when one of the following conditions is
satisfied:

» adigit string is dialed that matches the criteria for a call that requests
operator services functions

* when the Nature of Number field of an SCP Response message, or the
Nature of Address field of parameter Called Party Number of an ISUP
message for an incoming trunk is “subscriber, operator requested,” or
“national, operator requested,” “no address present, operator requested,”
or “international, operator requested”
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* when an Operator System Access information element is present in a PRI
SETUP message

* when the dialed digits present in the mandatory Called Party Number
information element of a Nortel North American (NTNA) PRI SETUP
message matches the criteria for a call requesting operator services
functions

A detailed list of the triggering conditions for trigger Operator Services are as
follows:

Note: For triggering to occur, all the following conditions must be met at
the same time.

« trigger Operator_Services is activated for triggering on the call (either
originator line, trunk, office-wide, or customer group subscription)

* the switch receives a digit string in a call that matches one of the following
digit patterns

0-
00-

10XXX 0-
10XXX 00-
101 XXXX 0-
101XXXX 00-
0+

01+

10XXX 0+
10XXX 01+
101 XXXX 0+
101 XXXX 01+

when the Nature of Address tield of parameter Called Party Number in
an ISUP message for an incoming trunk is “subscriber, operator
requested,” or “national, operator requested,” “no address present,
operator requested,” or “international, operator requested”

when the Nature of Number field of parameter CalledPartyID in an
SCP Response message is “subscriber, operator requested”, “national,
operator requested”, “no address present, operator requested” or
“international, operator requested”
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— when an Operator System Access Information Element is present in a
PRI SETUP message

— the dialed digits present in the mandatory Called Party Number
Information Element of a NTNA PRI SETUP message, matches the
criteria for a call requesting operator services functions

+ the originating agent is a supported AIN agent

Figure 26 on page 362 illustrates the process for detecting trigger
Operator Services.
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Figure 26 Trigger Operator_Services detection flowchart
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7.13.4

7.13.5

7.13.6

7.13.7

7.13.8

7.13.9

Info_Analyzed message and processing
This section describes the implementation of the Info  Analyzed Message and
Processing FSS for the Operator_Services trigger.

Once the criteria for the Operator_Services trigger are validated, the SSP sends
the Info_Analyzed message to the SCP or adjunct. See Section 6.4.4.3
“Info_Analyzed trigger request message” on page 204.

Analyze_Route message and processing

This section describes the implementation of the Generic Analyze Route
Message and Processing FSS.

The SCP can respond to Info Analyzed query message by sending a
Analyze Route message. See Section 6.6.1 “Analyze Route message” on
page 258.

Continue message and processing
This section describes the implementation of the Continue Message and
Processing FSS.

The SCP can respond to Info_Analyzed query message by sending a Continue
message. See Section 6.6.3 “Continue message and processing” on page 279.

Disconnect message and processing

This section describes the implementation of the Disconnect Message and
Processing FSS.

The SCP can respond to Info Analyzed query message by sending a
Disconnect message. See Section 6.6.7 “Disconnect message” on page 285.

Send_To_Resource message and processing

This section describes the implementation of the Send To Resource Message
and Processing FSS.

The SCP can respond to Info Analyzed query message by sending a
Send To Resource message. See Section 12.1 “STR message / Internal
resource” on page 491.

Collect_Information message and processing

This section describes the implementation of the Collect Information
Message and Processing FSS.

The SCP can respond to Info Analyzed query message by sending a
Collect Information message. See Section 6.6.2 “Collect Information
message” on page 267.
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7.13.10 Serial triggering
See Section 7.10.10 “Serial triggering” on page 351.

Serial triggering is supported by trigger Operator Services, however, a
triggering limit is enforced. Trigger Operator Services cannot be detected
consecutively on a call unless a continue response is received. When the last
trigger detected is trigger Operator Services, the same trigger cannot be
detected as a result of an SCP response.

7.14 Specific_Digit_String trigger
This section describes the Specific_Digit String (SDS) trigger.

The SDS trigger is a 3-to-10 digits Public Office Dialing Plan (PODP) trigger
that occurs at the Analyze Information TDP. It is only applicable to agents
subscribing to the public office dialing plan.

7.14.1 Product view
The Specific_Digit String trigger implements the Specific_Digit String
Trigger FS.

AIN Service Enablers implements the Specific_Digit String trigger according
to GR-1298 and GR-1299. It is equivalent to AIN Essentials’ Public Office
Dialing Plan (PODP) trigger.

Note: In AIN Service Enablers, the Specific Digit String (SDS) trigger is
equivalent to the PODP trigger in AIN Essentials. TRAVER and other
provisioning tools can use the term PODP to refer to the AIN Service
Enablers’ SDS trigger.

7.15 N11 trigger
This section describes the N11 trigger.

7.15.1 Product view

AIN Service Enablers implements the N11 trigger according to GR-1298 and
GR-1299.

The N11 trigger implements the N11 Trigger FS.

7.16 Automatic_Flexible_Routing trigger

This section describes the Automatic Flexible Routing trigger.

7.16.1 Product view
The Automatic Flexible Routing trigger implements the
Automatic Flexible Routing Trigger FS.

297-5161-022 Standard 11.02 March 2004



Originating call model triggers 365

AIN Service Enablers implements the Automatic_Flexible Routing trigger
according to GR-1298 and GR-1299.

7.17 O_Called_Party_Busy trigger

7171

This section describes the O Called Party Busy (O CPB) trigger, that
provides the ability to control routing for an AIN busy cause.

The O_Called Party Busy trigger can be subscribed to lines or trunks, but not
to an entire office.

Product view

The O_Called Party Busy trigger implements the O Called Party Busy
Trigger FS.

The O Called Party Busy trigger event consists of the following functions:
* O Called Party Busy trigger detection and processing

O _Called Party Busy trigger request message and processing
* Analyze Route message and processing
* Continue message and processing

* Send To Resource message and processing

7.17.2 O_Called_Party_Busy trigger detection and processing

This section describes the implementation of the O CPB Trigger Detection
and Processing FSS.

The O Called Party Busy trigger is detected when the SSP detects that the
called line is busy or that the call has been rejected. For interoffice calls, it can

only be detected when the call is offered to local terminators served by ISUP
or PRI trunks.

The O Called Party Busy event has precedence over the
O Called Party Busy trigger.

In addition to a busy condition, the SSP detects the O Called Party Busy
trigger when the call encounters one of the following types of features:

» call waiting (CWT), when two calls are currently active

» cancel CWT, with one active call

» additional call offering unrestricted (ACOU) with all lines active

* anonymous call rejection (ACRJ)

* a hunt group with all group members busy
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* multiple appearance directory number (MADN) when all members are
busy

* denied termination (DTM)

» suspend (SUS) or request suspend (RSUS)
* denied incoming (DIN)

* make set busy (MSB)

Maintenance situations are not valid busy causes. The preceding list of call
features is not exhaustive. See Chapter 22: “AIN/DMS-100 interactions (A
and B)” on page 741 through Chapter 2: “AIN/DMS-100 interactions (S to Z)”
on page 175

The SSP can detect trigger O Called Party Busy when the call encounters
other call features. See Chapter 22: “AIN/DMS-100 interactions (A and B)”
on page 741 through Chapter 2: “AIN/DMS-100 interactions (S to Z)” on
page 175 for a complete list.

For interswitch calls, using ISUP or PRI trunks, the O Called Party Busy
trigger is detected when the release message busy cause is sent by the
terminating switch to the originating switch.

The busy tone needs to be applied locally, rather than by the far-end switch, to
be detected. When the busy tone is applied through the speech path, the

O _Called Party Busy trigger is not detected. See Section 20.20 “Event
limitations and restrictions” on page 692 for a description of how to datafill the
TMTMAP table.

Table 124 maps DMS treatments to the AIN BusyCause parameter and
specifies the DMS treatments that activate the O Called Party Busy trigger.
In Table 124, the DMS treatment occur when a public network is serving the
remote user.

Table 124 DMS treatments and AIN BusyCause parameter

DMS treatment AIN BusyCause parameter
Name Identifier | Identifier | Cause value
number
Busy line BUSY 19 User busy
DSCWID disconnect | DSCN 176
Trouble intercept TRBL 30 Destination out of order
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Table 124 DMS treatments and AIN BusyCause parameter (Continued)

DMS treatment AIN BusyCause parameter
Name Identifier | Identifier | Cause value
number
Denied termination DNTR 33 Call rejected
ACRJ call reject ACRJ 166
Call rejected CREJ 134
Call not allowed CNAD 137
SCA call reject SCA 157
Coin denied CNDT 5
termination
SCRJ call reject SCRJ 150
Terminating TESS 28
suspended service
Blank directory BLDN 18 No route to destination
number (AIN TAT)

See NTP 297-8001-350, North American DMS-100 Translation Guide,
Volume 21 of 22, Data Schema Part 8 of 9, LEC0007 and up, Standard 06.01,
March 1997, for more detail on DMS treatments and to GR-1298 for more
information on parameter BusyCause.

7.17.2.1 O_Called_Party_Busy feature deactivation
Trigger O Called Party Busy is deactivated when TWC flashes while
awaiting ISUP REL message.

7.17.3 O_Called_Party_Busy trigger request message and processing
This section describes the implementation of the O _Called Party Busy
Request Message and Processing FSS.

When trigger O_Called Party Busy is detected, the trigger
O _Called Party Busy request message is sent to the SCP. The SSP does not
provide a busy indication to the calling party at this point.

See Table 44 on page 207 for a description of the O Called Party Busy
trigger request message parameters.

When the SSP receives the SCP response, it decodes the response and
processes the call according to the instructions contained in the response.
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Valid SCP response messages include
* Analyze Route
* Continue, after an Info Analyzed query only

* Send To Resource

7.17.4 Analyze_Route message and processing
This section describes the implementation of the Generic Analyze Route
Message and Processing FSS and the Specific Analyze Route Message and
Processing FSS.

The SCP can respond to Info_Analyzed query message by sending a
Analyze Route message. See Section 6.6.1 “Analyze Route message” on
page 258.

The processing of the Analyze Route response message for the
O _Called Party Busy trigger also does the following when a VFG is
encountered in same call leg as the TDP-request:

* Any member of a VFG that was allocated in the call leg is released from
the call (reducing the number of active calls using the VFG).

» The originating characteristics of the agent that encountered the first VFG
in the call leg are restored so they can be used in subsequent response
translations and query parameter population.

* Any AIN call data (for example, response parameters) updated by
subsequent AIN triggering in the VFG call leg shall be discarded and
replaced with AIN call data that was in effect prior to the released VFG.

* Any individual or customer group based triggers that were active when the
first VFG was encountered in the call leg can still be detected.

* The special billing number of any VFG that is released is not used in
subsequent billing.

* Any AMA records generated as a result of throttling through the VFG are
marked as unanswered, even though the call can be answered in a
subsequent leg, and are appended with module code 204. SMDR records
generated by the VFG leg are marked as answered.

Figure 27 illustrates these functions. It shows that several VFGs can be
encountered within a call leg before encountering an O Called Party Busy
TDP-request. While processing the Analyze Route response to the

O _Called Party Busy TDP-request, all the VFGs in the call leg are released.
The originating characteristics of the triggering agent (in this scenario, the
originator) are used in the response translation of the Analyze Route message.
Any AIN response data updated due to a post-VFG trigger is discarded. The
originating characteristics of the triggering agent (in this scenario, the
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originator) are those characteristics that were used in the call before the first
VFG in the call leg was encountered.

Figure 27 Releasing all VFGs in a call leg for trigger O_Called_Party_Busy
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7.17.4.1 Interactions with redirection
Any VFG encountered in an earlier call leg always remains on the call. This
applies to any redirection that cause a new call leg to be created including:

* AlN-based redirection, such as that caused by a Forward_Call response

» switch-based features, such as Call forward (CFW)

Continue message and processing
This section describes the implementation of the Continue Message and
Processing FSS.

The SCP can respond to Info Analyzed query message by sending a Continue
message. See Section 6.6.3 “Continue message and processing” on page 279.

Send_To_Resource message and processing
See Section 12.1 “STR message / Internal resource” on page 491.

Any VFG encountered in the call leg is released when processing a
Send to Resource message. Refer to Section 7.17.4 on page 368 for further
details on releasing the VFG.

Sample call scenarios
This section describes sample intraswitch call scenarios for trigger
O _Called Party Busy.

7.17.7.1 O_Called_Party_Busy basic call
Figure 28 describes the basic call scenario where an originating agent (a
calling party) attempts to call a terminating agent (a called party) that is busy
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at that moment and subscribed to the trigger. During the attempt, the
O Called Party Busy trigger is detected and processed.

1. The calling party dials the called party DN.

2. The attempt to establish a connection fails. An indication that the called
party is busy is sent to the SSP.

The SSP attempts to establish a connection with the called party.

4. The called party busy criteria is met. The O _Called Party Busy trigger is
detected. The calling party does not yet hear busy indication.

5. The O _Called Party Busy trigger request message is sent to the SCP. The
SSP does not provide the busy indication to the calling party. (It waits for
instructions from the SCP response.)

6. The SCP sends an O Called Party Busy response message to the SSP
with the instructions to continue call processing.

7. The O_Called Party Busy response is decoded and call processing is
resumed according to the instructions contained in the response
(Analyze Route, Continue or Send to Resource).

Figure 28 O_Called_Party_Busy basic call
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7.17.7.2 O_Called_Party_Busy terminating agent goes on-hook
Figure 29 describes a call scenario where an originating agent (a calling party)
attempts to call a terminating agent (a called party) that is busy at that moment
and subscribed to the trigger. During the attempt, the O Called Party Busy
trigger is detected and the SSP sends an O Called Party Busy trigger request
message to the SCP. Before the SCP response is received the terminating
agent, who was off-hook when the call began, goes on-hook.

1. The calling party dials the called party DN.
2. The SSP attempts to establish a connection with the called party.
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3. The attempt to establish a connection fails. An indication that the called
party is busy is sent to the SSP.

4. The called party busy criteria is met. The O Called Party Busy trigger is
detected. The calling party does not yet hear busy indication.

5. TheO Called Party Busy trigger request message is sent to the SCP. The
SSP does not provide the busy indication to the calling party. (It waits for
instructions from the SCP response.)

6. The called party goes on-hook (hangs up).

The SCP sends a response to the SSP with instructions to continue call
processing.

8. The SCP response is decoded and call processing continues according to
the instructions it contains (Analyze Route, Continue or
Send to Resource).

Whenthe O Called Party Busy trigger is detected and trigger processing
is started, processing is not altered by the called party going on-hook.

Figure 29 O_Called_Party_Busy terminating agents goes on-hook
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7.17.7.3 O_Called_Party_Busy SCP response error

Figure 30 describes a call scenario where an originating agent (a calling party)
attempts to call a terminating agent (a called party) that is busy at that moment
and subscribed to the trigger. During the attempt, the O Called Party Busy
trigger is detected and the SSP sends an O Called Party Busy trigger request
message to the SCP. Technical difficulties prevent the SSP from getting a valid
response message.

1. The calling party dials the called party DN.
2. The SSP attempts to establish a connection with the called party.
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3. The called party busy criteria is met. The O_Called Party Busy trigger is
detected. The calling party does not yet hear busy indication.

4. The attempt to establish a connection fails. An indication that the called
party is busy is sent to the SSP.

5. TheO Called Party Busy trigger request message is sent to the SCP. The
SSP does not provide the busy indication to the calling party. (It waits for
instructions from the SCP response.)

6. The SCP sends an O Called Party Busy response message to the SSP
with the instructions to continue call processing. However, due to
technical difficulties, the SSP does not receive the SCP response, or the
response contains an error.

7. Treatment is applied as though the O Called Party Busy trigger had not
been detected. This occurs when the AIN T1 response timer expires or
when the SCP response contains errors. In this scenario, busy tone is
applied to the calling party. All O Called Party Busy resources are
cleared.

Figure 30 O_Called_Party_Busy SCP response error
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7.17.7.4 O_Called_Party_Busy originating agent goes on-hook
Figure 31 o describes a call scenario where an originating agent (a calling
party) attempts to call a terminating agent (a called party) that is busy at that
moment and subscribed to the trigger During the attempt, the

O _Called Party Busy trigger is detected and the SSP sends an

O Called Party Busy trigger request message to the SCP. Before the

O Called Party Busy response is received, the originating agent goes
on-hook.

1. The calling party dials the called party DN.

2. The attempt to establish a connection fails. An indication that the called
party is busy is sent to the SSP.
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3. The SSP attempts to establish a connection with the called party.

4. The called party busy criteria is met. The O_Called Party Busy trigger is
detected. The calling party does not yet hear busy indication.

5. TheO Called Party Busy trigger request message is sent to the SCP. The
SSP does not provide the busy indication to the calling party. (It waits for
instructions from the SCP response.)

6. The calling party hangs up. All resources used by O Called Party Busy
processing are cleared. (All O Called Party Busy resources are always
cleared when the originating party goes on-hook.)

7. The SCP sends an O _Called Party Busy response to the SSP with the
instructions to continue call processing.

8. The SSP receives the O Called Party Busy response and discards it
since the trigger processing waiting for this response has been canceled.

Figure 31 O_Called_Party_Busy originating agents goes on-hook
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7.17.8 Limitations
See Section 20.21.2 “O_Called Party Busyand O No Answer” on page 695
for limitations associated with the O _Called Party Busy trigger.

7.18 O_No_Answer trigger

This section describes trigger O No_Answer, that can be used to provide
services where the user needs alternatives during originating no answer call
conditions.

Trigger O No_Answer can be subscribed to lines or trunks, but not to an entire
office.
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7.18.1 Product view
The O No Answer trigger implements the O No Answer Trigger FS.

The O_No_Answer trigger consists of the following functions:
* O _No_ Answer trigger request message and processing

* O No_Answer trigger detection and processing

* Continue message and processing

* Analyze Route message and processing

7.18.2 O_No_Answer trigger detection and processing

This section describes the implementation of the O No Answer Trigger
Detection FSS.

The SSP detects the O No_Answer trigger when the T-O_No_Answer trigger
timer expires. The O No_Answer trigger can only be detected when the call is
offered to local terminators served by ISUP trunks, by PRI trunks, or by
supported PTS trunks as listed in Table 15 on page 142.

The T-O No_Answer trigger timer is defined by parameter

AIN O NO ANSWER TRIGGER TIMER in table OFCENG. Its range of
values is 1 to 120. Its default value is 18. The T-O_No_Answer trigger timer
can be set by the SCP through the Update message. See Chapter 10:
“Information revision messages” on page 313.

The T-O_No_Answer trigger timer applies to an entire office. It is used by each
line and trunk which is subscribed to the O No Answer trigger. When needed,
a timer is started for each O_No_Answer trigger subscriber when the SSP
detects called-party ringing:

* For an intraswitch call, the timer is activated immediately when the line to
line connection is established, indicating the called party is ringing.

» For an interswitch call going through ISUP trunks, the timer is started
when the originating switch receives an Address Complete Message
(ACM) indicating that the called party is ringing. For interoffice calls
going through PRI or PTS trunks, the timer is started when the trunk has
been allocated.
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7.18.2.1 T-O_No_Answer trigger timer cancelled
During call processing, the T-O No_Answer trigger timer might be
interrupted for the following reasons:

For intraswitch calls, the called party answers or the calling party hangs up
before the timer expires. In both cases, the SSP detects the condition
immediately. No messaging is involved.

For interswitch calls going through ISUP trunks

— The called party answers before the timer expires. The SSP detects the
condition in the answer message sent by the terminating switch to the
originating switch.

— The SSP receives an ISUP ACM message that indicates either
user-network interaction or MF interworking

— The calling party hangs up before the timer expires. The SSP detects
the condition immediately. No messaging is involved.

For interswitch calls going through PRI trunks

— The called party answers before the timer expires. The SSP detects the
condition in the connecting message sent by the terminating switch to
the originating switch.

— The called party is busy. The SSP detects the condition in the release
message sent by the terminating switch to the originating switch. This
behavior is specific to PRI trunks and does not apply to ISUP trunks.
When calls are routed through PRI trunks, the timer is started
immediately after the PRI trunk is allocated on the originating switch.
The timer must start at this point because it is not possible to determine
when the called party is ringing or not. Sending the progress message
to indicate the called party is ringing is optional for PRI trunks.

— The calling party hangs up before the timer expires. The SSP detects
the condition immediately. No messaging is involved.

For interswitch calls going through a supported PTS trunk as listed in Table
15 on page 142

— The called party answers before the timer expires. The SSP detects the
answer indication sent by the terminating switch to the originating
switch.

— The called party is busy. The SSP detects the disconnect indication sent
by the terminating switch to the originating switch.

— The calling party hangs up before the timer expires. The SSP detects
the condition immediately.

Note: When a call is routed through a network through PTS trunks, the

O No_Answer trigger relies on notification from the far-end switch to
correctly process the call. Callers can experience undesirable call behavior
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when the far-end switch fails to correctly notify the O No_ Answer trigger
of the status of the call. For example, when the call interacts with the far-end
switch to get an announcement in which the answer indication is not sent
over a PTS trunk, the call can be suddenly redirected during the
announcement once the T-O_No_Answer trigger timer expires.

7.18.3 Product view
The O No Answer trigger implements the O No Answer Trigger FS.

The O_No_Answer trigger consists of the following functions:
* O _No_ Answer trigger request message and processing

* O No_Answer trigger detection and processing

* Continue message and processing

* Analyze Route message and processing

7.18.4 O_No_Answer trigger request message and processing

This section describes the implementation of the O No Answer Message and
Processing FSS.

When the O_No_Answer trigger is detected, an O_No_Answer trigger request
message is sent to the SCP. Detecting the O No_Answer trigger does not
interrupt the station ringing to the calling and the called party that is already in
progress.

See Table 47 on page 210 for a description of the O_No_Answer trigger
request message parameters.

The SSP receives the SCP response, decodes it, and processes the call
according to the instructions it contains.

Valid SCP response messages include

* Analyze Route

* Continue

* Send To Resource

7.18.5 Analyze_Route message and processing
This section describes the implementation of the Generic Analyze Route
Message and Processing FSS and the Specific Analyze Route Message and
Processing FSS.

The processing of the Analyze Route response message for the
O No_Answer trigger also does supplemental processing when a VFG is
encountered in same call leg as the TDP-request. This supplemental
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processing is equivalent to that done for the O _Called Party Busy trigger. See
Section 7.17.3 “O_Called Party Busy trigger request message and
processing” on page 367 for a complete description.

See Section 6.6.1 “Analyze Route message” on page 258.

7.18.6 Continue message and processing

This section describes the implementation of the O No Answer Continue
Message and Processing FSS.

See Section 6.6.3 “Continue message and processing” on page 279.

7.18.7 Send_To_Resource message and processing
See Section 12.1 “STR message / Internal resource” on page 491.

Once a Send To Resource is received, the following messages are no longer
allowed: Continue, O No_ Answer, Send To Resource and Resource Clear.

Any VFG encountered in the call leg is released when a Send to Resource
message. Refer to Section 7.17.4 on page 368 for further details on releasing
the VFG.

7.18.8 Sample call scenarios

This section describes sample intraswitch call scenarios for the O No_Answer
trigger.

7.18.8.1 O_No_Answer basic call

Figure 32 on page 378 describes the basic call scenario where an originating
agent (a calling party) attempts to call a terminating agent (a called party) that
is not answering at that moment. During the attempt, the O No_Answer
trigger is detected and processed.

1. The calling party dials the called party DN.

2. The SSP attempts to establish connection with the called party.
3. An indication of called party on-hook is sent to the SSP.
4

. The O _No_Answer trigger is detected when audible ringing tone is
received by the calling party.

The T-O_No_Answer trigger timer is started by the SSP.

e

6. The T-O No_Answer trigger timer expires.

The O _No_ Answer trigger request message is sent to the SCP. The SSP
does not interrupt the called party station ringing tone already in progress.
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8. The SCP sends an O No_Answer response to the SSP with the

instructions to continue call processing.

The O No Answer response is decoded and call processing is resumed
according to the instructions contained in the response (Analyze Route,
Continue or Send to Resource).

Figure 32 O_No_Answer basic call
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7.18.8.2 O_No_Answer terminating agent goes off-hook

Figure 33 on page 379 describes the call scenario where an originating agent
(a calling party) attempts to call a terminating agent (a called party) that is not
answering at that moment. During the attempt, the O No_ Answer trigger is
detected, a timer is started and expires, and an O_No_Answer trigger request
message is sent to the SCP. Before the O No Answer response is received, the
terminating agent goes off-hook (answers the call).

1.

2.
3.
4

e

The calling party dials the called party DN.
The SSP attempts to establish connection with the called party.
An indication of called party on-hook is sent to the SSP.

The O _No_ Answer trigger is detected when audible ringing tone is
received by the calling party.

The T-O No Answer trigger timer is started by the SSP.

The T-O_No_Answer trigger timer expires.
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10.

The O _No_Answer trigger request message is sent to the SCP. The SSP
does not interrupt the called party station ringing tone already in progress.

The called party answers (goes off-hook). The call completes and all
resources used by the O No_Answer processing are cleared including the
called party resources.

The SCP sends an O _No_Answer response to the SSP with the
instructions to continue call processing.

The SSP receive the O No Answer response and discards it since the
trigger processing waiting for this response has been canceled.

Figure 33 O_No_Answer terminating agent goes off-hook
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7.18.8.3 O_No_Answer SCP response error

Figure 34 on page 380 describes the call scenario where an originating agent
(a calling party) attempts to call a terminating agent (a called party) that is not
answering at that moment. During the attempt, the O No_ Answer trigger is
detected, the timer is started and expires, and an O_No Answer trigger request
message is sent to the SCP. Technical difficulties prevent the SSP from getting
a valid response message.

L b=

The calling party dials the called party DN.
The SSP attempts to establish connection with the called party.
An indication of called party on-hook is sent to the SSP.

The O _No_ Answer trigger is detected when audible ringing tone is
received by the calling party.
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The T-O_No_ Answer trigger timer is started by the SSP.
6. The T-O No_Answer trigger timer expires.

The O No Answer trigger request message is sent to the SCP. The SSP
does not interrupt the station ringing tone to the called party that is already
in progress.

8. The SCP sends an O No_Answer response message to the SSP with the
instructions to continue call processing. Due to technical difficulties, the
SSP does not receive the SCP response, or the response contains an error.

9. The SSP terminates O No Answer trigger processing and clears all
resources. This occurs when the AIN T1 response timer expires or when
the SCP response contains errors. Audible ringing tone is still received by
the calling party.

Figure 34 O_No_Answer SCP response error
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7.18.8.4 O_No_Answer originating agent goes on-hook

Figure 33 on page 379 describes the call scenario where an originating agent
(a calling party) attempts to call a terminating agent (a called party) that is not
answering at that moment. During the attempt, the O No_ Answer trigger is
detected, a timer is started and expires, and an O_No_Answer trigger request
message is sent to the SCP. Before the O Called Party Busy response is
received, the originating agent goes on-hook.

1. The calling party dials the called party DN.
2. The SSP attempts to establish connection with the called party.
3. An indication of called party on-hook is sent to the SSP.
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10.

The O _No_ Answer trigger is detected when audible ringing tone is
received by the calling party.

The T-O No Answer trigger timer is started by the SSP.
The T-O No_Answer trigger timer expires.

The O_No_Answer trigger request message is sent to the SCP. The SSP
does not interrupt the station ringing tone to the called party that is already
in progress.

The calling party hangs up. All resources used by the O No_Answer
processing are cleared.

The SCP sends an O_No_Answer response to the SSP with the
instructions to continue call processing.

The SSP receives the O No Answer response and discards it since the
trigger processing waiting for this response has been canceled.

Figure 35 O_No_Answer originating agent goes on-hook
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7.18.8.5 Limitations
See Section 20.21.2 “O_Called Party Busyand O No Answer” on page 695
for limitations associated with the O No_Answer trigger.
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8 Originating call model events

8.1 Overview

This chapter describes AIN Service Enablers’ implementation of the following
originating call model (OCM) events:

* Network Busy

* O Answer

* O Called Party Busy
* O No Answer

* O_Disconnect

* O_Disconnect Called

* Timeout Requested
This chapter covers Multiple extended TCAP transactions (METT).

8.2 Limitations

See Section 20.20 “Event limitations and restrictions” on page 692 for
limitations associated with events.

8.3 Network_Busy event
This section describes the Network Busy event.

8.3.1 Product view
The Network Busy event implements the Network Busy event FS.

The Network Busy event consists of the following functions:
» arming the Network Busy event

* Network Busy event detection and processing

* Network Busy event request message and processing

* Analyze Route message and processing
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* disconnect message and processing

* Send To Resource message and processing

8.3.1.1 Arming the Network_Busy event
The Network Busy event is armed when the following two events occur:

» the SSP sends a trigger request message to the SCP

* the SCP responds with an Analyze Route, Continue, or Forward Call
message and a Request Report BCM_ Event message.

8.3.2 Network_Busy event detection

This section describes the implementation of the Network Busy Event
detection and processing FSS.

See also Section 3.1.1 “Trigger and event detection points™ on page 117.

The Network Busy event is detected within the switch, when it processes the
Analyze Route or Forward Call response message and determines that all
suggested routes are busy or unavailable.

The Network Busy event corresponds to “route exhaust,” that is, the event is
detected when all trunk groups or virtual facility groups (VFG) in the
suggested route lists are busy. A VFG is considered busy when its counter has
reached its maximum value.

The Network Busy event is also detected when Analyze Route or
Forward Call processing and routing performs the following tasks:

» successfully seizes an outgoing ISUP or PRI trunk, and

* receives a message from a remote switch with a cause value indicating
network busy, as specified by R5-28 [2468] in GR-1298, Issue 3,
Revision 1, and

» for ISUP trunks only, all routes specified by the Analyze Route or
Forward Call message have been attempted, or route advance capability
to the next route is disabled

See Table 123 “ISUP Cause values not indicating Network Busy” on page 333
for ISUP cause values that apply to a user facility rather than a network, and
Table 125 “PRI cause values indicating Network Busy” on page 384 for PRI
cause values that indicate network busy.

Table 125 PRI cause values indicating Network Busy

PRI cause value Description

34 ISDN no channel or circuit available
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Table 125 PRI cause values indicating Network Busy (Continued)

PRI cause value Description

38 ISDN network out of order

41 ISDN temp fail

42 ISDN switch equipment congestion

47 ISDN resource unavailable

50 ISDN requested facility not subscribed
54 ISDN incoming calls barred

95 ISDN invalid message unspecified

96 ISDN mandatory info element is missing
98 ISDN message not compatible with state
111 ISDN protocol error unspecified

127 ISDN interworking unspecified

See also Section 6.9 “Alternate carrier routing” on page 329.

8.3.2.1 Network_Busy interactions
This section describes interactions with:

+ the virtual facility group feature
» the AIN Essentials AFR trigger
+ NARS

8.3.2.1.1 Virtual facility group When the call is routed to a busy virtual
facility group (VFG), then the Network Busy event is detected. When the
VFG is not busy, the NEL remains open and any originating event, including
Network Busy, remains armed.

8.3.2.1.2 AIN Essentials AFR trigger During an extended transaction,
an AIN Essentials AFR trigger can be encountered while an AIN Service
Enablers NEL is active. The AIN Essentials AFR trigger occurs prior to
detection of the Network Busy event. When this occurs, the AIN Essentials
AFR query is sent, and the AIN Service Enablers Network Busy event
remains armed.

8.3.2.1.3 NARS See Section 1.12 “Network access registers” on page
125.
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8.3.3 Network_Busy event request message and processing

This section describes the implementation of the Network Busy EDP-R
message and processing FSS.

When the Network Busy EDP-R is encountered, the DMS SSP performs the
following operations:

» sends the Network Busy message to the SCP or adjunct

* increments the serial trigger count
See Section 6.4.4.4 “Network Busy event request message” on page 206.

8.3.4 Analyze_Route message and processing

This section describes the implementation of the generic Analyze Route
message and processing FSS.

When the SSP receives an Analyze Route message in response to a
Network Busy EDP-R, the SSP processes the Analyze Route message.

See Section 6.6.1 “Analyze Route message” on page 258.

VFGs encountered during an open NEL transaction are released when
processing an Analyze Route message. Refer to Section 8.4.4

“Analyze Route message and processing” on page 389 for further details on
releasing a VFG.

8.3.5 Disconnect message and processing

This section describes the implementation of the disconnect message and
processing FSS.

When the SSP receives a disconnect message in response to a Network Busy
EDP-R, the behavior is the same as is currently supported for all other triggers
that can receive the disconnect response. The SSP closes the transaction.

See Section 6.6.7 “Disconnect message” on page 285.

8.3.6 Send_To_Resource message and processing
When the SSP receives a Send To Resource message, following a
Network Busy EDP-R, the SSP closes the extended transaction and processes
the Send To Resource message. When the SSP receives a Send To Resource
message in a conversation package, following a Network Busy EDP-R
message, the extended transaction remains open.

See Section 12.1 “STR message / Internal resource” on page 491.
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VFGs encountered during an open NEL transaction are released when
processing an Analyze Route message. Refer to Section 8.4.4

“Analyze Route message and processing” on page 389 for further details on
releasing the VFG.

8.4 O_Called_Party_Busy event
This section describes the O_Called Party Busy event.

8.4.1 Product view
The O Called Party Busy eventimplementsthe O Called Party Busy event

FS.

The O_Called Party Busy event consists of the following functions:
* O Called Party Busy event detection

* Analyze Route message and processing

* O Called Party Busy event request message and processing

+ continue message and processing

* Send To Resource message and processing

» virtual directory number

8.4.2 O_Called_Party_Busy event detection

This section describes the implementation of the O _Called Party Busy event
detection FSS.

The O Called Party Busy event can only be detected when the call is offered
to a terminating agent on a switch, or when the call is sent through the network
using an ISUP or PRI trunk. When an event is detected, the serial trigger count
increments.
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The SSP detects the O_Called Party Busy event when it is armed and one of
the following conditions occur:

the call is sent to a line or BRI that is busy

The determination of busy is highly dependent upon feature interactions.
Some feature interactions are shown in Table 126.

the line is determined to be out of order or undergoing maintenance

authority to route the call terminating user is denied, this includes features
such as

— CLASS anonymous call rejection (ACRJ)
— CLASS selective call rejection (SCRJ)
— denied termination (DTM)

— suspended line

— requested suspended line

— plug up (PLP)

For amore exhaustive list, see Chapter 21: “AlIN interactions introduction”
on page 717 through Chapter 2: “AIN/DMS-100 interactions (S to Z)” on
page 167.

a cause value specified in Table 127 on page 389 is returned in either an
ISUP or PRI message

an Authorize Termination message is received in response to a
Termination Attempt message, where the UserID corresponds to an AIN
VDN

Table 126 Determination of O_Called_Party_Busy based on feature

Feature Determination of busy

Call Waiting (CWT) A CWT line is busy when one party is connected and a
second line is on hold.

A CWT line is busy when one party is connected and
Cancel Call Waiting is in effect for the call.

Hunting When all members of a hunt group are busy.
Make Set Busy When the Make Set Busy feature has been activated.
(MSB)

Note: A complete list of feature variants is given in Chapter 21: “AIN interactions
introduction” on page 717 through Chapter 2: “AIN/DMS-100 interactions (S to Z)”
on page 167.
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Table 127 Cause values indicating O_Called_Party_Busy

Cause value

Cause value description

17 User busy
21 Call rejected
27 Destination out of order

Note: Virtual directory number requires different treatment. See Section 8.4.7
“Virtual directory number” on page 392.

8.4.3 O_Called_Party_Busy event request message and processing

This section describes the implementation of the O _Called Party Busy
EDP-Request Message and Processing FSS.

See Section 6.4.4.7 “O_Called Party Busy event request message” on page

2009.

8.4.4 Analyze_Route message and processing
This section describes the implementation of the generic Analyze Route
message and processing FSS, and the specific Analyze Route message and
processing FSS. See Section 6.6.1 “Analyze Route message” on page 258.

The processing of the Analyze Route response message for the

O Called Party Busy event (when a VFG is encountered after the NEL is
received from the SCP or adjunct in a message with an RRBCME component)
performs the following operations:

* any member of a VFG that is allocated during the open NEL is released
from the call (reducing the number of active calls using the VFG)

» the originating characteristics of the agent that encountered the first VFG
during the open NEL transaction are restored so they can be used in
subsequent response translations and query parameter population

AIN call data (such as response parameters) updated by subsequent AIN
triggering in the VFG call leg, are discarded and replaced with the AIN call
data that was in effect prior to the released VFGs

individual or customer group-based triggers that are active when the first
VFG is encountered (during the open NEL transaction) can still be
detected
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» the special billing number of any VFG that is released, is not used in
subsequent billing

* AMA records generated as a result of throttling through the VFG, are
marked as unanswered, even though the call can be answered in a
subsequent leg and are appended with module code 204

Note: SMDR records generated by the VFG are marked as unanswered.

Figure 36 illustrates the (above) operations. Figure 36 shows that several
VFGs can be encountered in the call. While processing the Analyze Route
response to the O_Called Party Busy EDP-R, only VFG2 is released because
it is the one that is encountered after the response is received from the SCP or
adjunct. Because VFG1 was the last triggering agent before receiving the
NEL, its originating characteristics (due to any VFG attributes such as
LINEATTR, customer group, NCOS, PICs) are used in the response
translation of the Analyze Route message.

Figure 36 Releasing all VFGs (in the same OCM) for the O_Called_Party_Busy event

Originator

VFG2

AIN Service Enablers’ trigger

Analyze Route and NEL

O_CPB EDP-R
Analyze Route

l Q_ - gz\/ B Terminator

Release only VFG2

8.4.4.1 Interactions with AIN triggers with overriding line
attributes

When a NEL is active, the O _Called Party Busy event can be armed or
detected after a call encounters an AIN trigger with overriding line attributes.
See Figure 37 on page 391.

The trigger item provisioning interface implements trigger-specific line
attributes by datafilling the LARP option on an SDS trigger item. For the
datafill steps required by trigger SDS with the LARP option, see Section 30.2
“Trigger item provisioning interface” on page 764.
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The trigger group provisioning interface implements trigger-specific line
attributes by datafilling table PODPATTR for an SDS trigger defined in a
trigger group. See Section 30.3 “Trigger group provisioning interface” on page
784 for the datafill steps required by trigger SDS with an applicable
PODPATTR.

Figure 37 VFG interaction with an AIN trigger with overriding line attributes when NEL is active
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Release the VFG and use the LARP
profile for response translation.

8.4.4.2 Interactions with redirection

VFGs encountered in an earlier call leg always remain on the call. This applies
to any redirection that causes a new call leg creation including the following
activities:

» switch-based features, such as call forward (CFW)

* AIN-based redirection, for example, redirections caused by a
Forward Call response

8.4.5 Continue message and processing
This section describes the implementation of the O Busy continue message
and processing FSS and the events and continue message and processing FSS.

See Section 6.6.3 “Continue message and processing” on page 279.
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8.4.6 Send_To_Resource message and processing

When the SSP receives a Send To Resource message in response to a
O _Called Party Busy EDP-R message, the SSP closes the extended
transaction and processes the Send To Resource message.

See Section 12.1 “STR message / Internal resource” on page 491.

8.4.7 Virtual directory number

When AIN triggers at the Termination Attempt Trigger (TAT), an
Authorize Termination message is received. When this message is received,
and the TAT agent is an AIN virtual directory number (VDN), then treatment
is applied. The AIN Essentials offering is not compliant with the specified
AINF treatment. The cause value associated with AINF is “normal call
clearing”. The AIN Service Enablers modifies the treatment to be consistent
with “no route to destination” (that is, blank directory number [BLDN]). The
modified treatment is required to allow the O Called Party Busy event to be
encountered for VDN in this situation.

Note: This is the only scenario that causes the O _Called Party Busy event
to occur when the cause value is set at “no route to destination” (that is,
when received over an ISUP or a real BLDN is encountered,

O _Called Party Busy is not triggered).

8.5 O_Answer event
This section describes the O Answer event.

8.5.1 Product view
The O_Answer event implements the O Answer event FS.

The O _Answer event consists of the following functions:
* OA event detection and processing

* O _Answer message and processing

8.5.2 O_Answer event detection

This section describes the implementation of the O Answer event detection
FSS.

The DMS SSP detects the O Answer event when one of the following
conditions occurs:

» the switch receives an indication that the terminating party has gone
off-hook

» the switch receives a connect message from an ISDN user
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* the switch receives an answer message (ANM) for ISUP trunks in response
to an initial address message (IAM)

» the switch has received an answer indication on a conventional trunk (PTS)
or private facility trunk

8.5.3 O_Answer message and processing
This section describes the implementation of the O Answer message and
processing FSS.

When the O_Answer event is detected, the SSP sends the O_Answer event
notification message to the SCP or adjunct, and continues to process the call.

See also Section 6.4.4.8 “O_Answer event notification message” on page 209.

8.6 O_No_Answer event
This section describes the O No Answer event.

8.6.1 Product view
The O _No_ Answer event implements the O No Answer event FS.

The O_No_Answer event can only be detected when the call is offered to a
terminating agent on a switch, or when the call is routed through the network
using an ISUP trunk, a PRI trunk, or a supported PTS trunk (as listed in
Table 15 “Terminating trunk agents supported by the O NoAnswer trigger” on
page 142. When an event is detected, the serial trigger count increments. When
the call is routed through the network using an unsupported PTS trunk, the

O No_Answer event cannot be detected.

The O_No_Answer event consists of the following functions:

* O No_Answer event detection

* Analyze Route message and processing

* O No_ Answer event request message and processing

+ continue message and processing

* Send To Resource message and processing

* O _No_ Answer error handling
8.6.2 O_No_Answer event detection

This section describes the implementation of the O No Answer Event
detection and provision FSS.

DSM-100 Family AIN SE Service Implementation Guide SNO6 (DMS)



394 Originating call model events

The SSP detects the O No_Answer event when the T-ONoAnswer event timer
expires. The value of the timer is derived in the following order:

1. The value of parameter Request Report BCM_Event ONoAnswerTimer,
when present.

2. The value of parameter AIN O NO_ANSWER EVENT TIMER in
table OFCENG, when provisioned.

3. Default value of 18 seconds.

The timer is initiated when the call is routed. When routing over ISUP, it starts
the timer upon receipt of the address complete message (ACM).

The timer is not initiated when an unsupported PTS trunk is encountered.

After the timer is initiated, it is stopped when any of the following events
occur:

* O_Answer is detected as specified in Section 8.5 “O_Answer event” on
page 392

» aroute busy event is detected when the originating call portion receives a
report of T Busy, or upon receiving indication that the route is busy at
another SSP

* the O Called Party Busy event is detected as specified in Section 8.4
“O_Called Party Busy event” on page 387

+ the originator abandons the call

* when an ACM or call progress message is received with an optional
backward call indicator set to user-network interaction

Note: When a call is sent through a network using PTS trunks, the

O No_Answer event relies on notification from the far-end switch to
correctly process the call. Callers can experience undesirable call behavior
when the far-end switch fails to correctly notify the O No_ Answer event of
the status of the call. For example, when the call interacts with the far-end
switch to get an announcement and the answer indication is not sent over a
PTS trunk, the call can be suddenly redirected during the announcement,
once the T-ONoAnswer event timer expires.

On detecting the O No_Answer event, the SSP sends the O No_ Answer
EDP-R message to the SCP or adjunct, and continues alerting the called party.

8.6.3 O_No_Answer event request message and processing
This section describes the implementation of the O No Answer EDP-R
message and processing FSS.

See Section 6.4.4.10 “O_No Answer event request message” on page 211.
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8.6.3.1 O_No_Answer called party answers

When the called party answers the call while waiting for an SCP response, the
action performed depends on the SCP response and package type as shown in
Table 128.

Table 128 O_No_Answer called party answers

Continue +
Request_Report_
BCM_Event

SCP message Package type Action

Analyze Route (AR) or | Response Close the transaction

Continue

Analyze Route (AR) or | Conversation Send CLOSE message in response with

CloseCause=calledPartyAnswered.

Response

Send_To_Resource
(STR)

Discard STR message

ACG

Send_To_Resource Conversation Send Resource Clear message in response with
(STR) ClearCause=calledPartyAnswered.
Send_ Notification or Conversation The DMS SSP will process the ACG request. For

Send Notification, a Termination Notification
message is sent to the SCP with exception set
when no other SN has been requested for this
transaction.

8.6.4 Analyze_ Route message and processing
This section describes the implementation of the generic Analyze Route
message and processing FSS and the Specific Analyze Route message and
processing FSS.

The processing of the Analyze Route response message for the
O _No_Answer event performs supplemental processing when a VFG is

encountered during an open NEL transaction. This supplemental processing is
equivalent to processing of the O Called Party Busy event. See Section 8.4.3
“O_Called Party Busy event request message and processing” on page 389
for a complete description.

See Section 6.6.1 “Analyze Route message” on page 258.

8.6.5 Continue message and processing

This section describes the implementation of the O No Answer and continue
message and processing FSS and the events and continue message and
processing FSS.

See Section 6.6.3 “Continue message and processing” on page 279
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8.6.6 Send_To_Resource message and processing

When the SSP receives a Send To Resource message in response to a
O_No_Answer event request message, the SSP closes the extended transaction
and processes the Send To Resource message.

See Section 12.1 “STR message / Internal resource” on page 491.

VFGs encountered during an open NEL transaction are released when
processing an Analyze Route message. Refer to Section 8.4.4

“Analyze Route message and processing” on page 389 for further details on
releasing the VFG.

8.7 Attendant console interactions with OCM events

For console extended calls, the triggers are separated for each leg of the call.
When the call triggers on SDS or N11 and the console disconnects, the NEL is
closed (because at this point the triggering agent is no longer part of the call).

8.7.1 O_Called_Party_Busy event

All new calls that terminate to the attendant console are put in the call queue
in the order of their arrival. While queued, audible ringback is provided to the
caller. When incoming calls have waited in queue longer than the specified
threshold (up to 17 minutes), the calls are diverted to either a busy tone or an
announcement.

8.7.2 O_No_Answer event
See Section 20.6 “Attendant console limitations” on page 682.

8.7.3 O_Answer event

For calls terminating on the attendant console, the O Answer event is detected
and the SSP sends the answer message to the SCP when the call is answered.

8.8 Serial triggering during extended transaction

When a TDP-R or EDP-R is detected, the serial trigger count increments. The
serial trigger count is maintained for each call leg.

When the serial triggering limit is exceeded during an extended transaction
due to Next Event List processing, call processing is handled based on the
following scenarios:

* O _No_Answer EDP-R exceeds triggering limit:

The EDP-R is not sent; audible ringing continues to be applied to the
terminator; and a close message is sent to the SCP with CloseCause=EDPs
completed.

* O Called Party Busy EDP-R exceeds triggering limit:
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The EDP-R is not sent; busy treatment is applied to the originator; and a
CLOSE message is sent to the SCP with CloseCause=CallTerminated. All
open NELs related to the call are closed immediately with
CloseCause=CallTerminated.

* Network Busy EDP-R exceeds triggering limit:

The EDP-R is not sent; GNCT treatment is applied to the originator; and a
close message is sent to the SCP with CloseCause=CallTerminated. All
open NELs related to the call are closed immediately with
CloseCause=CallTerminated.

* RO1 or RO2 trigger exceeds triggering limit during extended transaction:

The TDP-R is not sent; AINF treatment is applied to the originator; and a
close message is sent to the SCP with CloseCause=CallTerminated.

8.9 Query processing after serial triggering

This function ensures that the call model uses proper data when triggering in
the originating call portion, after the SEND CALL PIC has been encountered.

Triggering that occurs in the originating call model (OCM) contains data
received in previous responses in the OCM. Data received in responses in the
TCM are not used, unless a call triggers in the OCM after a Forward Call.

Note: The TCM parameter is supported in the Termination attempt
message for the TKTERM trigger.

Section 8.9.1 “Example 17 on page 397 and Section 8.9.2 “Example 2 on
page 399 illustrates two scenarios.

8.9.1 Example 1
See Figure 38 “Ignoring TCM data in processing NELs” on page 399. This
example illustrates a scenario where a call is processed in the originating call
model, then in the terminating call model, and then back in the originating call
model. The figure shows that call processing does not use information from the
terminating call model to process the call. Rather, it continues to use
information from the preceding OCM processing.

1. Party A encounters a digit trigger at the SSP. The Info_Analyzed query
message is sent to SCP 1.

2. SCP 1 responds with an Analyze Route message and an
Request Report BCM_Event message, arming the
O Called Party Busy event. The Analyze Route message also sets the
CallingPartyID parameter to party C and sets the CalledPartylD
parameter to party B.

3. The call is sent according to the instructions in the Analyze Route
message to party B.
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4. The Termination Attempt trigger is encountered and the
Termination_Attempt query message is sent to SCP 2.

5. SCP 2 responds with an Authorize Termination message that sets
parameter CallingPartyID to party D.

6. Party B is busy.

The O_Called Party Busy event is detected and the appropriate query
message is sent to SCP 1.

8. SCP 1 responds with an Analyze Route message setting parameter
CalledPartyID to party F.

Note: SCP 1 does not update parameter CallingPartyID.

9. Another digit trigger is encountered at the SSP. Another Info Analyzed
query message is sent to SCP 1, setting parameter CallingPartyID to party
C and sets parameter CalledPartyID to party F.

In the preceding example, steps 1 to 3, and steps 7 to 9 occur in the originating
call model, while steps 4 to 6 occur in the terminating call model.

Note: In step 9, parameter CallingPartyID is set to party C from step 2 in
the originating call model, rather than party D from step 5 in the terminating
call model.
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Figure 38 Ignoring TCM data in processing NELs
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8.9.2 Example 2
See Figure 39 “Using TCM data for processing NEL received in forwarded
call” on page 401. This example illustrates a scenario where a call is processed
in the terminating call model, and then in the originating call model. Figure 33
shows that call processing does use information from the terminating call
model to continue processing the call.

1. Party A calls party B.

2. Trigger Termination Attempt is encountered and the
Termination Attempt query message is sent to SCP 1.
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3.

SCP 1 responds with a Forward Call message and an
Request Report BCM_Event message, arming the O No Answer event.
The Forward Call message also sets parameter CallingPartyID to party D
and sets parameter CalledPartyID to party X.

The call is forwarded to party X according to the instructions in the
Forward Call message.

5. The timer for party X expires.

The O No_ Answer event is detected and the appropriate query message
is sent to SCP 1.

SCP 1 responds with an Analyze Route message setting parameter
CalledPartyID to party F.
Note: SCP 1 does not update parameter CallingPartyID.

Another digit trigger is encountered at the SSP. An Info Analyzed query
message is sent to SCP 1, setting parameter CallingPartyID to party C and
sets parameter CalledPartyID to party F.

In the preceding example, steps 1 to 5 occur in the terminating call model,
while steps 6 to 8 occur in the originating call model. Note that in step 8, the
CallingPartyID parameter is set to party D, from step 3 in the terminating call
model.

Note: In step 8, parameter CallingPartyID is set to party D, from step 3 in
the terminating call model.
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Figure 39 Using TCM data for processing NEL received in forwarded call
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8.10 Multiple extended TCAP transactions in OCM

This feature provides SSP support for multiple extended TCAP transactions
(METT) in the originating call half (OCM). Multiple transactions related to the
same originating call half can remain open at the same time. Events related to
different transactions can remain armed simultaneously.
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8.10.1

OCM multiple extended transactions are supported for the following events:
* O Called Party Busy

* O _Answer

* Network Busy

* O No_Answer

Behavior of METT in OCM

The second NEL in the OCM gets armed. The NELs that are armed as part of
METT in OCM are detected or processed as previously described in this
chapter.

METT in OCM does not change the arming of multiple events in an RRBCME
message.

The number of NELs that can be armed by METT in OCM is limited by the
MAX SERIAL TRIGGER COUNT, which is datafilled in table OFCENG.
The default value is 6. The MAX SERIAL TRIGGER COUNT can be set to
8, which is the maximum value allowed for each call leg.

During the processing of METT in OCM, the SSP or SCP can disarm all NELs.
When all NELs disarm, the SSP sends a CLOSE message (reasons for sending
this message can vary).
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The behavior of METT in OCM relates to the behavior of events. Table 129
describes the behavior of events.

Note: Backward Event Direction: In the following examples, an event is
considered an ‘event in the backward direction’ when notification that an
event occurred propagates from the terminating party to the originating
party. When the SSP detects events occurring in the backward direction, the
SSP offers these events to the transaction from the newest transaction to the
oldest transaction. When the transaction arms the event as an EDP-N, the
SSP reports the event. The following events are considered ‘events in the

backward direction’: Network Busy (EDP-R), O Called Party Busy
(EDP-R), and O_Answer (EDP-N).

Table 129 Call scenarios

Event scenario

Behavior (See call scenarios that follow this table.)

Multiple O_No_Answer
events with different
T-ONoAnswer timer
values

When multiple O_No_Answer events are armed as
part of METT in OCM, the detection of the event
depends on the T-ONoAnswer event timer values of
the individual events. Events are processed one at a
time as their timer expires.

METT in OCM processes all O_No_Answer events
one at a time.

Multiple O_No_Answer
events with equal
T-ONoAnswer timer
values

When two or more O_No_Answer events have equal
T-ONoAnswer event timer values, METT in OCM
processes the armed O_No_Answer event as part of
an older transaction. The response from the SCP
decides how other expired events are processed. SCP
responses follow.

Multiple O_No_Answer
events with equal
T-ONoAnswer timer
values with

Analyze Route
message in response to
an older O_No_Answer
event request

When the SSP receives a Analyze_Route message in
response to a older transaction O_No_Answer event
request, the call routes to the party as indicated in the
CalledPartyID present in the Analyze Route response
message. When the call routes to the CalledParty, the
SSP cancels active O_No_Answer timers and closes
all extended transactions that are newer than the
processed extended transaction.
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Table 129 Call scenarios (Continued)

Event scenario

Behavior (See call scenarios that follow this table.)

Multiple O_No_Answer
events with equal
T-ONoAnswer timer
values with Continue
message in response to
an older O_No_Answer
event request

When the SSP receives a Continue message in
response to an older transaction O_No_Answer event
request, METT in OCM processes the expired
O_No_Answer events that were armed in the newer
transaction. When there are no expired O_No_Answer
events the call continues. The SSP allows all other
timers to continue, and processes each of the events
in turn. Events where T-ONoAnswer event timers
expire during the processing of any other events

apply.

When multiple O_No_Answer events are armed, the
call scenario can be complex. When the SSP receives
an Analyze_Route response with different
Called_Party_IDs from the SCP forthe O_No_Answer
eventrequests, the call is offered to the SSP. The SSP
routes the call to the CalledParty indicated in the
Analyze Route in response to a newer O_No_Answer
event request. At any time before the call attempt is
answered, an older transaction O_No_Answer event
response can redirect the call. The SSP gives priority
to the routing attempt associated with the older
transaction. The routing attempt associated with the
newer transaction is taken down.

Multiple O_No_Answer
events with equal
T-ONoAnswer timer
values with
Send_To_Resource
(without extended
ringing) message in
response to
O_No_Answer Event
Request*

When the SSP receives a Send_To_Resource
message in response to an older transaction
O_No_Answer event, the SSP cancels active
O_No_Answer timers and closes all extended
transactions that are newer than the processed
extended transaction. The SSP then processes the
Send_To_Resource message. While the SSP
processes the Send_To_Resource message, any
T-ONoAnswer event timer expiries do not process
until Send_To_Resource message processing
completes.

When the Send_To_Resource message processes
and when a T-ONoAnswer event timer expires, the
message does not process until the
Send_To_Resource message processes.
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Table 129 Call scenarios (Continued)

Event scenario

Behavior (See call scenarios that follow this table.)

Multiple O_No_Answer
events with equal
T-ONoAnswer timer
values with
Send_To_Resource
message with Extended
Ringing parameter in
response to an
O_No_Answer Event
request

When the SSP receives a Send_To_Resource
message with an Extended Ringing parameter in
response to a older transaction O_No_Answer event,
the events armed in the newer transactions remain
open and the SSP processes the Send_To Resource
message. When the SSP processes the
Send_To_Resource message, T-ONoAnswer event
timer expiries do not process until Send_To_Resource
messages process.

Multiple O_No_Answer
events interaction with
OCM triggers

When the originator subscribes to the O_No_Answer
trigger and when multiple O_No_Answer events are
armed, the SSP allows all timers to start
simultaneously. Depending on No_Answer timer
values, O_No_Answer events and triggers process
one at a time upon their timer expiry. When the
O_No_Answer trigger and event timers expire at the
same time, the O_No_Answer trigger represents the
oldest transaction O_No_Answer event. The routing
attempt associated with the O_No_Answer trigger
gets priority.

Multiple O_No_Answer
events interaction with
TCM trigger and events

When the terminator subscribes to the T_No_Answer
trigger and multiple O_No_Answer events are armed,
the SSP allows all timers to start simultaneously.
Depending on No_Answer timer values, the SSP
processes the events one by one as their timers
expire. When the O_No_Answer event and the
T_No_Answer trigger timers expire at the same time,
the T_No_Answer trigger represents the newest
transaction O_No_Answer event, and an
O_No_Answer event response can redirect the
routing attempt associated with T_No_Answer trigger
processing.

Similar interactions occur with O_No_Answer events
armed by METT in OCM for a T_No_Answer:

- trigger subscribed by the terminator
- event armed in the terminating call half.

Processing of the T_No_Answer event completes
before the detection of the T_No_Answer trigger.
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Table 129 Call scenarios (Continued)

Event scenario

Behavior (See call scenarios that follow this table.)

Error condition when
processing
O_No_Answer event
request

When an error occurs while the SSP waits for the
response from the SCP to a O_No_Answer EDP-R in
a newer open extended transaction, the SSP allows all
other T-ONoAnswer timers to continue. The SSP
processes each of those events accordingly.

Multiple
O_Called_Party Busy
events

When METT in OCM arms multiple
O_Called_Party Busy events, the
O_Called_Party_Busy event armed by the newest
transaction detects the busy event first. Because
O_Called_Party Busy is an event in the backward
direction, notification that a busy event occurred
propagates from the terminating party to the
originating party, traversing backwards from newer to
older armed O_Called_Party Busy events.

Response processing for EDPRs follows.

Multiple
O_Called_Party Busy
events with

Analyze Route
message in response to
an
O_Called_Party Busy
event request

When the SSP receives a Analyze_Route message in
response to a newer transaction
O_Called_Party Busy eventrequest, the call routes to
the party indicated in the CalledPartylD of the
Analyze Route response message. Depending on the
state of the called party, the following behavior can
occur:

- Called Party Busy: When the called party is busy, the
calling party does not get the busy treatment. The next
oldest transaction arming the O_Called_Party Busy
event detects the event next.

- Called Party Idle: When the called party is idle, the
called party rings. When the called party answers, all
extended transactions (older than the ones being
processed) are closed. The SSP sends a CLOSE
message to the SCP with an appropriate closeCause
parameter.
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Table 129 Call scenarios (Continued)

Event scenario

Behavior (See call scenarios that follow this table.)

Multiple
O_Called_Party Busy
events with Continue
message in response to
an
O_Called_Party Busy
event request

When the SSP receives a Continue message in
response to a new transaction O_Called_Party_Busy
event request, the next oldest transaction arming the
O_Called_Party Busy event detects the busy event
next. When the older transaction
O_Called_Party Busy event request receives a
Continue response, the previous (oldest) transaction
detects the O_Called_Party Busy event next. When
all O_CPB events receive a Continue response, the
events are detected from newer to older transactions,
and the calling party routes to Busy treatment. When
the SSP receives an Analyze_Route message in
response to an O_Called_Party Busy event request,
the behavior is the same as given in the previous row.

Multiple
O_Called_Party Busy
events with
Send_To_Resource
message in response to
O_Called_Party Busy
event request

When the SSP receives a Send_To_Resource
message in response to an O_Called_Party_Busy
event request message, the older
O_Called_Party_Busy event detection depends on
the outcome of Send_To_Resource processing.

Multiple
O_Called_Party Busy
events interaction with
OCM busy triggers,
TCM busy triggers, and
TCM busy events

The behavior is the same when:

- O_Called_Party events are armed in multiple call
halves as part of METT in OCM.

- The originator is subscribed to the
O_Called_Party Busy trigger.

- The terminator is subscribed to the T_Busy trigger
and/or a T_Busy event is armed.

Busy event detection propagates in the backward
direction.

Error condition while
processing an
O_Called_Party Busy
event request

When an error occurs while the SSP processes
O_Called_Party Busy, the SSP closes all extended
transactions immediately.

Network_Busy (EDP-R)

METT in OCM behavior, when multiple Network_Busy
events are armed, is similar to O_Called_Party_Busy
events when the SSP receives an Analyze Route
message in response to a Network_Busy event
request.
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Table 129 Call scenarios (Continued)

Event scenario

Behavior (See call scenarios that follow this table.)

O_Answer (EDP-N)

O_Answer is an event that is detected in the backward
direction. Upon detection of the O_Answer event,
when multiple O_Answer event notifications are
armed by METT in OCM, the SSP notifies the SCP
from newer to older extended transactions.

When multiple
individual events of
different types are
armed

Behavior of O_No_Answer:

When the SCP arms the O_No_Answer event in the
newer transaction and when the SSP arms either an
O_Called_Party_Busy or a Network_Busy eventin an
older transaction, then:

- when either an O_Called_Party Busy or a
Nework_Busy event gets detected, the SSP closes the
O_No_Answer event immediately with
closeCause:callTerminated, before processing
O_Called_Party_Busy or Network_Busy.

- when an O_No_Answer event is armed in the older
transaction and when either an O_Called_Party Busy
or a Network_Busy event is armed in a newer
transaction, then O_No_Answer event processing
depends on the processing of newer transaction
O_Called_Party_Busy or Network_Busy.
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Table 129 Call scenarios (Continued)

Event scenario Behavior (See call scenarios that follow this table.)
When multiple Behavior of O_Called_Party Busy:

individual events of When the O_Called_Party Busy eventis armed in the
different types are newer transaction and when either an O_No_Answer
armed (cont’d) or a Network_Busy event is armed in an older

transaction, then:

- when either an O_No_Answer or a Network_Busy
event gets detected, the routing attempt of the older
transaction O_No_Answer or Network_Busy closes
the O_Called_Party Busy event. The close message
provided is closeCause:callTerminated.

When older transaction O_No_Answer receives a
Continue response from the SCP (that is, the newer
transaction O_CPB event is not taken down), the
O_CPB event closes when either the terminator
answers with a closeCause: calledPartyAnswered or,
depending on the outcome, whether or not the
terminator is subscribed to any switch based features.

When the older transaction is Network_Busy
(Network_Busy cannot receive a Continue response),
the routing attempt of the older transaction
Network_Busy takes down the newer transaction
O_CPB event.

When the SCP arms the O_Called_Party_Busy event
in an older transaction and when either an
O_No_Answer or a Network_Busy eventis armed in a
newer transaction, then:

O_CPB event processing depends on the processing
of newer transaction O_No_Answer or Network_Busy.
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Table 129 Call scenarios (Continued)

Event scenario Behavior (See call scenarios that follow this table.)

When multiple Behavior of Network_Busy:
individual events of
different types are
armed (cont’d)

When a Network_Busy event is armed in the newer
transaction and when either an O_Called_Party Busy
oran O_No_Answer event is armed in an older
transaction, then:

- when either an O_Called_Party_Busy or an
O_No_Answer event gets detected, the SSP closes
the Network_Busy event immediately with
closeCause:callTerminated, before processing
O_Called_Party Busy or O_No_Answer.

- when a Network_Busy event is armed in the older
transaction and when either an O_Called_Party Busy
oran O_No_Answer event is armed in newer
transaction, then:

Network_Busy event processing depends on the
processing of newer transaction
O_Called_Party Busy or O_No_Answer.

8.10.2 Call Scenarios

The following call scenarios describe, in general, METT in OCM
functionality.

Note: Many combinations of METT in OCM scenarios are possible.

The following generic steps describe how to process and arm NELSs or events:

1. Events are armed in response messages. During call processing, the first
RRBCME message with a request for a NEL is in response to a trigger
request message. Subsequent message requests for NELs can occur from
a response to a trigger request message or an event request message
through serial triggering.

2. Inthe following scenarios, the SSP creates multiple NELs for each OCM
call half; events are armed through serial triggering. The SDS trigger arms
the events as part of METT in OCM. The same behavior can occur
through other serial triggering requests. An example of arming an event
follows:

a. Party A dials Party B and encounters an SDS trigger at the SSP. The
Info Analyzed query message goes to the SCP. The SSP receives an
Analyze Route and an RRBCME message in response to an
Info Analyzed query, arming an Nth event NELN. NELN can be any
or all of the following events: O No Answer with a timer value TN,
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O Called Party Busy, Network Busy, and O Answer notification.
The Analyze Route message sets the CalledPartylD parameter to
Party C. Party C can be another SDS trigger number.

Note: N is limited by the maximum number of serial triggers.

Please refer to Figure 40 on page 413 for a legend relating to the following
call scenarios. The following rules of thumb also apply:

In many of the examples, the four NELs for each call half are armed
for better understanding and are not a limitation of METT in OCM.

The example scenarios describe the functionality or processing of
METT in OCM, and not the final outcome of the call. The examples
do not provide call processing after METT in OCM (for example, the
call can be answered, can time-out, or can be abandoned when METT
in OCM processing completes.

The functionality is broken down into steps to isolate the individual
transactions that are independent of each other.

The TIME scale provides a break down of sequence of event
detection and processing involving the O No_Answer event. The
TIME scale does not reflect the functionality in real-time perspective.

For better understanding, when describing METT in OCM
functionality involving more than one call leg per call, only two call
halves are considered. Call halves can be created due to switch-based
or AIN-based redirection. When more than two call halves occur,
functionality remains the same.

When describing the functionality in the following example, an SDS
trigger and an Analyze Route response message arms the NELs in
METT in OCM. METT in OCM functionality remains the same for
other triggers and responses.

When an Analyze Route message is received in response to an older
transaction event request, all newer transaction events are disarmed,
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and CLOSE messages go to the SCP with
closeCause:callTerminated.

*  When an Analyze Route message is received in response to a newer
transaction event request, the SSP can still detect older transaction
events (when appropriate conditions match).

*  When a Continue message is received in response to a newer
transaction event request, the call continues.
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Figure 40 Legends used in diagrams
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8.10.2.1 Example 1
The following example and figure describe how an event was armed in the
OCM before the NAO13 product release.

In the following example, ‘NEL’ refers to the O No Answer event.

Before the NA0O13 product release:

l.
2.

The SCP requested the SSP to arm the first NEL in an RRBCME message.

The SCP requested the SSP to arm the second NEL in an RRBCME
message in a serial transaction. The older NEL remained open in the same
call half.

The SSP did not arm the second NEL included in the RRBCME message
of step 2. The SSP sent a CLOSE message to the SCP.

The SSP routed the call according to the CalledPartyID in step 2. The SSP
started the T-ONoAnswer timer. Called Party D rang.

The T-ONoAnswer timer expired.

The SSP detected O No_Answer event NEL1 and the appropriate EDP-R
message went to the SCP.

The SSP received an Analyze Route message in response to the EDP-R,
and set parameter CalledPartyID to Party E. The call forwarded to Party
E. Party D stoped ringing and disconnected from the call. Party E rang.

The following example and figure describe how an event is armed in the OCM
for the NAO13 product release.

NAO13 behavior:

l.
2.

The SCP requests the SSP to arm the first NEL in an RRBCME message.

The SCP requests the SSP to arm the second NEL in an RRBCME
message through a serial transaction. The older NEL remains open in the
same call half.

The SSP routes the call according to the CalledPartyID in step 2. The SSP
starts the T-ONoAnswer timers for NEL1 and NEL2. Called Party D
rings.

The T-ONoAnswer timer expires.

The SSP detects O No_Answer event NEL1 and builds the appropriate
EDP-R message that goes to the SCP.
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6. The SSP receives an Analyze Route message in response to the EDP-R,
and sets parameter CalledPartyID to Party E. The call forwards to Party
E. Party D stops ringing and disconnects from the call. Party E rings.

7. The SSP cancels the active T-ONoAnswer timer for NEL2. The call cuts
through the connection to Party E as in step 6. The SSP sends a CLOSE
message to the SCP for extended transaction NEL2.
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Figure 41 METT in OCM functionality in NA013
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8.10.2.2 Example 2

The following example and figure describe METT in OCM behavior when the
SCP requests multiple O No Answer events. The older transaction cancels
newer transaction O No_Answer timers and closes all newer transaction
events.

In the following example, ‘NEL’ refers to the O _No_Answer event.

1.
2.

The SCP requests the SSP to arm the first NEL in an RRBCME message.

The SCP requests the SSP to arm the second NEL in an RRBCME
message through a serial transaction. The older NEL remains open in the
same call half.

The SCP requests the SSP to arm the third NEL in an RRBCME message
through a serial transaction. The older NEL remains open in the same call
half.

The SCP requests the SSP to arm the fourth NEL in an RRBCME message
through a serial transaction. The older NEL remains open in the same call
half.

The call is offered to Party F simultaneously. O No_Answer timers T1,
T2, T3, and T4 of all O_No_Answer events start. Party F rings.

Timer T1 expires for O No_Answer event NEL1.

The SSP detects NEL1 and builds an appropriate message that goes to the
SCP.

The SCP responds with a Analyze Route message to the NEL1 EDP
request, and sets the CalledPartyID as Party G. The Analyze Route
message processes and the call is offered to Party G. Party G rings. Party
F disconnects from the call and stops ringing.

Timers T-ONoAnswer trigger timer, T2, T3, and T4 are cancelled and a

CLOSE message goes to the SCP that disarms NEL4, NEL3, and NEL2
when the call is offered to Party G (even though the timers continue to run
and do not expire).
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Figure 42 Multiple O_NoA events with older transaction cancelling newer

transaction
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8.10.2.3 Example 3

The following example and figure describe METT in OCM behavior when a
newer than the newest O No Answer event is armed in response to an older
O _No_Answer EDP request. The newer than the newest O No_Answer event
is considered part of the same transaction as the processing older

O No_Answer event.

In the following example, ‘NEL’ refers to the O _No_Answer event.

l.
2.

10.

11.

The SCP requests the SSP to arm the first NEL in an RRBCME message.

The SCP requests the SSP to arm the second NEL in an RRBCME
message through a serial transaction. The older NEL remains open in the
same call half.

The call is offered to Party D. Party D rings. The O No_Answer timer for
event NEL1 expires.

The SSP builds an O No Answer event request message that goes to the
SCP.

The SCP responds with a Continue message and another
Request Report BCM_Event message, arming third O No Answer
NEL3 with a timer value of T3. Party D does not answer and continues
ringing. O No_Answer timer T2 continues to run.

The O No Answer timer for event NEL2 expires.

The SSP builds an O No_Answer event request message that goes to the
SCP.

The SCP responds with an Analyze Route message for the

O No_Answer event request for NEL2. The SCP sets the CalledPartylD
as Party E. The Analyze Route message processes and the SSP offers the
call to Party E. Party D disconnects from the call and stops ringing. Party
E rings. Timer T3 starts.

Party E does not answer. The O No_Answer timer of event NEL3
expires.

The SSP builds an O_No Answer event request message that goes to the
SCP.

The SCP responds with an Analyze Route message for the

O No_Answer event request for NEL3. The SCP sets the CalledPartylD
as Party F. The Analyze Route message processes and the call is offered
to Party F. Party E disconnects from the call and stops ringing. Party F
rings.
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Figure 43 Multiple O_NoA events with O_NoA EDP-R arming an event
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8.10.2.4 Example 4

The following example and figure describe the behavior of METT in OCM
when the SSP arms multiple O Called Party Busy events. This scenario is an
example of backward direction EDP precedence. The same behavior can occur
when the SSP receives a Continue response for an OCPB EDP-R.

Note: METT in OCM behavior is the same as when the SSP arms multiple
Network Busy events. A Continue response is not a valid response to a
Network Busy event request.

In the following example, ‘NEL’ refers to an OCPB event.

l.
2.

10.

The SCP requests the SSP to arm the first NEL in an RRBCME message.

The SCP requests the SSP to arm the second NEL in an RRBCME
message through a serial transaction. The older NEL remains open in the
same call half.

The SCP requests the SSP to arm the third NEL in an RRBCME message
through a serial transaction. The older NELs remain open in the same call
half.

The SCP requests the SSP to arm the fourth NEL in an RRBCME message
through a serial transaction. The older NELs remain open in the same call
half.

The call is offered to Party F. Party F is busy. Busy treatment does not play
back to the called party.

The SSP detects the Busy event in the backward direction (that is, newer
transactions arming the O Called Party Busy event see the busy event
first). The SSP detects event NEL4 and builds an appropriate message that
goes to the SCP.

The SCP responds with a Analyze Route in response to the
O Called Party Busy event NEL4 EDP request. The SCP sets the
CalledPartyID as Party G.

The Analyze Route response message processes. The call routes to Party
G. Party F disconnects from the call. Because Party G is busy, the busy
event traverses in the backward direction and the SSP detects

O _Called Party Busy event NEL3. The SSP builds an appropriate
message that goes to the SCP.

The SCP responds with a Analyze Route in response to the
O Called Party Busy event NEL3 EDP request. The SCP sets the
CalledPartyID as Party H.

The Analyze Route response message processes and the call routes to
Party H. Party G disconnects from the call. Because Party H is busy, the
busy event traverses in the backward direction. The SSP detects
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11.

12.

13.

14.

O Called Party Busy event NEL2 and builds an appropriate message
that goes to the SCP.

The SCP responds with Analyze Route in response to the
O Called Party Busy event NEL2 EDP request. The SCP sets the
CalledPartyID as Party I.

Because Party I is busy, the busy event traverses in the backward direction
and the SSP detects O Called Party Busy event NEL1. The SSP builds
an appropriate message and sends the message to the SCP.

The SCP responds with an Analyze Route message in response to the
O Called Party Busy event NEL1 EDP request. The SCP sets the
CalledPartyID as Party J.

The SSP applies a busy treatment to calling Party A after the SSP
processes all O Called Party Busy events.
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Figure 44 OCPB events backward direction EDP precedence
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8.10.2.5 Example 5

The following example and figure describe the behavior of METT in OCM
when multiple NELs with different even request and event notification are
armed.

In the following example, ‘NEL’ refers to the OCPB, O No_Answer,
Network Busy request event and O Answer notification.

1.
2.

10.
11.

12.

The SCP requests the SSP to arm the first NEL in an RRBCME message.

The SCP requests the SSP to arm the second NEL in an RRBCME
message through a serial transaction. The older NEL remains open in the
same call half.

The SCP requests the SSP to arm the third NEL in an RRBCME message
through a serial transaction. The older NELs remain open in the same call
half.

The SCP requests the SSP to arm the fourth NEL in an RRBCME message
through a serial transaction. The older NELs remain open in the same call
half.

The call routes to Party F. Party F is busy.

The SSP detects the Network Busy event in the backward direction, (that
1s, the newer transactions arming the Network Busy event see the busy
event first). The SSP detects event NEL4 for Network Busy. The SSP
builds an appropriate message that goes to the SCP.

The SCP responds with an Analyze Route in response to the
Network Busy event NEL4 EDP request, setting the CalledPartyID as
Party G.

The Analyze Route message processes and the call is offered to Party G.
Party G is busy. Because Party G is busy, the busy event traverses in the
backward direction. The SSP detects event O_Called Party Busy NEL3
and builds an appropriate message that goes to the SCP.

The SCP responds with an Analyze Route in response to the

O Called Party Busy event NEL3 EDP request, setting the
CalledPartyID as Party H. The SSP offers the call to Party H and,
simultaneously, O No Answer timers T1 and T2 of the O No Answer
events start. Party H rings but does not answer.

Timer T2 expires for O No_ Answer event NEL2.

The SSP detects NEL2 and builds an appropriate message that goes to the
SCP while Party H rings.

The SCP responds with an Analyze Route message in response to the
NEL2 EDP request, and sets the CalledPartyID as Party 1. The
Analyze Route message processes and the call is offered to Party I. Party
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I starts ringing. Party H disconnects from the call and stops ringing.
O No_ Answer event timer T1 continues to run and does not expire.

13. Party [ answers the call before O No Answer event timer T1 expires. The
SSP builds an EDP notification message for O _Answer notification event
NELI. The SSP sends the notification message to the SCP.

DSM-100 Family AIN SE Service Implementation Guide SNO6 (DMS)



426 Originating call model events

Figure 45 METT in OCM with O_Answer, OCPB, O_NoA, Network_Busy
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8.10.2.6 Example 6
The following example and figure describe the behavior of METT in OCM
when multiple O Answer notification events are armed.

In the following example ‘NEL’ refers to O _Answer notification.

l.
2.

The SCP requests the SSP to arm the first NEL in an RRBCME message.

The SCP requests the SSP to arm the second NEL in an RRBCME
message through a serial transaction. The older NEL remains open in the
same call half.

The SCP requests the SSP to arm the third NEL in an RRBCME message
through a serial transaction. The older NELs remain open in the same call
half.

The SCP requests the SSP to arm the fourth NEL in an RRBCME message
through a serial transaction. The older NELs remain open in the same call
half.

The SSP offers the call to Party F. Party F rings.

Party F answers the call. The SSP builds an EDP notification message for
O_Answer notification events NEL4, NEL3, NEL2, and NEL1 and sends
the messages to the SCP sequentially, from newer to older transaction.
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Figure 46 METT in OCM with multiple O_Answer event notification
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8.10.2.7 Example 7

The following example and figure describe the behavior of METT in OCM
when multiple O No Answer events are armed and when the SSP receives
STR to IP in response to an O_No_Answer event request.

In the following example, ‘NEL’ refers to O No_ Answer event.

1.
2.

10.

11.

12.

13.

14.
15.

The SCP requests the SSP to arm the first NEL in an RRBCME message.

The SCP requests the SSP to arm the second NEL in an RRBCME
message through a serial transaction. The older NEL remains open in the
same call half.

The SCP requests the SSP to arm the third NEL in an RRBCME message
through a serial transaction. The older NELs remain open in the same call
half.

The SCP requests the SSP to arm the fourth NEL in an RRBCME message
through a serial transaction. The older NELs remain open in the same call
half.

The SSP offers the call to Party F. Simultaneously, O No_ Answer timers
T1 T2 T3 and T4 of all O_No_Answer events start. Party F rings.

The timer for O No_Answer event NEL4 expires.

The SSP detects NEL4 and builds an appropriate message that goes to the
SCP.

The SCP responds with a Send To_ Resource to IP for O No Answer
event NEL4.

The Send To_ Resource connects Calling Party A to an IP. Party F
disconnects from the call and stops ringing. The IP plays an
announcement to calling Party A.

The T1 timer for O No Answer event NEL1 expires. Calling Party A
connects to the IP and listens to the announcement for digit collection.
Expired O No Answer event NEL1 does not process until STR-IP
processing completes.

Party A dials the digits. The SSP sends a Resource Clear message to the
SCP, after collecting the digits from the calling party.

The SSP receives an Analyze Route message in response to the original
EDP-R message sent in step 7. The CalledPartyID is set to Party G in the
Analyze Route message.

The SSP disconnects the IP connection from calling Party A.
Calling Party A connects to Party G.

The SSP processes already expired event NEL1 and builds an appropriate
message that goes to the SCP.

DSM-100 Family AIN SE Service Implementation Guide SNO6 (DMS)



430 Originating call model events

16. The SCP responds with a Analyze Route message to the NEL1 EDP
request, and also sets the CalledPartyID as Party H. The Analyze Route
message processes and the call is offered to Party H. Party H starts
ringing. Party G stops ringing. Timers T2 and T3 continue to run and do
not expire.

17. The SSP cancels timers T2 and T3 and disarms NEL2 and NEL3. A
CLOSE message for events NEL2 and NEL3 goes to the SCP.
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Figure 47 METT in OCM with multiple O_NoA and STR-IP response to EDP-R
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8.10.2.8 Example 8
The following example and figure describe the behavior of METT in OCM
while interacting with trigger O No Answer, subscribed by the originator.

In the following example, ‘NEL’ refers to the O No Answer event.

1.

Party A is subscribed to the O No_Answer trigger. The SCP requests the
SSP to arm the first NEL in an RRBCME message.

The SCP requests the SSP to arm the second NEL in an RRBCME
message through a serial transaction. The older NEL remains open in the
same call half.

The call is offered to Party D. Party D rings. The O No_Answer trigger
timer and O_No_Answer event timers T1 and T2 start simultaneously.
The O _No_Answer timer for NEL2 event expires.

The SSP builds an O _No_Answer event request message and sends the
message to the SCP.

The SCP responds with an Analyze Route message with CalledPartyID
as Party E. The SCP arms another RRBCME message, O No Answer
NEL3 with a timer value of T3. The SSP offers the call to Party E. Party
E rings. Party D disconnects and stops ringing.

The T-ONoAnswer trigger timer expires before Party E answers the call.

The SSP builds an O No Answer trigger query message and sends the

message to the SCP.

The SCP responds with an Analyze Route message for the

O No_Answer trigger query on Party A. The SCP sets the CalledPartyID
as Party F. The Analyze Route message processes. The SSP offers the call
to Party F. Party E disconnects from the call and stops ringing. Party F
rings.

When the call is offered to Party F, the SSP sends a CLOSE message to
disarm O No_ Answer events NEL1 and NEL3.
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_NoA events interaction with O_NoA

Figure 48 METT in OCM with multiple O

trigger
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8.10.2.9 Example 9

The following example and figure describe the behavior of METT in OCM
while interacting with triggers O No Answer and T No Answer, and TCM
events.

In the following example, ‘NEL’ refers to the O No Answer event.

1.

10.
11.

12.

Party A is subscribed to trigger O No Answer. The SCP requests the SSP
to arm the first NEL in an RRBCME message.

The SCP requests the SSP to arm the second NEL in an RRBCME
message through a serial transaction. The older NEL remains open in the
same call half.

Party D is subscribed to triggers Termination Attempt and
T No_Answer.

The SSP builds a Termination Attempt trigger query message and sends
the message to the SCP because Party D is subscribed to trigger
Termination Attempt.

The SCP responds with an Authorize Termination and a
Request Report BCM_Event message, and arms NEL3 TCM event
T No_ Answer with timer T3.

When the SSP offers the call to Party D and Party D rings,

Authorize Termination terminates the call on Party D. Party D rings and
does not answer the call. Timers T-ONoAnswer, T1, T2 and

T No_Answer event NEL3 timer T3 start simultaneously. When the call
is offered to Party D, Party D rings. Timer T-T_No_Answer of the trigger
T No_Answer subscribed by terminating Party D does not start until

T No_ Answer event NEL3 processes. Precedence occurs between the

T No_ Answer trigger and event. The T No Answer event processes
first.

Timer T2 expires for O No_ Answer Events NEL2.

The SSP detects NEL2 and builds an appropriate message that goes to the
SCP.

The SCP responds with a Continue response for O No Answer event
NEL2. Timers T-ONoAnswer and T1, and T No Answer event NEL3
timer T3 continue to run and do not expire. Timer T-T_No_Answer of the
T No_ Answer trigger subscribed by terminating Party D does not start
until T No_Answer event NEL3 processes.

Timer T3 expires for T No_ Answer event NEL3.

The SSP detects NEL3 and builds an appropriate message that goes to the
SCP.

The SCP responds with another Continue message for T No_ Answer
event NEL3. Timers T-ONoAnswer and T1 continue to run and do not
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13.

14.

15.

16.

17.

expire. Timer T-T_No_Answer of the T No Answer trigger subscribed
by terminating Party D starts because T No Answer event NEL3
processed. This happens only when a Continue response message is
received for T No_ Answer event NEL3. Any other response closes the
trigger T No_Answer; a CLOSE message does not go to the SCP.

Timer T-T No_Answer expires for trigger T No_Answer on Party D.
Timers T-ONoAnswer and T1 continue to run.

The SSP builds a query message for the T No Answer trigger and sends
the message to the SCP.

The SCP responds with a Forward Call message to the T No_Answer
query and sets the CalledPartyID as Party E. The Forward Call message
processes and the SSP offers the call to Party E. Party E rings. Party D
disconnects from the call and stops ringing. Timers T-ONoAnswer and T1
continue to run and do not expire.

The SSP sends a CLOSE message to disarm NEL1 when Party E answers
the call even though timer T1 continues to run and does not expire.

The SSP does not send a CLOSE message for the O No Answer trigger.
Trigger O No_Answer timer started when the call was offered to Party D
and did not expire when Party E answered the call.
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Figure 49 METT in OCM with multiple O_NoA events interaction with TCM

events and triggers
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8.10.2.10 Example 10

The following example and figure describe the behavior of METT in OCM
when more than one call leg is present for the call. For better understanding,
only two call legs are considered for each call. In this case, the second call leg
is created when redirection occurs due to AIN. The functionality behaves
similarly as when the redirection occurs due to the switch-based Call Forward
feature, and any other features that cause a redirection.

In the following example, ‘NEL’ refers to the OCPB event.

l.
2.

10.

11.

The SCP requests the SSP to arm the first NEL in an RRBCME message.

The SCP requests the SSP to arm the second NEL in an RRBCME
message through a serial transaction. The older NEL remains open in the
same call half. The call routes to Party D.

Party D is subscribed to trigger Termination Attempt. The SSP builds a
Termination Attempt trigger query message sends the message to the
SCP.

The SCP responds with a Forward Call message. The Forward Call
message sets parameter CalledPartyID as Party E. Party E is another SDS
trigger number. The Forward Call message takes the call into the second
call leg.

In the second call leg, the call hits an SDS trigger at the SSP. The SCP
requests the SSP to arm the first NEL in an RRBCME message in the
second call leg, and a third NEL for the entire call.

The SCP requests the SSP to arm the second NEL in an RRBCME
message in the second call leg, and a fourth NEL for the entire call,
through a serial transaction. The older NEL remains open in the same call
leg. The Analyze Route sets the CalledPartyID as Party G. The
Analyze Route message offers the call to Party G. Party G is busy.

The O _Called Party Busy event NEL4 armed in the second call half sees
the busy event first. The SSP builds an appropriate message for the NEL4
event request and sends the message to the SCP.

The SCP responds with a Continue message for the
O Called Party Busy event NEL4 request.

O _Called Party Busy event NEL3 armed in the second call half sees the
event. The SSP builds an appropriate message for the NEL3 event request
and sends the message to the SCP.

O _Called Party Busy event NEL3 armed in the second call half sees the
busy event. The SSP builds an appropriate message for the NEL3 event
request and sends the messages to the SCP.

The SCP responds with a Continue message in response to the
O _Called Party Busy event NEL3 request.
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12. O_Called Party Busy event NEL2 armed in the first call half sees the
busy event. The SSP builds an appropriate message for the NEL2 event
request and sends the message to the SCP.

13. The SCP responds with another Continue message.

14. O_Called Party Busy event NEL1 armed in the first call half sees the
busy event. The SSP builds an appropriate message for the NEL1 event
request and sends the message to the SCP.

15. The SCP responds with an Analyze Route message in response to the
O Called Party Busy event NEL1 request. The SCP sets CalledPartylD
as Party H. The Analyze Route message processes and offers the call to
Party H. Party G disconnects from the call. Party H rings.
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Figure 50 METT in OCM in multiple call legs
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8.10.2.11 Example 11

The following example and figure describe the behavior of METT in OCM
when more than one call leg is present for each call. In this example, only two
call legs are considered for each call; the second call leg is created when
redirection occurs due to a switch-based feature.

In the following example, ‘NEL’ refers to an O No_Answer event.

1.
2.

10.

11.

12.

13.

The SCP requests the SSP to arm the first NEL in an RRBCME message.

The SCP requests the SSP to arm the second NEL in an RRBCME
message through a serial transaction. The older NEL remains open in the
same call half. The Analyze Route sets the CalledPartyID as Party D.

Party D has Call Forward.

Party D forwards the call to Party E. Party E is an SDS trigger number.
Because of the Call Forward redirection on Party D, a second call leg
occurs.

In the second call leg, the call hits an SDS trigger at the SSP. The SCP
requests the SSP to arm the first NEL for the second call leg, and a third
NEL for the entire call in an RRBCME message.

The SCP requests the SSP to arm the second NEL for the second call leg,
and a fourth NEL for the entire call, in an RRBCME message through a
serial transaction. The older NELs are open in the same call. The
Analyze Route sets the CalledPartyID as Party G. The Analyze Route
message offers the call to Party G. O No_Answer timers T1, T2, T3, and
T4 start. Party G rings.

The O _No_Answer timer for NEL1 T1 expires.

O No Answer event NEL1 armed in the first call half sends an event
request to the SCP with the appropriate message.

The SCP responds with a Continue message for the O No Answer event
NEL1 request.

While Party G rings and does not answer, the O_No_Answer event timer
T4 for NEL4 expires. This timer was armed in the second call half.

The SSP builds the appropriate NEL4 event request message and sends
the message to the SCP.

The SCP responds with a Analyze Route message for O No_ Answer
event request NEL4, and sets CalledPartyID as Party H. The

Analyze Route message processes; the call is offered to Party H. Party G
disconnects from the call and stops ringing. Party H rings.

While the other O No Answer event timers run, timers T3 and T2
continue to run and do not expire. Party H answers the call. The SSP sends
a CLOSE message to the SCP for extended transaction NEL3.
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14. The SSP sends a CLOSE message to the SCP for extended transaction
NEL2.

15. A speech path occurs between Party A and Party H.
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Figure 51 METT in OCM in multiple call legs with switch-based redirection
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8.11 O_Disconnect and O_Disconnect_Called events
This section describes the O Disconnect and O_Disconnect Called events.

8.11.1

Product View

The O_Disconnect and O Disconnect _Called events implement the
O _Disconnect and O Disconnect _Called event FS.

The O_Disconnect and O_Disconnect Called events consist of the folowing
functions:

L]

L]

Arming O Disconnect and/or O Disconnect Called events

O _Disconnect and O_Disconnect_Called event detection and processing
O _Disconnect EDP-R query message processing

Response processing

Post-Query message handling and Error handling

The functional behavior of the O Disconnect event is shown in the following
figure.
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Figure 52 Functional Behavior Diagram O_Disconnect Event
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The functional behavior of the O Disconnect Called event is shown in the

following figure.
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Figure 53 Functional Behavior Diagram of O_Disconnect_Called event
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8.11.2 Arming the O_Disconnect and/or O_Disconnect_Called events
The O Disconnect event can only be armed by the Originating agent in the
RRBCME component of Analyze Route, Collect Info and Continue
messages.

When subsequent redirecting agents attempt to arm the O_Disconnect event,
the event is not succesfully armed and Close message with CloseCause
‘eDPsCompleted’ is returned to the SCP. When attempts are made to arm the
O _Disconnect event in the RRBCME component of messages other than the
Analyze Route, Collect Info and continue, the event is not armed and Close
message without a CloseCause is returned to the SCP.

Arming of O Disconnect is not supported for Merge Call, Reconnect,
Disconnect Leg, Acknowledge, Originate Call, Move Leg, and Split Leg by
this activity.

The O_Disconnect Called event is armed in the RRBCME component of
Analyze Route, Collect Info, Forward Call and Continue messages. When
attempts are made to arm the O Disconnect Called event in the RRBCME
component of messages other than Analyze Route, Collect Info,
Forward_call Continue and Connect to Resource, the event is not armed and
Close message without a CloseCause is returned to the SCP.

O _Disconnect and O Disconnect Called events are not detected in the case of
user abandon.

If OCM METT SOC AIN00272 is ON, and if more than one O_Disconnect
event is armed in the same call leg, then the first O Disconnect event will be
closed with a CloseCause of "EDPsCompleted". The other NEL will remain
active. FOCM METT SOC AIN00272 is IDLE, then the first NEL will remain
active while the second NEL will be closed with no CloseCause.

8.11.3 Detecting and Processing the O_Disconnect event
When the O_Disconnect event is armed and the Originating/Controlling party
disconnects, the O Disconnect event is detected and an O Disconnect EDP-R
query message is sent to SCP.

When the O Disconnect Called event is armed and the Terminator/Called
party disconnects, the O Disconnect Called event is detected and an

O Disconnect EDP-R query message is sent to SCP. The

O Disconnect Called event is in the backward direction. The notification of
occurrence propagates from the terminating party to the originating party.
When the SSP detects an armed O Disconnect Called event, it sends an
EDP-R message to the SCP application involved in the newest open
transaction that requested the event.
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When multiple events are armed in the EDPRequest parameter of the same
RRBCME component, only the first event is detected and reported to the SCP.
The remaining events are not detected.

8.11.4 Response Processing for the O_Disconnect and
O_Disconnect_Called events
When the SSP receives the SCP response, the response is decoded and the call

is processed according to the instructions contained in the message.
Valid SCP response messages for a O Disconnect Event are:

* Disconnect message (in all Call Configurations(CCs) in which
O Disconnect is applicable)

* Connect_To Resource (in all CCs in which O_Disconnect Called is
applicable)

Valid SCP response messages for a O Disconnect Called Event are:

* Analyze Route (in CC2 only)

* Collect Information (in CC2 only)

* Send To Resource (in CC2 only)

* Disconnect (in all CCs in which O_Disconnect Called is applicable)

* Connect To Resource (in all CCs in which O_Disconnect Called is

applicable)

Note: When a Connect To Resource, Disconnect Leg, Merge Call
and When Analyze route, Collect info or Send To Resource message
is received, the call is forwarded toward the terminator and the effective
CC is CC1. Reconnect is an invalid response for this release.

8.11.5 Sample call for O_Disconnect event
The O-Disconnect event call flow is shown in the figure below.
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Figure 54 Call Flow: O_Disconnect Event
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The basic call scenario follows:

The Originator (calling Party) dials an SDS number

SDS trigger query is sent to the SCP

SCP responds with AR+RRBCME (O_Disconnect Event is armed)
AR routes the call to terminator B

B answers and speech path is established between A and B

A disconnects from the call

O _Disconnect EDP-R is sent to SCP/Adjunct

SCP/Adjunct sends a Disconnect response

A R B N o e

AIND treatment is applied to the originator. i.e Treatment is not played to
the originator, however a log is generated against the originator

10. Terminator gets DISC treatment

8.11.6 Sample call for O_Disconnect_Called event
The O-Disconnect Called event call flow is shown in the figure below.
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Figure 55 Call Flow: O_Disconnect_Called Event

SCP
B
Terminator
e
sl
A 3
—= 2
4
Originator
DMS - SSP

The basic call scenario follows:

The Originator (calling Party) dials an SDS number

SDS trigger query is sent to the SCP

SCP responds with AR+RRBCME (O_Disconnect Event is armed)
AR routes the call to terminator B

B answers and speech path is established between A and B

B disconnects from the call

O _Disconnect EDP-R is sent to SCP/Adjunct

SCP/Adjunct sends one of the following messages:

® Nk -

a. Disconnect - AIND treatment applied to originator
b. Analyze Route
c. Collect Info

d. Send To Resource

8.12 Timeout Requested Event

This section describes the Timeout Requested event.
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8.12.1 Product View

The Timeout Requested event implements the Timeout Requested event FS.

The functional behavior of the Timeout Requested event is shown in the
following figure.
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Figure 56 Timeout Requeste even Functional Behavior Diagram
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8.12.2 Arming the Timeout Requested event

The Timeout event is armed when requested in the RRBCME component of
the following messages:

* Analyze Route

* Collect_Info

« Offer Call

* Authorize Termination
*  Forward Call

* Continue

When any message other than these attempts to arm the Timeout Requested
event,, the event is not succesfully armed and a Close message without a close
cause is returned to SCP.

8.12.3 Multiple Timeout events armed
If OCM METT SOC AIN00272 is ON and if more than one Timeout event is
armed in the same call leg, the First Timeout event is closed with the
closecause of “EDPsCompleted”. The other NEL remains active. This applies
to the whole leg. When the first Timeout armed is in OBCM and the second in
TBCM, the latter is active and the former is closed with closecause of
“EDPsCompleted”.

If OCM METT SOC AIN00272 is IDLE, the first NEL remains active while
the second NEL is closed with no closecause. When the first Timeout armed is
in OBCM and the second in TBCM, the first is active and second is closed with
no closecause.

8.12.4 Timeout Requested event detection and processing
The Timeout timer is started when speech path is established between the
controller and the appropriate passive leg. The SSP detects the Timeout event
when the Timeout event timer expires. When multiple events are armed in the
EDPRequest parameter of the same RRBCME component, only the first event
is detected and reported to the SCP. The remaining events are not detected.

The value of the timer is determined in the following order:

1. The value of parameter Request Report BCM_Event TimeoutTimer,
when present.

2. The value of parameter AIN_TIMEOUT TIMER in Table OFCENG,
when provisioned. The default value for AIN. TIMEOUT TIMER in
Table OFCENG is 300 seconds.
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Timeout Timer can be specified either as IntervalTime, LocalSSPTime or
AbsoluteSCPTime. The user does not datafill these parameters, they are armed
by the SCP.

1.

When IntervalTime is specified, the SSP interprets the value received as
the time interval when the Timeout event is detected.

When LocalSSPtime is specified, the SSP interprets it as the time when
the Timeout event is detected according to local Time zone of SSP.

When AbsoluteSCPTime is specified, the SSP interprets it as the time
when the Timeout event is detected according to local Time zone of SCP.
The Local Time zone of SCP is assumed to be same as local time zone of
SSP.

When no parameter is specified, the value of AIN. TIMEOUT_ TIMER in
Table OFCENG is used. The default value of AIN. TIMEOUT TIMER in
Table OFCENG is 300 sec.

When LocalSSPTime is earlier than the current time of the SSP, or
AbsoluteSCPTime is earlier than current time of SCP (same as current
time of SSP), SSP sends an ApplicationErrorMessage to SCP with
ErrorCause as “erroneous data value”.

When more than one TimeoutTimer parameter is present in the message
received from SCP, the whole Timeout RRBCME component is rejected
and SSP sends an ApplicationErrorMessage to SCP with ErrorCause as
“erroneous data value”.

The Maximum Timer value supported for Timeout Timer parameters
LocalSSPTime and AbsoluteSCPTime is 24 hours or 86400 seconds. This
representis the maximum difference of time between theLocalSSPTime or
AbsoluteSCPTime and the current SSP time, at the time of event arming,
supported is 24 hours. If timer value is greater than 24 hours, the Timeout
NEL is not armed and an ApplicationErrorMessage with ErrorCause as
“erroneous data value” is sent to SCP.

8.12.4.1 Timeout Timer Resetting and Cancelling

The SSP resets the Timeout timer when the SSP initiates timer Timeout as
a result of an initial Timeout Requested event and a subsequent Timeout
Requested event is detected. The first Timeout Requested event is closed
with closecause eDPsCompleted. The SSP resets the Timeout timer to the
value set by the SCP/Adjunct associated with the subsequent
Request Report BCM_Event message requesting the Timeout event.
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When this value is not available, the Timeout timer is reset to the default
Timeout timer value administered by the SSP.

2. The Timeout Timer is cancelled when timer Timeout is initiated when the
SSP encounters a Timeout Requested event for the following cases:

a. The SSP detects the T Disconnect (Called) event, which occurs
when the timed release disconnect timer expires at this SSP, or when
disconnect timing is not to be done, directly following the receipt of
the T Suspended event.

b. The SSP detects an O Disconnect or T Disconnect event, which
occurs when a disconnect indication is received from the originating
(controlling) access.

8.12.4.2 Response Processing
When the SSP receives the SCP response, the SSP decodes the response and
processes the call according to the instructions contained in the message.

Valid SCP response messages for a Timeout Requested Event query message
in OCM side are:

* Disconnect

* Analyze Route

* Send To Resource

* Continue

* Connect To Resource

Valid SCP response messages for a Timeout Requested Event query message
in TCM side are:

* Disconnect

* Forward Call

* Send To Resource

* Continue

* Connect To Resource

When Timeout EDP-R is sent and an invalid response is returned from SCP,

SSP will send an Application_Error message containing an ErrorCause
parameter with a value of “Unexpected Message.”

Analyze Route, Forward Call, Collect Infoand Send To Resource response
processing is not supported in passive leg (that is inactive leg) Timeout. When
such a message is recived in passive leg SSP will send an Application Error
message containing an ErrorCause parameter with a value of “Unexpected
Message.”
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8.12.5 Sample Call for Timeout event

Figure 57 Call Flow: Timeout Requested EDP
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The basic call scenario follows:

1.
2.

O ©® NN bk

The Originator (calling Party) dials an SDS number.
The SDS trigger query is sent to SCP.

SCP responds with an AR+RRBCME. The Timeout Event is armed and
AIN TIMEOUT _ TIMER is set up accordingly.

The AR routes the call to terminator B.

B answers and speech path is established between A and B.
The Timeout Timer starts for the call between A and B.
The Timer expires and the Timeout Event is detected.

A Timeout EDP-R is sent to SCP/Adjunct.

The SCP/Adjunct sends a Disconnect response.

10. AIND treatment is applied to the originator.

11. Terminator is disconnected as if caller hung up.
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9 Terminating call model triggers

9.1 Overview

This chapter describes the AIN Service Enablers’ implementation of following
terminating call model triggers:

* Termination Attempt
* T Busy

* T No Answer

9.2 Termination_Attempt trigger

This section describes the Termination Attempt trigger.

9.2.1 Product view

The Termination Attempt trigger implements the Termination Attempt
Trigger FS.

AIN Service Enablers implements the Termination Attempt trigger according
to GR-1298 and GR-1299.

See Section 6.4.4.12 “Termination_Attempt message” on page 212.

9.2.1.1 Interactions with attendant console features
The Attendant Busy Verification feature has precedence over the terminating
switch features and all triggers located in the Terminating BCM.

See also Section 20.6 “Attendant console limitations” on page 682 for
additional details on attendant console interactions with the
Termination Attempt trigger.

9.3 T_Busy trigger

This section describes the T Busy trigger, that provides the ability to control
routing on an AIN busy cause.
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T Busy trigger is subscribed on a DN basis. T Busy trigger is not applicable
on an office wide basis. T Busy trigger is not applicable to trunks. PX, P2 and
PRI trunks are not applicable to this trigger.

9.3.1 Product view
The T Busy trigger provides the T Busy Trigger FS.

The T Busy trigger consists of the following functions:

T Busy trigger Detection and processing

T Busy trigger Request message and processing
Continue message and processing

Forward Call message and processing

Send To Resource message and processing

9.3.2 T_Busy trigger detection and processing
This section describes the T Busy Trigger Detection and Processing FSS.

The T Busy trigger is encountered when the terminating access is busy or any
of the ‘select facility failure’ events occur.

The DMS encounters the T Busy trigger when one of the following conditions
occur:

for a non-ISDN line, when the line is already involved with an existing
call, or when the line has been marked busy

for an ISDN interface (BRI), when the interface has been marked busy,
when no B-channels are available on the interface for the call, or when no
idle call references are available on the terminating DN/CT for the call

for an EKTS group, when all call appearances of the terminating DN/CT
are busy

for a pilot DN or a MLHG or an ISDN MLHG, when no hunt terminals
within the group are available and the queue is full

when any of the Select Facility Failure events occurs:
— as a result of an analog line being out of order
— as aresult of an ISDN interface being out of order

— as a result of certain maintenance actions, as described in FR-439:
“system maintenance actions performed by the system include system
busy (SysB) and system return-to-service (RTS) and manual
maintenance actions performed by a craft person include maintenance
and status of interlinks”.
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When the SSP detectsa T _Busy trigger, the serial trigger count increments and
sends a request message to the SCP or adjunct and does not provide a busy
indication to the originator.

9.3.3 Response processing
When the SSP receives the SCP response, it decodes the response and

processes the call according to the instructions it contains.

Valid SCP response messages include:

» Continue message

* Forward Call message

* Send To Resource message

When the SSP receives a Send Notification message along with a
Forward Call or Continue or Send To Resource message in response to a

T Busy trigger query, and when the call is released, a
Termination_Notification message is sent to the SCP.

9.3.3.1 Continue message and processing
This section describes the Continue Message and Processing FSS

The SCP can respond to a T _Busy query message by sending a Continue
message.

When a Continue message is received inresponse toa T Busy query message,
the SSP performs the following switch-based terminating services that act on
the busy event:

*  CWT Type features

* CFDA Type features

* Simultaneous Ringing feature

9.3.3.2 Forward_Call message and processing

This section describes the Generic Forward Call Message and Processing FSS
and the Specific Forward Call Message and Processing FSS.
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When the SSP receives a Forward Call message in response to a T Busy
request message, the SSP shall do the following:

* The SSP will release any resources that were used to process the call
between T NULL and SELECT FACILITY PICs

* The SSP shall generate Structure 0220 when an AMAsIpID parameter is

correctly received, according to the GR-1298 requirements, section 9

» The SSP releases the call toward the called party and processes the
Foward Call message.

9.3.3.3 Send_To_Resource message and processing

When the SSP receives a Send To Resource message in responsetoa T Busy
message, the SSP releases the call toward the called party, and processes the
Send To Resource message.

9.3.4 Sample Call
This section describes sample intra-switch call for T Busy trigger.

Figure 58 on page 461 describes the basic call scenario. The originating agent
(a calling party) attempts to call a terminating agent (a called party) that is busy
at that moment. The terminating agent is subscribed to the T Busy trigger. The
T Busy trigger is detected and processed during the call attempt.

l.
2.
3

The originator (calling party) dials the terminator (called party) DN.
The SSP attempts to establish a connection with the called party.
The attempt to establish a connection fails and the SSP is indicated that

' the called party is busy.

The called party busy criteria is met. The T Busy trigger is detected. The
calling party does not yet hear busy indication.

The T Busy trigger request message is sent to the SCP. The SSP does not
provide the busy indication to the calling party. (It waits for instructions
from the SCP response.)

The SCP sends a valid response message to the SSP with the instructions
to continue call processing.

The T Busy response (Continue, Forward Call or Send To Resource) is
decoded and call processing is resumed accordingly.
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Figure 58 T_Busy Basic call scenario

Caller

@ T_Busy detection

@ Response processing

9.3.5 Interactions with DMS Features
As specified by GR-1298, the following features have precedence over
T Busy trigger. The call can be rejected when the following features are
encountered:

Anonymous Call Rejection (ACRJ)

Denied Incoming (DIN)

Do Not Disturb (DND)

Denied Termination (DTM)

Make Set Busy/Make Set Busy Intergroup (MSB/MSBI)
Plug Up (PLP)

Selective Call Rejection (SCRJ)

Selective Call Acceptance (SCA)

Suspended Line/Request Suspended Line (SUS/RSUS)

When any of these features are active, then the T Busy trigger is not
encountered.

Figure 59 on page 462 illustrates precedence between T Busy and the
switch-based features mentioned in this section.
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Figure 59 TAT, T_Busy and Switch-based Feature Precedence
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report busy to Originating Call Model

Trigger T Busy takes precedence over the following switch-based features:
* Call Forward Busy features

* (all Waiting features

* ISDN Additional Call Offering

9.3.6 Interactions

See Chapter 21: “AIN interactions introduction” on page 717 through Chapter
2: “AIN/DMS-100 interactions (S to Z)” on page 163 for interactions with
trigger T Busy.

9.4 T_No_Answer trigger

This section describes the T No Answer trigger, that can be used to provide
services where the user needs alternatives during terminating no answer call
conditions.

T No_Answer trigger can be subscribed to on a line basis. T No_Answer
trigger cannot be subscribed on an entire office wide basis. Trunks also cannot
subscribe to T No_Answer trigger.

9.4.1 Product View
The T No Answer trigger provides the T No Answer FS.
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The T No_Answer trigger consists of the following functions:
* T No Answer trigger Detection and processing

« T No Answer trigger Request message and processing

+ Continue message and processing

* Forward Call message and processing

* Send To Resource message and processing

9.4.2 T_No_Answer trigger detection and processing

This section describes the T No_Answer Trigger Detection and Processing
FSS.

The SSP encounters the T No Answer trigger when the T-TNoAnswer timer
expires.

After the T"-TNoAnswer trigger timer expires, the SSP sends the

T No_Answer message to the SCP or adjunct and increments the serial trigger
count. The SSP continues to alert the called party and continues audible
ringing tone to the calling party

The SSP continues alerting the terminating access and continue audible
ringing tone to the calling party.

The default value of the AIN T NO _ANSWER TRIGGER TIMER office
parameter in TABLE OFCENG is 18 seconds.

9.4.2.1 T-TNoAnswer trigger timer canceled
The SSP shall cancel timer T-TNoAnswer when any of the following occur:

* The SSP detects that the called party answers the call (T Answer event)

* The SSP detects the Call Rejected event. The Call Rejected event occurs
when the call is rejected by the terminating party or an expected response
is not received.

* The SSP detects the T Disconnect event, that occurs when the originating
party disconnects from the call.

* A feature causes the switch to clear the call towards the called party.

9.4.3 T_No_Answer trigger request message and processing

This section describes T No_Answer trigger Request Message and Processing
FSS.

After the T-TNoAnswer trigger timer expires, the SSP sends the
T No_ Answer message to the SCP or adjunct and increments the serial trigger
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count. The SSP continues to alert the called party and continues audible
ringing tone to the calling party.

See Table 53 on page 216, for a description of T No_Answer trigger request
message parameters.

The SSP receives the SCP response, decodes it and processes the call
according to the instructions it contains. Valid SCP response messages include

* Continue
* Forward Call

* Send To Resource

9.4.3.1 T_No_Answer Called party answers
When the SSP detects that the called party answers the call while waiting for
an SCP response, then the SSP shall:

+ Cut through connection to the called party

» Keep timer T1 running, awaiting a response from the SCP.

When the SSP receives a Forward Call message, then the SSP shall ignore the
response.

When the SSP receives a Send To Resource message, then the SSP shall send
a Resource Clear message and populate the ClearCause parameter with
“CalledPartyAnswered” value. The SSP shall not process the
Send To Resource message.

When the SSP receives a Send Notification message along with a
Forward Call or Continue or Send To Resource message in response to a
T NoA trigger query, and when the call is released, a
Termination_Notification message is sent to the SCP.

9.4.4 Continue message and processing
The SCP may respondto T No_Answer query message by sending a Continue
message.

The SCP may respondto T No_Answer query message by sending a Continue
message. According to GR-1298, when a Continue message is received as a
response, the SSP shall continue call-processing and continue to alert the
called party.

When the SSP receives a Continue response from a T _NoAnswer query, the
call processing performs any non-timer and switch-based terminating features
that apply to the call. Note that no feature is encountered when the SSP
receives a Continue response from the T NoAnswer triggers since no
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non-timer based DMS features can activate on the terminating half call once a
call starts ringing.

When timer-based features (for example CFDA) and the T NoA trigger are
provisioned and are encountered on a call, only the feature that has the shortest
no-answer timer is encountered. The features with longer timers are not
encountered for the call. As a result, when a T NoA query message is sent
because the T TNoAnswer trigger timer is shorter than the other timer-based
features and a Continue response is received, the other timer-based features are
not activated for the current call.

The current behavior between the T NoA trigger and timer-based features is
not compliant to requirement R-[423v2] of GR-1298, Issue 3, revision 1.
However, this behavior is compliant to the latest requirement R-[423v3] of
GR-1298, Issue 4.

9.4.5 Send_To_Resource message and processing
When the SSP receives a Send To Resource message in response to a
T No_ Answer message, the SSP releases the call toward the called party, and
processes the Send To Resource message.

9.4.6 Forward_Call message and processing
The SCP can respond to a T No_Answer query message by sending a
Forward Call message.

According to GR-1298, when a Forward Call message is received as a
response, the SSP performs the following tasks:

* initiate call clearing towards the called party
* release resources that were used to process the call
* remove audible ringing tone to the calling party, when it provides a tone

* provide AMA treatment according to the GR-1298 requirements, section 9
(refer to ACTID AF7505 for further information)

9.4.7 SendNotification message and processing

When the SSP receives a SendNotification message in a response to a
T NoAnswer message, the notification is stored until the call encounters the
NULL PIC.

9.4.8 Sample Call scenarios
This section describes different call scenarios encountered when
T No_Answer trigger is detected. All scenarios described in this section are
intra-switch scenarios.

DSM-100 Family AIN SE Service Implementation Guide SNO6 (DMS)



466 Terminating call model triggers

9.4.8.1 T_No_Answer Basic Call

Figure 60, describes the basic call scenario where an originating agent (a
calling party) attempts to call a terminating agent (a called party) that is not
answering at that moment. The terminating agent is subscribed to the

T No_Answer trigger. During the attempt, the T No Answer trigger is
detected and processed.

1.

NS RN

o

The calling party dials the called party DN.

SSP checks the status of the called party.

SSP detects the called party is on-hook.

The T-TNoAnswer trigger timer expires.

Called party is alerted and T No_ Answer trigger is detected.
The T-TNoAnswer trigger timer is started by the SSP.

The T No_ Answer trigger request message is sent to the SCP. The SSP
does not interrupt the called party audible ringing tone already in progress.

The SCP sends a valid response to the SSP.

The response is decoded and call processing is resumed according to the
instructions contained in the response (Continue, Forward Call or
Send To Resource).

Figure 60 T_No_Answer Basic Call

T-TNoAnswer
trigger timer

@ T_NoA detection
@ Response processing

No answer
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9.4.8.2 T_No_Answer terminating agent goes off-hook

Figure 61 on page 468, describes the call scenario where an originating agent
(a calling party) attempts to call a terminating agent (a called party) that is not
answering at that moment. The terminating agent is subscribed to

T No_Answer trigger. During the attempt, the T No Answer trigger is
detected, a timer is started and expires, and an T No_Answer trigger request
message is sent to the SCP. Before the response is received, the terminating
agent goes off-hook (answers the call).

1.

S S A R e

10.
11.

The calling party dials the called party DN.

SSP checks the status of the called party.

SSP detects the called party is on-hook.

Called party is alerted and T No_Answer trigger is detected.
The T-TNoAnswer trigger timer is started by the SSP.

The T-TNoAnswer trigger timer expires.

The T No Answer trigger request message is sent to the SCP.

The SSP does not interrupt the called party audible ringing tone already in
progress.

The called party answers (goes off-hook). The call completes and all
resources used by the T No Answer processing are cleared including the
called party resources.

The SCP sends a valid response to the SSP.

The SSP receives the response and discards it since the trigger processing
waiting for this response has been canceled.
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Figure 61 T_No_Answer terminating agent goes off-hook
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9.4.9 Interactions
See Chapter 21: “AlIN interactions introduction” on page 717 through Chapter
2: “AIN/DMS-100 interactions (S to Z)” on page 163 for interactions with
trigger T No Answer.

9.5 Trigger Term Resource Available

Trigger Term Resource Available (TRA) applies to the AIN terminating call
model (TCM). The trigger enhances AIN trigger detection point (TDP)
processing.

At the exit of the Select Facility PIC, the SSP can hit trigger TRA when the
terminating resource is not busy.

Operating company personnel datafill the SSP to hit this trigger. Each
terminating agent has its own datafill. When the call hits this trigger, a query
goes to the SCP and requests further instructions on how to process the call.
The SSP intercepts the audible ring indication that gets sent to the originating
call half and sends a TRA trigger query to the SCP. At the same time, the SSP
blocks power ringing to the terminating agent.

Based on the valid response received from the SCP, the call either terminates
on the called DN or forwards to another DN.
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When the call does not hit this trigger, call processing continues to the next
point in call (PIC).

9.6 TKTERM trigger

AIN Trunk Group Trigger (TKTERM) feature is implemented on the
Terminating Call Model (TCM) and is an enhancement to the AIN trigger
processing functionality.

The TKTERM trigger provides the SSP with the ability to detect it when a
termination attempt has been made on the trunk group. The SSP then initiates
communication with the SCP to obtain additional instructions on processing
the call.

Trunk Group Trigger is implemented at the Termination Attempt TDP and
the TKTERM trigger is enabled by data filling on the SSP. The TKTERM
trigger is detected at the TERMATT TDP when a termination_ Attempt is made
on a trunk group. The TKTERM trigger is encountered either on public or
private trunks groups and it essentially behaves very similar to the existing
Termination Attempt (TAT) Trigger. When the trigger is detected, a query is
launched to the SCP requesting additional instructions for processing the call.
Based on the valid response received from the SCP, the call will be either
terminated on the called party or forwarded to some other called party.
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10 Terminating call model events

10.1 Overview

This chapter describes the AIN Service Enablers’ implementation of the
following terminating call model events:

« T Answer
* T Busy
* T No Answer

* Timeout

10.2 Limitations

See Section 20.20 “Event limitations and restrictions” on page 692 for
limitations associated with events.

10.3 T_Answer event

10.3.1

The T Answer event enhances AIN Service Enablers events by providing the
customers with an addition to the next event lists (NELS), the T Answer
notification event.

Product view
The T_Answer notification event consists of the following functions:

* T Answer notification event detection

* T Answer notification event message and processing

10.3.2 T_Answer notification event detection

The DMS SSP detects the T Answer notification event when the switch
receives indication that the terminating party went off-hook.
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10.3.3 T_Answer notification message and processing

On detecting the T Answer notification event, the SSP:
» sends the T Answer event notification message to the SCP or adjunct
» a CLOSE message to the SCP or adjunct

* continues to process the call

10.3.4 T_Answer event notification message

Table 55 on page 217 lists the parameters that make up the T Answer event
notification message.

10.3.5 Interactions

T Answer event interactions are inherited from the TCM NEL feature. See
Chapter 22: “AIN/DMS-100 interactions (A and B)” on page 707 through
Chapter 2: “AIN/DMS-100 interactions (S to Z)” on page 163.

10.3.6 Limitations

T Answer event limitations are identical to those of other AIN events. See
Section 20.20 “Event limitations and restrictions” on page 692.

10.4 T_Busy event

10.4.1

This section describes the T Busy event.

Product view
The T Busy event implements the T Busy Event FS.

The T Busy event consists of the following functions:
* T Busy event detection

* Generic Forward Call message and processing

* T Busy event request message and processing

* Continue message and processing

* Send To Resource message and processing
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10.4.2 T_Busy event detection

The DMS-100 switch encounters the T Busy event when the event is armed
and one of the following conditions is met:

» for a non-ISDN line,
— when the line is already involved with an existing call, or
— when the line has been marked busy
e for an ISDN interface,
— when the interface has been marked busy,
— when no B-channels are available on the interface for the call, or

— when no idle call references are available on the terminating DN/CT
for the call

» for an EKTS group, when all call appearances of the terminating DN/CT
are busy

» for a pilot DN or a MLHG or an ISDN MLHG, when no hunt terminals
within the group are available

When the SSP detects a T Busy requested event, it sends a T _Busy event
request message to the SCP or adjunct and does not provide a busy indication
to the originator.

10.4.2.1 Interactions with DMS features
See Chapter 22: “AIN/DMS-100 interactions (A and B)” on page 707 through
Chapter 2: “AIN/DMS-100 interactions (S to Z)” on page 163.

10.4.3 T_Busy event request message and processing
This section describes the implementation of the T Busy EDP-Request
Message and Processing FSS.
When the T Busy requested event is encountered, the DMS-100 switch SSP
* Dblocks busy indication to the originating access
* sends the T Busy mes