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1-1

1 Log reports

Introduction

This volume contains log report descriptions. Each log report description
contains the following sections:

* Explanation

* Format

* Example

* Field descriptions

* Action

* Associated OM registers

¢ Additional information

Explanation
This section identi es the af fected subsystem and indicates the reason the
system generates the log report.

Format

This section shows the format of the log report. If the log report has more than
one format, this section displays each format.

Example
This section contains an example of a log report. If the log report has more
than one format, this section can contain a minimum of two examples.

Field descriptions
This section describes each eld in the log report.

Action
This section describes the user action required when the system generates the
log report.

Associated OM registers
This section lists associated OM registers for the log report.
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1-2 Log reports

Additional information
This section provides additional information about the log report.
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Log reports 1-3

SALN100

Explanation

The Station Administration Line (SALN) subsystem generates log report
SALN100. The subsystem generates this report when a line equipment
number (LEN) that a business network management (BNM) customer owns
changes on the DMS database. The user does not save the LEN to upload to
the BNM database on the digital network controller (DNC). The user cannot
save the LEN if the DMS internal LEN list is full.

Format
The log report format for SALN100 is as follows:
SALN100 mmmdd hh:mm:ss ssdd INFO CHANGED LEN LOST.
LEN: len
Example

An example of log report SALN100 follows:

SALN100 JUN12 11:12:01 3643 INFO CHANGED LEN LOST.
LEN: HOST 01 1 01 01

Field descriptions
The following table describes each eld in the log report:

Field Value Description
INFO CHANGED LEN  Constant Indicates a changed LEN on the DMS database
LOST that the user does not save to upload to the
BNM database. The DMS internal list of LEN is
full
LEN Integers Identifies the lost LEN. Refer to Table |
Action

Schedule a database synchronization immediately to free some space in the
internal list of the changed LEN. Do not perform data changes to BNM LEN
from the DMS until some space is available in the LEN list.

Associated OM registers
There are no associated OM registers.

DMS-100 Family NA 100 Log Report Reference Manual Volume 7 of 8 LET0015 and up



1-4 Log reports

SALN101

Explanation
The Station Administration Line (SALN) subsystem generates log report
SALNI101. The subsystem generates this report when the swap internal table
of size 1k is full. To make sure the swap table does not 11 up, perform
incremental uploads more often.

Format
The log report for SALN101 is as follows:

SALN101 mmmdd hh:mm:ss nnnn INFO SWAP INFORMATION LOST.
len AND len
Example

An example of log report SALN101 follows:

SALN101l JANO3 08:00:11 49500 INFO SWAP INFORMATION LOST.
HOST 00 0 03 31 AND HOST 00 0 04 06

Field descriptions

The following table describes each eld in the log report:

Field Value Description
INFO SWAP Constant Indicates the swap internal table is full and
INFORMATION LOST information is lost.
LEN Integers Identifies the line equipment number (LEN).
Refer to Table I.
Action

Perform incremental upload from the DMS to upload the swap information
from the internal swap table. The system deletes the data that you upload. The
system deletes the data from the internal table after an incremental upload to
make space free.

Associated OM registers

There are no associated OM registers.
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SCAI100

Explanation

Format

Example

The system produces log report SCAI100 when an attempt to associate with a
wrong parameter occurs.

The log report format for SCAI100 is as follows:

SCAI100 mmmdd hh:mm:ss ssdd
FAIL_SESSION_ASSOCIATION_FAILED
LINK ID: len or dna PROTOCOL.: protocol_number
DEVICE: device_number LINK: link_number
REASON : error_reason VALUE: parameter_value

An example of log report SCAI100 follows:

SCAI100 MAY25 13:51:33 5169 FAIL SESSION ASSOCIATION FAILED
LINK ID: DNA 123456789 PROTOCOL: 0 0 1 1
DEVICE: MPC: 0 LINK: 3
REASON : INVALID PASSWORD VALUE: ABCDEFGH

Field descriptions

(Sheet 1 of 2)

The following table describes each eld in the log report:

Field

Value Description

FAIL_SESSION_

ASSOCIATION_FAILED wrong parameter

LINK ID

PROTOCOL

Constant Indicates an attempt to associate with a

DNA The data network address (DNA)
identifies the link on which the session
association fails. The DNA is output
when the switch-computer-application
interface (SCAI), link uses X.25 transport.

digits In x.25 terminology this information is
called user data. User data is
protocol-specific data that the computer
uses to receive and send information to
and from the switch.

DM
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SCAI00 (end)
(Sheet 2 of 2)
Field Value Description
DEVICE MPC number The MPC supports the controller. The
MPC indicates the MPC number. The link
indicates the MPC link for this session.
Reason INVALID APPL ID, The reason the session establishment
INVALID APPL VERSION, fails. Customer host application ID.
INVALID CUSTOMER. The user gives an invalid application
identification.
INVALID NETNODEID, . . . I
The user gives an invalid application
INVALID PASSWORD version.
RESOURCE LIMITATION  The user gives an invalid customer group
INVALID SCAIGRP, The user gives an invalid network node
identification.
The user gives an invalid password
Not able to retrieve data blocks
The user gives an invalid SCAI group
Value Symbolic text The value of the correct parameter that is
not correct. For example, if the REASON
is INVALID PASSWORD, then the value
is the content of the invalid password that
is in the session association request.
Action

Verify customer entries. The SCAI group can be entered with invalid
parameters entries or the host user can have invalid information for session
establishment.

Associated OM registers
There are no associated OM registers.
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SCAI101

Explanation

The system generates log report SCAI101 after three attempts to associate to

a link with wrong password occur. The SCAI101 log report enhances the

present SCAI security system.
Format

The log report format for SCAI101 is as follows:

SCAI101 mmmdd hh:mm:ss ssdd INFO WRONG_ PASSWORD
LINK ID: len or dna

Example

An example of log report SCAI101 follows:

SCAI101 MAY25 13:51:33 5169 INFO WRONG PASSWORD
LINK ID: DNA 123456789

Field descriptions
The following table describes each eld in the log report:

Field Value Description
INFO WRONG_PASSWORD  Constant Indicates
LINK ID LEN or DNA, Identifies the link for which three attempts of
Integers session association with the wrong password
occur.
Action

The SCAI101 log report displays “multiple attempts with wrong password,"
which indicates a session to a speci c link.

Associated OM registers
There are no associated OM registers.
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SCAI102

Explanation

The system produces log report SCAI102 if orderly disassociation occurs or
abort disassociates a session. The log contains the session association start
time stamp and the disassociation time stamp. The following summarizes the
SCAI102 log report for both the X.25 and transmission control protocol (TCP)
links:

» If the host application sends a DV_APPL_LOGON message with a
HARD_RESET parameter set to T, the SCAI102 log report generates.

* If an established session exists and a DV_APPL_LOGON message is
accidentally sent with the HARD_RESET parameter set to T, then the
SCAI102 log report does not generate.

The following summarizes the SCAI102 log report for X.25 and TCP links:

» If the one corrupt switched virtual circuit (SVC) link is the only link in a
session, the session ID and session associations release. The SCAI102 log
report generates with the reason HARDRESET_SESS_CLEAR.

* Ifthe corrupt SVC detected is one of multiple SVCs in a session, the switch
clears only the session data of the corrupt SVC from the session. The
switch does not release the session id and all session associations remain
intact. The SCAI102 log report does not generate. These actions occur
when the corruption is found in the session currently being logged onto or
in another session other than the one being logged onto.

Note: If the one corrupt SVC link is the only link in the session being
logged onto, the session ID does not release, but session associations
release.

When the host application sends a DV_APPL_LOGON message with the
HARD_RESET parameter set to T for TCP links, the session id and session
associations release. Both the valid transport (if found) and the corrupt data

session clears. The SCAI102 log report generates with the reason
HARDRESET_SESS_CLEAR.

Note: If corrupt transports are detected in both an X.25 and TCP sessions,
the SCAI102 log report generates with the reason
HARDRESET_TRANS_CLEAR. In both scenarios, the transport data is
cleared.

Format

The log report format for SCAI102 reason HARDRESET_TRANS_CLEAR
follows:
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SCAI102 (continued)

SCAI102 mmmdd hh:mm:ss ssdd INFO SESSION_DISASSOCIATED
LINKID :
DEVICE:
SCAI GROUP:
REASON: HARDRESET TRANS CLEAR

The log report format for SCAI102 for reason HARDRESET_SESS_CLEAR
follow:

SCAI102 mmmdd hh:mm:ss ssdd INFO SESSION_DISASSOCIATED
LINK ID :

DEVICE :
SCAI GROUP :
REASON : HARDRESET SESS CLEAR

Examples

An example of log report SCAI102 for an X.25 link when transport data clears
follows:

SCATI102 MAY25 13:51:33 5169 INFO SESSION DISASSOCIATED
LINK ID : DNA 000000000000000 PROTOCOL:0 0O O O
DEVICE :MPC :0 LINK: 3
SCAI GROUP:

REASON : HARDRESET TRANS CLEAR
START TIME: NOT AVAILABLE
STOP TIME: 1990/05/25 13:33:03.234 WED

An example of log report SCAI102 for an X.25 link when a session releases
follows:

SCAI102 MAY25 13:51:33 5169 INFO SESSION DISASSOCIATED
LINK ID:DNA 000000000000000 PROTOCOL:protocol id
DEVICE ID: 0000 LINK: 3
SCAI GROUP: SCAI GRP1
REASON : HARDRESET SESS CLEAR
START TIME: 1990/05/25 09:15:01.123 WED
STOP TIME: 1990/05/25 13:33:03.234 WED

An example of log report SCAI102 for a TCP link when transport data clears
follows:
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SCAI102 (continued)

SCAI102 MAY25 13:51:33 5169 INFO SESSION DISASSOCIATED
LINK ID:IP ADDR 192 136 141 205 LINKSET:TCP_ 1

DEVICE: NOT APPLICABLE
SCAI GROUP: SCAI GRP15

REASON : HARDRESET TRANS CLEAR
START TIME: 1990/05/25 09:15:01.123 WED
STOP TIME: 1990/05/25 13:33:03.234 WED

An example of log report SCAI102 for a TCP link when a session releases

follows:

SCAI102 MAY25 13:51:33 5169 INFO SESSION DISASSOCIATED
LINK ID:IP ADDR 192 136 141 205 LINKSET:TCP_ 1

DEVICE: NOT APPLICABLE
SCAI GROUP: SCAI_ GRP15

REASON : HARDRESET SESSCLEAR
START TIME: 1990/05/25 09:15:01.123 WED
STOP TIME: 1990/05/25 13:33:03.234 WED

Field descriptions

The following table describes each eld in the log report.

(Sheet 1 of 2)

Field Value

Description

INFO SESSION_ DISASSOCIATED constant

LINK ID LEN or DNA
plus integers

DNA, integers

Indicates the disassociation of a session
by orderly disassociation or abort.

Identifies the link on which orderly
disassociation or abort disassociates the
session. The link is output when the
switch/computer application interface
(SCAI) link uses integrated services
digital network (ISDN) basic-rate
interface (BRI) transport.

Identifies the calling data network
address (DNA). The DNA is output when
the SCAI link uses X.25 transport.

Identifies the internet protocol (IP)
address and the linkset name for a TCP
link. The DNA and IP are output.
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SCAI102 (end)

(Sheet 2 of 2)
Field Value Description
DEVICE ID Oto9 Identifies the multiprotocol controller
characters (MPC) and link information of an
established session for an X.25 link.
Note: This field does not apply to a TCP
link.
SCAI GROUP symbolic text Identifies the name of the SCAI group. A
maximum of 16 characters is allowed.
REASON HARDRESET_  Identifies the reason for the session
SESS_CLEAR disassociation and the specific log
generation.
ARDRESET - {Jenies e reason o e e o
TRANS_ por P 9
CLEAR generation.
START TIME, STOP TIME Identifies the year (yyyy) the session was
established. Identifies the time of day
(hh:mm:ss) the session was established.
The range for hh:mm:ss is (0-23), (0-59)
and (0-59). Identifies the fraction of
seconds (ff). Identifies the weekday. This
field only considers weekdays.
Action

No immediate action is required.

Associated OM registers
There are no associated operational measurements (OM) registers.
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SCAI103
Explanation
The system produces log report SCAI103 when the application continuity test
causes the switch to terminate a session.
Format
The format for log report SCAI103 follows.
SCAI103 date time segnbr INFO CONTINUITY_DISASSOCIATED
SCAI GROUP: <SCAI GROUP NAME> LINK: <X25 / TCP>
LINKSET NAME: <LINK SET NAME>
REASON: No response to continuity audit
Example

An example of log report SCAI103 follows.

SCAI103 JULY1 13:51:33 INFO CONTINUITY DISASSOCIATED

SCAI GROUP: SCAI GRP15
LINKSET NAME: X25 TEMP

LINK: X25

REASON: No response to continuity audit
START TIME:1999/03/22 09:15:03.123 MON.
STOP TIME: 1999/03/22 10:40:04.234 MON.

Field descriptions

The following table explains each of the elds in the log report.

(Sheet 1 of 2)

Field Value Description

CONTINUITY Constant This field indicates the disassociation

DISASSOCIATED of the continuity test.

SCAI GROUP mandatory/type SCAI_GRP This field application continuity test
SCAI_GRP15 identifies the name of the customer

group in the linkset.

LINK mandatory/type SCAI_LINK This field identifies the type of
X25 disassociated link.

LINKSET NAME mandatory/type TABLE [0-29] This field identifies the name of the
OF CHAR terminated linkset.
X25_TEMP
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SCAI103 (end)

(Sheet 2 of 2)
Field Value Description
REASON optional/type TABLE [0-31] No response to continuity audit.
OF CHAR
CONTINUITY_DISASSOCIATED
START TIME mandatory/type TABLE [0-27] This field identifies the time of session
OF CHAR logon.
STOP TIME mandatory/type TABLE [0-27] This field identifies the time of session
OF CHAR termination.
Action

This log requires no action.

Related OM registers

There are no related OM registers.

Additional information

The switch generates this log when the application continuity audit terminates
a session in a linkset. The application continuity audit terminates a session if
all of the following conditions apply:

* The linkset has the option CONTAUD in table SCAICOMS.

e The parameter AUDIT is Y.

e The parameter TERMINET is Y.

* None of the links in the linkset respond with a RETURN RESULT.
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SCAI200
Explanation
The system produces log report SCAI200 when a host does not respond to a
DV-CALL-RECEIVED-C message in a predetermined time period. The
switch sends the DV-CALL-RECEIVED message.
Format
The log report format for SCAI200 is as follows:
SCAI200 mmmdd hh:mm:ss ssdd INFO NO_RESPONSE_FROM_HOST
MESSAGE: DV-CALL-RECEIVED-C
LINK ID: DNA or LEN SCAI GROUP: scai_group
Example

An example of log report SCAI200 follows:

SCAI200 MAY25 13:51:33 5169 INFO NO RESPONSE FROM HOST
MESSAGE: DV-CALL-RECEIVED-C
LINK ID: DNA 123456789 SCAI GROUP: SCAIGRP1

Field descriptions
The following table describes each eld in the log report:

Field Value Description

INFO NO_ Constant Indicates that the system does not receive an expected
RESPONSE_ response from host.

FROM_HOST

DV-CALL- Constant Identifies the message to which the host does not
RECEIVED-C respond

LINK ID LEN, Integers The line equipment number (LEN) identifies the link on

which the session is associated. The LEN is output
when the SCAI link uses ISDN BRI transport.

DNA, Integers The calling data network address (DNA) identifies the
link on which the session is associated. The DNA is
output when the SCAI link uses X.25 transport.

SCAI GROUP Symbolic text The name of the SCAI group. A maximum of 16
characters.
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SCAI200 (end)

Action
Log report SCAI200 indicates the following possibilities occur:

* The host is slow to respond
* The host response time exceeds the entered time

¢ The host is down.

Associated OM registers
There are no associated OM registers.
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SCAI300
Explanation
The system produces a SCAI300 log when a standard problem with the base
of the switch computer application interface (SCAI) occurs.
Format
The following is the format for log report SCAI300:
SCAI300 mmmdd hh:mm:ss ssdd FAIL SCAI_TRANSPORT_PROBLEM
LINK ID: Link DNA PROTOCOL.: Protocol_id
DEVICE: MPC: mpc_no LINK: link_no
REASON: error_reason VALUE: scai_return_value
Example

The following is an example of log report SCAI300:

SCAI300 MAY 25 13:31:33 5169 FAIL SCAI TRANSPORT PROBLEM
LINK ID: DNA 01208105 PROTOCOL: 1 1 1 1
DEVICE: MPC:0 LINK:2
REASON: INACTIVE LINK VALUE: 0

Field descriptions
The following table explains each eld in the log report:

(Sheet 1 of 2)

Field Value Description

FAIL Constant Indicates a SCAI base transport failure
SCAI_TRANSPORT_PROBLE

M

LINK ID DNA The DNA identifies the link on which the

session association fails. DNA output
occurs when the SCAI link uses X.25

transport.
PROTOCOL 0to9 The protocol used appears as four integers.
DEVICE Alphanumeric Identifies the device and number of the

associated equipment

LINK numeric Identifies the link number on which the
session failed
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SCAI300 (end)

(Sheet 2 of 2)
Field Value Description
REASON INACTIVE LINK The reason that the session failed
VALUE numeric 0 =MPC Send OK1 = Bad MPC specified in
Send2 = Message size exceeds 242 bytes3
= MPC disables (SVC Reset, Cleared or
card busied) 4 = MPC system busiesor,
when last REASON above, the value is the
number of lost messages from the SCAI
work queue.
Action

None, inactive, link

Associated OM registers

There are no associated OM registers.
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SCAI301

Explanation

The SCAI301 log is generated to indicate that there is no room to enqueue a
new message on the incoming or outgoing work queue. On a SCALI link, the
rate of incoming or outgoing messages has exceeded the capability to send
outgoing messages long enough to exhaust the internal buffers.

Format
The format for log report SCAI301 follows:

SCAI301 mmmdd hh:mm:ss ssdd FAIL COULD NOT ENQUEUE
MESSAGE

LINK ID: Link DNA PROTOCOL: Protocol_id

DEVICE: MPC: mpc_no LINK: link_no

REASON: error_reason VALUE: scai_return_value

Example
An example of log report SCAI301 follows:

SCAI301 MAY 25 13:51:33 5166 FAIL COULD NOT ENQUEUE MES-

SAGE
LINK ID: DNA 01208105 PROTOCOL: 1 1 1 1
DEVICE: MPC:0 LINK:2
REASON: SCAI OUTGOING ERROR VALUE:02

Field descriptions
The following table explains each of the elds in the log report:

(Sheet 1 of 2)

Field Value Description

FAIL COULD NOT ENQUEUE  Constant Indicates that there is no room to enqueue

MESSAGE a new message on the incoming or outgoing
work queue.

LINK ID LEN, DNA The calling line equipment number (LEN) or

data network address (DNA) identifies the
link on which the session association fails.

LEN is output when the SCAIl is using ISDN
BRI transport. DNA is output when the SCAI
link is using X.25 transport.

PROTOCOL 0to9 The protocol used displayed as four
integers.
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SCAI301 (end)

(Sheet 2 of 2)
Field Value Description
DEVICE Alpha-numeric Identifies the device and number of the
associated equipment.
LINK numeric Identifies the link number on which the
session failed.
REASON SCAI INCOMING The reason that causes the session to fail.
ERROR, SCAI
OUTGOING
ERROR
VALUE numeric 1 = Incoming queue failure 2 = Outgoing
queue failure
Action

There is no short term action to be taken. If this condition persists, the
customer using the link is exceeding the throughput capabilities of one
switched virtual circuit. Therefore, the customer should provision a second
link (or second switched virtual circuit within the same link).

Associated OM registers

The OM register SICQFAIL is pegged if the failure occurred on an incoming
message. SOGQFAIL is pegged if the failure occurred on a outgoing message.
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SCAI302

Explanation
The system generates log report SCAI302 for the following reasons:

*  Outgoing data that the multi-protocol controller (MPC) handles exceeds
the process rate of the MPC.

e Outgoing data that the MPC rejects the process rate of the MPC.
* A corrupt X.25 session terminates during hard reset and the switch

computer application interface (SCAI) messages clear.

Note: The SCAI302 log report does not generate when a TCP/IP session is
terminated due to hard reset.

Format
The log report format for SCAI302 is as follows:

SCAI302 mmmdd hh:mm:ss ssdd FAIL SEND TO MPC FAILED
LINK ID: Link_DNA PROTOCOL ID: Protocol_id
DEVICE: MPC: mpc_no LINK: link_no
REASON: error_reason VALUE: MPC_Return_code or Lost_count

Example
An example of log report SCAI302 follows:

SCATI302 MAY 25 13:51:33 5166 FAIL SEND TO MPC FAILED

LINK ID: DNA 01208105 PROTOCOL ID: 1 1 1 1
DEVICE: MPC:0 LINK:2
REASON: INACTIVE LINK SEND VALUE: 03
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SCAI302 (continued)

Field descriptions
The following table explains each of the elds in the log report:

Field Value Description
FAIL SEND_TO_MPC_FAILED constant Indicates that the outgoing data that the
MPC handles fails.
LINK ID LEN or DNA plus The calling line equipment number (LEN) or
integers (0 to 47) data network address (DNA) identifies the
link on which the session association fails.
The LEN is output when the SCAIl uses
ISDN BRI transport. The DNA is output
when the SCAI link uses X.25 transport.
PROTOCOL ID 0to 9 The protocol in use appears as four
integers.
DEVICE alphanumeric Identifies the device and number of the
associated equipment.
LINK numeric Identifies the link number on which the
session fails.
REASON INACTIVE LINK The reason the session fails.
SENDBAD SEND
RCLINK
CLEARED. LOST
HARD
RESET.LOST
VALUE numeric 0 = MPC Send OK
1 = Bad MPC specified in Send
2 = Message size exceeds 242 bytes
3=MPC is disabled (SVC Reset, Cleared
or card busied)
4 = MPC is system busied
or, when last REASON above, the value will
be the number of lost messages from the
SCAI work queue.
Action

No immediate action is required.
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SCAI302 (end)

Associated OM registers

The OM register SOMSGLST increases if the failure occurs on an outgoing
message.
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SCAI303

Explanation

Format

Example

The SCAI303 log generates when Flow Control is discarding messages caused
by the host ignoring a o w control message.

The format for log report SCAI303 follows:

SCAI303 mmmdd hh:mm:ss ssdd INFO Flow_control_Warning
LINK ID: <Link_ DNA> PROTOCOL: <Protocol_id>
DEVICE: MPC:<mpc_no> LINK: <link_no>
REASON: <warning_reason>

An example of log report SCAI303 follows:

SCAI303 May25 13:51:33 INFO WARNING: FLOW CONTROL
LINK ID: DNA: 01208105 PROTOCOL: 1 1 1 1
DEVICE: MPC:0 LINK:2
REASON: Flow Control Enabled

Field descriptions

(Sheet 1 of 2)

The following table explains each of the elds in the log report:

Field Value Description

INFO WARNING FLOW Constant Indicates that the Flow Control is discarding

CONTROL messages.

LINK ID LEN, DNA The calling line equipment number (LEN) or
data network address (DNA) identifies the
link on which the session association fails.
LEN is output when the SCAI is using ISDN
BRI transport. DNA is output when the SCAI
link uses X.25 transport.

PROTOCOL 0to9 The protocol used displays as four integers.

DEVICE alphanumeric Identifies the device and number of the
associated equipment.
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SCAI303 (end)
(Sheet 2 of 2)
Field Value Description
LINK number Identifies the link number on which the
session failed.
REASON Flow Control The reason that causes the session to fail.
Enabled
Action

There is no action required.

Associated OM registers
None.
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SCAI311

Explanation

The Switch-Computer Application Interface (SCAI) subsystem generates this
report whenever no room is available for a new message in the incoming or
outgoing work queue for a Transmission Control Protocol/Internet Protocol
(TCP/IP) SCAI link. This log is analogous to the SCAI301 log for the X.25
SCALI link.

Format
The format for log report SCAI311 follows:

SCAI311 mmmdd hh:mm:ss ssdd FAIL COULD NOT ENQUEUE
MESSAGE

LINK ID: IP_ADDR: XXX XXX XXX XXX

LINKSET NAME: scai_coms_linkset

REASON : error_reason VALUE: scai_return_value

Example
An example of log report SCAI311 follows:

SCATI311 JUL22 18:57:33 3300 FAIL COULD NOT ENQUEUE MESSAGE
LINK ID: TIP_ADDR: 47 4 162 167
LINKSET NAME: TCP_INTRANET_ 2
REASON : SCAI OUTGOING ERROR VALUE: 2

Field descriptions
The following table explains each of the elds in the log report:

(Sheet 1 of 2)

Field Value Description

FAIL COULD NOT ENQUEUE  Constant Indicates that no room is available to

MESSAGE enqueue a new message on the incoming or
outgoing work queue used for a TCP/IP
SCAl link.

LINK ID: IP_ADDR 0 to 255 Displays the Internet Protocol (IP) address
of the host computer as four integers.

LINKSET NAME Symbolic text Displays the name of the linkset datafilled in
table SCAICOMS for the SCAI session in
use.
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SCAI311 (end)

(Sheet 2 of 2)
Field Value Description
REASON SCAI INCOMING Displays the reason that causes the session
ERROR or SCAI to fail.
OUTGOING
ERROR
VALUE Numeric 1 = incoming queue failure
2 = outgoing queue failure
Action

No short-term action is necessary. If the condition persists, the subscriber
using the link is exceeding the capabilities of the TCP/IP SCAI session.
Therefore, the subscriber should provision additional TCP/IP SCALI sessions.

Associated OM registers

The operational measurement (OM) group SEIUTRAN register SETUQOUG
is pegged if the failure occurs on the outgoing link. The OM group
SEIUTRAN register SEIUQINC is pegged if the failure occurs on the
incoming link.
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SCAI400

Explanation
The system outputs the SCAI400 log when a Switch Computer Application
Interface (SCAI) link enters an alarm state. The alarm severity is based on a
LINKSET condition. The alarm severity is based on a percentage of SCAI
links in a LINKSET and the number of SCAI links in an alarm state.

Format
The log report format for SCAI400 is as follows:

***SCAI400 mmmdd hh:mm:ss ssdd INFO LINKSET ALARM STATUS
LINKSET NAME: linkset_name
LINK ID: Link DNA PROTOCOL: Protocol_id
DIVICE: MPC: mpc_no LINK: link_no
ALARM LEVEL: alarm_level
LAST ALARM LEVEL.: previous_alarm_level
REASON: reason_text

Example
An example of log report SCAI400 follows:

***SCAI400 FEB11 13:26:25 9313 INFO LINKSET ALARM STATUS

LINKSET NAME: LINKSET1

LINK ID: DNA 01208098 PROTOCOL:0 0 O 0 O

DEVICE: MPC:5 LINK:3

ALARM LEVEL:CRITICAL

LAST ALARM LEVEL: MAJOR

REASON: 7 OF 8 LINKS IN LINKSET AFFECTED. SVC
CLEARED

Field descriptions
The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

alarm e ¥, or blank Indicates the alarm type of the log report. ***
= critical alarm, ** = major alarm, * = minor
alarm, blank = no alarm.

INFO LINKSET ALARM Constant Indicates that a SCAI link enters an alarm
STATUS state.
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SCAI400 (continued)
(Sheet 2 of 2)

Field Value Description

LINKSET NAME mandatory variable See table SCAICOMS for description of
linkset name.

LINK ID DNA The (DNA) identifies the link on which the
session association fails. The DNA is output
when the SCAI link uses X.25 transport.

PROTOCOL 0to9 The protocol in use appears as four
integers.

DEVICE Alpha-numeric Identifies the device and number of the
associated equipment.

LINK numeric Identifies the link number on which the
session fails.

ALARM LEVEL minor, major, Indicates the alarm severity of the link.

critical

LAST ALARM LEVEL minor, major, Indicates the previous alarm severity of the

critical link.

REASON text string This field indicates when the alarm condition
of a link clears. Clearance allows the
system to output a log. This log shows the
new alarm condition of the linkset to which
this link belongs.

Notes

The entries in table SCAICOMS determine the range of alarm severity that the
user can enter.

Do not perform changes to the alarm elds in table SCAICOMS while a link
is in an alarm state. A change can cause the SCAI400 log and IOD alarm
banner to report an alarm level that is not correct. These changes are
discouraged.

Action

There 1s no immediate action required. The user can post the link in the SCAI
level in the maintenance administrative position command interpreter
(MAPCI).
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SCAI400 (end)

Post-analysis

Collect SCAI logs and available input/output device (I0OD) or multi-protocol
controller (MPC) logs. Refer to SCAI level in MAPCI.

Associated OM registers

The activity enhances OM group SCAISERV to include six new increases.
The OM group SCAISERV provides OM data on SCAI service use.

AGLDINU Increases each time the switch sends a
dv-AGENT-LOGGED-IN-U event message.

AGLDOUTU Increases each time the switch sends a
dv-AGENT-LOGGED-IN-OUT-U event message.

AGRDYU Increases each time the switch sends a
dv-AGENT-READY-U event message.

AGNRDYU Increases each time the switch sends a
dv-AGENT-NOT-READY-U event message.

INREJ Increases each time the switch receives a reject message from
the host computer.

OUTREJ Increases each time the header or body of the received
message cannot be decoded properly.

The new OM group SCAISRV?2 also provides OM data on SCAI service use.
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SCAI500

Explanation

The SCAIS00 log report indicates when an agent is reassigned to another
subgroup. The dv-Reassign-Agent message effects the agent by assigning a
different supervisor.

Format
The format for log report SCAI500 follows:

SCAI500 mmmdd hh:mm:ss INFO ICM_Reassign_Agent
CUST GROUP: <CHARKEY>
AGENT POSITION ID: <AGENT'S POSID>
NEW SUPERVISOR POSID: <NEWSUPERVISOR POSID>
JOURNAL FILE ACTIVE: <YES or NO>

Example
An example of log report SCAIS00 follows:

SCAI500 JULY1l 13:51:33 INFO ICM Reassign Agent
CUST GROUP: BNR
AGENT POSITION ID: 2219
NEW SUPERVISOR POSID: 1234
JOURNAL FILE ACTIVE: Yes

Field descriptions
The following table explains each of the elds in the log report.

Field Value Description

date, time, segnbr, INFO $info This field gives the information about the
time and type of occurrence.

Cust Group DESCOFCHAR This field gives the customer group name
for the reassignment.

Agent Position ID Int This field gives the position ID of the
changed agent's supervisor.

New Supervisor PosID Int This field gives the position ID of the new
supervisor for the agent.

Journal File Active Yes or No This field gives when the journal file is
active for the event.
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SCAI500 (end)

Action
There is no action required.

Associated OM registers
The OM register REAGNPRR is associated with log SCAIS00.

Additional information

Occurrence of the SCAI500 log report indicates that the parameter Agent
Position ID identi es the position ID. The parameter Cust Group identi es
the customer group of the agent and supervisor. The parameter New
Supervisor Position ID identi es the position ID of the customer to the
subgroup. When the reassignment occurs, the parameter Session ID gives the
ID of the session.
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SCAI501

Explanation

The SCAIS01 log indicates when feature ICM Con guration Management
changes variable wrap-up time for an Automatic Call Distribution (ACD)
agent or an ACD group.

Format
The format for log report SCAI501 follows

SCAI501 mmmdd hh:mm:ss INFO Change_Varwrap
NEW WRAP: <new wrap time>
TABLE CHANGED: <ACDGRP, ACDENLOG, ACDLOGIN>
ORIG ADDRESS: <originating_address>
JOURNAL FILE ACTIVE: <yes, no>

Example
An example of log report SCAIS01 follows

SCAI501 JULYO01l 13:51:33 INFO Change Varwrap
NEW WRAP: 11
TABLE CHANGED: ACDGRP
ORIG ADDRESS: 1287022134
JOURNAL FILE ACTIVE: YES

Field descriptions
The following table explains each of the elds in the log report:

Field Value Description

date, time, segnbr, INFO $info This field gives the information about the
time and type of occurrence.

New Wrap Int This field gives the new variable wrap time.
Table changed DESOFCHAR This field identifies the changed table.
Orig Address DESCOFCHAR This field provides the original address of

the request.

Journal file active DESCOFCHAR This field identifies if the journal file is active
for the event
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SCAI501 (end)

Action
There is no immediate action.

Associated OM registers
The OM register CHWRAPRR is associated with log SCAIS01.

Additional information
The SCAIS501 log report indicates the following possibilities:

* The dv-Set-Feature changes the variable wrap time for the agent, if the
Table Changed parameter contains ACDLOGIN or ACDENLOG.

* The dv-Set-Feature changes the variable wrap time for the group, if the
Table Changed parameter contains ACDGRP.

* The Orig Address eld pro vides the source of the request. The Orig
Address eld contains a 4-digit position ID (posid) when the request is
made for an agent. The Orig Address eld contains a 10-digit directory
number when the request is made for the group.
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SCAI502

Explanation
The SCAIS02 log report indicates when the call forcing option for an
Automatic Call Distribution (ACD) agent or an ACD group has changed. The

ICM Con guration Management feature changes option call forcing to active
in the HSET, BASE, or None.

Format
The format for log report SCAIS02 follows

SCAI502 mmmdd hh:mm:ss INFO ICM_Change_Forcing
NEW FORCE: <New call forcing option>
TABLE CHANGED <ACDGRP, ACDENLOG, ACDLOGIN>
ORIG ADDRESS: <originating_address>
JOURNAL FILE ACTIVE: <yes or no>

Example
An example of log report SCAIS02 follows

SCAI502 JULYO01l 13:51:33 4827 INFO ICM Change Forcing
New Force: BASE
TABLE CHANGED: ACDENLOG
ORIG ADDRESS: 2987
JOURNAL FILE ACTIVE: Yes

Field descriptions
The following table explains each of the elds in the log report:

Field Value Description

date, time, segnbr, INFO $info This field gives the information about the
time and type of occurence.

New Force DESCOFCHAR This field gives the new forcing option.
Table Changed DESCOFCHAR This field indicates the changed table.
Orig Address DESCOFCHAR This field provides the original address of

the request.

Journal File Active DESCOFCHAR This field indicates when the journal file is
active for the event.
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SCAI502 (end)

Action
There is no immediate action.

Associated OM registers
The OM register CHFRCERR is associated with log SCAIS02.

Additional information
The SCAIS502 log report indicates the following possibilities:

* The message dv-Set-Feature changes option call forcing for the agent, if
the Table Changed parameter contains ACDLOGIN and ACDENLOG.

* The message dv-Set-Feature changes option call forcing for the group, if
the Table Changed parameter contains ACDGRP.

* The Orig Address eld pro vides the source of the request. The Orig
Address eld contains a 4-digit posid when the request is made for an
agent. The Orig Address eld contains a 10-digit directory number when
the request if made for the group.
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SCR100

Explanation

The Selective Charge Recording (SCR) subsystem generates log report
SCR100. The subsystem generates this report at the completion of a call for
which the calling party activates selective charge recording (SCR). The calling
party activates SCR before the calling party dials the called directory number
(DN). The user must assign the SCR option as a line option, to the calling DN.
The user uses order procedures to assign options.

Format
The log report format for SCR100 is as follows:

SCR100 mmmdd hh:mm:ss ssdd INFO SCR LOG ENTRY
Msgent clgno: dn cldno: dn dd/mm Answer time hh:mm
Duration: MMM Chgs Bth: 0

Example
An example of log report SCR100 follows:

SCR100 JAN29 15:54:25 7645 INFO SCR LOG ENTRY
14 44312 791334327 28/02 13:20 020 23056 O

Field descriptions
The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description
INFO SCR LOG ENTRY Constant Indicates a report of SCR information.
Msgcnt Integers Indicates the number of SCR logs that the

system generates.

clgno Symbolic text Identifies the DN of the originator.

cldno Symbolic text Identifies the DN of the terminator.

dd/mm Integers Indicates the date the call originates.
Answer time Integers Indicates the time in hours and minutes the

system answers the call.

Duration Integers Indicates the call duration in minutes.

297-8021-840 Standard 14.02 May 2001



Log reports  1-37

SCR100 (end)

(Sheet 2 of 2)
Field Value Description
Chgs Integers Indicates the charges that the calling party
acquires.
Bth Integers Indicates the booth number.
Action

When you receive log report SCR100, collect payment for charges the call
acquires. If the log indicates O charges, make sure that the duration is 0. Toll
calls produce two logs: one with O charges and one with charges that the rating
system or metering information evaluates.

Note: In China, the rating system evaluates the toll charges. The log that
the system generates as a result of metering information access indicates 0
charges. The user must ticket dial calls that are not direct. The user uses the
answer time and duration elds to tick et the calls.

Associated OM registers

There are no associated OM registers.
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SDM301
Explanation
The SuperNode Data Manager (SDM) generates log report SDM301 when the
maintenance system detects that a logical volume is not mirrored.
Note: The system does not generate this log for Telecom 05.
Format
The log report format for SDM301 is as follows:
* SDM301 MAY30 12:42:44 5641 TBL SDM Base Maintenance
Logical volume(s) not mirrored
Volume group name: <volume_group_name>
Status: <volume_group_status>
Example

An example of log report SDM301 follows:

* SDM301 MAY30 12:42:44 5641 TBL SDM Base Maintenance
Logical volume (s) not mirrored

Volume group name: rootvg

Status: integrating

Field descriptions
The following table describes each eld in the log report:

Field Value Description
volume_group_name character string Indicates which logical volume is not
mirrored.
volume_group_status integrating or not Indicates the status of the logical volume.
mirrored
Action

Check hardware faults as mirroring can be lost because of hard disk failure(s)
on the SDM. The system replaces a disk and brings this disk back in-service
(InSv).

Associated OM registers
There are no associated OM registers.

297-8021-840 Standard 14.02 May 2001



Log reports  1-39

SDM301 (end)

Additional information
There is no additional information.
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SDM302

Explanation

Format

Example

The system log report SDM302. The system generates SDM302 when the
maintenance system detects that the use of a system resource exceeds the
resource threshold. These thresholds include CPU, number of processes, swap
space, number of zombie processes, swap queue length, and disk space. The
SDM302 log report shows the format and example of the log as the log appears
in the OSS. The custlog le and the SuperNode Data Manager (SDM)
maintenance screen show this log. The logs in the custlog le and the
maintenance screen have a different format.

The log report format for SDM302 is as follows:

* SDM302 mmmdd hh:mm:ss ssdd TBL SDM Base Maintenance
Resource threshold exceeded

Type: <resource type>

Value: <resource value when threshold exceeded>

Threshold: <threshold value>

Name: <resource name>

An example of log report SDM302 follows:

* SDM302 MAY30 12:42:44 5641 TBL SDM Base Maintenance
Resource threshold exceeded

Type: Logical volume

Value:82 percent full

Name: /usr
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SDMS302 (continued)

Field descriptions
The following table describes each eld in the log report:

Field Value Description

resource type character string Indicates the resource that exceeds the threshold.
The following values can exceed the resource threshold:
 CPU
* number of processes
* swap space
* number of zombie processes
* swap queue entries

* logical volume

resource value integer, followed Indicates the value of the threshold when the system
when threshold by a character generates the log.
exceeded string

The following values can exceed the resource threshold,
where “xx" is a positive integer:

e CPU: “xx" number of queue entries that run
e Number of processes: “xx" processes

e  Number of zombies: “xx" zombies

* Number of swap queue entries: “xx" entries

* Forall other values: “xx" percent full

threshold value integer, followed Indicates the value of the resource at the time the resource
by a character exceeds the threshold.
string

The following values are possible, where “xx" is a positive
integer:

e CPU: “xx" number of run queue entries
*  Number of processes: “xx" processes
*  Number of zombies: “xx" zombies
* Number of swap queue entries: “xx" entries
* Forall other values: “xx" percent full
resource name character string Indicates the logical volume that exceeds the threshold.

This field is present when the system reports on the logical
volume resource.

DMS-100 Family NA 100 Log Report Referenc